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Abstract

These Application Notes describe the configuration steps required for Enghouse Interactive
Communications Center 10.1 to interoperate with Avaya IP Office Server Edition 11.
Enghouse Interactive Communications Center is a multi-channel and multi-contact solution
that can handle voice, fax, web, and email contacts. The compliance testing focused on the
voice integration with Avaya IP Office Server Edition using the TAPI and SIP user interfaces.

The Avaya IP Office Server Edition configuration consisted of two Avaya IP Office systems, a
primary Linux server at the Main site and an expansion IP500V2 at the Remote site that were
connected via Small Community Network trunks. In the compliance testing, two Enghouse
Interactive Communications Center servers were deployed, a primary server at the Main site to
interface with the primary IP Office system via TAPI and SIP user interfaces, and an expander
server at the Remote site to interface with the expansion IP Office system via TAPI only.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Enghouse Interactive
Communications Center (EICC) 10.1 to interoperate with Avaya IP Office Server Edition 11.
EICC is a multi-channel and multi-contact solution that can handle voice, fax, web, and email
contacts. The compliance testing focused on the voice integration with IP Office Server Edition
using the TAPI and SIP user interfaces.

The IP Office Server Edition configuration consisted of two IP Office systems, a primary Linux
server at the Main site and an expansion IP500V2 at the Remote site that were connected via
Small Community Network trunks. In the compliance testing, two EICC servers were deployed,
a primary server at the Main site to interface with the primary IP Office system via TAPI and SIP
user interfaces, and an expander server at the Remote site to interface with the expansion IP
Office system via TAPI only.

The agents were configured as users on the two IP Office systems, with ACD functionality
provided by EICC. Each EICC server used TAPI 2 in third party mode to monitor agent users on
the local IP Office system and provided call control via the Enghouse Interactive TouchPoint
client application. The status of agent users on the expansion IP Office system were relayed by
the expander EICC server to the primary EICC server, for centralized tracking of agent
availability.

All groups were required by EICC to be configured on the primary IP Office system, and were
monitored by the primary EICC server. Upon being notified of an incoming group call via TAPI
events, the primary EICC server used TAPI line redirect capability to redirect call to an available
agent that can reside on either the Main or Remote site, and the answering agent’s desktop was
populated with call related information received via the TAPI interface. Call related actions such
as answer and drop can be initiated via the TouchPoint client application, and were supported by
EICC using TAPI line control capabilities. In addition, EICC used TAPI to support forwarding,
message waiting indicator (MW1), and supervisor monitor and intrude features.

The SIP user interface was used by the primary EICC server to support voicemail,
announcement, and basic call recording features. Voicemail and announcement calls were
redirected to an available virtual SIP user to terminate to EICC, and recording was accomplished
by intruding a virtual SIP user onto an active call to pick up the media for recording.
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2. General Test Approach and Test Results

The feature test cases were performed both automatically and manually. Upon start of the EICC
application, the application automatically registered virtual SIP users with the primary IP Office
system, and established TAPI connection from each EICC server with the local IP Office system.

For the manual part of testing, incoming calls were made to the general routing groups
configured on the primary IP Office system. EICC used the TAPI event messages to track agent
states, and redirected calls to available agents. Manual call controls from the agent desktops
were exercised to verify remaining features such as answering and transferring of calls.

Voicemail was tested by not answering personal calls at the agent, and having the call cover to
EICC for proper leaving of voice message and activation of MWI. Manual call was made
subsequently from agent to the voicemail group for retrieval of voice message and proper
deactivation of MWI.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to the EICC servers and clients.

The verification of tests included human checking of proper states at the agent desktops and
agent telephone displays, and of reviewing the System Monitor logs from the two IP Office
systems.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between IP Office and
EICC did not include use of any specific encryption features as requested by Enghouse
Interactive.
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2.1. Interoperability Compliance Testing
The compliance testing included feature and serviceability areas.

The feature testing focused on verifying the following on EICC:
e Virtual SIP user registrations, G.711and G.729 codec, and inbound DTMF.

e Use of TAPI functions to monitor users and groups, redirect incoming calls, support call
control and supervisor monitor and intrude via client desktops, and set call forwarding and
MWI.

e Proper handling of call scenarios including incoming calls to different groups, screen pop,
hold, reconnect, blind/attended transfer, attended conference, voicemail, announcement, call
forwarding, MWI, supervisor monitor, supervisor intrude, non-ACD call, queuing, hot
desking, outgoing call, outpulse of DTMF digits, multiple calls, multiple agents, long
duration, park/unpark at destination agent, follow me, and recording of basic calls.

The feature testing call flows included calls within the primary IP Office at the Main site, calls
within the expansion IP Office at the Remote site, as well as calls between the two IP Office
systems.

The serviceability testing focused on verifying the ability of EICC to recover from adverse
conditions, such as disconnecting/reconnecting the Ethernet connection to EICC servers and
clients.

2.2. Test Results

All test cases were executed and verified. The following were observations on EICC from the
compliance testing.

e By design, for a hold and reconnect call scenario, the basic call recording feature captured
the audio up to the hold action.

e Only one EICC expander server is supported in the current version.

e For the attended conference scenarios, after one of the agent drops, the remaining agent’s
Active tab reflected the name of the dropped agent instead of the remaining PSTN party.

e Special character as part of a dial string is not supported by TouchPoint, and the workaround
is to use the agent telephone for such dialing.

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 4 of 45
SPOC 11/5/2018 ©2018 Avaya Inc. All Rights Reserved. EICC-IPOSE11



2.3. Support
Technical support on EICC can be obtained through the following:

e Phone: (800) 513-2810
e Web: www.enghouseinteractive.com
e Email: usa.support@enghouse.com
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3. Reference Configuration
The configuration used for the compliance testing is shown in Figure 1.

The devices used in the compliance testing are shown in the table below.

Device Type Device Number/Extension
Main Site
Agent Extensions 21031, 21034
Agent Users 21031, 21032
Supervisor Extension 21030
Supervisor User 21030
Remote Site
Agent Extensions 22031, 22034
Agent Users 22031, 22032
Supervisor Extension 22030
Supervisor User 22030

E!.] L

é?f_’!!:j

Agents and Supervisor with

205 Avaya 1608-1, 1616-1, and 9641G
IP Deskphones and

Enhouse Interactive TouchPoint

IP Deskphones and
Enghouse Interactive TouchPoint

SCN Trunks

Enghouse Interactive Avaya IP Ofﬁce
Communications Center Servgr Edition
(Primary) (Primary)

———————— &= =]
Avaya IP Office Enghouse Interactive
on IP500V2 Communications Center
(Expansion) (Expander)

Remote

Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Main Site

Avaya IP Office Server Edition (Primary) 11.0.0.1.0
Avaya 9608, 9611G & 9641G IP Deskphone (H.323) 6.6604
Enghouse Interactive Communications Center on 10.1.0.8600
Windows Server 2012 R2 Standard

e CTI Application Server 10.1.0.8600

e SIP Server 10.1.0.8600

e Avaya IP Office TAPI2 Driver (tspi2w) 1.0.0.44
Enghouse Interactive TouchPoint on 10.1.0.8600
Windows 10 Pro

Remote Site

Avaya IP Office on IP500V2 (Expansion) 11.0.0.1.0
Avaya 1608-1 & 1616-1 IP Deskphone (H.323) 1.3110
Avaya 9611G IP Deskphone (H.323) 6.6604
Enghouse Interactive Communications Center on 10.1.0.8600
Windows Server 2012 R2 Standard

e CTI Auxiliary Services 10.1.0.8600

e Avaya IP Office TAPI2 Driver (tspi2w) 1.0.0.44
Enghouse Interactive TouchPoint on 10.1.0.8600

Windows 10 Pro

Compliance Testing is applicable when the tested solution is deployed with a standalone IP
Office 500 V2 and also when deployed with IP Office Server Edition configurations consisting of

no more than two IP Office systems.
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5. Configure Avaya IP Office

This section provides the procedures for configuring IP Office. The procedures include the
following areas:

e Verify licenses

e Administer groups

o Administer agent extensions

e Administer agent users

e Assign agents users to monitor group
e Administer supervisors

e Administer SIP registrar

e Administer SIP extensions

e Administer SIP users

e Administer short code

e Administer system settings

e Administer NoUser source number
e Administer security settings

Note that all procedures above apply to the primary IP Office system, and only a subset of the
procedures apply to the expansion IP Office system as listed below.

o Verify licenses

e Administer agent extensions

e Administer agent users

e Administer supervisors

e Administer system settings

e Administer NoUser source number
e Administer security settings
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5.1. Verify Licenses

From a PC running the IP Office Manager application, select Start = All Programs - IP
Office = Manager to launch the application. Select the primary IP Office system, and log in
using the appropriate credentials.

The Avaya IP Office Manager for Server Edition IPO2-1POSE screen is displayed, where
IPO2-1POSE is the name of the primary IP Office system.

From the configuration tree in the left pane, select the primary IP Office system, in this case
IPO2-1POSE, followed by License to display licenses in the right pane. Verify that there are
licenses for 379 Party IP Endpoints and CT1 Link Pro, with both license Status being “Valid”,
as shown below.

%7 Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] o |- 3| 3]
File  Edit View Tools Help
1PO2-IPOSE - License . -iAE-H AEER v 2@
Configuration I £ - il
- IPO2-IPOSE ~ || License iRemote T
[H-%59 System (1) R
-1 Line (3) Feature Instances Status Expiration Date Source
<= Control Unit {9) — _
54 Extension (12) 3rd Party IP Endpoints 1000 PLDS MNodal
@-§  User(12) Additional Voicemail Pro Ports 252 Valid Newver PLDS Modal
-8 Group (17) Awvaya Contact Center Select 1 Valid Newver PLDS Modal
(8% Short Code (39) Avaya IP endpoints 1000 Valid Newver PLDS Nodal
18 fe“"“, (U)c - Zwaya Mac Softphone 1000 Valid Never PLDS Nodal
grio-ap i - Bvaya Softphone Licence 1000 Valid Never PLDS Nodal
: irectory (0}
£ Tirme Profile (0) Basic User 1000 Obsolete Newver PLDS Nodal
- ll 1P Route (1) CTlLink Pro _ PLDS Nodal
-8l Account Code (0) Devlink3 External Recorder Valid Never PLDS Nodal
% License (22) |z ||| 1PS00 Universal PRI (Additional cha... mn Obsolete Never PLDS Nodal

From the configuration tree in the left pane, select the expansion IP Office system, in this case
IPO2-1P500V2, followed by License (not shown) to display licenses in the right pane. Verify
that there isa CT1 Link Pro license, and with the license Status being “Valid”, as shown below.

%) Avaya IP Office Select Manager for Server Edition IPO2-IP500V2 [11.0.0.1.0 build 8] o] & ==
File  Edit View Tools Help
IPO2-IPS00V2 * License . -G -d AREA] v - &
Configuration I e - X [« | <
G- IPO2-IPOSE || License iRemote Server
=5 IPO2-IPS00V2 .
(- System (1) Feature Instances Status Expiration Date Source
;-' Line (4 Awaya IP endpoints 8 Walid Newver Yirtual
L i ——" CTILink Pro 1 Valid Never PLDS Nodal
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5.2. Administer Groups

From the configuration tree in the left pane, right-click on Group under the primary IP Office
system and select New from the pop-up list to add a new group. For Name and Extension,

enter desired values. Retain the default values for the remaining fields.

7 Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] o8-/
File  Edit \iew Tools Help
1PO2-IPOSE - Group - ATMECCMonitr  + - % 5 - & [E|E (A v - E
Configuration | 7 Sequential Group <Hunt Group:0>: = & ~ v <>
=% IPOZ-IPOSE + || Group |Queuing I Overflowl Fallback I Woicemail | Voice Recording I Announcements | SIP
(%55 System (1)
E-F7 Line (3) Name EICC Hold Profile Standard *
<= Control Unit {9) . = .
-4 Extension (12) Extension 21771 [7] Exclude From Directary
7:% (,1 Ring Mode 1Sequential vj Mo Answer Time (sec) System D
(-9% Short Code (59) Hold Music Source [No Change '}
B Service (0)
=@ Incoming Call Re Ring Tone Override None i
- Directory (0) ] =
£ Time Profile (0) |= ige::: 1S_t°atus Rl {None v}
- ll P Route (1) £ .
8w Account Code ([ Central System IPO2-IPOSE Advertise Group
- & Licensg (22) User List
&-§3 User Rights (11)
G- ARS (2) Extension Name System
[+-58 Location (2)
4§38 Authorization Cc =
Select the Voicemail tab, and uncheck Voicemail On as shown below.
7 Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] foll-@- /=]
File  Edit View Tools Help
1P02-IPOSE « Group - amECCMonitor - - % - W F[EE L] v o E
Configuration | 7 Sequential Group <Hunt Group:0>: = &Y ~ v | <>
-4 IPO2-IPOSE A | Group I Queuing I Overﬂowl Fallback‘ Woicemail i\loice Recording | Annhouncements I SIP l
= Systern (1)
-1 Line (3) Voicemail Code [ Voicemnail On
(- Control Unit (3) A
-4 Extension (12) Confirm Voicemail Code
23] ﬂ User (12) . . . i i
0 ‘“ Broup il Yoicemail Email [T Woicemail Help
[+-8% Short Code (59) . [ Broadcast
4B Service (0) o .
- Incorning Call Re 9 Off ) Copy © Forward . Alert [T] UMS\Web Services
@ Directory (0)
£ Time Profile (0) |5 |
G- Jiill IP Route (1) ‘
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Repeat this section to create the groups shown below. These groups are used by EICC for
routing and handling of incoming calls. Note that all groups are required by EICC to be
configured on the primary IP Office system.

Extension Name
21771 EICC Hold
21772 EICC Voicemail
21773 EICC Operator
21774 EICC Monitor
21775 EICC Fallback
21776 EICC Sales
21777 EICC Support

The created groups are shown in the left pane of the screen below.

ll'_" Awvaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8]

[E=% EOR ™|

File  Edit \iew Tools Help
IPOZ-IPOSE ~ Group + 21775 EICC Fallback iR E-H j@j v
Configuration | = Sequential Group EICC Fallback: 21775 ek~ X | v|<]|>

=43 IPO2-IPOSE

(%55 System (1)
-1 Line (3)

#-<2 Contral Unit {(9)
-4 Extension (12)
G-@ User (12)
E-3§ Group (17)

¥l 21995 Adhoc Hot

¥l 21883 Combo Hot

¥l 21884 Combo Hot 2
43§l 21881 Combo Sales
43§l 21882 Combo Support
43Kl 22881 Combo via Exp
49§ 21991 DR Main

=

43§l 21771 EICC Hold
43§l 21774 EICC Monitor
¥ 21773 EICC Operator
¥l 21776 EICC Sales

¥l 21777 EICC Support
-5 21772 EICC Voicemail
5kl 21993 Exp wia Primary
~-4g 22993 Primary via Exp

.l Group ‘ Queuing | Owverflow | Fallback ]Voicemail I Yoice Recording I Announcements I SIP (

Name
Extension
Ring Mode

Hold Music Source

m

Ring Tone Override

Agent's Status on No-Answer
Applies To

Central System

User List

EICC Fallback

21775

Profile

[] Exclude From Directory

’Sequential

VI Mo Answer Time (sec)

[No Change

None

m

lNone

IPO2-IPOSE

Advertise Group

Extension MName System
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5.3. Administer Agent Extensions

From the configuration tree in the left pane, select the primary IP Office system, followed by the
first H.323 extension on the system that will be used by agents and supervisors, in this case
“21031”. Select the VoIP tab, and check Requires DTMF as shown below. Note that this
parameter appears when the system parameter Ignore DTMF Mismatch for Phones is enabled.

Repeat this section for all H.323 extensions on the Main site that will be used by agents and
supervisors. In the compliance testing, three extensions on the Main site with extensions
“210317, 210347, and “21030” were configured on the primary IP Office system.

Repeat this section for all H.323 extensions on the Remote site that will be used by agents and
supervisors. In the compliance testing, three extensions on the Remote site with extensions
220317, “22034”, and “22030” were configured on the expansion IP Office system (not shown).

!ﬁ Awvaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] { = | =)
File  Edit View Tools Help

1POZ-IPOSE - Extension - 11205 21031 iAE-d AEEA] v

Configuration | = H.323 Extension: 11205 21031 ek -8 [ X[vl<|[>§

< IPO2-IPOSE + | Btension | vorr |

#4539 System (1) [

+-14 Line (3)

+-<= Control Unit (9)

-1 Extension (12)
ey, 11201 MAC Address i} no 0o 00 00 00 V| Out Of Band DTMF

g, 11209 21030

11205 21031 Codec Selection Systern Default =

v 11206 21032 [7] Local Tones

11207 21033

11208 21034 s> | |GTLLULAW 64K [7] Allow Direct Media
, 11202 21040 G.711 ALAW 64K

' 11200 21041 G.729(a) 8K CS-ACELP

n 11210 21091
. 11211 21092
v 11203 21441 S
11204 21442
@ User(12)

+-3af Group (17)
+-8% Short Code (59)
B Service (0) dee
+-§ Incoming Call Re
o Directory (0)

— Enable Faststar’tfor‘A
IP Address 0 0 0 0 | non-taya IP phon|

[¥] Requires DTMF

4

m

dAd444444

; “ Tirne Profile (0) Reserve License INone V]
+-Hll IP Route (1) Supplementary Services INone v| >
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5.4. Administer Agent Users

From the configuration tree in the left pane, select the primary IP Office system, followed by the
first user on the system that will be used by agents, in this case “21031”. Select the Voicemalil
tab, and uncheck Voicemail On as shown below.

" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] = |
File  Edit View Tools Help
1P02-IPOSE - User ~ 21031H323 Primary -0 E-d AEEA v - B
Configuration | = H323 Primary: 21031 k- X|wv]<|> @
[ IPO2-IPOSE & ‘ User | Woicemail ‘DND l Short Codes I Source Numbers | Telephony I Forwarding | Dial In I Yoice Recording I Butto ¢ | *
(%55 System (1)
-4 Line (3) \oicemail Code [7] Woicemail On ‘:
<= Control Unit {9)
(-4 Extension (12) I Confirm Voicemail Code [7] Woaicemail Help
- User{12) [
g NoUser Voicemail Email [T] Woicemail Ringback
&~ 21441 EICC21441 Yoicemail Email Reading

g 21442 EICC21442
@ 21030 Ban21030 UMS Web Services
-§ 21033 Extn21033 |

g 21034 Extn21034 Enable GMAIL AP
g 21091 H323 Exp
e 21092 H323 Exp2
B 21021 H323 Prirnary |18

m

m

Select the Telephony tab, followed by the Supervisor Settings sub-tab. Uncheck Cannot be
Intruded, and set Can Intrude to the desired setting.

" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] o |2 ]
File  Edit View Tools Help
1P02-IPOSE - User + 21031H323 Primary - E-d AREA v 2B
Configuration J = H323 Primary: 21031 -9 X|wv]<|> @
‘“‘" IPOg-IPtOSE(l) & ‘ User | Yoicemail I DND l Short Codes I Source Numbers% Telephony IForwarding I Dial In I Voice Recording I Butto| ¢ | *
%58 System . e
&-TH Line (3) Call Settings | Supervisor Settings | Multi-line Options | Call Log | TUI
[#-<= Control Unit {(9) E l I l [ "
(-4 Extension (12) - Login Code [7] Force Login [
- User{12) |
-4 NoUser Confirm Login Code
- 21441 EICC21441 =
|| Force Account Code

b 21442 EICC21442 Login Idle Period (sec)

21030 Extn21030
21033 Extn21033
~@m 21034 Extn21034 Coverage Group l<None> VI [7] Incoming Call Bar

~ @ 21091 H323 Exp
[] Outgoing Call Bar

@ 21092 H323 Exp2 Status on No-Answer [Logged On {(No change) ']
% 21031 H323 Primany jIll -
e 21032 H323 Primany2 [] Inhibit Off-Switch Forward/Transfer

[7] Force Authorization Code

m

Monitor Group [<None> "

m

: ﬁgj; gg E::m:gﬂ Privacy Override Group [<None> 'J [7] CanIntrude =
TQ Group (17) . [7] Cannot Be Intruded
8% Short Code (59) Reset Longest Idle Time
@B Service (1) @ All Calls [7] Can Trace Calls
(-4 Incoming Call Route (2) [7] Deny Auto Intercom Calls

@ Directory (0) ) External Incoming

£ Tirne Profile (0)
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Select the Forwarding tab. Check Forward On Busy, Forward On No Answer, and Forward
Internal calls. For Forward Number, enter the EICC Voicemail group extension from Section
5.2.

Repeat this section for all users on the Main site that will be used by agents. In the compliance
testing, two users on the Main site “21031” and “21032” were configured on the primary IP
Office system.

Repeat this section for all users on the Remote site that will be used by agents. In the
compliance testing, two users on the Remote site “22031” and “22032” were configured on the
expansion IP Office system (not shown).

'_Ir_ Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] === @
File  Edit View Tools Help
1POZ-IPOSE ) S « 21031 H323 Primary . 5-d BAEE[A] v
Configuration | = H323 Primary: 21031 g -9 | X | v|<|> @
® POZ-IPOSE = l User ] Woicemail I DND l Short Codes ] Source Numbers ] Telephony‘ Forwarding lDiaI In lVoice Recording ] Butto| ¢ | *
[H-%55 Systern (1)
-4 Line (3)

#-<2 Control Unit {9)
-4 Extension (12)

1—'“‘ User (12)

fr NoUser
21441 EICC21441
& 21442 EICC21442
21030 Extn21030
21033 Extn21033 -
g 21034 Extn21034 Forward Unconditional =
@ 21091 H323 Exp

e 21092 H323 Exp2
21031 H323 Prima

Block Forwarding

Follow Me Number v

m

% License (22)
&-§5 User Rights (11)
¢ ARS (2)

Forward Number v
e 21032 H323 Primary?2
i~ 21041 SIP Prirary
e 21040 SIP Primaryl -
-8 Group (17)
[+-@% Short Code (59)
B Service () Forward On Busy El
& 0 Incoming Call Route (2) =
.o Directory (0) Forward On No Snswer ]
) Tirne Profile (0) Eshvariiinmber 21772 v
(-l IP Route (1)
-l Account Code (0) B
Forward Internal calls (@]
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5.5. Assign Agent Users to Monitor Group

From the configuration tree in the left pane, select the EICC Monitor group under the primary IP
Office system, in this case “21774”. Click on Edit (not shown) in the User List sub-section to

add members.

In the next screen (not shown), select all agent users on both IP Office systems from Section 5.4.

'_l'_"‘ Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0,1.0 build 8]
File  Edit Miew Tools Help

[E= EeR =)

43§l 21883 Combo Hot
5| 21884 Combo Hot 2 Ring Tone Owverride MNone v
43§l 21881 Combo Sales
43§l 21882 Combo Support
43§ 22881 Combo via Exp
4§ 21991 DR Main Central System IPOZ-IPOSE
~43§ 21992 DR Secondary i

m

Agent's Status on No-Answer [None ']
Applies To

IPOZ-IPOSE ~ Group ~ 21774 EICC Monitor iR E-H E :I v =[]

Configuration | = Sequential Group EICC Monitor: 21774 e~ X[ v <]
“% IPOZ-IPOSE # || Group |Queuing I Overflow I Fallback IVoicemaiI l Yoice Recording IAnnouncements I P ‘
(-5 Systern (1) =
#-47 Line (3) Name EICC Monitor Profile Standard "~
[#-<2 Control Unit {9) . .
-4 Extension (12) 1 Extension 21774 [] Exclude From Directary
L]-'ﬂ User (12) . : - . Systern D
’—-3'@ Group (17) Ring Mode [Sequenttal J MNo &Answer Time (sec) ystem U

~5] 21995 Adhoc Hot Hold Music Source [No Change V]

Advertise Group

4§ 21775 EICC Fallback
-5k 21771 EICC Hold 3 Extension Mame Systemn
& 21774 EICC Monitar
43l 21773 EICC Operator
48l 21776 EICC Sales

The resultant screen after the selection is shown below.

" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] ol ==
File  Edit View Tools Help
IPO2-IPOSE ~ Group ~ 21774 EICC Monitor iR E-HE = v = [El
Configuration | = Sequential Group EICC Monitor: 21774 ek ~M (X[ |<]|>

% IPO2-IPOSE # || Group |Queuing I Overﬂowl Fallback IVoicemaiI | Yoice Recording IAnnouncements I P
(%59 System (1) =
&7 Line (3) Name EICC Monitor Profile Standard "~
(<= Control Unit (9) . i
-4 Extension (12) Extension 21774 [7] Exclude From Directary
G-§  User(12) y 7 = : Sustern D
H"Q Group (17) Ring Maode [Sequentcal J MNo Answer Time (sec) ystem

4] 21995 Adhoc Hot Hold Music Source [No Change ']

45§ 21883 Combo Hot

ﬁ:} 21884 Combo Hot 2 Ring Tone Override None -

59k 21881 Combo Sales = :

43§l 21882 Combo Support igeﬂi:_ls_toatus oniNozAnswer [None v]

-4l 22881 Combo via Exp PP _ L

ﬁ 21991 DR Main Central System IPO2Z-IPOSE Advertise Group g

~5%| 21992 DR Secondary User List

ﬁ 21775 EICC Fallback

g 21771 EICC Hold - Extension Name Systemn

; 21774 EICC Monitor =T :

[ %
@ 21773 EICC Operator f:J 21031 H323 Pr?mary IPO2-IPOSE
3] 21776 EICC Sales W 2032 H323Priman2  PO2-IPOSE

43§ 21777 EICC Support ¥l 22031 H323 Expansion  IPO2-IP500V2

; &:‘1 21772 EICC Yoicemail [ 22032 H323 Expansion2  IPO2-IP500V2

49l 21993 Exp via Primary
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5.6. Administer Supervisors

From the configuration tree in the left pane, select the primary IP Office system, followed by the
first user on the Main site that will be used as the supervisor, in this case “21030.

Select the VVoicemail tab, and uncheck VVoicemail On as shown below.

" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] o[- ]
File  Edit View Tools Help
IPO2-IPOSE - User 21030 Extn21030 PR EH S:EI v =@
Configuration | = Extn21030: 21030 gk -9 | X | v|<|> @

5y [PO2-IPOSE

(%55 System (1)

-4 Line (3)

<= Control Unit {9)

[+ Extension (12)

@ User{12)

-4 NoUser

g 21441 EICC21441

g 21442 EICC21442

= |

g 21033 Extn21033

e 21034 Extn21034
§ 21001 H323 Exp

m

User \ Woicemail %DND | Short Codes l Source Numbers I Telephony | Forwarding I Dial In IVoice Recording I Blt:|

Yoicemail Code [7] Voicemail On

Confirm Voicemail Code [T Woicemail Help

Yoicemail Email [7] Voicemail Ringback
Woicemail Email Reading
UMS Web Services

Enable GMAIL API

Select the Telephony tab, followed by the Supervisor Settings sub-tab. Check Can Intrude,
and set Cannot be Intruded to the desired setting. For Monitor Group, select the EICC
Monitor group from Section 5.2.

'ﬁ' Awvaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8]

=1 Bl )

File  Edit View Tools Help
PO2-IPOSE «FUser ~ 21030 Extn21030 -iAE-d EREA v &
Configuration | = Extn21030: 21030 -9 [ X|wv]<|> @

% IPO2-IPOSE

(%55 System (1)

-4 Line (3)

(- Control Unit (9)

(-4 Extension (12)

@ User{12)

-4 MoUser

g 21441 EICC21441

- 21442 EICC21442

21033 Extn21033

i 21034 Extn21034

e 21091 H323 Exp

e 21092 H323 Exp2

21031 H323 Primary

@ 21032 H323 Primary2

g 21041 SIP Primary
g 21040 SIP Primaryl

\Q Group (17)

[+-@% Short Code (59)

B Service (0)

& e Incoming Call Route (2)

% Directory (0)

-7 Time Profile (0)

m

‘ User I\Ioicemail l DND | Short Codes l Source Numbersi Telephony ]Forwarding I DialIn I\Ioice Recording I B4

Call Settings | Supervisor Settings lMuIti-Iine Options l Call Log ] TUL ‘

Login Code

[] Force Login
Confirm Login Code

Login Idle Period (sec) [7] Force Account Code

[T] Force Authorization Code

Monitor Group [EICC Monitor "

Coverage Group [<N0ne> v] [] Incoming Call Bar

m

Status on No-Answer [Logged On (No change} v‘ [7] Outgoing Call Bar

Privacy Override Group [(None>

Reset LongestIdle Time
@ All Calls

*) External Incoming

[ Inhibit Off-Switch Forward/Transfy
[¥] CanIntrude
[¥] Cannot Be Intruded

[7] Can Trace Calls

[] Deny Auto Intercom Calls
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Select the Forwarding tab. Check Forward On Busy, Forward On No Answer, and Forward
Internal calls. For Forward Number, enter the EICC Voicemail group extension from Section
5.2.

Repeat this section for all supervisors on the Main site. In the compliance testing, one supervisor
on the Main site “21030” was configured on the primary IP Office system.

Repeat this section for all supervisors on the Remote site. In the compliance testing, one
supervisor on the Remote site “22030” was configured on the expansion IP Office system (not
shown).

=N B >

'£ Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8]
File  Edit View Tools Help

IPO2-IPOSE « User + 21030 Exn21030 . ;-d @R v -
Configuration | = Extn21030: 21030 gk - | X| vz > @
= IPOZ-IPOSE e ‘ User [Voicemail l DND I Short Codes l Source Numbers ] Telephony‘ Forwarding lDiaIIn ]Voice Recording [ Biata| i
[H-%55 Systern (1) f

-9 Line (3)

<2 Control Unit (9)

-4 Extension (12)

HI User (12)

~frg NoUser

@ 21441 EICC21441

& 21442 EICC21442

21033 Extn21033

e 21034 Extn21034

& 21091 H323 Exp

& 21092 H323 Exp2

21031 H323 Primary

@ 21032 H323 Primary2

g 21041 SIP Primary
g 21040 SIP Primaryl

-3¢ Group (A7)

[+-8% Short Code {59)

Block Forwarding =

Follow Me Number v

Forward Unconditional [

m

Forward Number b

. License (22)
1,]"&} User Rights (11)
F-"¢ ARS ()

@ Service (0) Forward On Busy ¥
& @ Incoming Call Route (2) SX
= Directory (1) Forward On No Answer vl
st Time Profile (0) Forward Number 1112 v
-l IP Route (1)
88 Account Code (0) i
Forward Internal calls [¥]
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5.7. Administer SIP Registrar

From the configuration tree in the left pane, select System under the primary IP Office system to
display the system screen in the right pane. Select the LANL1 tab, followed by the LAN Settings
sub-tab.

Make a note of the IP Address field value, which will be used later to configure EICC. Note
that IP Office can support SIP on the LAN1 and/or LANZ interfaces, and the compliance testing
used the LANL1 interface.

'ﬁ' Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0,1.0 build 8] E@@
File  Edit View Tools Help
1POZ-IPOSE - System + IPO2-IPOSE -iAE-dH AREEA] v <
Configuration  |[= IPO2POSE e - R
-4 IPO2-IPOSE R

Systemri LANL ‘ LANZ [ DNS l\loicemail | Telephony [ Directory Services I System Events | SMTP | SMDR IVo ol

-5 System (1)

1P 02-IPOSE| LAN Settings ,\/’oIP I Netwark Topology‘
-4 Line (3)
(-2 Control Unit (9) 1P Address 10 64 101 234
(-4 Extension (12) )
w-§ User (1) IP Mask 255 255 255 0

-5f Group (17)
(8% Short Code (59)

@ Service (1) Number Of DHCP IP Addresses 20 |5
- e Incoming Call Route
% Directory (0) DHCP Mode

0 Time Profile @ ||| || ) Server © Client @ Disabled
(-l IP Route (1) ‘

-8 Account Code (0)

Select the Vol P sub-tab. Make certain that SIP Registrar Enable is checked, as shown below.

) Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] oo =]
File  Edit Miew Tools Help
PO2-IPOSE - System ~ IPO2-IPOSE A -d AEEA v
Configuration || = IPO2-POSE ok B X[ v <>
4 ol IPOg-IFt'OSE(l) 4 ‘ Systeml LANL !LANZ I DNS |Voicemail | Telephony] Directory Services l Systemn Events l SMTP | SMDR. |V Ll
=558 System e — -
e 1002 1P OSE || LaN Settings | VoIP | Network Topology|
-4 Line (3) A
(- Control Unit (9) [¥] H.323 Gatekeeper Enable
1 ‘0 Extension (12) [7] Auto-create Extension Auto-create User  [7] H.323 Remote Extension Enable
G-§ User (12)
- ﬁ Group (17) H.323 Signaling over TLS Preferred - 3 511 Sigr Port (1720 : 2
[+-@% Short Code (59) |7
@ Service {0) = ‘
&€ Incoming Call Route V] SIP Trunks Enable
- Directory (0) 7 :
) (I\ Tirme Profile (1) E |V| SIP Registrar Enable B
-l IP Route (1) | [7] Auto-create Extension/User || SIP Remote
- Account Code (0)
~% License (22) SIP Domain Name dr220.com
&-§5 User Rights (11)
- ARS (2) SIP Registrar FQDN
[#-E8 Location (2) N
5% Authorization Code (| [¥] upp UDP Port 3060 =
- PO2-IPS00Y2 i _ =
-5 Systemn (1) Layer 4 Pratocol [v] TCP TCP Port 5060 =
-4 Line (4] - =
e} A Cont(ro)l Uit (4 @ s TLSPort |S061 -
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5.8. Administer SIP Extensions

From the configuration tree in the left pane, right-click on Extension under the primary IP Office
system, and select New = SIP Extension from the pop-up list to add a new SIP extension. For
Base Extension, enter an available extension number, in this case “21441”.

" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] |
File  Edit \View Tools Help
IPOZ-IPOSE * Extension ~ 11205 21031 -2 E-H|ERE v = [E
Configuration | iz SIP Extension: 8000 * e - X|vl<|[>§
-4 IPO2-IPOSE + || Extension EV.JIp
=555 System (1) =
iy IPO2-IPOSE Extension ID 8000 =
-7 Line (3)
-2 Contral Unit (9) Base Extension 21441
B il
0 ‘i User (12) Phone Password
G-5§ Group (17) :
28X Short Code (5) Confirm Phone Password
D Service (1) Caller Display Type On
- Incoming Call Route R it
= Directory (0) Reset Volume After Calls [
£ Tire Profile (0) 3 =
(- IP Route (1) Device Type Unknown SIP device
-8l Account Code (0)
% License (22)
L]--ﬂ; User Rights (11) Location {Automatic
- ARS (2)
-8 Location (2) Fallback &s Remote Warker {Auto
3 ﬁ Authorization Code (
&% IPOZ-IPS00VZ | (Module i
(%55 Systemn (1) 0
-7 Line (4) RO L
[#-<= Control Unit (4)
(-4 Extension (32) Disable Speakerphone ]
L]-i User (13)
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Select the VoIP tab, and uncheck Allow Direct Media Path. For Reserve License, select
“Reserve 3" party IP endpoint license”. For Media Security, select “Disabled”, as shown

below.

Repeat this section to add the desired number of SIP extensions with consecutive extension
numbers. In the compliance testing, two SIP extensions “21441” and “21442” were created.

IPO2-IPOSE

_‘[’ HAwaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8]
File  Edit View Tools Help

« | Extension - 11205 71031 -iaE-d AEER v 23

Configuration |

b SIP Extension: 8000 * o

% IPO2-IPOSE

-5 System (1)
ity IPO2-IPOSE

117 Line (3)

<2 Contral Unit {9)

o

1§ User(12)

-5 Group (17)

1-@% Short Code (59)

4B Service (0)

o Directory (0)

£ Tirme Profile (0)
(-l IP Route (1)
-~ Account Code (
W License (22)
w-§3 User Rights (11)
(- ARS (2)

(- Location (2)

28 Authorization C
2 IPO2-IPS00Y2
[H-55p System (1)
-9 Line {(4)

[#-<2> Control Unit {4)
&

-

[

[

4 Extension (32)
4 User(1
I-5ag Group (2)
1-8% Short Code (65)
-4 Service (0)
oy RAS (1)
1§D Incoming Call R

- Incoming Call R

-

m

I Extension Ff—o‘ll;—‘

1P Address 0 0 0 0

Codec Selection [System Default v

o | [G71LULAW 64K
G711 ALAWY 64K
6.729() 8K CS-ACELP

<<<

2>

Reserve License [Reserve 3rd party IP endpoint license VI

Fax Transport Support [None VI

DTMF Support [RFC2833/RFC4T33 -

3rd Party Auto Answer [None VJ

Media Security [Disabled ']

["] Requires DTMF

| Local Hold Music

[¥] Re-invite Supported

[7] Codec Lockdown

[ Allow Direct Media Path
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5.9. Administer SIP Users

From the configuration tree in the left pane, right-click on User under the primary IP Office
system, and select New from the pop-up list. For Name and Full Name, enter desired values.
For Extension, enter the first SIP base extension from Section 5.8.

W Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] El@
File  Edit View Tools Help
IPOZ-IPOSE v | User ~ 21030 Extn21030 iR s-d AEE v - @
Configuration | g <User:0>: * o X|v|<|> &
m”k_:" IPOZ-IPOSE “ || User ‘Voicemail [ DND | Short Codes | Source Numbers | Telephony ] Forwarding | Dial In |V0i:e Recording | But * | *
-5 Systern (1)
% IPO2-IPOS Namne EICC21441 [
-1 Line (3)
(-2 Control Unit (! Password
(- Extension (12)
W ser (12) Confirm Password
- T
#-5@ Group (17) ) )
-8 Short Code (5! Uniqugldenidty
4B Service (1)

- Incoming Call Conference PIN

a4 Directory (0)
Time Profile {(

Confirm Audio Conference PIN

m

¢ IP Route (1) Account Status Enabled x
- Account Code
~%eu License (22) Full Name EICC SIP Port 1

i-§3 User Rights (L

B ARS (2) Extension 21441

m

(-8 Location (2)

438 Authorization Emiail&ddress

-5 PO2-IP500V2 Cocsia [ .]
(-5 System (1)
-1 Line (4 Pricrity 5 "I
[#-<2» Control Unit (-
[#-4& Extension (32) System Phone Rights [None ']
G- User(13)
(-5 Group (2) : :
-8 Short Code (6! Profile [Basn: User ']
@ Service {0) [7] Receptionist
:')',.*‘ RAS (1) _5
;‘_‘J.@ Incoming Call Enable Softphone

&) WAN Port (1)
=1 Time Profile {(
=] @ Firewall Profile Enable one-X TeleCommuter

@ Internet0l
& Bl 1P Route Q) [] Enable Remaote \Warker <

Enable one-X Portal Services

Select the VVoicemail tab, and uncheck VVoicemail On as shown below.

%" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] E@
File  Edit View Tools Help
IPO2-IPOSE - User 21030 Extn21030 RS- Ed A8 v = [E]
Configuration | g <User:0>: * o X|v|<|> &
&% IPO2-IPOSE A l User ‘ Voicemail |DND | Short Codes | Source Numbers | Telephony ] Forwarding | Dial In |V0i|:e Recording | But ¢+ | *
i % System (1) —
i1 = IPOZIPOS Woicernail Code 7] Voicemail On
BT Line (3)
i @ Control Unit (! Confirm Voicerail Code [7] Voicemail Help
| - Extension (12)
e (12) Yoicemail Email [7] Woicemail Ringback
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Select the Telephony tab, followed by the Supervisor Settings sub-tab. Enter desired password
for Login Code and Confirm Login Code. Check Can Intrude and Cannot be Intruded. For
Monitor Group, select the EICC Monitor group from Section 5.2.

Repeat this section to add a new user for each SIP extension from Section 5.8, using the same
password for all SIP users as required by EICC. In the compliance testing, two SIP users
“21441” and “21442” were created.

" Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] o[- 2|3
File  Edit View Tools Help
IPO2-IPOSE - User ~ 21030 Extn21030 -iaE-d E@an v
Configuration | Y <User:0>: * [ v i<l > &
E-%% IPO2-IPOSE q ‘ User l Yoicemail I DND l Short Codes l Source Numbers ‘ Telephony ’Forwarding l Dial In l Voice Recording ] But| ¢+ | *
=52 System (1) - - -
55 IPO2-IPOS | Call Settings | Supervisor Settings i-li i
% gs p 95 | Multi-line Options | Call Log | TUI
-1 Line (3) e | | l |
(-2 Control Unit (! Login Code esscoe [7] Force Login
(-4 Extension (12)
I I Liser (12) Confirm Login Code (TITT ]
- Group (1) | . . N
[-8% Short Code (5! LoginIdle Period (sec) [7] Force &ccount Code
g D serdice (l) Monitor Group lEICC Maonitor " [] Force Authorization Code
- Incoming Call
@& Directory (0) Coverage Group [<None> v] [] Incoming Call Bar
-1 Time Profile ((
- [l IP Route (1) Status on No-Answer [Logged On (No change) '] [”] Outgoing Call Bar
- Account Code o ’
W License (22) "] Inhibit Off-Switch Forward/Transfer
-f3 User Rights (L : :
\ Wi
B¢ ARS () ‘ Privacy Override Group L<None> vJ (¥ CanlIntrude
(-8 Location (2) |5 ) [¥] Cannot Be Intruded
m AitKoraian Reset Longest Idle Time

5.10. Administer Short Code

From the configuration tree in the left pane, right-click on Solution = Short Code and select
New from the pop-up list to add a new common short code for Call Listen. Configure the fields
exactly as shown below. This fixed short code value will be used by EICC to intrude virtual SIP
users onto active calls for basic call recording.

7 Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] E@@
File  Edit View Tools Help
Solution * Short Code - 33001 -i2E-d BEER] v =
l Configuration j 7 <Short Code:0>: Barred® £ - v | <[>
&R BOOTP (15) Short Code |

¢+ Operator (3)
%% Solution Code YN
g User(23)

£ ﬁ Group (19)

*This Short Code is common to all systems.

e T Short Code(52 Feature Call Listen '}
@ Directory(0)
7 Tirme Profile(0) Telephone Number N
-l Account Code(0) 7 0 v
@-§iy User Rights(Ll) HoeSogplC
-8B Location(2) Locale v
(-39 IPO2-IPOSE -
-9 IPO2-IP500V?2 Force Account Code {l
Force Authorization Code [T
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5.11. Administer System Settings

From the configuration tree in the left pane, select System under the primary IP Office system to

display the system screen in the right pane. Select the Telephony tab, followed by the
Telephony sub-tab in the right pane.

Uncheck Inhibit Off-Switch Forward/Transfer to allow call forwarding and transfer with
EICC over SIP trunks.

Repeat this section to uncheck Inhibit Off-Switch Forward/Transfer on the expansion IP
Office system (not shown).

'_I"_‘AvayaIP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] in:: (=] @
File  Edit View Tools Help
IPOZ-IPOSE * System - IPO2-IPOSE iAaE-d AEEA] v
| Configuration |[i= IPO2-POSE ek -8 X | v
’%IL;S;“I%%% - [.SystemILANl | Lanz [DNs | voicemail | Telephony | Directory Services | System Events | sMTP | sMDR [volp | volp sq « [ »
B System (1) Telephony | Park & Page | Tones & Music | Ring Tones [ s [ CallLag [ TUL |
1P 02-1POSE

T4 Line (3 Dial Delay Time (sec) 4 < Companding Law

= Control Unit {9) — Switch Line ‘
(-4 Extension (12) Dial Delay Count 0 2
[ User (12
1}\.;a Grou(p (i?) Default No Answer Time (sec) 15 S o U-Law ) U-La-§E
lﬂ'“ Shor_t Code/a9) Hold Timeout {(sec) 120 5 ‘
”@Ser\.ﬂce(ﬂ) - —
&€ Incoming Call R¢ = Park Timeout {sec) 300 2 i . a‘
o Directory (0) = [
~£17 Time Profile (0) Ring Delay (sec) 5 S _
(-l IP Route (1) . [ DSS Status
- Account Code {0 Call Priority Promotion Time (sec) Disabled = —
. License (22) — = || Auto Hold
-8 H It v
@ &K z;esrgu)ghts (65)] LERLAS LG Dial By Narne
(-8 Location (2) Default Name Priority [¥] Show Account Code
2% Authorization Cc . . . 2
& PO2IPS00V2 Media Connection Preservation Enabled [ Inhibit Off-Switch Forward/Transfer
- Systern (1 i ; .
w5 L?::(r:;( ) Phone Failback @ || Restrict Network Interconnect
[ i Login Code C lexi
X Contro_l tnit (4 aginge FOmplehy Include location specific inforrr
(#-4 Extension (32) [7] Enforcement
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5.12. Administer NoUser Source Number

From the configuration tree in the left pane, select the primary IP Office system, followed by
User - NoUser. Select the Source Numbers tab, and add the source number

“TAPI_CONFERENCE NOT_PERSISTENT” as shown below.

This source number setting enables a conference to be ended when the last remaining internal
user exits the conference, and the setting applies to all users on the local IP Office system.

%7 Avaya IP Office Select Manager for Server Edition IPO2-IPOSE [11.0.0.1.0 build 8] o8]
File  Edit Miew Tools Help
1PO2-IPOSE - User * NoUser RS- HEREL v =
Configuration \ = NoUser: ek-RIXIvi<l> @
E-5% IPOZ-IPOSE & ‘ User | Woicemail | DND | Short Codes‘ Source Numbers |Te|ephony [ Forwarding [ Dial In [ Voic| 4 | *
[H-%29 Systermn (1)
-9 Line (3) Source Number Add...
[+ Control Unit (3)
G- Extension (12) TAPL_CONFERENCE_NOT_PERSISTENT Rermove
E-f User(12) —
t Edit.

Repeat this section to add the same source humber setting to NoUser on the expansion IP Office

system.

File  Edit
IPO2-IP500V2

View Toals

v User

Help

E‘ Avaya IP Office Select Manager for Server Edition IPO2-IP500%2 [11.0.0.1.0 build 8]

v MNolUser v

Lo -]

Configuration

B

NoUser:

i - | X

v | <

> &

[+-%5 IPO2-IPOSE

=553 IPO2-IP500V2
[-*%59 Systern (1)
#-F4 Line (4)

[#-2 Control Unit (4)
[+ Extension (32)
E-f User(13)

g O

22021 Dgtl Expansi
22020 Extn22020
22022 Extn22022
22024 Extn22024
22030 Extn22030

----- 22001 Analg Expar

‘ User |Voicemai| | DND | Short CodesJ Source Numbers lTeIephony [ Forwarding [ Dial In [Voic w22

Source Number
TAPLCONFERENCE_NOT_PERSISTENT

Add..,

Remowe

Edit...
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5.13. Administer Security Settings

From the configuration tree in the left pane, select the primary IP Office system, in this case
IPO2-1POSE (not shown), followed by File > Advanced - Security Settings from the top
menu.

The Avaya IP Office Manager for Server Edition — Security Administration - IPO2-1POSE
screen is displayed, where IPO2-1POSE is the name of the selected IP Office system. Select
Security = System to display the System screen in the right pane. Select the Unsecured
Interfaces tab, and check TAPI/DevLink3 as shown below.

Lo Avaya IP Office Manager for Server Edition - Security Administration - IPO2-IPOSE [11.0.0.1.0 build 8] - m} X
File Edit View Help

Security Settings System: IPO2-IPOSE of -

= £) Securty System Details Unsecured Interfaces  Certficates
Application Controls A
TFTP Server M8\ Devlink [ TAPI/DevLink3 M.
. TFTP Directory Read ! HTTP Directory Read !
&-i3§ Rights Groups (18) 3 ry M1 ; o 5 M1
TFTP Voicemail O HTTP Directory Write [] 1\

=

-y Service Users (12)
Application Support

Application Active Limitations
Legacy Voicemail X

Voicemail Lite | X |

TAPI | ¥ |

DevLink x

Network Viewer %

Repeat this section to enable TAPI/DevLink3 on the expansion IP Office system.

Lol Avaya IP Office Manager for Server Edition - Security Administration - [IPO2-1P500V2 [11.0.0.1.0 build 8] — O X
File Edit View Help
Security Settings System: IPO2-IP500V2
= £) Security System Details Unsecured Interfaces  Certficates
@B General Application Controls A
o ;5 ystem (1 TFTP Server A Program Code Q TAPI/DevLink3 ﬂ
; ervices (/) TFTP Directory Read [ 3\ Devlink HTTP Directory Read [ 1
-9 Rights Groups (18 irectory Read [4] 1§ DevLinl O irectory Read [4] 1Y

TFTP Voi il HTTP Directory Write |v] !
-y Service Users (12) olcemal o irectory Write [V] 1\

Application Support
Application Active Limitations

Legacy Voicemail
Voicemail Lite
TAPI

DevLink

Network Viewer
Upgrade wizard

QXXX X
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6. Configure Enghouse Interactive Communications Center

This section provides the procedures for configuring EICC. The procedures include the
following areas:

e Administer TAPI driver

e Administer phone system type

e Administer phone system data

o Verify license

e Administer lines

e Administer queues

o Administer agent login class

e Administer agents and supervisors
e Administer mailboxes

e Administer SIP

Note that all procedures above applies to the primary EICC server, and only the administer TAPI
driver procedure applies to the expander EICC server.

The configuration of EICC is typically performed by Enghouse Interactive installation
technicians or third party resellers. The procedural steps are presented in these Application
Notes for informational purposes.

6.1. Administer TAPI Driver

From the primary EICC server, select Start = Control Panel = Phone and Modem, to display
the Phone and Modem screen. Select the Advanced tab, followed by Avaya IP Office TAPI2
Service Provider, as shown below. Click Configure.

G Phone and Modem -

[ Dialing Rules | Modems | Advanced |

A "ﬁ The following telephony providers are installed on this computer:

Providers:

Microsoft HID Phone TSP
TAPI Kemel-Mode Service Provider
Unimodem 5 Service Provider

I Add... | I 5 Remove I i“;'Configule..‘l
Cancel Apply
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The Avaya TAPI2 configuration screen is displayed. For Switch IP Address, enter the IP
address of the primary IP Office system, in this case “10.64.101.234”. Select the radio button for
Third Party, and enter the applicable IP Office system password into the Switch Password
field. Check ACD Queues as shown below. Reboot the primary EICC server.

Repeat this section to administer TAPI driver on the expander EICC server, and use the IP
address and credentials for the expansion IP Office system (not shown).

Avaya TAPI2 configuration -

Switch IP Address |10.64.101.234
Cancel
" Single User

EICC21441

User Name

User Password

' Third Party

Ii
Switch Password W
o

™ WaV Users
vV ACD Queues

Advanced settings

Ping Timeout (5 to 420 seconds] '5
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6.2. Administer Phone System Type

At the conclusion of EICC installation, the Installation Process screen will be displayed on the
primary EICC server by the Installation Wizard. Follow [2] to import licenses and configure the

default company.

The Installation Process screen shown below is displayed next. Click the Run button
associated with Define Phone System Type.

Run Installation Wizards

To continue the installation process, configure the patametefs_required for your system to

function comectly. Complete the setup steps in the order specified below.

v Import Licenses

v Configure Default Company G

@

< Define Phone System Type G ’

- Set Phone System Data

< Configure Email Notification @

Define Phone System Type

Run to select the PBX type to be installed. You can set
up connection details and number plan information
required to configure the CTI server.

If this information is not known at this point, you can
continue to the next step or Close now and complete
this wizard at a later time, This step must be completed
before beginning the Set Phone System Data step.

The Phone System Type screen is displayed next. For PBX Type, select “Avaya IP Office”.

Define Phone System Type

Select the type of Phone PBXto be installed. The PBX will be added to the
database and Application Manager will launch afterwards for futher
configuration steps.

This step must be completed before beginning the Configure Phone System
Data step.

PBX Type: Avaya |P Office
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6.3. Administer Phone System Data

The Installation Process screen below is displayed. Click the Run button associated with Set
Phone System Data - Configure PBX Connection shown below.

Run Installation Wizards

To continue the installation process, configure the parameters required for your system to
function comectly. Complete the setup steps in the order specified below.

v Import Licenses G COﬂLCﬂEEEE_ ’ Configure PBX Connection
v Configure Default Company @ | completed | ngzahdfeegr;:i‘cggmﬁfﬂa‘;gfm B
v Define Phone System Type @ | completed |
1, Set Phone System Data
-» Configure PBX Connection Lo} ’
=¥ Configure PBX Essentials & | Run..
=» Configure Operator Console G
< Configure Email Notification @

The Avaya IP Office PBX Setup Wizard = Configure PBX Connection screen is displayed
next. For SIP Registrar IP Address, enter the pertinent LAN IP address of the primary IP
Office system from Section 5.7.

Configure PBX Connection
The System needs configuration data for the Avaya IP Office PBX. Please enterit

below.

SIP Registrar IP Address: ~ |10.64.101.234 | [ Test |

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 45
SPOC 11/5/2018 ©2018 Avaya Inc. All Rights Reserved. EICC-IPOSE11



Continue with the Installation Wizard until the Avaya IP Office PBX Setup Wizard - Create
Park Queue screen is displayed. For Park Queue Number, enter the extension of the EICC
Hold group from Section 5.2.

Create Park Queue

The Park queue is a Hunt Group for the management of parked calls.

This number is not nomally dialed by users. It must be dialable by any dialogic
voiceport installed in the system. This will appear as an entry in the
General->System Queues section of this application.

Park Queue Number:  |21771

The Avaya IP Office PBX Setup Wizard - Create Voice Messaging Queue screen is
displayed next. For Voice Messaging Queue Number, enter the extension of the EICC
Voicemail group from Section 5.2.

Create Voice Messaging Queue

The Voice Messaging Queue is @ Hunt Group used as the Pilot Number to dial
Voicemail. When a user activates a Presence Profile the system will forward their
phone to this number. The forward busy destination for users phones will need to
be set manually or via the PBX Maintenance inteface.

This number is dialed by all users, and is nomally an easily remembered number.
This will appear as a entry in the General->System Queues section of this
application.

Voice Messaging Queue Number:

Continue with the Installation Wizard until the 1P Voice Ports Setup = Configure IP Voice
Ports screen is displayed. For Start Extension, enter the first SIP base extension from Section
5.8. For Number of Ports, select the total number of SIP extensions from Section 5.8.

Configure IP Voice Ports

These are voice ports that are of type SIP extensions on the PBX. They will
appear as entries with type SIP Voice Port in the General->Lines section of this
application.

Start Extension: 21441
Number of Ports: = 3|
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6.4. Verify License

The Communications Center Administrator screen is displayed upon completion of the
Installation Wizard. Select General - Licenses from the left pane, to display All Licenses in
the right pane. Verify that the following licenses are in place: Avaya IP Office, CC SIP Ports,
CT Control, TouchPoint, and UCUL (UC User License).

File Edit Window Help
7 W W Ba |  Lenguage: [Engish v
All Licenses ¥ | Import/Register Licenses... | Product Key: 92 TV-DYUC-TZKZ-620S-PQAB

Description Licenses Units Start Date End Date
% AdvancedChat 23 User
% Agent Desktop 23 User
% Announce 23 Port
R autodial VR 23 Port
L dvapa IP Office units
R Callback

T CCSIP Ports

% Community WFM Agent Adh...

% Community WFM Plugin

% CT Control

% Enhanced Routing Plugin

% Integration SDK Plug-in

RvR

% MediaE xtraction

T MM1 Chat Queuing

T, MM1 Web Callback Queuing

R Multimedia ALL

T OMS Gateway

% Redundancy

% SalesforcePlugin

% SMS Gateway

% Snhapshat

% Survey

% Teleopti WFM Agent Adhere...
T Teleopti WFM Plugin

T Third Party Email Plug-in

% TouchPoint

% TouchPoint Console

% TouchPoint UC User

T UCUL (UC User License)

% Unified Messaging for Excha...
% ‘Web Browser Plug-in

% Work Force Scheduler

<]
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6.5. Administer Lines

Select General = Lines from the left pane, to display all extensions obtained automatically
from both IP Office systems. Locate the entries associated with a subset of the EICC groups
from Section 5.2, in this case extensions “21773-21777”, right-click on the entries one at a time
and select Convert Into Queue.

Note that the EICC groups with extensions “21771-21772 were already configured as part of
the Installation Wizard in Section 6.3.

o Communications Center Administrator - [Lines] [= To S|
File Edit Window Help
St W & B Language: IEninsh v I 2
| AllPBXes ¥  AllLines ¥
4 Voice Messaging \
|| Name Extension Type Tenant Monitor Status A
& console || & Added by System 22993 Dtemn Yes
i Y Added by System 21993 Dtemm Yes
i} Queuing % Added em 21395 Dtemn Yes
§ Samcunce | & Added by System
2 General || & Added by System 21775 Dterm Yes
< ' || & Added by System 21776 Dtem Yes
& Companies \_"|| & Added by System 21777 Dterm Yes
Y Added by System 22021 Dterm Yes "
X Holidays | ||| @ Added by System 22022 Dterm Yes [
|~ ||| &> Added by System 22031 Dterm Yes
R Licenses @ Added by System 22032 Dterm Yes
|| & Added by System 22033 Dterm Yes
& Seaurity &Y Added by System 22034 Dtem Yes
%Y Added by System 22030 Dterm Yes
& Lines & Added by System 22041 Dterm Yes v
vill<] 1 >
| Lines: 40/1
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6.6. Administer Queues

Select Queuing - Queues from the left pane, to display a list of queues converted from Section
6.5. Right click on the entry associated with the EICC Operator group from Section 5.2, in this
case extension “21773”, and select Convert to Operator Queue.

Eile Edit Window Help

W 4 B X|  Language: [Engish
All PBXes ¥ All Queues excluding Operator/System Queues ¥

| < |
N

Queue Name \Wrapups Modes
a Console Added by System
@y 21774 Added by System Yes
M & 21775 Added by System Yes
~ || 21776 Added by System Yes
[ Queves > 777 Added by System Yes
::._ Delivery Patterns

Right click on each remaining entry, and select Edit to modify the Name as desired. The queue
name will be used in agent desktop screen pops.

In the compliance testing, the queues were modified to match corresponding group names from
Section 5.2, as shown below.

o

File Edit Window Help

W 4 B x| Language: [Engish v|

%4 Voice ) Il\:u:l::es S AllQueusex:l:md:tg Operator/System Qm:::pl;s

& console EICC Moritor
& 21775 EICC Fallback

e | 2 21778 EICE Sales

m ~l| @ 21777 EICC Support
Queues

::-_ Delivery Patterns
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6.7. Administer Agent Login Class

Select Queuing = Agent login Classes from the left pane, followed by the Add Wizard icon
located at the upper left corner of the screen.

File Edit Window Help

2 ) W B x] Language: | English v 2
#4 Voice B Name Number Time Zone
a Console

8 Queues =

::._ Delivery Patterns

|37Agmuoghdam

Follow the Adding New Agent Login Class Wizard in the subsequent screens to configure a
new agent login class. In the Select the Queues screen, select the EICC Sales and EICC Support
queues created from Section 6.6, as shown below.

Select the Queues

Select the Queues that should be delivered to this Class.

Number Name
(& 21773 Added by System
[(J&p 21774 EICC Monitor

(& 21775 EICC Fallback
W % 21776 EICC Sales
W & 21777 EICC Support

In the compliance testing, one agent login class was created, as shown below.

0

File Edit Window Help

Language: I English

Name Time Zone
ﬁ Agent Class
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6.8. Administer Agents and Supervisors
Select Queuing = Agents (not shown) from the left pane, followed by the Add Wizard icon
located at the upper left corner of the screen.

i} ¥ Queuing Agents
#+ Voice Messaging
uf User ID Name Default Class
a Console
i Queues A ]
E._ Delivery Patterns H

Follow the Add Agent Wizard in the subsequent screens to configure a corresponding entry for
each agent and supervisor from Section 5.4 and Section 5.6 respectively. In the Select Agent
Login Class screen, select the agent login class created from Section 6.7, as shown below.

Select Agent Login Class
Select the default Agent Login Class for the new Agents.

o)

Eile Edit Window Help

}."Il’hxl Language: |Engish v e
v 2

%4 Voice i} Queuing Agents
User ID Name Default Class

a Console 321 030 Supervisor Primary Agent Class
a 21031 Agent 1 Primary Agent Class

M a 21032 Agent 2 Primary Agent Class
Agent Class

‘A a 22030 Supervisor Expansion

f Queues a 22031 Agent 1 Expansion Agent Class
22032 Agent 2 Expansion Agent Class
a-_ Delivery Patterns H a
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6.9. Administer Mailboxes
Select Voice Messaging = Mailboxes from the left pane, followed by the Add Wizard icon
located at the upper left corner of the screen.

a- N B x[ Language: |English v 2
User ID First Name Last Name Current Profile
%4 9000 Avaya System Afternoon

Follow the Add Mailboxes Wizard in the subsequent screens (not shown) to configure a
corresponding mailbox for each agent and supervisor from Section 6.8. In the compliance
testing, six mailboxes were created as shown below.

Ly

File Edit Window Help

2 W B X[ Language: | English v ,
_— _ User ID First Name Last Name Current Profile
il s % 3000 Avaya System Afternoon
ﬁ Mailbbox Cl %f 21030 Supervisor Pn:mary In the fofce
2 21031 Agent 1 Primary In the Office
- D ; ;
@ Maibboxes a' 21032 Agent% F'nmary. In the Uff!ce
a0 22030 Supervisor Expansion In the Office
@ Defauit Profiles '{!' 22031 Agent 1 Expansfon In the Ufffce
8 22032 Agent 2 Expansion Ih the Office
4y Distribution Lists
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6.10. Administer SIP
Select File & System Setup from the top menu, as shown below.

File Edit Window Help

Line for Recording... wglish v Fn
ST erlD First Name Last Name Current Profile Inactive
System Setup... 3000 Avaya System Afternoon System
Verify System Configuration... 21030 Supervisor Primary In the Office
Wizards y 121031 Agent 1 Primary In the Dﬁfce

21032 Agent 2 Primary In the Office
Exit 22030 Supervisor Expansion In the Office

The System Setup screen is displayed. Select the PBX tab, and double click on the IP Office

entry shown below.

| General| PBX I nguingl Yoice Messagingl Dial By ﬂamel Timersl Paging/F ax I Retention Policy I Notifications

PEXs:
Name Type IPOffice
=4 Chat Web Chat Server
2 |POffice bvaypa |P Dffice Type:  Avaya IP Office
Media: Phone
Steps to Configure:
* Configure IP Voice Ports
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The IP Office PBX Setup screen is displayed. Select the SIP tab. For Realm, enter “ipoffice”.
For Password, enter the common SIP user login code password from Section 5.9. Retain the
default value in the remaining fields.

|Genetal SIP

SIP Registrar

IP address: |10.64.101.234

Password: |-~
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7. Verification Steps
This section provides tests that can be performed to verify proper configuration of IP Office

S

erver Edition and EICC.

7.1. Verify Main Site

From a PC running the IP Office Monitor application, select Start = All Programs - IP
Office = Monitor to launch the application, and connect to the primary IP Office system. The
Avaya IP Office SysMonitor screen is displayed. Select Status = SIP Phone Status from the
top menu.

=

) Avaya IP Office SysMonitor - Monitoring 10.64.101.234 (PO2-IPOSE (Server Edition(P)) (Select)); Log Settings - C:A\Users\. Asysman| = || & ]
File Edit View Filters Status Help

=8| »8|T| x| & %=

FEEXXEFFET SysMonitor wll.0.0.1.0 build § #**#*FF*xxas

FREFXEFEES contact made with 10.64.101.234 at 15:28:25 25/9/2018 *#rssnssns
FEREEEXXAESS System (10.64.101.234) has been up and running for 7hrs, 4lmins and 49secs(27709520mS) *F**#FFxx®

*xREEEXXELS Warning: TEXT File Logging selected *##&&aasss

The SIPPhoneStatus screen is displayed. Verify that there is an entry for each SIP extension
from Section 5.8 and that the Status is “SIP: Registered*, as shown below.

[ SIPPhone Status E@

Total Configured: 5 Whaiting 0 secs for update

Total Registered: 2 Reaistersd Statu:  [IHNEREEEER

Extrn Mum | User Mum | Phaone Type | Security | B.. | IP Address | Pri.... | Transport | User dgent | Licensed | SIP Options | S..| S..l Status

21041 21041 HoPhone dizahle 0000 ua? Ma Licence 0 SIP: Unregisterad
MoPhaone dizable 0o.on LAy Mo Licence 0 SIP: Unregistered

21040 21040 HoPhone 0000 Ua? Ma Licence 0 SIP: Unregisterad

21441 21441 jsable | | 1064100204 |  |UDP | ZcacomSIP | 3idPatyPRes |RU_ | | O | SIF: Regstered

21442 21442 SIF 1064100204 UoF ZeacomSIP 3rd Party [P Res  RU 0 5IP: Registered

4 | 11 3

Dizplay Options . .
& Show Al ) Hegistered] L3l UnRsgistersd Page 1 z‘ Save Page Feset Phones Reregister Phones Cancel ‘
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From the agent desktop, double-click on the TouchPoint shortcut icon shown below, which was
created as part of TouchPoint installation.

e

TouchPoint

The Enghouse Interactive TouchPoint login screen below is displayed. Enter the login name
associated with an agent on the Main site from Section 6.8, and use the generic default PIN
value from EICC. Retain the default value in the remaining fields.

K -

Enghouse
Interactive
TouchPoint

agent 1 primary

Remember me

Open TouchPoint

_—]
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The TouchPoint screen is displayed, along with a Call Bar above the system tray, as shown
below. Click on Log in to get queue calls toward the top of the screen.

TouchPoint ~ D =

Agent 1 Primary
Log in to get queue calls

In the Office
Queues History Dashboard
My Delivery Filter view , {3} Table Preferenc

Available Calls in Longest Wait
Agents Queue

«~ EICC Sales - Normal

0 0

«~ EICC Support - Normal

0 0
H ke Log in to get queue calls 71_]
V p n the Office 5 4"

In the drop-down window, Select Log in to Queues, as shown below.
i TouchPoint T o ¢

My Presence

Log in to Queues Set Forwarding
Mailbox Settings Exit TouchPoint
X
rd Filter view {J Table Preferenc
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Make an incoming call from PSTN to the EICC Sales group, with available agent “21031” at the
Main site. Verify that the agent desktop is populated with a TouchPoint Interactions screen
with an Offering tab, along with a Pop-up Notification box, and that the Call Bar is updated to
reflect the active call.

Click Answer from the Pop-up Notification box, and verify that the agent is connected to the
PSTN caller with two-way talk paths.

+1 (S08)
9532103

Offering 0:02

EICC Sales

In Queue: 0:00
Received: 2:43 PM Wed 26 Sep 2018

sraction Info

Inte

+1 (908) 9532103
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7.2. Verify Remote Site

Repeat the procedures in Section 7.1 to log in an agent on the Remote site into the queues.

Make an incoming call from PSTN to the EICC Support group, with available agent “22031” at
the Remote site. Verify that the agent desktop is populated with an Interaction Info screen with
an Offering tab, along with a Pop-up Notification box, and that the Call Bar is updated to reflect
the active call.

Click Answer in the Pop-up Notification box, and verify that the agent is connected to the PSTN
caller with two-way talk paths.

J - 0

Agent 1 Expansion
l L In

+1(732)
8833732

Offering 0:05

EICC Support

fo

In Queue: 0:00
Received: 2:50 PM Wed 26 Sep 2018

Interaction

+1(732) 8833732

& 07 Time

+1(732) 8833732
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8. Conclusion

These Application Notes describe the configuration steps required for Enghouse Interactive
Communications Center 10.1 to successfully interoperate with Avaya IP Office Server Edition
11 using the TAPI and SIP user interfaces. All feature and serviceability test cases were
completed with observations noted in Section 2.2.

9. Additional References
This section references the product documentation relevant to these Application Notes.

1. Administering Avaya IP Office™ Platform with Manager, Release 11.0, Issue 17a, August
2018, available at http://support.avaya.com.

2. First-time Installation and Server Setup — IP Office, July 2018, available at
https://partnerportal.enghouseinteractive.com/user/login.

3. IP Office PBX Programming Manual, July 2018, available at
https://partnerportal.enghouseinteractive.com/user/login.
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products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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