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Abstract

These Application Notes describe the configuration steps required for miALERT miSip
Resident Unit to interoperate with Avaya IP Office Server Edition. miALERT miSip Resident
Unit is an emergency communication solution that provides two-way speech between resident
and nurse/aid.

In the compliance testing, MIALERT miSip Resident Unit used the SIP user interface from
Avaya IP Office to provide connectivity between resident and nurse/aid.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for miIALERT miSip Resident
Unit to interoperate with Avaya IP Office Server Edition. mIALERT miSip Resident Unit
(miSip) is an emergency communication solution that provides two-way speech between resident
and nurse/aid. In the compliance testing, miSip used the SIP user interface from Avaya IP Office
to provide connectivity between resident and nurse/aid via the miIALERT Event Management
Server (EMS).

miSip is essentially an SIP speaker telephone that can be activated by the resident user via
multiple wireless call points to reach the nurse staff. Each miSip is configured as a SIP user on
Avaya IP Office, and each nurse’s telephone is configured as members of a nurse hunt group.

When the resident user activates emergency on miSip via a call point to reach the nurse staff,
miSip originates a call to the nurse hunt group via EMS. After the call is connected to an
available nurse, the nurse can then accept the emergency notification and be connected to the
miSip user with two-way voice communication. EMS is connected to Avaya IP Office Server
Edition using SIP trunks and is not the scope of this application notes. Refer to Section 9 for
application notes of EMS with Avaya IP Office Server Edition.

The miSip can also be programmed for system announcements, for example a kitchen menu or
activities for the week. When the menu or activity button is pressed the residents will hear
through the nurse call speaker a pre-recorded message.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise voice network using IP Office.
The miSip uses a SIP user to connect to the IP Office. See Figure 1 for a network diagram.
When a resident place an emergency call, one call leg generates a call between miSip and EMS
and another call leg generates a call between EMS and a nurse/aid. Both these calls are mixed in
EMS to provide a two-way speech path between miSip and a nurse staff. EMS is connected to
the IP Office via SIP trunk and is not the scope of this application notes. A resident can also
press the Menu or Activity button and hear a pre-recorded message that is configured in EMS.
Also, when a Staff button is present in a call point panel and when it is activated, a direct call leg
is generated between miSip and the called staff station.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in this DevConnect
Application Note included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with this Application Note, the interface between Avaya systems and
miSip Resident Unit did not include use of any specific encryption features as requested by
mMIALERT.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying the ability of miSip to place calls to the nurse hunt
group from various call points. The verification included proper connected two-way talk paths,
proper call termination and proper call escalation. Verification also included the proper
connectivity for Menu, Activity and Staff buttons. Note that all nurse station and hunt groups
included both IP Office Primary and Expansions systems.

The serviceability testing focused on verifying the ability of miSip to recover from adverse
conditions, such as disconnecting and reconnecting the network cable to the device.

2.2. Test Results
All test cases were executed and passed with the following observations,

e As per design feature of miSip, Transfer, Conference and Forwarding features are not
supported.

e Only when Cancel button is activated at miSip call point, both legs of call will be
terminated. Disconnecting the call at the nurse station will only terminate the call leg
between EMS and the nurse station and will not terminate the call leg between miSip and
EMS.

e When the Cancel button is activated, it was noted during compliance testing that it took
about 6-7 seconds for both call legs to be terminated and the miSip to return to idle state.

e When a call is established between miSip and a nurse station directly, the Cancel button
on miSip must be activated for the call to completely terminate.

e Allow Direct Media Path must be disabled at the SIP Line (trunk) between IP Office and
EMS and at SCN between Primary and Expansion for this solution. Refer to Section 9 for
further details.
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2.3. Support
Technical support on mIALERT miSip Resident Unit can be obtained through the following:

e Phone: 1-855-382-8999
e Email: support@mialert.com
e Web: http://mialert.com/
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3. Reference Configuration

As shown in the test configuration below, the miSip solution consists of an EMS and a SIP

extension connection to Avaya IP Office.

miSip supports different types of call points like miPatient 4B, miPatient 2B, Wired Pull Cord

etc.

The following hunt groups and extensions were configured during compliance testing

Hunt Group

Hunt Group Members

26001 on Primary

26009, 26014, 26103, 26109

26503 on Expansion

26114, 26109, 26014, 26009, 26021

Avaya 1140E IP (SIP)

Avaya 96416 IP (H323) Deskphone on Primary

Deskphone on Primary

Extensions on Primary and Expansion acting as Nurse Stations

Avaya 1140E IP (SIP)
Deskphone on Expansion

Avaya 1608LIP (H323)
Deskphone on Expansion

LAN LAN
]
1 = I @
H Avaya IP Office Server Edition - -
H 10.10.97.41 (Primary) L — |
1
ﬁ: miSip Resident Unit miDome Wired i e
i 10.10.92.149
: miLink Event Management
| I—— a Server
o =
(Expansion} [ ] L ] .
miPatient 48 miPatient 2B Wired Pull Cord
MIALERT Nurse Call System
Avaya 9508 Digital Deskphone
Figure 1: Avaya and miLAERT Reference Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment

Release/Version

Avaya IP Office Server (Primary)

11.0.0.2.0 build 23

Avaya IP Office 500V2 (Expansion)

11.0.0.2.0 build 23

Avaya IP Deskphones:

1140E (SIP on Server) 04.04.23.00
1140E (SIP on Expansion) 04.04.23.00
9641G (H323 on Server) 6.6604
1608L (H323 on Expansion) 1.3110
Avaya 9508 Digital Deskphone R60

mIALERT miSip Resident Unit

2.2.2-1802210

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone
IP Office IP500V2 and also when deployed with IP Office Server Edition in all

configurations.
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5. Configure Avaya IP Office

The document assumes that Avaya IP Office Server Edition has been installed and configured to
work with a 5002 expansion. This section provides the procedures for configuring Avaya IP
Office. Configuration and verification operations on the Avaya IP Office illustrated in this
section were all performed using Avaya IP Office Manager. For all other provisioning
information such as initial installation and configuration, please refer to the product
documentation in Section Error! Reference source not found.. The procedures fall into the
following areas:

e Administer miSip extension
e Administer miSip user

e Administer nurse users

e Administer hunt group

e Save configuration

5.1. Administer miSip Extension

From a PC running the IP Office Manager application, select Start - Programs - IP Office >
Manager to launch the Manager application. Select the proper IP Office system, and log in using
the appropriate credentials (not shown). The Avaya IP Office Manager for Server Edition screen
is displayed as shown in the screen below. Click on Configuration that is highlighted on the
right side of the screen below.

E Avaya IP Office Manager for Server Edition DevCon IPO Sevl [11.0.0.2.0 build 23] — [} x
File Edit View Tools Help

Q2E-H 3 v’

Solution - - -
Configuration | = Server Edition
R BoOTP(7) Summary Open... 2
i+ Operator (3)
% Solution Senver Edition Primary I@ Configuration
E-f  User (47) 'J'
-8 Group(8) - System Status
-8 Short Code(50) © Hardware Installed L=

..... @ Directory(0) Control Unit IPO-Linux-PC
)

1 Time Profile(0) Secondary Server: NONE 4

ACCUU_ﬂt Code(1) Expansion Systems: 44 @ Resiliency Administration
ﬁ; User Rights(13) System |dentification:
:? Location(®) B System Settings & On-boarding
= Uevion eV IP Address: 41 5
(-3 DevCon IPOS Exp Sub-Net Mask: 255 255 255 240 . [P Office Web Manager
System Locale: United States (US English)
! Help
System Location: 4: BVWFLR1###613 @
Device ID: 1
Mumber of Extensions on System: 28 “:"‘ Set All Nodes to Select

p 8 Set All Nodes License Source

MName Address Primary Link Users Configured Extensions Configured
Solution 47 66
% Primary Server DevCon IPO Sevi 41 28 28
© Expansion System DevCon IPOS Exp 44 Bothway 19 38
Help
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Once the Avaya IP Office Manager for Server Edition screen is displayed, from the
configuration tree in the left pane, select the Primary System, which in this case is DevCon IPO
Sev1 and click on License to display the License screen in the right pane. Verify that the
Feature for 3" Party IP Endpoints is “Valid”, and that the Instances value is sufficient. If
there is insufficient capacity of IP Endpoints, contact an Avaya representative to make the

appropriate changes.

f Avaya IP Office Manager for Server Edition DevCon [PO Sevl [11.0.0.2.0 build 23]
File Edit View Tools Help

Q@R v

DeviCon PO Sevl ~ License < S
Configuration [ v |« |
a BOOTP (7) License Remote Server
47 Operator (3)
=529 Solution Feature Key Instances Status 2 Add... ~
- User (47) Receptionist N/A 4 Valid
g:ﬁ S;”:'ff]d . Additional Voicemail Pro Ports N/A 152 Valid farw
jor ~oce VMPro Recordings Administrators N/A 1 Valid
----- @ Directory(0)
..... £ Time Profile(0) Office Worker N/A 384 Valid
EJ---i Account Code(1) Avaya Softphone Licence MN/A 100 Valid
e-fig User Rights(13) VMPro TTS Professional M/A 40 Valid
58 Location(5) Power User N/A ELH Valid
= DevCon PO Sevt Avaya IP endpoints N/A 384 Valid
(-39 System (1) )
B-F% Line (10) SIP Trunk Channels MN/A 128 Valid
(<= Cantrol Unit (3| | CTILinkPro N/A 10 Valid
(-4 Extension (28) [ 3rd Party IP Endpoints N/A 384 Valid
g% gser (2?%] Server Edition N/A 5 Valid
roup - P )
5-8% Short Code (21 UMS Web Services MN/A 100 Valfd
_____ @ Service (0) HAvaya Mac Softphone M/A 100 Valid v
@ Incoming Call | . ~ . vien - v
-l IP Route (1) Help
----- % License (69)
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From the configuration tree in the left pane, navigate to DevCon IPO Sevl - Extension and
right click on Extension and select New = SIP Extension (not shown). In the Extension tab
enter a valid number in the in Base Extension, which was “26027” which will be used in the
next section.

" Avaya |P Office Manager for Server Edition DevCen IPO Sevl [11.0.0.2.0 build 23] o O b
File Edit View Tocls Help N
L5-dH AEEE] v H
DevCon [PO Sevl v BExtension ~ 8000 26027 ¢

Configuration = SIP Extension: 8000 26027 ek -8 X wvl<|>§

-4 Extension (28) A i Extension ValP
""" e, 11200 26002 N
""" g, 11222 26003 Extension ID! |BDDD
""" g, 11218 26004
----- ‘g, 11201 26006 Base Extension |2602?
----- e, 11220 26008
..... e, 11202 26000 Phone Password |
""" g, 11214 26010 )
_____ w, 11203 26011 Confirm Phone Password |
""" ;11204 26012 Caller Display Type On
----- e, 11223 26014
""" e, 11221 26015 Reset Volume After Calls O
""" g, 11206 26016
""" e 11207 26017 Device Type Unknown SIP device
----- ", 11208 26018
----- ", 11209 26019
""" ", 11211 26020 Location Autematic ~
""" e, 11212 26021
..... "y, 11215 26022 Fallback As Remote Worker Auto ~
----- ", 11213 26023
----- ", 11216 26025 Meodule El
""" e, 11217 26026

Port
----- ", 8000 26027 ° P ]
""" g, 11205 26600
""" ey 11219 26601 Disable Speakerphone O o
----- “u, 11224 26602
----- ", 11210 26603 < ’
""" g, 11225 26607 : ;
----- 11226 26608 Canc: Help
o & ey
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In the VoIP tab, the following selections were made during compliance testing,

e Codec Selection:
e Reserve License:

e Media Security:

menu.

Retain default values for all other fields and click on the OK button.

Select “System Default” from the drop-down menu.
Select “ Reserve 3" party IP endpoint license” from the drop-down

Select “Same as System (Preferred)” from the drop-down menu.

t Avaya IP Office Manager for Server Edition DevCon [PO Sevl [11.0.0.2.0 build 23]

File Edit View Tools Help

= [E] = [a] v

DevCon IPO Sevl = Extension

- 8000 26027 =

Configuration | =

H—

SIP Extension: 8000 26027

gf-@ X[ vi< > §

Gl-<= Control Unit (9) -
-4 Extension (28)
"y, 11200 26002
11222 26003
11218 26004
11201 26006
11220 26008
11202 26008
11214 26010
11203 26011
11204 26012
11223 26014
11221 26015
11206 26016
11207 26017
11208 26018
11209 26019
11211 26020
11212 26021
11215 26022
11213 26023
11216 26025
11217 26026
8000 26027
11205 26600
11219 26601
11224 26602
11210 26603
11225 26607
11226 26602
- User (29)
(-5 Group (5)
[H--@% Short Code (211

AEddddAdd0ddaddddddddddadidd

Extension VolP

IP Address

Codec Selection

Reserve License

Fax Transport Support
DTMF Support

3rd Party Auto Answer

Media Security

0 0 0 0

Systemn Default

G.711 ALAW 64K .

Reserve 3rd party IP endpoint license
None
RFC2833/RFCAT33

Mone

Same as System (Preferred)

G.717 ULAW 64K
(.729(a) 8K CS-ACELP
G.722 64K

[ Local Hold Music
Re-invite Supported
[ Codec Lockdown
Allow Direct Media Path

Help
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5.2. Administer miSip User

From the configuration tree in the left pane, navigate to DevCon IPO Sevl - User and right
click on User and select New (not shown). The following values were configured during
compliance testing in the User tab.

e Name:
e Full Name:
e Extension:

Retain default values for all other fields.

A descriptive name.
A descriptive name.
The base extension configured in Section 5.1.

DevCon IPO Sevl = User

Eile Edit View Tools Help

L5-4 AEEE] v

&0

i Avaya IP Office Manager for Server Edition DevCon IPO Sevl [11.0.0.2.0 build 23]

~ 26027 Room26027 <

Configuration

H—
o
o

Room26027: 26027

g -@ I X vi<|> &

E-§  User (29)
- MaUser
----- &~ 26008 26008

User Voicemail DND

Short Codes  Source Numbers  Telephony  Forwarding Dial In Voice R ¢ | *

Mame |R00m2602? | )
----- &~ 26011 26011
----- &~ 26012 26012 Password | |
----- &~ 26022 26022 5IP .
_____ §- 26023 26003 SIP Confirm Password |
----- &~ 26025 26025 5IP Unigue Identity
----- &= 26026 26026
..... &~ 26600 ACCSuser Conference PIM | |
""" § 26601 Agent 26601 Confirm Audio
----- &= 26602 Agent 26602 Conference PIN | |
----- &~ 266032 Agent 26603 o
_____ #_r 26606 Agent 26606 Account Status Enabled
""" i~ 26607 Agent 26607 Full Name [Room 26027 |
----- &~ 26608 Agent 26608 _
----- &~ 26016 CXE Line 1 Extension |3503? |
----- &~ 26017 CXE Line 2 .
----- = 26013 CXE Line 3 Email Address | |
----- &= 26015 CXE Line 4 Locale >
----- & 26002 Extn26002
----- &= 26003 Pri_H323 26003 Pricrity 5 i
----- & 26004 Pri_H323 26004 .
_____ #_r 26014 Pri_H323 26014 Systern Phone Rights | None
----- & 26015 Pri_H222 26015 ACCS Agent Type |N.:,ne
----- &~ 26009 Pri_SIP 26009 :
""" i 26010 Pr!_SIP 26010 Profile Basic User
----- &~ 26021 Pri_SIP 26021
..... § 26027 Room26027 [] Receptionist w
----- & 26006 ZeroSix
(-5 Group (5)
8% Short Cade (21) Help
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In the Telephony - Supervisor Settings tab, configure a Login Code and Confirm Login
Code. This code will be used in Section 6.2. Retain default values for all other fields and click
on OK button to complete the configuration.

f HAvaya IP Office Manager for Server Edition DevCon IPO Sevl [11.0.0.2.0 build 23]

Eile Edit View Tools Help

L A @& v

DeviCon PO Sevl - User - 26027 Room26027 -

Configuration i= Room26027: 26027 - X v <>
-l 26025 26025 SIP | User  Voicemail DND  Short Codes Source Numbers Telephony Forwarding DialIn  Voice| * | *
- 26026 26026
user all Settings  Supervisor Settings  Multi-line Options  Call Lo
fir 26600 ACCS Call Settings 5 Sett Multi-line Op CallLog TUI
@ 26601 Agent 26601 p
&,., 26602 Agent 26602 Login Code |oo..oooo.o | ] Force Legin
- 26603 Agent 26603
g 6606 Ag::t 6606 Confirm Login Code ssssssssss |
g 26607 Agent 26607 Login Idle Period (sec) —| [] Force Account Code
g 26608 Agent 26608
ﬁn 26016 CXE Line 1 Meniter Group <Mone> w [] Force Authorization Code
- ger 26017 CXE Line 2 .
g 26018 CXE L:::B Coverage Group <Mone> w [ Incoming Call Bar
g ;gg;g EﬁE;éE;; Status on No-Answer | Logged On (No change) i [] Outgoing Call Bar
n
&,., 26003 Pri_H323 2600° [] Inhibit Off-Switch Forward/ Transfer
g ;gg?j E:::Eg;g :EE‘ID: Privacy Override Group | <Mone> w [ Can Intrude
g: 26015 Pri_H323 2601 Reset Longest Idle Time Canndt e Intruded
g 26009 Pri_SIP 26009
- Can Trace Call
. 26010 Pri_SIP 26010 ® Al Calls [ Can Trace Calls
- 26021 Pri_SIP 26021 ) External Incoming [ Deny Auto Intercom Calls
@ 26027 Room26027 v
- 26006 ZeroSix < >
ey
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5.3. Administer Nurse Users

As explained in Section 5.1 and 5.2 above, nurse users are configured the same way. Note that if
digital telephones are used for the nurses instead of IP, then the existing digital users may be
used instead of creating new ones.

Repeat this section to administer a user for each nurse. In the compliance testing, couple of nurse
users (SIP and H.323) were administered in both Primary and Expansion IP Office Systems. A
list of these users is shown in Section 3. Below is an example of one of the nurse user (SIP).

f HAvaya IP Office Manager for Server Edition DevCon IPO Sevl [11.0.0.2.0 build 23] — O >
File Edit View Tools Help
15 4 I@EEv ~ @
DevCon IPO Sevl  + User = 26008 Pri_SIP 26009 -
Configuration ‘ e Pri_SIP 26009: 26009~ - X v <>
""" & 26026 26026 ~ User Voicemail DND Short Codes  Source Mumbers  Telephony Forwarding  Dialln - Voig + | *
----- §+ 26600 ACCSuser
---- § 26601 Agent 26601 Name |Pri_SIP 26009 | ”
----- § 26602 Agent 26602
----- §r 26603 Agent 26603 Password | |
----- § 26606 Agent 26606 )
_____ i"' 26607 Agent 26607 Confirm Password | |
----- § 26608 Agent 26608 Unique Identity
----- $ 26016 CXE Line 1
----- $= 26017 CXE Line 2 Conference PIN | |
""" i~ 26018 CXE Line 3 Confirm Audio | |
----- i 26019 CXE Line 4 Conference PIN
----- 26002 Extn26002
A t Stat Enabled
----- &~ 26003 Pri_H323 2600 coount St e -
----- i~ 26004 Pri_H323 2600 Full Name 126009 Primary |
----- §~ 26014 Pri_H323 2601 _
----- §~ 26015 Pri_H323 2601 Extension |25009 |
----- $~ 26009 Pri_SIP 26009 )
----- = 26010 Pri_SIP 26010 Email Address | |
----- £~ 26021 Pri_SIP 26021 Locale w
----- $+ 26027 Room 26027
----- §~ 26006 ZeroSix Priority 5 e
-8 Group (5) .
8% Shart Cade (21) System Phone Rights | None w
""" B Ser\ricej([)] ) ACCS Agent Type None
E]---e Inceming Call Route (12
-l lp_ Route (1) Profile Basic User w
----- B License (69) o
- ARS (3) [ I TS
(-5 Location (6)
-8 Authorization Code (1) 2L jance ] Al
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5.4. Administer Nurse Hunt Group

From the configuration tree in the left pane, right-click on Group and select New from the pop-
up list (not shown) to add a new hunt group. Enter a desired Name, and an available Extension.
Retain default values for all other fields.

In the User List sub-section, click Edit and select the nurse user extensions from Section 5.3
from the pop-up list. Below screen shows the users selected during compliance testing. Repeat

this section to add a similar hunt group in the Expansion IP Office System.

" Avaya P Office Manager for Server Edition DevCon [PO Sevl [11.0.0.2.0 build 23] - ] x
File Edit View Tools Help
2@l v
DevCon IPO Sevl ~ Group ~ 26001 Agents >
Configuration | 7 Collective Group Agents: 26001" & - v | < | >
=R BOOTP (7) Group  Queuing Overflow Fallback Voicemail Voice Recording Announcements SIP
{# Operator (3)
-5 Solution Name |Agents | Profile Standard Hunt Group -
User (47
f‘ﬂ Gf:[,é :é) Extension [26001 | O Exclude From Directory
&3] -
E::: ;T’Oer:tgr;?;)(am Ring Mode Sequential ~ Mo Answer Time (sec) System Default (15) 2
B
£ Time Profile(0) Hold Music Source Neo Change ~
-8 Account Code(1)
2 User Rights(13) Ring Tone Override |Nnne v|
(-5 Location(d) . .
%% DevCon IPO Sevl Ager!tsStatusnn MNo-Answer None -
Applies To
-0 System (1)
7 Line (10) Central System |De\rCnn IPO Sevl | Advertise Group
<2 Control Unit (3) User List
4 Extension (28)
& User(29) Extension MName Systemn
G D
ﬁ E @1 26009 Pri_SIP 26009  DevCon IPO Sevl
- Service (0) 26014 Pri_H323 26014 DevCon IPO Sevl
-4 Incoming Call Route (° 26103 Agent 26703 DevCon IPOS Exp
-l 1P Route (1) 26109 26109 DevCon IPOS Exp
- License (69)
- ARS (3)
-8 Location (8)
ﬂ Authorization Code (1]
[#-%23 DevCon IPOS Exp
Edit... Rernove

5.5. Save Configuration

Navigate to File = Save Configuration (not shown) in the menu bar at the top of the screen or
click on the Save Icon as shown below to save the configuration performed in the preceding

sections.

Eile

Edit

View Tools

;) 2EB[A] v

Help

f Avaya IP Office Manager for Server Edition DevCon IPO Sev1 [11.0.0.2.0 build 23]

RS; Reviewed:
SPOC 1/15/2019

Solution & Interoperability Test Lab Application Notes
©2019 Avaya Inc. All Rights Reserved.

14 of 22
miSipResU-1PO11




6. Configure miALERT miSip Resident Unit

This section provides the procedures for configuring miALERT miSip Resident Unit.

For detail provisioning information such as initial installation and configuration, please refer to
the product documentation in Section 9. The procedures fall into the following areas:

Login to miSip Web Interface
Configure Service Domain
Configure Speed Dial
Configure Phone Book

6.1. Login to miSip Web Interface

The miSip Resident Unit can be configured using a web interface. To access miSip, enter the IP
address of miSip in a browser and login to the unit with the correct credentials as shown below.

< C' | @ & 10.1098.149 %

Login VolP

User Name | |

Password | |

Login

Suggested that uses |EV, 8, Firefox, Google the Chrome browser.
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6.2. Configure Service Domain

From the screen shown below, navigate to SIP = Service and configure the following values.

e Realm Active: Select “Enable” from the drop-down menu.

e Display Name: A descriptive name.

e Phone Number: A descriptive phone number.

e Authentication ID: Enter the extension from Section 5.2.

e Authentication Password: Enter the password from Section 5.2.

e Domain Server: Enter the IP address of IP Office where this extension is
configured.

e Proxy Server: Enter the IP address of IP Office where this extension is
configured.

Retain default value for all other fields and click on Submit.

Service Domain Setting

Realm:
Realm Active:
Display Name: 26027
SIP Call Point Phone Number: 26027
Authentication ID: 26027
J Status Authe.nticatiﬂn Password: ssssssssssssssss
_— Domain Server: [10.10.97.41
& SIP Call Point Proxy Server: [10.10.97.41
© Network Subscribe for MWI :
Submit
Service
Codecs
Advanced
STUN
® Management
© Save and Reboot
X Logout
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6.3. Configure Speed Dial

Various call points for miSip are configured as speed dial. To configure the speed dial, navigate
to SIP Call Point - Speed Dial. The screen below shows the Speed Dial Setting configured for
this compliance testing. Any number with 78xxx are configured to call EMS and any number
with 26xxx is configured to call extensions on IP Office.

SIP Call Point

+ Status

Phone Book
Speed Dial

Dial Plan - Basic

Dial Plan - Advanced

Call Service
General
Volume
Multicast
© Network
= SIP
% Management
© Save and Reboot
X Logout

RS; Reviewed:
SPOC 1/15/2019

Speed Dial Setting

[ ndex | Pan | Action |

1

10

Submit,

Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action
Name
Number/URL
Post-Dial Action

Delete All

[Emergency

[78004

O

[Menu

[78006

Jactivity

[78007

[ped

[78004

[pendant

[78000

[wireless pull

[73004

[miBUS Pull

[78004

[migus 2 Button

[z6003

|wireless 2 Button w/ cord

[5008

Delete

Delete

Delete

Delete

Delete

Delete

Delete

Delete

Delete

Delete
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6.4. Configure Phone Book

To configure the phone book, navigate to SIP Call Point = Phone Book. The screen below
shows the Phone Book Setting configured for this compliance testing. Any number with 78xxx
are configured to call EMS and any number with 26xxx is configured to call extensions on IP
Office.

Phone Book Setting
Page:
[ index |  Name [  Number/URL [ Action|
1 | | | |pelete
SIP Call Point 2| | | |pelete
3| | | | [pelete
+ Status 4 | | | [pelete
5 | | | |pelete
Delete
Phone Book 6 | | | 2
7 | | | [pelete
Speed Dial 8 | | | e
Dial Plan - Basic 9 [ | | |pelete
Dial Plan - Advanced 10 | || | [pelete
. 11 [11 | [zeo03 | Delete
Call Service
12 2 | [raoos | Delete
General 13 [ | 8008 | |Delete
Volume 14 4 | [7a007 | |pelete
Multicast 15 | [ | |pelete
_ 16 | | | |pelete
© Network 17 | | ] | Delete
%= SIP 18 | | | |pelete
R Management 19 | || | Dpelete
20 | | | |pelete
© Save and Reboot
X Logout Submit, Delete All
Acess Phone Book
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya IP
Office and mIALERT miSip Resident Unit.

The status of miSip can be confirmed from the SysMonitor application of IP Office by
navigating to Status - SIP Phone Status (not shown). Screen below shows the extension
26027 status as registered.

Bb SIPPhoneStatus

20 Waiting 3 secs for update

Fegistered Status  [IHEHERER

Total Configured:

Total Registered: 7

Extn Mum | LIserNuml Phone T_I,Jpel SecLrity | B.l IP Address | F'..| Tra... | Uzer Agent | Licensed | Sl... | 5. | SIPS... | Statuz |

26027 2R027 SIF best effort 101088149 JDF misIP IdParty IPR... RU mesza..  SIP: Reaistered

SipRecExtn ik nawn dizable oo A7 Avapa P 0 SIF: Registered
Digplay Option )

’7(;- Shaw Al ® Resiioes) (@ UiResiiees Page 1 ﬂ Save Page Reset Phones Rereqgister Phones Cancel

From IP Office Manager server, launch IP Office System Status and log in to the required IP
Office, in this case the Primary System (not shown). Navigate to Extensions and select the
extension configured for miSip. Screen below shows miSip extension registered to the Primary
and in connected state due to an active call.

:i Avaya IP Office System Status - DevCon PO Sevl ( ) - IP Office Linux PC 11.0.0.2.0 build 23 — [m] X
IP Office System Status
gOff Exit About
Extension Status
Extension Number: 26027 A
1P address: 10.10.98.149
Standard Location: Mone
Registrar: Primary
Telephone Type: Unknown SIF Device
User-Agent SIF header: misIF
Hardware Release: 1
Media Stream: Best Effort
Layer 4 Protocol: UDpP
Current User Extension Number: 26027
Current User Name: Room 25027
Forwarding: Off
Twinning: off
Da Mot Disturb: Off
Message Waiting: Off
Mumber of New Messages: 1]
Fhone Manager Type: MNone
SIP Device Features: REFER.,UPDATE
License Reserved: es
Last Date and Time License Allocated: 12/16/2018 3:31:12PM
Packet Loss Fraction: 0% Connection Type: WVCM
Jitter: Oms Codec: G711Mu
Round Trip Delay: ims Remote Media Address: 10.10.98.158
Current State Time in State Calling Number or  Direction Other Party on Call
Called Mumber
Connected 78004 Outgoing Line: 11 SIP 10.10.98.158 |
Trace Trace All Pause Ping Call Details Print... Save As...
11:48:44 AM orline | &|
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To verify registration status of miSip Resident Unit’s using web interface, navigate to System
Status screen as shown below.

System Status

WAN Information

Link Status: Connected Active: Fixed IP Client
IP Address: .149 Subnet Mask: 55.224
Default Gateway: 129 Primary DNS: .60
SIP Call Point Second DNS: 8.8.4.4 MAC Address:
J Status
B — e — Firmware Version: 2.2.2-1802210 DSP Version: WM-1403050
& SIP Call Point Current Time: 2018-12-19 03:25 Update Date: 2018-11-29
© Network System Up Time: 1 day(s) 22 hour(s) 7 minute(s)
—_— Network Link Up Time: 1 day(s) 22 hour(s) 7 minute(s)
= SIP
* Mansgement
—_— Realm 1 Status: Registered Display Name: 26027
© Save and Reboot Realm 2 Status: Not in used Display Name:
X Logout Realm 3 Status: Not in used Display Name:

For feature verifications, from a call point activate a call to the nurse hunt group (such as pulling
the cord or pressing the emergency button, depending on the type of call point). Verify that the
call is ringing at an available nurse. Answer the call at the nurse and verify two-way speech path.
Once the call is completed, press the cancel button and verify that the call is terminated properly.
Verify that the call follows the proper escalation path as configured in EMS if a call is not
answered at the called nurse station. Verify that the call follows the proper overflow path
configured in IP Office if a call is not answered by any nurse stations of the called nurse hunt

group.

From a call point, activate the menu or activity button and verify that the proper pre-recorded
message is heard. Once the recording is completed, press the cancel button and verify that the
call is terminated properly.

From a call point, activate the staff button and verify that the call reaches the correctly
configured staff phone and verify two-way speech path. Once the call is completed, press the
cancel button and verify that the call is terminated properly.

8. Conclusion

These Application Notes describe the configuration steps required for miIALERT miSip Resident
Unit to interoperate with Avaya IP Office Server Edition. All feature and serviceability test cases
were completed successfully with observations noted in Section 2.2.
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9. Additional References
This section references the product documentation relevant to these Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com.

[1] Deploying IP Office™ Platform Server Edition Solution, Release 11.0, May 2018.

[2] Deploying IP Office Essential Edition (IP500 V2), Release 11.0, 15-601042 Issue 331 -
(Tuesday, December 4, 2018).

[3] Administering Avaya IP Office™ Platform with Manager, Release 11.0, Issue 17a, August
2018.

[4] Application Notes for Configuring miALERT miLink Event Management Server with Avaya
IP Office Server Edition, 2019.

Product Documentation for miIALERT can be obtained by contacting miALERT directly.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable but are presented
without express or implied warranty. Users are responsible for their application of any products
specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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