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Abstract

These Application Notes describe the configuration procedures required to allow Avotus
Enhanced Usage Reporting for Unified Communications to collect call detail records from
Avaya Aura® Communication Manager using Avaya Reliable Session Protocol over TCP/IP.
Avotus Enhanced Usage Reporting for Unified Communications collects, stores and processes
these call records to provide usage analysis, call costing and billing capabilities.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DevConnect Program at the
Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describes a compliance-tested call detail recording (CDR) solution
comprised of Avaya Aura ® Communication Manager (Communication Manager) and Avotus
Enhanced Usage Reporting for Unified communications (Avotus EUR). Avotus EUR is a call
accounting software application that uses call detail records from Communication Manager to
provide reporting capabilities to business and IT managers to track and manage call usage and
telecom expenses.

Communication Manager communicates to Avotus EUR via an Avaya Reliable Session Protocol
(RSP) session over the TCP/IP network. The RSP session provides a transport mechanism for
reliable delivery of CDR records. Communication Manager generates and sends the call records
out in the RSP session while Avotus EUR collects, stores and processes the records at the other
end.

Communication Manager can generate call detail records for intra-switch calls, inter-switch
calls, inbound trunk calls and outbound trunk calls. In addition, split records can be generated for
transferred calls and conferenced calls. Avotus EUR can support any CDR format provided by
Communication Manager. However, during the compliance test, the expanded format was
utilized.

2. General Test Approach and Test Results

This section describes the compliance testing used to verify interoperability of Avotus EUR
application with Communication Manager. This section covers the general test approach and the
test results. The testing covered feature and serviceability test cases. The feature testing covered
the ability of Avotus EUR to capture and process CDR records.

The CDR records captured and displayed by Avotus EUR were compared for accuracy to the
CDR records received by an Avaya Definity Reliable Data Transport Tool (RDTT), a CDR test
tool. CDR records for various call types were generated, including internal calls, inbound and
outbound trunk calls, PSTN calls, transferred calls, and conferenced calls. Calls were established
using Avaya H.323 and SIP telephones.

The serviceability testing focused on the ability of Avotus EUR to recover from adverse
conditions such as loss of network connectivity. With the use Avaya RSP, call records that were
generated while Avotus EUR was disconnected from the network were not lost.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in this DevConnect
Application Note included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing. The feature

testing focused on verifying the proper parsing and displaying of expanded CDR data received
from Communication Manager by Avotus EUR.

The following is a list of Interoperability tests that were performed:
Internal calls

Inbound Inter-Switch calls
Outbound Inter-Switch calls
Inbound PSTN calls

Outbound PSTN calls

Tandem calls to PSTN

Hold and Resume

Blind and Consultative Transfer
Blind and Consultative Conference
Call Forward

Hunt Group calls

Bridged Appearance

Account codes

Authorization codes

Split CDR Records

Serviceability

The serviceability testing focused on the ability of Avotus EUR to recover from adverse
conditions such as loss of network connectivity, disabling and re-enabling the CDR Link and

power cycling. With the use of Avaya RSP, CDR records that were generated while Avotus EUR

was disconnected from the network were not lost.
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2.2. Test Results
All applicable test cases were executed and passed with the following observations:

e Hold time will not be included in call duration since Avotus EUR does not
calculate/process hold time from Communication Manager.

e Even though Call Forward, Bridged Appearances, Hunt Groups and Split CDR are
collected by Avotus EUR in their raw format, they are not processed when running the
reports. Avotus EUR only processes incoming, outgoing and tandem calls for reporting
purposes.

e Even though condition codes “E, G, F and I’ are collected by Avotus EUR in their raw
format, they are not processed when running the reports.

2.3. Support

Technical support for the Avotus EUR solution can be obtained by contacting Avotus:
e URL - http://www.avotus.com/contact support.asp
e Phone — (800) 840-2580
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3. Reference Configuration

Figure 1 illustrates the configuration used for the compliance test. In the sample configuration
two sites, Sites A and B, are connected via a SIP trunk through Session Manager. Avotus EUR
only monitors the calls at Site A. Site B is used to generate inter-site traffic across the SIP trunk.

Site A has a VMware virtual machine hosting Communication Manager, Session Manager,
System Manager and Media Server. The Communication Manager is connected to an Avaya
G450 Media Gateway. Site A also includes Avaya 96x1 Series H.323 and SIP Deskphones. In
addition, Site A has connectivity to the PSTN. The configuration at Site B is similar to Site A
and also uses the Session Manager at Site A. Avotus EUR connects via the LAN and establishes
a CDR link to Communication Manager at Site A. Avotus EUR is also installed and configured

on the VMware virtual machine.

Site A

LAN

Site B

1
1
Avaya Aura® Communication Manager (10.10.97.222) !
Avaya Aura® Session Manager 1

Avaya Aura® System Manager 1

Avaya Aura® Media Server !

Avotus Enhanced Usage Reporting for Unified 1
Communications Server(10.10.98.143) !

all hosted on VMware virtual machine !
i

1

1

1

1

Emulated PSTN Jommemmem o — s || | ——

Avaya G450 Media
Gateway

Avaya 96x1 Series

IP[§H323 & SIP)

eskphone
Avaya G650 Media Gateway

Avaya 96x1 Series IP (H323)
Deskphone

Avaya S8800 Server running
Avaya Aura® Communication
Manager

Avaya Aura® System Manager

Avaya 96x1 Series IP (SIP) _—
Deskphone

Avaya Aura® Session Manager
LAN

Figure 1: Test configuration for Avotus EUR Compliance Test
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4. Equipment and Software Validated

The following equipment and software/firmware were used for the test configuration.

Equipment/Software

Release/Version

Avaya Aura® Communication Manager
running on a virtual server

7.0.1.2.0-FP1SP2

Avaya Aura® Session Manager running on a
virtual server

7.0.1.2.701230

Avaya Aura® System Manager running on a
virtual server

7.0.1.2 Service Pack 2

Avaya Aura® Media Server running on a 7.7.0.375

virtual server

Avaya G450 Media Gateway 37.41.0/1

Avaya 9611G IP Deskphones (H.323) 6.6229

Avaya 9641GS IP Deskphone (SIP) 7.0.1.1.5

Avotus Enhanced Usage Reporting for Unified | 9.10

Communications running on Windows Server

2008 R2 Standard SP1
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5. Configure Avaya Aura® Communication Manager

This section describes the procedure for configuring CDR on Communication Manager. These
steps are performed through the System Access Terminal (SAT). Communication Manager is
configured to generate CDR records and send them to the IP address of the server running
Avotus EUR using TCP/IP. The procedure covers the following areas:

e Administer IP Node Names

e Configure CDR Link

e Enable CDR for Intra-Switch Calls

e Enable CDR for Trunks Calls

e Configure Off-PBX-Telephone Configuration-Set

5.1. Administer IP Node Names

Use the change node-names ip command to create a new node name for the server running
Avotus EUR. This node name is associated with the IP address of the server. In the sample
configuration CDR-Collector was used for the name and 10.10.98.143 was used for the IP
address. Also, take note of the node name procr. It will be used in the next step. The procr entry
on this form was previously administered. The AVAYA-RDTT was used to setup the collection
of CDR on the secondary link.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
AVAYA-RDTT 10.10.98.71
CDR-Collector 10.10.98.143
DevvmAES 10.10.97.224
DevvmAMS 10.10.97.232
GW-G450 10.10.4.25
Loopback 10.10.97.222
SM-VM 10.10.97.228
TFTP-Server 10.10.98.72
default 0.0.0.0
procr 10.10.97.222
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5.2. Configure CDR Link
Use the change ip-services command to define the CDR link between Communication Manager
and Avotus EUR. To define a primary CDR link, provide the following information:
e Service Type: CDRL1 [If needed, a secondary link can be defined by setting Service Type
to CDR2.]
e Local Node: procr [For Communication Manager used during compliance testing, set
the Local Node to the node name of the processor board.]
e Local Port: 0 [The Local Port is fixed to 0 because Communication Manager initiates the
CDR link.]
e Remote Node: CDR-Collector [The Remote Node is set to the node name previously
defined in Section 5.1.]

e Remote Port: 9000 [The Remote Port may be set to a value between 5000 and 64500
inclusive, and must match the port configured in Avotus EUR.]

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote

Type Node Port Node Port
CDR1 procr 0 CDR-Collector 9000
CDR2 procr 0 AVAYA-RDTT 9001

For this solution the RSP is used. On Page 3 of the ip-services form, set the Reliable Protocol
fieldtoy.

change ip-services Page 3 of 4

SESSION LAYER TIMERS

Service Reliable Packet Resp Session Connect SPDU Connectivity
Type Protocol Timer Message Cntr Cntr Timer
CDR1 y 30 3 3 60
CDR2 vy 30 3 3 60
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Enter the change system-parameters cdr command to set the parameters for the type of calls to
track, and for the format of the CDR data. The example below shows the settings used during the
compliance test. Provide the following information:

e CDR Date Format: month/day

e Primary Output Format: expanded

e Primary Output Endpoint: CDR1

The remaining parameters define the type of calls that will be recorded and what data will be
included in the record. Refer to documents in Section 9 for a full explanation of each field. The
test configuration used some of the more common fields described below.

e Use Legacy CDR Formats?: y [Allows CDR formats to use 3.x CDR formats for “y”. If
the field is set to “n”, then CDR formats utilize the 4.x CDR formats.]

e Intra-switch CDR:y [Allows call records for internal calls involving specific stations.
Those stations must be specified in the intra-switch cdr form.]

e Record Outgoing Calls Only?: n [Allows incoming trunk calls to appear in the CDR
records along with the outgoing trunk calls.]

e Outg Trk Call Splitting?: y [Allows a separate call record for any portion of an
outgoing call that is transferred or conferenced.]

e Inc Trk Call Splitting?: y [Allows a separate call record for any portion of an incoming
call that is transferred or conferenced.]

e CDR Account Code Length: 4 [The length may be set to a value between 1 and 15.
However, during the compliance test, “4” was used.]

change system-parameters cdr Page 1 of 1
CDR SYSTEM PARAMETERS

Node Number (Local PBX ID): CDR Date Format: month/day
Primary Output Format: expanded Primary Output Endpoint: CDR1
Secondary Output Format: unformatted Secondary Output Endpoint: CDR2

Use ISDN Layouts? n Enable CDR Storage on Disk? n

Use Enhanced Formats? n Condition Code 'T' For Redirected Calls? n

Use Legacy CDR Formats? y Remove # From Called Number? n
Modified Circuit ID Display? n Intra-switch CDR? y
Record Outgoing Calls Only? n Outg Trk Call Splitting? y

Suppress CDR for Ineffective Call Attempts? y Outg Attd Call Record? y
Disconnect Information in Place of FRL? n Interworking Feat-flag? n

Force Entry of Acct Code for Calls Marked on Toll Analysis Form? n
Calls to Hunt Group - Record: member-ext

Record Called Vector Directory Number Instead of Group or Member? n

Record Agent ID on Incoming? n Record Agent ID on Outgoing? y

Inc Trk Call Splitting? y Inc Attd Call Record? n
Record Non-Call-Assoc TSC? n Call Record Handling Option: warning
Record Call-Assoc TSC? n Digits to Record for Outgoing Calls: dialed
Privacy - Digits to Hide: 0 CDR Account Code Length: 4
Remove '+' from SIP Numbers? Y
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5.3. Enable CDR for Intra-Switch Calls

If the Intra-switch CDR field is set to y on Page 1 of the system-parameters cdr form, then
use the change intra-switch-cdr command to define the extensions that will be subject to call
detail records. In the Extension field, enter the specific extensions whose usage will be tracked.

Note: To simplify the process of adding multiple extensions in the Assigned Members field, the
Intra-switch CDR by COS (SA8202) special feature may be utilized. To utilize this feature,
contact an authorized Avaya account representative to obtain the license.

change intra-switch-cdr Page 1 of 3
INTRA-SWITCH CDR
Assigned Members: 8 of 1000 administered
Extension Extension Extension Extension
56103
56201
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5.4. Enable CDR for Trunk Calls

For each trunk group for which CDR records are desired, verify that CDR reporting is enabled.

To do this, use the change trunk-group n command, where n is the trunk group number, and
verify that the CDR Reports field is set to y. This applies to all trunk group types.
The example below shows the ISDN-PRI trunk to the PSTN.
change trunk-group 4 Page 1 of 21
TRUNK GROUP
Group Number: 4 Group Type: isdn CDR Reports: y
Group Name: To-IPO 36 44 COR: 1 TN: 1 TAC: #004
Direction: two-way Outgoing Display? n Carrier Medium: PRI/BRI
Dial Access? n Busy Threshold: 255 ©Night Service:
Queue Length: 0
Service Type: tie Auth Code? n TestCall ITC: rest
Far End Test Line No:
TestCall BCC: 4
The example below shows the SIP trunk between Sites A and B. This SIP trunk actually
terminates to Session Manager, which then routes calls to Site B over another SIP trunk.
change trunk-group 1 Page 1 of 21
TRUNK GROUP
Group Number: 1 Group Type: sip CDR Reports: y
Group Name: Trunk to SM on VM COR: 1 TN: 1 TAC: #001
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n
Member Assignment Method: auto
Signaling Group: 1
Number of Members: 24
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5.5. Configure Off-PBX-Telephone Configuration-Set

SIP endpoints and off-pbx-telephone stations will be automatically created in Communication
Manager when users (SIP endpoints) are created in Session Manager.

However, the off-pbx-telephone configuration-set form needs to be modified. Enter change
off-pbx-telephone configuration-set and disable the CDR for Calls to EC500 Destination
field by setting it to n. Example below shows off-pbx-telephone configuration-set 1. The same

will apply to other applicable configuration sets.

change off-pbx-telephone configuration-set 1
CONFIGURATION SET:

Configuration Set Description:
Calling Number Style:

CDR for Origination:

CDR for Calls to EC500 Destination?
Fast Connect on Origination?

Post Connect Dialing Options:
Cellular Voice Mail Detection:
Barge-in Tone?

Calling Number Verification?

Call Appearance Selection for Origination:
Confirmed Answer?

Use Shared Voice Connections for Second Call Answered?
Use Shared Voice Connections for Second Call Initiated?
Provide Forced Local Ringback for EC500?

Apply Ringback upon Receipt of:

Page 1

network
phone—-number
n

n
dtmf
timed
n

Yy
primary-first
n

(seconds) :

n
n
n
Call-Proceeding

of

4
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6. Configure Avotus Enhanced Usage Reporting for Unified
Communications

This section describes the configuration of Avotus EUR. Avotus installs, configures, and
customizes the EUR application for the end customers. Thus, this section only describes the
interface configuration, so that Avotus EUR can receive CDR data from Communication
Manager. The procedure covers the following areas:

e Loginto Avotus EUR

e Configure a site

e Configure script and collection
e Start collection

6.1. Login to Avotus EUR

To configure Avotus EUR, double click on the Avotus EUR icon on desktop, k!
credentials to gain access into Avotus EUR in the window shown below.

, and provide

Powered By

< A > »
'AVOTUS

Login:
Password:

Language:
English v

SIGN IN
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6.2. Configure a Site

From the Enhanced Usage Reporting screen shown below, navigate to Admin - Sites >
Hierarchy to configure a site.

Enhanced Usage Reporting

Reports Dashboards Admin

Hierarchy
Call Accounting
Other Billing Data
Traffic Analysis

Wireless Management

Order Management

CS1000 Inventory
CS1000 Traffic

Unified Communications
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In the screen shown below, click on Corporation 1 (created during install time). Click on the top
right Add Site icon highlighted below to add a site.

Enhanced Usage Reporting

Reports

Dashboards Admin

Corporation 1

S @ Options

E"E] Corporation 1

® Contact Information

® Calendar Configuration
®* Time Zone

Properties

MName Corporation 1
Creator
Creation Date 4/13/2017 10:58:21
Mode Type corporation

Last Updated 4/13/2017 10:58:21

In the Add Site window shown below, enter an appropriate name for Site Name field and click
on the OK icon highlighted below.

Enhanced Usage Reporting

Reports Dashboards Admin

Add Site
o ] Site Name lAw..a.H.a. CM l
SR TWED
= E] Corporation 1 @
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To assign the site created above for collection of data; navigate to Admin = Call Accounting
-> Application as shown in the screen below.

Enhanced Usage Reporting

Reports Dashboards
Directaory
Sites

Call Accounting

Application

Data Purgefarchive/Restore
Report Summarization

Other Billing Data

Traffic Analysis

Wireless Management

Order Management

CS51000 Inventory

CS1000 Traffic

Unified Cormrmunications

In the Application section, start the configuration by clicking on the Configure icon as
highlighted in the screen below.

Enhanced Usage Reporting

Dashboards Admin
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In the Site Assignments window seen below, select the server name from the drop down menu
to assign it to the site. In the example below, “WIN-IB7NT8C7NJP” is the Windows server

name and “Avaya CM” is the site created earlier in this section.

Enhanced Usage Reporting

Reports Dashboards Admin

Site Assignments

Call Accounting

= E] Corporation 1
¥ | WIN-IB7NTSCTNIP v| Avaya CM

= E\ Corporation 1
QO

Collection Services
=) E, Configuration

Screen below shows the successful assigning of the site for collection.

Enhanced Usage Reporting

Admin

Dashboards

Reports

Call Accounting

Application Call Accounting Site Installation Status: Completed
5%
Avaya CM Sucessfully Installed

E||E| Corporation 1
D Avava CM
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6.3. Configure Script and Collection
This section explains the configuring of the script and collection of the CDR records by Avotus
EUR.

6.3.1. Configuring the Script

To configure the script for collection of data, navigate to Admin = Call Accounting 2>
Application - Corporation 1 = Avaya CM. The Call Accounting window is launched on the
right side as shown in the screen below.

Enhanced Usage Reporting

Reports Dashboards Admin

Call Accounting

ii call Accounting - Avaya CM - Corporation 1
Application File Edit “iew Tools Options Help

Bk
E|--- Corporation 1
s . :
Collection |Eosting| Transmission —
Collection Services l—
=l E‘ Configuration Status M
D Avaya Buffer-less Data Collectior Geverit | Message @ LClear List
Cisco Cluster Collection
= m Tandem Call Matching
D Tie Trunk Entry Lt Rizsms
D Tie Trunk Mapping a _

Tandemn Matching Setting

= m IF Report Configuration
IP Site Details Entry LI
=- E‘ Process Task ‘ Skakus Skart | End Errars Warnings | Severit: | Alarm Message
Sipxecs Collection Caollection Mok Running 1] 1]
Costing Mot Running u] u]
Transmission Mot Running o o
4] | el | |
[ o [
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From the Call Accounting window navigate to Tools = Collection = Configuration as shown

below.

Collection

Costing 4

il call Accounting - Avaya CM - Corporation 1
File Edit View | Tools Options Help

Start...
Stop

Transmission »

Schedule...

Callection I Costing | Transmission |

Configuration...

IStatus Data |

Severity | Message W ClearList
Data Records
0
=l
Task | Status ] Start i End | Etrors | Warnings | Severity | Alarm Message
Collection Mot Running 0 0
Costing Mot Running 0 0
Transmission Mot Running 0 1]
J | R ol
|NUM 7
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From the System Configuration window as shown below, navigate to Collection tab and under
the section Scripts, click the Browse icon to select a script for Collection Script.

System Configuration E

System  Collection | Tfansmissianl fi‘«larmsl

— Backup Settings

Murnber of Months of Backup Data bo Sawve: |1 vl

— Connection Settings
[~ Collect from Backup File

Server WN-IB7NTBCTMIP Fart: IEEIM2 j
Type: IDireu:t j B aud F ate: |24IZIIZI j
Phaore Mo I Data Bits: IE ;I
Redials: |1— Farity: l Maone j
[T | Delete Filefz) &fter Collection Stop Bits: I‘l j
File 4 arme: I _l
— Scriptz

Collection Script: ISampIe.cu:uI

Login Mame: I

FPazaword: I

I—PI Browse, .,
Edit Scripk

| Cancel |

Apply | Help |

From the Scripts folder that is launched as shown below, select the RSP-IPAvayaExpd.Col

script.
il Open B3

Look in: I Scripts Zl L o t‘j‘ '

Name | +| Date modified | +| Type |+|lsize |+] 4l
| RockwellCSV, col 3/15/2017 7:58 AM  COL File 3KB
|_|RSP_AvayaCustCala,col 3/15/2017 7:58 AM  COL File 4 KB
| |RSP_AvayaExpd.col 3/15/2017 7:58 AM COL File 4 KB
|| RSP-IPAvayaCust.col 3/15/2017 7:58 AM  COL File SKB
[l RSP-1PavayaExpd. Col 3/15/2017 7:58 &M COL File
| sample.col 3/15/2017 7:58 AM  COL File 3KB
|| SEBea-SLINEW.col 3/15/2017 7:58 AM  COL File 12 KB =
|| SEBea-SL1OLD.col 3/15/2017 7:58 AM  COL File 12KB

SEBF96.COL 3/15/2017 7:58 AM  COL File S KB Y
File hame: |HSP-IPAvayaE xpd.Col | Open I
Files of type: ICoIIection Scripts (".col) l] Cancel |
4
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Click on the Configure button as shown in the screen below after selecting the required script.

System Configuration |
| Spstern  Collection I Transmissinnl .-“-‘-.Iarmsl
— Backup Settingz
MHurmber of Months of Backup Data to Save: |1 vI
— Connection Settings
[T Collect from Backup File
Server  WINABZNTECTNIP Pt |comz =]
Type: | Direct | Baud Rate: | 2400 -]
Fhiore o | DataBitz. |8 |
Redidls i Parity: [Mone =l
[T | [elete Filels] After Callection Stop Bits: I‘I j
File amme; I z |
— Scriptz
Collection Script; IHSF‘-IF'.-'-‘-.vayaE:-:pd.EDI |EI Configure |
Login Hame: I
Fazsward: I
k. Cancel Apply Help
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In the Configuration window as seen below, configure the following under the Connection tab,

e Ensure Enable Capture is checked.
e Description: Provide a detailed description.

e TCPPort:  Enter “9000” as this is the port configured in Communication Manager in
Section 5.2.

Click on the Apply button.

Configuration
| Spstem I
Site; Corporation 1/4wava Chd
File Path: Genlp_1_12 RSP.mdhb

v Enable Capture

—Avaya Media Server

Drezcription: I.-'l‘-.va_l,la Ch port

TCF Fort: IE!I:IEIEI Suggest Port I

— Advanced Configuration

Additional optionz can be configured for thiz e |
connection. Theze include protocol parameters
unique ta the curent connection,

F, Cancel Apply

Also retain default values for all other fields in the System Configuration window shown earlier
in this section and click on the OK button.
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6.3.2. Installing the Avotus Generic IP Collection Service

To install the Avotus Generic IP Collection Service, navigate to “<Avotus install folder>\Avotus
ICM\Execs\” folder and run the script gipinstall.vbs as shown in the screens below.

G( :Jv | . = Computer = Local Disk (D:) = Program Files (x86) + Awotus » Avobus ICM - Execs -

Organize ~ @@ Open +  Sharewith = Print  Mew Folder

| Date modified

- -
r Favorites = Mame
Bl Deskiop == gacutil.exe
& Downloads | gacutil.exe. config

151l Recent Places

gipuninstall. vbs

7 Libraries =7 htmidor. exe
j Documents | Installutil. InstallLog
'J' Music — %) Interop. AvtCormon.di
Pictures .
= %/ Interop,D30File, di
B videos -
1% libeay3z.di
/8 Computer 577 mdutil. exe
i_‘__—f Local Disk (221 (%] Mono, Security. dll
(— Local Disk (D) %) Mpgsql.dil
, Avotus ICM 9,10,00008_TLS Y28 %) MSYiews. dll
| AwtDB @) PFMDR..dll
§ Cr (577 PKUNZIP.EXE

) Program Files (x86) || PurgedrchiveRestarelog.txt

. Avotus [&5] Regauth.bat
. Awabus ICM
Rundsadmin_2003,bat

. Execs
S Dom e hdrain 2008 Rk

F15/2017 7158 AM
F15/2017 7:58 AM

= {Co0] 7 FC0 i

Open with Command Prompk
Prink

7-Zip »
CRC 5HA 3
Open with 3
Share with 3

Restaore previous versions

Send ko 3

Cuk
Copy

Create shortout
Delete
Rename

Properties

F15/2017 7:58 AM

2ANCIP01 T FE0 Aan

9(\ :jv ‘ . = Computer = Local Disk (¢} = Program Files (%661 » Awvotus = Avokbus ICM » Execs -

Organize * @B Open * Sharewith *  Print  Mew Folder

- Favorites

Bl Desktop
g Downloads

.
=l Recent Places

= Libraries | himldoc.exe
3 Docurnents Installkl, InstallLog
J" Wf'-'Si': res hia % Interop. avkConmmaon.di
;' ::i”:s %] Interop.DEOFile.dl
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Once the rebooting of the system is completed, the Avotus Generic IP Collction Service will be
installed under Windows Services as shown in the screen below. Start this service and ensure it

IS running.

File  Action  Wiew

Help

‘q, Services M= E3 I

e EIEEEI - I

., Services (Local)

q, Services (Local)

Avotus Generic IP Collection Mame = | Description | Stakus | Startup Type | Log On As ;I
Service “Ek Awotus Application Manager Started Automatic (0., Local Syste
Started Manual Local Syste

Start the service Ly Btic Aukomatic
& . Start
EhAvtRIPIervice Stop Manual Local Syste
Ek AwtSwitchadministration - Started Aukomatic Local Syste
“EhBackground Inteligent Transfer Service i f. Manual Local Syske
“E}.Base Filtering Engine -, F... Started Aukomatic Local Servi
“E} Certificate Propagation E... Started Manual Local Syste
GhCNG Key Isolation Al Tasks Manual Local Syste
“CLCOM+ Event System 5. Started Aukomatic Local Servi
{€1COM+ System Application RefiteEy Marual Local Syste
Ek Computer Browser Properties . Disabled Local Syste
£k Credential Manager . Manual Local Syste
“Ek Cryprographic Services Help o... Started Aukomatic Metwark 5

‘q, Services =] B3 I
File  Action ‘iew Help

., Services (Local)

e EIEEEEN I T

q, Services (Local)

Avotus Generic IP Collection Mame -+

| Descripkion

| Stakus | Startup Type

| Log &n F\s:l

Service Chavotus Application Manager

Stop the service
Restart the service

Started Automatic (D...

Started Manual
Started

Aukomatic

Local Syste
Local Syste
Local 5

Local Syste
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To view the status of Avotus EUR connection with Avaya RSP session, navigate to “<Avotus
install folder>\Avotus ICM\Execs” and run the AvtGenlpMgrS.exe as shown in the screen

QK )v ‘ - Computer + Local Disk (D:) - Program Files (x86) ~ Awotus = Awotus ICM -~ Execs - - l‘ﬂl I Search Execs
drganize ¥ @ Open  Sharewith v Mew folder
(g Local Disk (D) ﬂ hame “ Date modified Type | Size
Avwotus ICM 9.10.0000a_TLS 2.8 ] AwtFileC i H16/2017 41080 Application extension 278 KB
AwtDB %) awtFhede.di 3116/2017 4110 8M  Application extension 236 KB
cx
(] AvtFwRKC dl 31612017 410 AM Application extension Za KB
Progran Files (x88)
avo B AuEFWRTSYC exe 62017 4,09 AM Application 96 KB
woCUs
Awatus ICM | AVERWRTSYC log 5/9/2017 11:06 AM Text Dacument 56 KB
Evecs % AvkizenIpCollC,di 316/2017 410 AM Application extension 56 KB
Help %, AvtGenIpCommond, dil 31612017 410 AM Application extension 72 KB
HTMLDa: A
InstalHiskory (%] AvtizenlpPied, R as ad Frator 3/16/2017 4:10 AM Application extension 196 KB
InstallScripts == AutEenIpSYCa o Troubleshoot compatibilicy  [3/16/2017 4:09 &M Application 184 KB
Localbats | AvtGenlpsvc, | F-Zp P |5/11j2017 3:33PM Text Document 15KB
CRC SHA 3
Manuls %) Avtaraphc. dil 316/2017 4:10 AM  Application extension 56 KB
Qutput
HEp ) AwtIDirC.dl Share with Y lsegzoir 4104 Application extension 2 KB
Rodtdata ) AvtIDireckoryC FOED TEBKEEY 316/2017 4:10 &AM Applicati k 32 KB
Scripts || ) Al Irectory Pin ta Start Menu B pplication extension
web I35, AvtIMER exe Restare previous versions |54 16/2017 4:09 AM Application 20kB
2 1 (L135.10.96.71) (3:) (] AvtImportC.dil Send o b 3/16/2017 410 AM Application extension 460 KB
@ € on LC110200 B33 fwkImpQuene. 3f16(2007 409 4 Application 25 KB
& Cut
@ D on LC110200 | AvtimpQueusl Copy 4/17/2017 11:17 AM  Text Document 1KB
L@ Roon LC110200 | AwtImpQueuel 41312017 11:56 AM Text Document 0KB
- Create shortout
& ¥ on LC110200 1] AwtIMPRC.dI Delate 31162017 4:10 AM Application extension 280 KB
B AwtIMUR.exe Rename 3162017 4:09 AM  Application 3 KB
& Merwnek = e e e - -
’J?) Properties
i AvtGenlbMars.exe State: &5 shared Size: 36.0 KB Shart S IUSRS

An icon will appear in the task bar / System tray of Windows by the name of Avotus Generic IP
Collection Manager as shown in the screen below.

[awotus Generic IP Collection Manager |

JEN| al--

“HBHwenFE

3:14 PM
5i11/2017 |

>
]

Right click on this icon and click on Show Collection Console option as shown below.

Stop Service

Exit:

3115 PM

- W T

T 51142017
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The Generic IP Collection Service Console will appear as shown below. User can click on the
different tabs to view the status.

=Gﬂrﬂic IP Collection Service Console
General |S'rtes I I'U'Iun'rturl Local Connections |

— Service
Mame: WIN-IBEYNTBCTMJIP
IP Address: 10:10.58.143
Started: April 17, 2017 @ 11:26:58AM
Mode: Momal
State: Rurning

— Sites
Defined: 1 Beqresh
Active: 1

Fush Data |
Local Sites: 1
Last Updated: April 26, 2017 @ 11:16:26AM
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6.4. Start Collection
To start collection of CDR data, from the Call Accounting window navigate to Tools =
Collection - Start as shown in the screen below. This window is invoked as shown in Section

6.3.1.

il call Accounting - Avaya CM - Corporation 1
File Edt Wiew | Tools Options Help

=m B
& oy Costing > Stop

M Transmission »

e - SCHEAUEY s
Callection ]Costing] Transmission | TR T
Configuration...
IStatus Data |
Severity |Message ‘Q‘;? Clear List

Data Records

o
hd
Task | Status | start J End ] Errors | Warnings | Severity ] Alarm Message
Collection Mot Running 0 0
Costing Mot Running 0 0
Transmission Mot Running 0 0
«| | 2l | il
[ UM | 7

In the Start Collection window as shown below, select the Collect new call records in real-
time option and click on the Start button.

Start Collection | |

— Collection Mode Start

™ Collect all new call records. Cancel

Help

di

' Collect new call records in real-time.

The collected raw CDR data can be found in the “CallAccountingBackup” folder, which is under
the “/Rootdata/<Corporation number>/<Site number>" folder (not shown).
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7. Verification Steps
The following steps may be used to verify the configuration:

On the SAT of Communication Manager, enter the status cdr-link command and verify that the
CDR link state is up as shown below.

status cdr-link
CDR LINK STATUS

Primary Secondary
Link State: up up
Date & Time: 2017/05/01 11:34:05 2017/05/01 15:48:43
Forward Seqg. No: 22 224
Backward Seqg. No: 0 0
CDR Buffer % Full: 0.00 0.00
Reason Code: OK OK

Place internal, inbound trunk and outbound trunk calls to and from various telephones and verify
that Avotus EUR received the CDR record for the call. Compare the values of data fields in the
CDR record with the expected values and verify that the values match. Screen below shows the
raw CDR data collected by Avotus EUR which was then compared with the CDR data collected
by the Avaya RDTT.

#lcor.9_20170501_D00055.TXT - Notepad | _ O] x|
File Edit Format “iew Help

o5 o1 -
1110 ooo2 o 56104 53010 1 ool Q #0010 000

1110 oool & 56103 53010 1 ool Q #0010 000

1113 0o03 & 56204 53010 1 ool Q #0010 000

1113 oooz & 56104 53010 1 ool 0 #0010 0o

1116 000l 7 & #004 151459626003 SE103 1 s 4 o 000

1116 ooo2 7 & #004 151450626003 55104 1 15 4 o 000

1116 Qoo7 O 56103 55104

1121 oool & #004 5139555201 5885 1 ooz Q #0010 000

1121 oool 7 & #004 15145626003 56201 5888 1 002 Ol6 4 o 000

1121 oool 7 6 #004 151459626003 56204 5888 1 ooz 0l6 4 ol 0o

1121 0007 9 SE20T 56204 REER 1 001 0 #0010 000

1125 0006 C #001 53010 56104 1 04 4 o 000 s
1125 0005 C 56103 55104

1125 oool o #001 53010 55103 1 o4 4 o 000

1131 oool o 56103 56104

1131 oooz o 56204 56103

1132 oool 7 #0001 53010 SE104 1 006 4 o 000

1132 oo0l © 56103 53010 1 ool a #0010 000

1133 Qo0 7 & #004 15145626003 55104 1 017 4 o 000 -
a | 4
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8. Conclusion

These Application Notes describe the steps required to configure Avotus Enhanced Usage
Reporting for Unified Communications to interoperate with Avaya Aura® Communication
Manager, including establishing a CDR link with Avaya RSP enabled and capturing/processing
call records. All feature and serviceability test cases described in Section 2.1 were passed with
the observations pointed in Section 2.2.

9. Additional References
This section references the product documentation relevant to these Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com.

1.
2.
3.
4.

5.

Administering Avaya Aura® Session Manager, Release 7.0.1 Issue 2, May 2016.
Deploying Avaya Aura® System Manager, Release 7.0.1 Issue 2, August 2016.
Administering Avaya Aura® System Manager for Release 7.0.1, Release 7.0.1 Issue 3,
January 2017.

Administering Avaya Aura® Communication Manager, Release 7.0.1, 03-300509, Issue
2.1, August 2016.

Avaya Aura® Communication Manager Feature Description and Implementation,
Release 7.0.1, 555-245-205, Issue 3, October 2016.

Product documentation for Avotus products may be found at,
http://avotus.com/telecom-enhanced-usage-reporting.asp
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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