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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Globitel SpeechlLog Voice
Recorder 7.6 to interoperate with Avaya Aura®
Communication Manager 8.1 via TSAPI and Single Step
Conference - Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Globitel SpeechLog
Voice Recorder 7.6 to interoperate with Avaya Aura® Communication Manager 8.1 and
Avaya Aura® Application Enablement Services 8.1.

The compliance testing focused on the voice recorder with Avaya Aura® Communication
Manager via the Avaya Aura® Application Enablement Services Telephony Application
Programming Interface and Single Step Conference

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for the Globitel SpeechLog Voice
Recorder 7.6 to interoperate with Avaya Aura® Communication Manager 8.1, Avaya Aura®
Session Manager 8.1, and Avaya Aura® Application Enablement Services 8.1.

When a call is to be recorded, SpeechLog Voice Recorder performs recording using two
connections to the Avaya Solution.
e Using TSAPI link with AES to get call events (ringing, established, released, etc.).

e Using Device Media Call Control to perform single step conference to the extension to be
recorded from a configured virtual softphone enabled station.

SpeechLog Voice Recorder uses a number of DMCC virtual IP softphones configured and
registered with Avaya Aura® Communication Manager. When outbound calls are initiated from
those target stations, SpeechLog Voice Recorder will send a Single Step Conference request via
DMCC interface to conference in one of its virtual IP softphones for capturing the media. When
inbound calls are received by the target stations, SpeechLog Voice Recorder will use TSAPI
events to trigger the Single Step Conference request for capturing the media.

Globitel’s SpeechLog Voice Recorder is fully integrated into a LAN (Local Area Network), and
includes easy-to-use Web based applications that can be used to retrieve telephone conversations
from a comprehensive long-term calls database. SpeechLog Voice Recorder uses the
Communication Manager feature “Single Step Conference” to step into a call on an extension; this
way the call is recorded and can be played back at a later time.

2. General Test Approach and Test Results

The compliance testing focuses on the recording of calls on Avaya Aura® Communication
Manager. SpeechLog Voice Recorder can record the call based on the events it receives.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya products.
Readers should consult the appropriate Avaya product documentation for further information regarding
security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is the
responsibility of each individual vendor. Readers should consult the appropriate vendor-supplied
product documentation for more information regarding those products.
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For the testing associated with this Application Note, the interface between Avaya systems and
Globitel SpeechLog Voice Recorder did not include use of any specific encryption features as
requested by Globitel.

2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability testing.
The feature functionality testing focused on placing and recording calls in different call scenarios
with good quality audio recordings and accurate call records. The tests included:
e Internal Calls, Inbound/Outbound Calls - Test call recording for internal calls,
inbound/outbound calls.
e ACD/Hunt Group Calls — Test call recording inbound calls from PSTN callers
e Hold/Transferred/Conference calls — Test call recording for calls transferred to and
in conference with PSTN callers.
e Serviceability testing - The behaviour of SpeechLog Voice Recorder under different
simulated failure conditions on the Avaya platform were observed.

2.2. Test Results
All functionality and serviceability test cases were completed successfully.

2.3. Support

Technical support can be obtained for Globitel SpeechLog Voice Recorder at:
Globitel

Khalda, Amman, Jordan.

support@globitel.com

Hotline: +962 (7) 97315050

Phone: +962 (6) 5300 130

Fax: +962 (6) 5300 144

P.O. Box 1786 Amman 11821 Jordan
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3. Reference Configuration

The configuration in Figure 1 was used to compliance test Globitel SpeechLog Voice Recorder 7.6
with Avaya Aura® Communication Manager 8.1 and Avaya Aura® Application Enablement
Services 8.1 using Telephony Application Programming Interface and Single Step Conference.
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Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura® System Manager in
Virtual Environment 8.1
Avaya Aura® Session Manager in
Virtual Environment 8.1
Avaya Aura® Communication Manager in 8.1.0.1.0-SP1
Virtual Environment
Avaya G450 Media Gateway 41.9.0
Avaya Aura® Media Server in 8.0 SP2
Virtual Environment
Avaya Aura® Application Enablement Services in | 8.1.0.0.0.9-1
Virtual Environment
Avaya 9608G & 9641G IP Deskphone (H.323) 6.8
Avaya 9641G & 9621G IP Deskphone (SIP) 7.1.6
Avaya Equinox™ for Windows 3.64
Globitel SpeechLog Voice Recorder 7.6
NAQ); Reviewed Solution & Interoperability Test Lab Application Notes 50f 44
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5. Configure Avaya Aura® Communication Manager

This section provides the procedures for configuring Communication Manager. The procedures
include the following areas:

Verify license

Administer Transport Link for AES Connectivity

Administer CTI link

Administer Hunt Group

Configure Virtual Stations

5.1. Verify License

Log into the System Access Terminal to verify that the Communication Manager license has
proper permissions for features illustrated in these Application Notes. Use the “display system-
parameters customer-options” command to verify that the Computer Telephony Adjunct Links

customer option is set to “y” on Page 4. If this option is not set to “’y”, then contact the Avaya
sales team or business partner for a proper license file.

display system-parameters customer-options Page 4 of 12
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? y DCS (Basic)? y
ASATI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? vy DS1 Echo Cancellation? y
Attendant Vectoring? y
(NOTE: You must logoff & login to effect the permission changes.)
NAQ); Reviewed Solution & Interoperability Test Lab Application Notes 6 of 44
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5.2. Administer Transport Link for AES Connectivity
To administer the transport link to AES, use the change ip-services command. On Page 1
add an entry with the following values:

e Service Type: Set to AESVCS

e Enabled: Settoy

e Local Node: Set to the node name assigned for the CLAN

e Local Port: Retain the default value of 8765.

change ip-services Page 1 of

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y CLAN 8765

Go to Page 3 of the ip-services form and enter the following values:
e AE Services Server: Name obtained from the AES server, in this case a9
e Password: Enter a password to be administered on the AES server
e Enabled: Settoy

Note: The password entered for Password field must match the password on the AES
server. The AE Services Server should match the administered name for the AES server,
this is created as part of the AES installation.

change ip-services Page 3 of
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1g aes95 * y in use
2: 3
NAQ); Reviewed Solution & Interoperability Test Lab Application Notes 7 of 44
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5.3. Administer CTI Link

Add a CTI link using the add cti-link n command, where n is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter ADJ-IP in the Type field, and a descriptive name in the Name
field. Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 79999
Type: ADJ-IP
COR: 1
Name: aes95

5.4. Administer Communication Manager Hunt Group

This section shows the steps required to add a new hunt-group or skill on Communication Manager.
Skills are accessed by calling a Vector Directory Number (VDN), which points to a vector. The
vector then points to a hunt group associated with an agent.

To add a new skill, add hunt-group X, where x is the new hunt group number. For example,
hunt group 2 is added for the Voice Service queue. Ensure that ACD, Queue and Vector
are all set to y. Also, that Group Type is set to ucd-mia.

add hunt-group 2 Page 1 of 4
HUNT GROUP

Group Number: 2 ACD? y
Group Name: Voice Service Queue? y
Group Extension: 88100 Vector? y
Group Type: ucd-mia
TN: 1
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

Queue Limit: unlimited

Calls Warning Threshold: Port:
Time Warning Threshold: Port:
NAQ); Reviewed Solution & Interoperability Test Lab Application Notes 8 of 44
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On Page 2 ensure that Skill is set to y as shown below.

add hunt-group 2 Page 2 of 4
HUNT GROUP

Skill? y Expected Call Handling Time (sec): 180
AAS? n

Measured: none
Supervisor Extension:

Controlling Adjunct:

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n

5.5. Configure Virtual Stations

Add virtual stations to allow SpeechLog Voice Recorder to record calls using Single Step
Conference. Type add station x where X is the extension number of the station to be configured,
also note this extension number for configuration required in Section 7.3. Note the Security Code
and ensure that IP SoftPhone is settoy.

add station 71999 Page 1 of 6
STATION

Extension: 71999 Lock Messages? n BCC: O

Type: 4624 Security Code: * TN: 1

Port: S00026 Coverage Path 1: COR: 1

Name: Virtual Station 1 Coverage Path 2: COS: 1

Hunt-to Station: Tests? y

STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 71999
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y
IP Video Softphone? n
Short/Prefixed Registration Allowed: default
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6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. It is
assumed that configuration steps for Switch Connection to Communication Manager and
H323 Gatekeeper have been performed. The procedures include the following areas:

Launch OAM interface
Verify License
Administer TSAPI link
Administer Globitel User
Administer Ports

Restart Services

e Obtain Tlink name

6.1. Launch OAM Interface

Access the OAM web-based interface by using the URL “https://ip-address” in an Internet

browser window, where ip-address is the IP address of the Application Enablement Services
server.

The Please login here screen is displayed. Log in using the appropriate credentials.

A\ AES Management Censole X
=

&« & & ® & https://10.30.5.95/aesves/login.xhtml ve w In @O ®

Lt Most Visited [ 2241 @ G450-6430 B DevConnectlab || Problem loading page

AVAyA Application Enablement Services

Management Console

Please login here:

Username

Copyright A® 2009-2019 Avaya Inc. All Rights Reserved.
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The Welcome to OAM screen is displayed next.

Welcome: User cust
Last login: Thu Aug 15 15:41:45 2019 from 10.128.224.59
- - - Number of prior failed login attempts: 0
A\/A A Application Enablement Services  rosiame/ie: 2ew65/10.30.5.95
le Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Consol 5W Version: 8.1.0.0.0.9-1

Server Date and Time: Fri Aug 16 13:19:44 IST 2019
HA Status: Not Configured

Home Home | Help | Logout

AE Services
Communication Manager Welcome to OAM
Interface
- o This AE Services server is using a default installed server certificate.
U AR T Default installed certificates should not be used in a production environment.
Licensing It is highly recommended to replace all default installed certificates.
e The AE Services Operations, Administration, and Management {OAM) Web provides you with tools
Networking for managing the AE Server. OAM spans the following administrative domains:
Security * AF Services - Use AF Services to manage all AE Services that you are licensed to use on
the AE Server.
Status * Communication Manager Interface - Use Communication Manager Interface to manage

=switch connection and dialplan.

High Availability - Use High Availability to manage AE Services HA.

Licensing - Use Licensing to manage the license server.

Maintenance - Use Maintenance to manage the routine maintenance tasks.

MNetworking - Use Networking to manage the network interfaces and ports.

Security - Use Security to manage Linux user accounts, certificate, host authentication and
autharization, configure Linux-PAM (Fluggable Authentication Modules for Linux) and so an.
Status - Use Status to obtain server status informations.

User Management - Use User Management to manage AE Services users and AE Services
user-related resources.

Utilities - Use Utilities to carry out basic connectivity tests.

Help - Use Help to obtain a few tips for using the OAM Help system

User Management

Depending on your business requirements, these administrative domains can be served by one
administrator for all domains, or a separate administrator for each domain.

Copyright A® 2009-2019 Avaya Inc. All Rights Reserved.

6.2. Verify License

Select Licensing = WebLM Server Access in the left pane, to display the applicable WebLM
server log in screen (not shown). Log in using the appropriate credentials and navigate to
display installed licenses (not shown).

Welcome: User cust
Last login: Thu Aug 15 15:41:45 2019 from 10.128.224.59
- - - Number of prior failed login attempts: 0
A\/AyA Application Enablement Services  octizme/ie: 2ees/10.30.5.05

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1

Server Date and Time: Fri Aug 16 13:20:56 IST 2019

A Status: Mot Configured

Home | Help | Logout

» AE Services

Communication Manager Licensing
Interface
High Availability If you are setting up and maintaining the WebLM, you need to use the following:

VRS * WeblM Server Address

WebLM Server Address If you are importing, setting up and maintaining the license, yvou need to use the following:

WebLM Server Access « WebLM Server Access

Reserved Licenses 1f you want to administer TSAPT Reserved Licenses or DMCC Reserved Licenses, you need to use

)} Maintenance the following:
» Netw * Reserved Licenses
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Select Licensed products - APPL_ENAB -> Application_Enablement in the left pane, to
display the Licensed Features screen in the right pane.

Verify that there are sufficient licenses for TSAPI and DMCC Simultaneous Users, as shown
below. Also verify that there is an applicable advanced switch license, in this case AES
ADVANCED LARGE SWITCH, which is needed for adjunct routing.

AVAyA # Elements ervices v  Shortcuts

m Manager

You are here: Licensed Products = Application_Enablement = View License Capacity
Licensed products

APPL_ENAB License installed on: December 28, 2018 11:22:53 AM +07:00

~ Application_Enablement

. . : License File Host IDs: V0-55-3B-33-B4-26-01
View license capacity

View peak usage
CE Licensed Features

» COLLABORATION_ENVIRONMENT
COLLABORATION_DESIGNER 13Items & Show All[~]
» Collaboration_Designer Feature (License Keyword) Expiration date | Licensed capacity

Device Media and Call Control
MESSAGING VALUE_AES_DMCC. DMC permanent 1000

»Messaging AES ADVANCED LARGE SWITCH " 1000
= VALUE_AES_AEC_LARGE_ADVANCED permanen
: AES HA LARGE
»Media_Server VALUE_AES_HA_LARGE permanent 1000
SYSTEM_MAMAGER AES ADVANCED MEDIUM SWITCH . 1000
VALUE_AES_AEC_MEDIUM_ADVANCED permanen
» System_Manager " .
Unified CC API Desktop Edition " 1000
SessionManager WALUE_AES_AEC_UNIFIED_CC_DEsKTOp ~ PEManen
: CVLAN ASAI
»SessionManager
< WALUE_AES_CVLAN_ASAI permanent 1000
Uninstall license AES HA MEDIUM
permanent 1000
S TS VALUE_AES_HA_MEDIUM
AES ADVANCED SMALL SWITCH . 1000
VALUE_AES_AEC_SMALL_ADVANCED permanern
Shortcuts
Help for Licensed products S:KEUE Aes DLe permanant 1000
TSAPI Simultaneous Users " 1000
VALUE_AES_TSAPI_USERS permanen
CVLAN Proprietary Links
VALUE_AES_PROPRIETARY_LINKS permanent 1000
NAQ); Reviewed Solution & Interoperability Test Lab Application Notes 12 of 44
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6.3. Administer TSAPI Link

Select AE Services > TSAPI > TSAPI Links from the left pane of the Management
Console, to administer a TSAPI link. The TSAPI Links screen is displayed, as shown below.
Click Add Link.

AVAYA Application Enablement Services

Management Console

AL Services | TSAPT | TSAPT Links Home | Help | Logout

* AE Sarvices

CVLAN TSP Links

e [tinkc | switch comnoction | switch cr1ink s | ASaT Link veraion | —security

T +
Lot add Link: | | Edit Link | [ Drelete Link
SMS

TSAPT
SAPT Links
= TS&PI Properties

The Add TSAPI Links screen is displayed next.

The Link field is only local to the Application Enablement Services server and may be set to
any available number. For Switch Connection, select the relevant switch connection from the
drop-down list. In this case, the existing switch connection CM93 is selected. For Switch CTI
Link Number, select the CTI link number from Section 5.2. Select Unencrypted for Security
field. ASAI Link Version 9 was used for compliance testing.

Welcome: User cust
Last login: Mon Nov 11 14:20:17 2019 from 10.128.224.59

- - - Number of prior failed login attempts: 0
AVAVA Application Enablement Services tostame/p: 2e505/10.30.5.95
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1

Server Date and Time: Mon Nov 25 09:53:25 IST 2019
HA Status: Not Configured

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CVLAN Add TSAPI Links

ZLE Link 1 -

bmecc Switch Connection CMa3 -

SMS Switch CTI Link Number 1 =

TSAPI ASAI Link Version 9 -

» TSAPI Links Security Unencrypted
= TSAPI Properties [ Apply Changes | [ Cancel Changes |

TWS

Communication Manager

L Interface

High Availability
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6.4. Administer Globitel User

Select User Management - User Admin - Add User from the left pane, to display the Add
User screen in the right pane.

Enter desired values for User 1d, Common Name, Surname, User Password, and Confirm
Password. For CT User, select Yes from the drop-down list. Retain the default value in the
remaining fields.

Welcome: User cust
Last login: Mon Nov 11 14:20:17 2019 from 10.128.224.59

- - . Number of prior failed login attempts: 0
AVAVA Application Enablement Services  rostiameie: 2es05/1020.5.95
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1
Server Date and Time: Mon Nov 25 10:06:22 IST 2019
HA Status: Not Configured

User Management | User Admin | Add User Home | Help | Logout

» AE Services

Communication Manager Add User
Interface
High Availability Fields marked with * can not be empty.
= = = User Id globitel
} Licensing
* Common Name globitel
» Maintenance -
* Surname globitel
Networkin
5 - * User Password sesssans
b Security = Confirm Password sssssess
) Status Admin Note
¥ User Management Avaya Role None -
Service Admin Business Category
User Admin Car License
* Add User CM Home
s Change User Password Css Home
= List All Users T User Yes ~
= Modify Default Users Department Number
= Search Users
— Display Name
» Utilities
Employee Number
b Help
Employee Type
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6.5. Enable Unrestricted Access for Globitel User

Navigate to the CTI Users screen by selecting Security = Security Database - CTI Users
-> List All Users. Select the user that was set up in Section 6.4 and select the Edit option (not
shown). The Edit Globitel User screen appears. Check the Unrestricted Access box and
Apply Changes at the bottom of the screen.

Welcome: User cust
Last login: Mon Nov 25 14:37:38 2019 from 10.128.224.59

- - - Number of prior failed login attempts: 0
AVA A Application Enablement Services HostName/IP: 2es95/10.30.5.95
I Server Offer Type: VIRTUAL _APPLIANCE_OMN_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1
Server Date and Time: Thu Dec 26 10:03:52 IST 2019
HA Status: Not Configured

Security | Security Database | CTI Users | List All Users Home | Help | Logout

} AE Services

Communication Manager Edit CTl User
Interface
High Availability User Profile: User ID globitel
. . Common Name alobitel
} Licensing
Worktop Name MNOMNE -
} Maintenance Unrestricted Access

» Networking

Call Origination/Termination and Device

¥ Security Call and Device Control: Status MNone
Account Management
Audit Call and Device Monitoring: Device Monitoring MNone
T T — Calls On A Device Monitoring MNone

. Call Monitering

Enterprise Directory
Host AA Routing Control: Allow Routing on Listed Devices None
PAM

[ Apply Changes ][ Cancel Changes ]

Security Database
= Control
@ CTIUsers

= List All Users

A screen (not shown) appears to confirm applied changes to CTI User, click Apply.
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6.6. Administer Ports

Select Networking = Ports from the left pane, to display the Ports screen in the right pane.

In the DMCC Server Ports section, select the radio button for Unencrypted Port under the
Enabled column, as shown below. Retain the default values in the remaining fields.

Welcome: User cust
Last login: Mon Mar 25 17:43:45 2019 from 10.128.224.59

- - - Number of prior failed login attempts: 0
A\/A\ A Application Enablement Services HostName/IP: a2s8.hom.com/feB0::250:56f:feb7:BcaT%eth? |
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 5.0.1.0.0.5-0

Server Date and Time: Mon Mar 25 18:32:41 ICT 2019
HA Status: Mot Configured

Networking |Ports Home | Help | Logout

» AE Services

Communication Manager Ports
Interface
High Availability CWLAN Ports Enabled Disabled
} Licensing Unencrypted TCP Port 9999 @ O
} Maintenance Encrypted TCP Port 9958 @ ®
¥ Networking
. DLG Port TCP Port 5678
AE Service IP (Local IP)
Network Configure TSAPI Ports Enabled Disabled
Ports TSAPI Service Port 450 @ ®

Local TLINK Ports

[EH/1es SRLTTE TCP Port Min 1024

} Security TCP Port Max 1039
) Status Unencrypted TLINK Ports
TCP Port Min 1050
} User Management
TCP Port Max 1065
» Utilities Encrypted TLINK Ports
} Help TCP Port Min 1066
TCP Port Max 1081
DMCC Server Ports Enabled Disabled
Unencrypted Port 4721 @ O
Encrypted Port 4722 @ O
TR/87 Port 4723 @ O
H.323 Ports
TCP Port Min 20000
TCP Port Max 29999
Local UDP Fort Min 20000
Local UDP Port Max 295999
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6.7. Restart Services

Select Maintenance = Service Controller from the left pane, to display the Service Controller
screen in the right pane. Check TSAPI Service and DMCC Service and click Restart Service.

Welcome: User cust
Last login: Mon Nov 11 14:20:17 2019 from 10.128.224.59
- - - Number of prior failed login attempts: 0
AVAyA Application Enablement Services HostName/IP: 2595/10.30.5.95
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1

Server Date and Time: Mon Nov 25 10:07:32 IST 2019
HA Status: Not Configured

Maintenance | Service Controller Home | Help | Logout

} AE Services

Communication Manager Service Controller
Interface
High Availability m Controller Status|
= = Runnin
} Licensing [T] ASAI Link Manager . a
. DMCC Service Running
¥ Maintenance i
N [[] cvLan service Running
Date Time/NTP Server . ’
[7] DLG Service Running

Security Database [T] Transport Layer Service Running

Service Controller TSAPI Service Running

Server Data
For status on actual senices, please use Status and Control
} Networking

= [ start |[ stop |[ Restart Service || Restart AE Server | Restart Linux || Restart Web Server
} Security

} Status
} User Management

} Utilities

} Help

Copyright A© 2009-2019 Avaya Inc. All Rights Reserved.
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6.8. Obtain Tlink Name

Select Security = Security Database - Tlinks from the left pane. The Tlinks screen shows a
listing of the Tlink names. A new Tlink name is automatically generated for the TSAPI service.
Locate the Tlink name associated with the relevant switch connection, which would use the
name of the switch connection as part of the Tlink name. Make a note of the associated Tlink
name, to be used later for configuring Globitel.

In this case, the associated Tlink name is AVAYA#CM93#CSTA#AES95. Note the use of
the switch connection CM93 as part of the Tlink name.

Welcome: User cust
Last login: Mon Nov 11 14:20:17 2019 from 10.128.224.59

- - - Number of prior failed login attempts: 0
AVAyA Application Enablement Services  rostizme/ip: aes05/10.30.5.95

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1
Server Date and Time: Mon Nov 25 10:11:47 IST 2019
HA Status: Not Configured

Security | Security Database | Tlinks Home | Help | Logout

) AE Services

Communication Manager Tlinks
Interface

High Availability Tlink Mame
} Licensing @ AVAYA#CM93#CSTA#AES9S

} Maintenance

Delete Tlink

) Networking

¥ Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database
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7. Configure Globitel SpeechLog Voice Recorder

The installation of Globitel SpeechLog Voice Recorder is usually carried out by an engineer
from Globitel and is outside the scope of these Application Notes. For information on the
installation of SpeechLog Voice Recorder contact Globitel as per the information provided in
Section 2.3.

The following sections outline the process involved in connecting SpeechLog Voice Recorder to
the Avaya solution. All configuration of SpeechLog Voice Recorder for a connection with the
AES is performed using Configuration Manager located on the SpeechLog Voice Recorder
server. From the SpeechLog Voice Recorder server open Configuration Manager, this will bring
up a log in window, enter the appropriate credentials and click on OK.

& Query for Password

Izer Mame:
2

Configurat...
Manager

Paszward:

k. Carnicel | Optiong >
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7.1. Configure connection to Avaya Aura® Application Enablement
Services and Avaya Aura® Contact Center

Click on the General tab, the VoIP Settings should be set as follows:

e VoIP Signaling Type Set to Avaya TSAPI.
e Local Management IP Set to the IP address of the SpeechLog Voice Recorder
server.

The other settings can be left as default.

¥ Speechlog Configuration Manager
Ports Tools Help

General T Integrations TEndesDetectiDnTHecmdingI:IptiDnT Avapa AES T Avwaya CCT T CSTa

System Settings

Storage Path ||::'xl3lcubitel_Data'anlls we | Minirum Call Duration [Sec) |5
Recording Format |GSM ﬂ k aximum Call Duration [Min] |80
[v Apply Minimum Duration Constraint for Qutgoing Calls Only. [ Encrypt Audio Files
Analog Settings
Board Made b aximum Silence [Sec] 5
o Spriwiay O TOD " Pika
Speech Threshold [dBm] 40

Digital Settings

Board Mode PEX Audio Format alaw -
o i
Syt ay TOD CTBus Type Hi00

E1 Settings

Board Mode

& Spriway 0D O Pka Standard Type: — ISDN =]
VolP Settings
YalP Signaling Tepe |.-5.va_lrla TSAF ﬂ WolP Recording Tvpe | Eutension
Silence Suppression |EIn ﬂ Licenze Type MaC Addiess *
Local Managrent [P |1 0.30.5.95 RTF Match Mode IP Address -
Enable RTP Active Mode |
LAN Adanters “DevicesNPF_{3208488 2-1B86-4328 -9501-751560FAR201}

H “Device \MPF_{A444CF38-4704-41BC-A890-1B1 70 3FAZE A}
Save Exit
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Click on the Avaya AES tab and Add a new AES Interface.

Ports Tools Help
General | Integrations | Codes Detection| Recording Optio]  Avaya AES | AvayaCCT | CSTA

[« I »
Add Update Delte |
- CM Interface
|| SwitchName | SwitchiP [SOCode |
Add Update | Delete
~ TSAPI Servers Settings
Primary TSAPI Server Settings:
Server Mame : |
Login ID : |
Password - |
Secondary TSAPI Server Settings:
Server Name : |
Login ID : |—
Password - |—
Save Exit
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Enter the AES IP address for the AES IP Interface and the AES Port which should be the
DMCC unsecured port number as shown in Section 6.6. The User Name and User Password is
that which was configured in Section 6.4. The Application Name is the Tlink also secured
from Section 6.8. The Protocol Version should be set to 4.2 and the tick boxes shown below
should be ticked. Click on OK to continue.

LS Speechlog Configuration Manager 25
Ports Tools Help

General Integrations Codes Detection | Recording Option|  Avaya AES Awvaya CCT CSTA
1y

AES Interface

AES Entry

> GlobitelE 23
Primary 4E5 Interface
AES P Interface |10.305.95
41 | AES Port 4721 "
I ser Marne |g|D|:|ite|
oM | User Password |Gilobitel@ 23

Y Secondary AES Interface [Optional)

AES IP Interface |
AES Part |-| 295
Izer Mame 2 |
— Ilzer Pagzword 2 |
TSARH
Frim gpplication Name VAT AHCMI3HCS TARAES 95
Protocal Wersion |4_2 ﬂ
[~ |z Secure
[v |z Allow Certificate Hosthame Mizmatch
Sec
L Cancel
L=} T . |g|0h|te|
Save Exit
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A new Communication Manager interface also needs to be added. Click on Add under the CM
Interface section.

¥

Speechlog Configuration Manager

Ports Tools Help

General T Integrations T Codes DetectiunTHe:Drding I:Iptiu:unT Avaya AES T Awapa CCT T CSTA
AES Interface
AESIpinterface Applicationt ame || zerM ame
10.30.5.95 rAHCMISHCS TAH globitel Globitel=a1 23
Add | Delete
CH Interface
[ SwitchM ame | SwitchlP [SOCode
Add Update | Delete
TSAPI Servers Settings
Primary TSAP| Server Settings:
Server Mame : |AV.&YA#EMSS#EST.&MESEIE
Login 1D : globitel
Paszword - Globitel&:123
Secondary TSAP| Server Settings:
Server Mame : |
Login 1D : globitel
Pazzword : alokitel
Save Exit
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Enter the name of the Communication Manager for Switch Name and the IP Address of the
Communication Manager server for Switch IP. The SO Code will not be used in this setup.

Click on OK to continue.

¥ Speechlog Configuration Manager
Ports Tools Help

General T |Rtegrations TEu:u:Ies DetectiunTHemrdiﬂg DptiDnT Avaypa AES T Avaya CCT T C5Ta

AES Interface

AESIpInterface

10.30.5.95

Applicationt ame |Jzet ame

AVATARCMIZHCSTAH globitel Globitel@123

Add ‘ Update Delete |
ol ¥ CM Entry =
> B
Switch Mame ||:M 93
Switch [P |10.30.5.93

TsAp sq  -U Code
Primary T

i o« | L
L
F

Ao T T

Secondary TSAP Server Settings:

Server Mame : |
Login ID : globitel
Pazszword - glokitel

Save Exit
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The TSAPI Servers Settings must now be completed, enter the Tlink information obtained
from Section 6.8 as the Server Name, the Login ID and Password are that of the AES user
created in Section 6.4. Click on Save to save all the information just entered in this section.

¥ Speechlog Configuration Manager -
Ports Tools Help

General T Integrations TEDdes DetectinnTHechding I:IptinnT Avaya AES T Avapa CCT T CSTA

AES Interface

AESIplnterface

10.30.5.95

Applicationt ame |lzerM ame
Avay AHCMIZBCS TAR globitel

Globitel®123

&dd | Update Delete

CM Interface

&dd Delete
TSAPI Servers Settings

Primary TSAP| Server Settings:
Server Mame : | AHCMIBHCE TARAE 595
Lagir |10 : |glabitel
Pagzword Im

Secondary TSAFP Server Settings:
Server Mame : |
Login ID : |glabitel
Pazgword - |globitel

Save Exit
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7.2. Configure Extensions to be recorded
From the top left of the page click on Ports - Extension Ports

¥ Speechlog Configuration Manager -
Ports | Tools Help
Extension Ports a Codes Deleclion]’ Recording UplionT Avaypa AES ] Avaya CCT ] CSTA
Virtual Ports
Storage Path  [C:\Globitel_Data\Calls e | Minimum Call Duration (Sec) [5
Recording Format |GSM ﬂ Maximurn Call Duration [Min] |60
¥ Apply Minimurn Duration Constraint for Dutgoing Calls Only. [~ Enciypt Audio Files
Analog Settings
~ Board Mode- Maxirum Silence [Sec) 5
@ Syrway O TOD ¢ Pika
Speech Threshold (dBm) -40
Digital Settings
Board Mode PB» Audio Format Im
(o i
Swivay O 700 CTBus Type T
—E1 Settings
Board Mode
® Syriway (C TOD " Pika Standard Type: “SDN J
VolP Settings
WalP Signaling Type ‘ bvapa TSAPI j YolP Recording Type |E whension
Silence Suppression I[]n j License Type |MAC Addiess -
Local Managment IP 110-3015-93 RTPMaichMode  ||p Address
Enable RTP Active Mode |
LAN Adanters YDevice\NPF_{325848B2-1B86-432B-9501-751550FA52D 1}
P \Device\NPF_{A44ACFE8-4704-41BC-489D-1B17D 3FABBRA}
Save Exit
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The example below shows the addition of one extension but note that a number of extensions
would usually be added together. The Ports window is opened, click on Add at the bottom left
of this window, this will bring up the Add Ports window as shown where the Number of ports
to be added window is filled in. The Ports Type should be VOIP and the Port Connection is
Extension. The Sub Port Type can be left as Default and the Enabled box should be ticked.
For compliance testing the Recording Option was set to Record All Call. Click on OK to add
this on.

' Speechlog Configuration Manager e |
Ports Tools Help

" General 1 Integrations ] Code&DelectionTFlecording UplionT Avaya AES 1 Avaya CCT ] CSTA

Sustem Settinos

] Demete X
L Add Ports
Delete Curent Row |
Mo. | PortlD | PortType | Enabled | Connect Number of pots |1|
1 70009 YOIP True
2 70010 VOIP True Ports Type [voir -]
3 71001 VOIP True
4 702 YOIP True Port Connection T Trunk * Extension
5 5 YOIP False
Sub Port Type Default v
W Enabled
™ alloy t Calls ||j|

[ Enable AccuDial Integration

[ Enable Pause Feature

Concurrent Calls limit | ] (For VoIP Trunks)

Recording Option [Record All Cal ]

< i oK | Cancel ‘

Control-

Add | Update ‘ Delete ‘ Close

Save Exit
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Highlight the new extension and click on Update.

Delete Current Row |

No. | PotlD | Port Type | Enabled | Connection | Agent PCName | Addess (IP/MAC) | vPort | PortPass | Portl

1 71001 VaIP True 0 0
2 70003 VaIP True 0 0
3 71002 VIR True 0 0
4 0 0
[=

70010 YaOIP True
BT 5 T vor we | T

| Add I Update I Delete |
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Enter the following information:

Port ID

Port Connection
Recording Option
Enabled Box
AES Interface
CM Interface

Click on OK to continue.

The extension number of the phoneset to be recorded.

Extension.

Record All Call.

Ticked.

The IP address of the AES

The Communication Manager Interface that was
configured in AES

¥ Speechlog Configuration Manager
Ports Tools Help
General | [ Sl ] accT | csTa
System Settind | Ports-VoIP
Strrane Path Port 1D |?‘| o3 I
, x
Agent PC Mame |
Delete Current Row I
Address (IP/MaC) |
Mo. | Port 1D | Fort - bt | Port Pass | Port |
71001 w] | Port Connection | Extension L‘ 0
2 70009 Wil ) . 0
3 71002 v | Recording Option  Record Al Call -] 0
4 70010 W 0
5 5 Y Concurrent Calls limit IU— (For H323 Trunks) 0
SubPort Type | Default v I
Screen capture optioh |Enabled ﬂ
V¥ Enabled
[ Enable AccuDial Integration
[ Enable Pause Feature
Synway config file |D
AES Interface |-| 0.305.95 ﬂ
< CH Interface |EIEE] -
Contral AES Seltings
Add [ Updal Port Pasgword ||]
Port Mame |
oK | Cancel |
Exit

NAQ; Reviewed
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With this new extension updated, click on Close to continue.

Y Speechlog Configuration Manager

Ports Tools Help

General ] Integrations ] Codes Detection]' Recording Uption] Avaya AES 1 Avaya CCT 1 C5TA
System Settings

Starane Path  [C-AGlahitel DatabCalls ] Wit i Call D wation (Sec) [E
Ports

Delete Current Row I

Mo. | Port 1D | Fort Type | Enabied] Connectionl Agent PC Name | Address [IP/MAC]' vPort | Port F‘ass' Port |
7100 VoIP True 0 0
70004 VaIP True
71002 YOIP True
70010 YaOIP True
71003 YOIP True

{

Control
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7.3.  Configure Virtual Ports
From the top left of the window click on Ports - Virtual Ports.

¥ Speechlog Configuration Manager
Ports | Tools Help

Extension Ports ﬂ Codes Detection] Recording Clption] Avava AES ] Avapa CCT ] CSTA

| Virtual Ports
Storage Path |E:\Elobile!_Data\Calls | Minirurn Call Duration (Sec) |5
Recording Farmat | GSM L‘ t axirmurn Call Duration (Min] |EI]
v Apply Minimum Duration Constraint far Outgaing Calls Only. [~ Encrypt Audio Files
: Analog Settings
Board Mode | Maximum Silence [Sec) |5
* Syrwfay ¢ TOD " Pika
| Speech Threshald (dBml  [40
- Digital Settings
Board Mode PEX Audio Format  [alaw )
o T
Sriwey € TOD CTBus Type I
1 Settings
Board Mode
& Syrw/ay ¢ TOD " Pika Standard Type: | I5DN —I
~VolIP Settings
WolP Signaling Type | Avaya TSAPI LI WolP Recording Type |Eutension - |
Silence Suppression |E|n LI License Type MAC Address - |

Local Managment IP |10' 30598 RTP Match Mode IP Address - |

Ensble RTP Active Mode |

L&N Adapters \Device"NPF_{32584862-1B56-432B-9501-751580FAR20 1}
\Device\NPF_{4444CF88-4704-41BC-AB3D-1B17D 3FABBEA}

Save Exit
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From the Virtual Ports window, click on Add (not shown). Enter the Number of VVPorts, in
the example below 4 virtual ports were added with a Default Password of 123456, this being
the password of the virtual stations created in Section 5.4. Click on Add VPorts.

¥ Virtual Ports X

D | YPaort Nurnber | VPort Password | YPort Narme |
71958 71993 123456 71958
71933 715993 123456 71933
¥ Add Virtual Ports -

Number of YPorts |4
Defualt Password | 123456

Mark as Active I~

AddWPorts Close 1
Add Update | Delete ‘ Cloze 1

|10.30.5.98 RTF kMatch Mode |IPaddress  ~|

Local Managment IP
.

\Device\MPF_{325848B 2-1B86-4328-95D1-751550FA520 1}
\Device\MPF_{444ACF88-4704-41BC-A59D-1B 17D 3FABB5A}

Enable RTP Active Mode
LaM sdapters

Save Exit
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Highlight the new port and click on Update, this opens the Update VVPort window where
the following needs to be configured.

e VPort Number
e VPort Password
e \/Port Name

e AES Interface
e CM Interface

Virtual extension number from Section 5.4.

The extension password created in Section 5.4.

Any Suitable name will do, it’s recommended to keep this
the same as the extension number for convenience.

The IP address of the AES

The Communication Manager Interface that was configured
in AES

¥ Virtual Ports X
D | YFort Number | VPort Password | YPort Name |
71998 71998 123456 71998
71933 71333 123456 71333
1 1 123456 1
2 2 123456 2
3 3 123456 3
4 4 123456 4
¥ Update VPort -
Part 1
WPort Mumber |71 997
VPort Password |-| 23456
WPort Name (71397
AES Interface |1 0.30.5.95 Ll
CM Interface |m ﬂ
Add Close
oK | Cancel |
Local Ma NMode  [IPAddiess ]
- I
Enable RTP &ctive Mode
LAN Adapters \Device\NPF_{325848B2-1B86-432B-9501-751550FA5201}
P \Device\NPF_{4444CF88-4704-41BC-A89D-1B17D 3FABBRA}
Save Exit
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When all the virtual ports are configured click on Close to continue.

4 Speechlog Configuration Manager 2
Ports Tools Help

General ] Integrations ] Codes Deteclion] Recording Uption] Avaya AES ] Avapa CCT ] CSTA |

~ System Settings
¥ Virtual Ports i

1D | WPort Number | YPort Password | WPort Mame |
71933 71933 123456 71933
713937 71337 123456 71337
71996 71936 123456 71936
71394 71994 123456 71994
71395 71995 123456 71995
Add Update Delete Close

Save Exit
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Click on Save at the bottom of the screen.

H Speechlog Configuration Manager -
Ports Tools Help

General ] Integrations ] Codes Detection] Recording Elption] Avava AES ] fAvapa CCT ] C5TA
— System Settings

Storage Path "::\.Globile!_Data\Calls | Minimum Call Duration [Sec) |5
Recording Format ‘ GSM L‘ b axirmurn Call Duration (Min] |BI]
v &pply Minimum Duration Constraint for Outgoing Calls Only. [T Encrypt &udio Files

Analog Settings

— Board Made Maximum Silence [Sec) |5
& Syrwtay © TOD ¢ Pka
Speech Threshald [dBml [0

PEX Audio Format |aLaw v |
CTBus Type |H1 oo v |

Digital Settings
Board Mode
* Syrway ¢ TOD

~E1 Settings
Board Mode
* Syrivfay ¢ TOD " Pika Standard Type: | ISDN ;I
VolP Settings
“olP Signaling Type | Avaya TSAPI LI WolP Recording Type | Eutension v |
Silence Suppression IDn Zl License Type MAC Addiess v l

Local Managment |P |1 0.30.5.38 RTP Match Mode IP Address v |

Enable TP Active Mode |

LAN Adapters “Device sNPF_{32566882-1B86-4326-9501-751550FA5201}
\Device\NPF_{A44ACF88-4704-41BC-483D-1B17D3FABBEA}

Save Exit
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In order to complete the setup and place the recorder into service, the main recorder service
should be stopped and started. Note that this may already be in a stopped state, if so simply
start the service. If stopping and starting the service, allow a minute between these actions in
order to allow all services to stop correctly before starting them back up again.

¥ Speechlog Configuration Manager .
orts | Tools | Help
g | Package System Settings Jonl Recoidina Ontion] Avapa4ES | AwayaCCT | CSTA
5 Speechlog Main Recorder » Start |
Hardware g Stop Minimurn Call Duration [Sec) |57
Recording Format  [gey L‘ b awirnurn Call Duration (Min) |EI]
v Apply Minimum Duration Constraint far Outgaing Calls Only. [~ Encrypt &udio Files
Analog Settings
Board Made Maximum Silence [Sec) |5
@ Synwiay © TOD " Pika
| Speech Thieshold [dBm1  [40
Digital Settings
Board Mode

PEX AudoFomat  [dlaw  v)
CTBus Type H100 |

@ Syrway ¢ TOD

E1 Settings -

Board Mode

@ Syiwfay  TOD " Pka Standard Type:  [ISDN ~]
VolP Settings
YolP Signaling Type | Avaya TSAPI LI YolP Recording Type ’m
Silence Suppression | On LI License Type MAC Address
Local Managment |P | 10.305.38 RTP Match Mode IP Address -

Enable ATP Active Mode |

LAN Adapters \Device\NPF_{3258486 2-1B86-4328-9501-751550FA520 1}
P \Device\NPF_{A44ACF88-4704-41BC-A89D-1B17D3FABBRA}

Save Exit

This concludes the setup of the SpeechLog Voice Recorder Server for a connection to AES for
DMCC and TSAPI Single Step Conference recording.
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of
Communication Manager, Application Enablement Services, and TeamView Unified Operator
solution.

8.1. Verify Avaya Aura® Communication Manager

On Communication Manager, verify status of the administered CTI link by using the
“status aesvcs cti-link” command. Verify that the Service State is “established” for the
CTI link number administered in Section 5.2, as shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs

Link Busy Server State Sent Rcvd

1 9 no aes95 established 75 84
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8.2. Verify Avaya Aura® Application Enablement Services

On Application Enablement Services, verify the status of the TSAPI link by selecting Status -
Status and Control = TSAPI Service Summary from the left pane. The TSAPI Link Details

screen is displayed.

Verify the Status is “Talking” for the TSAPI link administered in Section 6.3

Welcome: User cust
Last login: Mon Nov 25 10:26:35 2019 from 10.128.224.59
MNumber of prior failed login attempts: 0

AVA A Application Enablement Services  rostiizme/i: 2e595/10.30.5.95
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE

Management Console SW Version: 8.1.0.0.0.8-1

Server Date and Time: Mon Nov 25 10:50:20 IST 2019
HA Status: Not Configured

Status | Status and Control |[TSAPI Service Summary Home | Help | Logout

» AE Services

Communication Manager
Interface

High Availability

} Licensing
} Maintenance
» Networking
» Security
~ Status
Alarm Viewer
Logs
Log Manager
Status and Control
= CVLAN Service Summary
= DLG Services Summary
= DMCC Service Summary

» Switch Conn Summary
« TSAPI Service Summary

NAQ); Reviewed
SPOC 1/15/2020

TSAPI Link Details

[ClEnable page refresh every 60 « seconds

Switch L=25 Msgs
Status State Version Associations| to from Perigo d
Switch | Switch

Mon Nov 11
@ 1 CM93 1 Talking/| 13:02:55 |Online 18 4 86 77 30
2019
For service-wide information, choose one of the following:
[ TSAPI Service Status ][ TLink Status ][ User Status
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8.3. Verify Avaya Aura® Application Enablement Services TSAPI Service

The following steps are carried out on the Application Enablement Services to ensure that the
communication link between Communication Manager and the Application Enablement Services
server is functioning correctly. Verify the status of the TSAPI service by selecting Status =
Status and Control = TSAPI Service Summary = User Status. The Open Streams section
of this page displays open stream created by the globitel user with the Tlink.

Welcome: User cust
Last login: Mon Nov 25 10:26:35 2019 from 10.128.224.59

- - - Number of prior failed login attempts: 0
AVAVA Application Enablement Services  rostizme/ip: aese5/10.30.5.95

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
SW Version: 8.1.0.0.0.9-1
Server Date and Time: Mon Nov 25 10:53:59 IST 2019
HA Status: Not Configured

Management Console

Status | Status and Control | TSAPI Service Summary Home | Help | Logout

» AE Services

Communication Manager
Interface

High Availability

} Licensing
} Maintenance

» Networking

CTI User Status

[ClEnable page refresh every 60 - seconds

CTI Users All Users ~

Open Streams 1
Closed Streams 1

} Security Open Streams

~ Status
e ame
p— [globitel |[Mon 25 Nov 2019 10:46:57 AM IST | [AVAYA#CMO3#CSTA#AESOS

[ Show Closed Streams | [ Close All Opened Streams | [ Back |
Log Manager
Status and Control
= CWVLAN Service Summary
= DLG Services Summary
= DMCC Service Summary
= Switch Conn Summary
= TSAPI Service Summary
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8.4. Verify DMCC link on AES

Verify the status of the DMCC link by selecting Status - Status and Control > DMCC
Service Summary to display the DMCC Service Summary — Session Summary screen. The
screen below shows that the user Globitel is connected from the IP address 10.30.5.98, which is
the SpeechLog Voice Recorder server.

AVAyA Application Enablement Services s

Management Console

Status | Status and Control | DMCC Service Summary

) AE Services

Communication Manager DMCC Service Summary - Session Summary
Interface

High Availability Please do not use back bution
} Licensing [Z) Enable page refresh every 60 ~ seconds

} Maintenance Session Summary Device Summary

Generated on Mon Nov 25 14:04:36 IST 2019

} Networking

Service Uptime: 40 days, 23 hours 50 minutes
b Security Number of Active Sessions: 1
~ Status Number of Sessions Created Since Service Boot: 41

Number of Existing Devices: 1

Alarm Viewer Number of Devices Created Since Service Boot: 312

Log Manager [[] ||9ACEAEFQ718F23663 BE022660579841C-47 globitel || Speachlog 10.30.5.98 XML Unencrypted

Status and Control

[ Terminate sessions | Show Terminated Sessions |

= CVLAN Service Summary
tem 1-1 of 4

= DLG Services Summary 1 A
o

« DMCC Service Summary
= Switch Conn Summary
= TSAPI Service Summary

» User Management

b Utilities

» Help

Copyright A® 2009-2019 Avaya Inc. All Rights Reserved.
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8.5. Verify calls are being recorded

From any of the monitored Avaya endpoints make a series of inbound and outbound calls.
Once these calls are completed, they should be available for playback through a web browser to
the SpeechLog Voice Recorder server.

Open a browser session to the SpeechLog Voice Recorder server as is shown below. Enter the
appropriate credentials and click on Sign in.

€5 ¢ @

!

¥ Most Visited E DevConnectlab 5 Home - Devconnect Avaya Scopia® XT5000 Il Problem loading page & Google

NAQ; Reviewed
SPOC 1/15/2020

0)

# 10.30.5.98/Speechlog/DefaultEn.a v U o

Al LS
e

\\_,_J%Speechlog

C

o
= Username

&  Password

Forgot your password?

Aappll

Copyright © 2019 Globitel All rights reserved.
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In SpeechLog Telephony Dashboard, Select INTERACTION - Search Interactions
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Press Search for recording calls on the day.
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Click on the play icon of the call that is to be played back. This call should then be played
back as shown below and should be audible through any connected speakers or headphones.
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9. Conclusion

These Application Notes describe the configuration steps required for the Globitel SpeechLog
Voice Recorder to successfully interoperate with Avaya Aura® Communication Manager and
Avaya Aura® Application Enablement Services. All feature and serviceability test cases were
completed with observations noted in Section 2.2.

10. Additional References

This section references the Avaya and Globitel product documentation that are relevant to these
Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com.
1. Administering Avaya Aura® Communication Manager, Release 8.0.x, Issue 7, Nov 2019
2. Administering Avaya Aura® Session Manager, Release 8.1.1, Issue 2, October 2019
3. Administering Avaya Aura® System Manager, Release 8.1.4, Issue 4, October 2019
4. Administering Avaya Aura® Application Enablement Services, Release 8.1.1, Issue 2,
October 2019

Product Documentation for Globitel SpeechLog Voice Recorder can be requested from Globitel.
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©2019 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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