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Abstract

These Application Notes describe the configuration steps required for dvsAnalytics Encore 7.2
to interoperate with Avaya IP Office Server Edition 11.1. dvsAnalytics Encore is a call
recording solution.

In the compliance testing, dvsAnalytics Encore used the TAPI interface from Avaya IP Office
to monitor agent users and used the port mirroring method to capture media associated with
the monitored users for call recording.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for dvsAnalytics Encore 7.2 to
interoperate with Avaya IP Office Server Edition 11.1. Encore is a call recording solution.

In the compliance testing, Encore used the TAPI interface from IP Office to monitor agent users
and used the port mirroring method to capture media associated with the monitored users for call
recording.

The IP Office Server Edition configuration consisted of two IP Office systems, a primary Linux
server and an expansion IP500V2 that were connected via Small Community Network (SCN)
trunk.

In the compliance testing, two Encore servers were deployed. One Encore server with Database,
Encore Ul, Encore VolIP Service, and Encore CTGateway Service components was used to
interface with the primary IP Office system via TAPI, for centralized storage of recording entries
and playback access, and for media capture. Another Encore server with Encore VolP Service
and Encore CTGateway Service components was used to interface with the expansion IP Office
system via TAPI and for media capture.

Each Encore server used TAPI to interface with the local IP Office system for monitoring of
local agent users. The TAPI events were used to determine when to start/stop call recordings.
The port mirroring method was used by each Encore server to capture media associated with
local Avaya H.323 IP Deskphones used by agent users. When there is an active call at an agent
user, the local Encore server is informed of the call along with the associated phone extension
used by the agent. The local Encore server starts the call recording using the replicated media
from the phone used by the local answering agent user.
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2. General Test Approach and Test Results

The feature test cases were performed manually. Each call was placed and handled manually
from the agent phones with generation of unique audio content for the recordings. Necessary
user actions such as hold and resume were performed from the agent phones to test various call
scenarios.

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet connection to Encore.

The verification of tests included use of the Encore logs for proper message exchanges and use
of the Encore web interface for proper logging and playback of calls.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the media between IP Office IP
Deskphones and Encore did not include use of encrypted media SRTP as requested by
dvsAnalytics.
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2.1. Interoperability Compliance Testing
The compliance testing included feature and serviceability areas.

The feature testing focused on verifying the following on Encore:
e Handling of TAPI events.

e Proper recording, logging, and playback of calls for scenarios involving inbound, outbound,
internal, external, group calls, local hot desking, hold, resume, transfer, conference, multiple
calls, multiple agents, long duration, call park/unpark, forwarding, follow me, overflow, and
fallback.

The feature testing call flows included calls within the primary IP Office system, calls within the
expansion IP Office system, as well as calls between the two IP Office systems.

The serviceability testing focused on verifying the ability of Encore to recover from adverse
conditions, such as disconnecting/reconnecting the Ethernet connection to Encore.

2.2. Test Results

All test cases were executed and verified. The following are observations on Encore from the
compliance testing.

e This release of Encore supports call recording involving hot desking within the same IP
Office system but not hot desking across IP Office systems.

e For calls that entered one site, routed to the other site and then back to the entering site with
call duration under 45 seconds, the recorder may continue until a subsequent call takes place
at the user or when the interval defined in the DefRecTimeout parameter has reached. This
observation has no other side effects besides the reported duration being longer than the
actual recording file.

2.3. Support
Technical support on Encore can be obtained through the following:

e Phone: (800) 910-4564
e Email: Support@dvsAnalytics.com
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3. Reference Configuration

As shown in Figure 1, the RTP stream for agents with H.323 IP Deskphones were mirrored from
the layer 2 switch and replicated over to the local Encore server.

The detailed administration of call center devices is not the focus of these Application Notes and
will not be described. In addition, the port mirroring of the layer 2 switches is also outside the
scope of these Application Notes and will not be described.

In the compliance testing, each Encore server monitored the local phone extensions used by the
agents.

Device Type Device Number/Extension
Primary IP Office System
Phone Extensions 21031, 21033 (hot desking)
Agent Users 21031, 21032 (hot desking)
Expansion IP Office System
Phone Extensions 22031, 22033 (hot desking)
Agent Users 22031, 22032 (hot desking)

Simulated
SIP Service
Provider

Simulated

SIP Trunk PRI Trunk

\ 4

Session Border IP Office TSFS:L i

Controller for Server Edition IP500V2

Enterprise (Prlmary) (Expansion)

-\;o TAPI TAPI l ”% O

" K20 ;

fgeit Mt dvsAnalytics dvsAnalytics Adelts was
e Encore Encore g
IP Deskphones IP Deskphones
Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Primary

Avaya IP Office Server Edition (Primary) in 11.1.0.1.0
Virtual Environment
Avaya 9611G & J179 IP Deskphones (H.323) 6.8304
dvsAnalytics Encore on 7.2
Windows 2016 Server Standard

e Encore Ul 3.15.21531

e Database

e Encore VoIP Service 2.38.21498

e Encore CTGateway Service 2.38.21558

o Avaya IP Office TAPI2 Driver (tspi2w_64.tsp) | 1.0.0.44
Expansion

Avaya IP Office on IP500V2 (Expansion) 11.1.0.1.0
Avaya 1608-1 IP Deskphone (H.323) 1.3120
Avaya J169 IP Deskphone (H.323) 6.8304
dvsAnalytics Encore on 7.2
Windows Server 2016 Standard

e Encore VoIP Service 2.38.21498

e Encore CTGateway Service 2.38.21558

o Avaya IP Office TAPI2 Driver (tspi2w_64.tsp) | 1.0.0.44

Compliance Testing is applicable when the tested solution is deployed with a standalone IP
Office 500 V2 and also when deployed with IP Office Server Edition in all configurations.
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5. Configure Avaya IP Office

This section provides the procedures for configuring the IP Office systems. The procedures
include the following area:

e Verify licenses

e Administer extensions

e Administer security settings
e Obtain phone IP address

5.1. Verify Licenses

From a PC running the IP Office Manager application, select Start = Programs -=> IP Office
- Manager to launch the application. Select the proper primary IP Office system, and log in
using the appropriate credentials. The Avaya IP Office Manager for Server Edition IPO2-
IPOSE screen is displayed, where IPO2-1POSE is the name of the primary IP Office system.

From the configuration tree in the left pane, select License (not shown) under the primary IP
Office system, in this case “IPO2-IPOSE”, and a list of licenses is displayed in the right pane.
Verify that there is a license for CT1 Link Pro, and with license Status being “Valid”, as shown
below.

!I_'_' Avaya IP Office Manager for Server Edition IPO2-IPOSE [11.1.0.1.0 build 95] - O X
File Edit View Tools Help
IPO2-IPOSE ~ License . PG -d 3R v
Configuration (B¢ -
£-%9 IPO2-IPOSE ~ | License Remote Server
i -9 System (1)
-1 Line (4) o
: @ E;Z::L::g)(g) Feature Instances Status Expiration Date Source 2)
{ m 4§ User () Avaya Softphone Licence 1000 Valid Never PLDS Nodal
: +ﬂ Group (10) Basic User 1000 Obsolete Never PLDS Nodal
- [#-9% Short Code (65) CTl Link Pro 2 Valid Never PLDS Nodal

From the configuration tree in the left pane, select the expansion IP Office system, in this case
IPO2-1P500V2, followed by License (not shown) to display licenses in the right pane. Verify
that there isa CTI Link Pro license, and with the license Status being “Valid”, as shown below.

'_I‘: Avaya IP Office Manager for Server Edition IPO2-IP500V2 [11.1.0.1.0 build 95] — O X
File Edit View Tools Help
IPO2-1P500V2 - License . -AG-H ERR v
Configuration &r - X | v
-5 |PO2-IPOSE A

License Remote Server
=% |[PO2-1P500V2

-5 System (1) Avaya Softphone Licence 100 Valid Never PLDS Nodal A
-7 Line (4) Basic Edition Upgrade 1 Obsolete Never PLDS Nodal
<2 Control Unit (4) Basic User 384 Obsolete Never PLDS Nodal
-4 Extension (32) CTl Link Pro 1 Valid Never PLDS Nodal
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5.2. Administer Extensions

From the configuration tree in the left pane, under Extension, select the first extension under the
primary IP Office system from Section 3 that will be used by agents, in this case “21031”.

Select the VolP tab. For Media Security, select “Disabled” as shown below.
Repeat this section to disable media security for all extensions on both IP Office systems that

will be used by agents. In the compliance testing, two extensions on each IP Office system from
Section 3 were configured.

'_C Avaya IP Office Manager for Server Edition IPO2-IPOSE [11.1.0.1.0 build 95] — O X
File Edit View Tools Help

IPO2-IPOSE - Extension + 11203 21031 i E-d _A’_If_:':] v

P

Configuration = H.323 Extension: 11203 21031 k-8 X vi<|>§

=53 |PO2-IPOSE A | Extension VolP

(-5 System (1)

-4 Line (4)

(#-<= Control Unit (8)

=4 Extension (8)
-, 11201 MAC Address 00 00 ©O00 00 00 00
-, 11207 21030
gy Codec Selection System Default v
-, 11204 21032

-y, 1120521033 :
i 'wy, 11206 21034 G.711 ALAW 64K 55> G.711 ULAW 64K

‘ 11202 21040 G.729(a) 8K CS-ACELP

"y, 11200 21041 G.722 64K
#-@ User(8)
-3¢ Group (10)
(8% Short Code (58) <<
@ Service (0)
4 Incoming Call Rou
-4 Directory (0)
£ Time Profile (0)
3 IP Route (1) >>>
-l Account Code (0)
% License (22)
@-§3 User Rights (11)
- ARS (2)
(-8 Location (2)
] 4% Authorization Cod Media Security Dicabled z
=% IPO2-IP500V2

IP Address 0 0 0 0

Reserve License None v

Supplementary Services None v
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5.3. Administer Security Settings

From the configuration tree in the left pane, select the primary IP Office system, followed by
File = Advanced - Security Settings from the top menu.

The Avaya IP Office Manager for Server Edition — Security Administration - IPO2-1POSE
screen is displayed, where IPO2-1POSE is the name of the selected IP Office system. Select
Security = System to display the System screen in the right pane. Select the Unsecured
Interfaces tab, and check TAPI/DevLink3 as shown below.

File Edit View Help

Security Settings

= £ Security

- General

%59 System (1)

@ Services (7)
i@ Rights Groups (16)
@y Service Users (10)

F-&

+

#

Lo Avaya IP Office Manager for Server Edition - Security Administration - IPO2-IPOSE [11.1.0.1.0 build 95]

System: IPO2-IPOSE
System Details Unsecured Interfaces  Certfficates

Voicemail Password I l Change

Monitor Password I

Application Controls

TFTP Server i\‘ Devlink B TAPI/Devlink3 ﬁ
TFTP Directory Read [] HTTP Directory Read []
TFTP Voicemail O HTTP Directory Write []

Application Support

f Change [[] Use Service User Credentials

Application Active Limitations
Legacy Voicemail x |

Voicemail Lite

X
TAPI | v |
DevLink | ¥ |
Network Viewer v

Repeat this section to enable TAPI/DevLink3 on the expansion IP Office system.

% Avaya IP Office Manager for Server Edition - Security Administration - [PO2-IP500V2 [11.1.0.1.0 build 95] - ] X
File Edit View Help
Security Settings System: IPO2-IP500V2
=) Securty System Details Unsecured Intefaces  Certfiicates
@) General Voicemail Password |+**st* st sesseeses || Change ~
[#-*%9 System (1)
- Services (7) Monitor Password I """""""""" [ Change [] Use Service User Credentials
&)-§3§ Rights Groups (20)
-y Service Users (14) Application Cortrols
TFTP Server [ 1\ Program Code [ 1y TAPI/Devlink3 M
TFTP Directory Read [] 1\ DevLink (.1 HTTP Directory Read [ 1
TFTP Voicemail | HTTP Directory Write [ 1
Application Support
Application Aclive_ Limitations
Legacy Voicemail X |
Voicemail Lite X
TAPI | v
DevLink | ¥ |
Network Viewer v
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5.4. Obtain Phone IP Address

From a PC running the IP Office Monitor application, select Start = Programs > IP Office =
Monitor to launch the application and connect to the primary IP Office system. The Avaya IP
Office SysMonitor screen is displayed, as shown below. Select Status = H323 Phone Status
from the top menu.

[&)¥ Avaya IP Office SysMonitor - Monitoring 10.64.101.234 (IPO2-IPOSE (Server Edition(P))); Log Settings - C:\Users\...\sysmonit... - O X
File Edit View Filters Status Help

=8| »l8|T| x| @ ==

AXKAAKXXAX SysMonitor v11.1.0.1.0 build 95 **¥xdkkxxdk

AXXXAXAXNN contact made with 10.64.101.234 at 09:41:28 28/10/2020 XX AxAxaakx

ANNAANAAAN Sygtem (10.€4.101.234) has been up and running for lday, 15mins and 283ecs(87328394mS) A Aixsddaak

Axxxkkdadd WJarning: TEXT File Logging selected AAAaxssaad

The IPPhoneStatus screen is displayed. Make a note of the IP address associated with each
phone extension used by agents on the primary IP Office system from Section 3, which will be
used later to configure Encore. Note that phone extension 21033 is used by the local hot desking
agent.

b IPPhoneStatus - O X
Total Configured: 5 Waiting 1 secs for update

Total Registered: 3 Registered Status [ HEEEEEEREREEE

Extn Num | UselNum] Phone Type] Licensed | Security ] B] IP Address | Transport ] P.| Mac... f Versionldl EP identi... | Status

21031 21031 9611 Avaya P disable 192.168.100.212 TLS 70-3.. 6.8304 IPO2P...  RAS: Registered
21032 Unknown No Licence disable 0.0.00 70-3.. V? EP? R&S: UnReagistered
21033 21032 9611 Avaya P disable 192.168.100.179 TLS c81... 6.8304 IPD2P...  RAS: Registered
21034 21034 Unknown No Licence disable 0.000 00-0.. ¥? EP? RA&S: UnReaqistered
21030 21030 9608 Avaya P disable 192.168.100.211 TLS 2cf..  B.8202 IPO2P...  RAS: Registered

Repeat this section to obtain IP address associated with each phone extension used by agents on
expansion IP Office system from Section 3. Note that phone extension 22033 is used by the
local hot desking agent.

&)y IPPhoneStatus - O X
Total Configured: 6 Waiting 3 secs for update

Total Registered: 3 Registered Status [ HEEREEERERE

Extn Num I UserNumI Phone Type] Licensed l Security I B..| IP Address I Transport I P..I Mac ... | Version Id | EP identifier | Status

22031 22031 1608L Avaya P disable 192.168.200.142  TCP ad-78.. 1.3120 IPO2/PS00V2...  RAS: Registered
22032 Unknown No Licence disable 0.0.00 00-00... W? EP? RAS: UnRegistered
22033 22032 9611 Avaya P disable 192.168.200.169  TLS c8-1f-.. 6.8304 IPO2/PS00V2...  RAS: Registered
22034 22034 Unknown No Licence disable 0.0.00 00-00... W? EP? RAS: UnRegistered
22035 22035 Unknown No Licence disable 0.0.00 00-00... W? EP? RAS: UnRegistered
22030 22030 9608 Avaya P disable 192.168.200.211  TLS 2c-f4-.. 6.8304 IPO2-IPS00V2..  RAS: Registered
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6. Configure dvsAnalytics Encore

This section provides the procedures for configuring Encore. The procedures include the
following areas:

e Administer TAPI driver
e Launch web interface

e Administer audio settings
e Administer users

The configuration of Encore is performed by dvsAnalytics installers and dealers. The procedural
steps are presented in these Application Notes for informational purposes.

The creation of pertinent site, team, and recording profiles were pre-configured and will not be
described.

6.1. Administer TAPI Driver

From the first Encore server, select Start = Control Panel, and click on the Phone and
Modem icon (not shown).

In the displayed Phone and Modem screen, select the Advanced tab. Select the Avaya IP
Office TAPI2 Service Provider entry and click Configure.

&# Phone and Modem e

Digling Rules Modems  Advanced

’-; The following telephony providers are installed on this computer:

Providers:

Microsoft HID Phone TSP
TAPI Kemel-Mode Service Provider
Unimodem 5 Service Provider

Add... Qﬂemove E;Qonﬁgure...

Cancel Aply
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The Avaya TAPI2 configuration screen is displayed in the left screenshot below. For Switch
IP Address, enter the IP address of the primary IP Office system. Select the radio button for
Third Party and enter the system password of the primary IP Office system into the Switch
Password field. Reboot the Encore server.

Repeat the procedures in this section for the second Encore server and use the IP address of the
expansion IP Office system as shown in the right screenshot below.

Avaya TAPI2 configuration

Avaya TAPI2 configuration

Switch IP Address |10.64.101.234

" Single User

User Name I
User Password

% Third Party

Switch Password I ””””””””” %
[~ Ex i
™ way Users

[~ ACD Queues

Advanced settings

Pinag Timeout [5 ta 420 seconds) |5

Cancel

X
i 192.168.200.234
Switch IP Address I 168.200.

" Single User

User Name |
User Password |

' Third Party
Switch Password ,W
15 !
[ way Users

I~ ACD Queues

Advanced settings

Ping Timeout (5 to 420 seconds) |5

X

Cancel
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6.2. Launch Web Interface

Access the Encore web interface by using the URL “http://ip-address/encore” in an Internet
Explorer browser window, where “ip-address” is the IP address of the Encore server with the
Encore Ul component. The encore screen below is displayed. Click Login and log in using the
appropriate credentials.

encore

by dvsAnalytics

6.3. Administer Audio Settings

The encore screen below is displayed. Select the User and System Configuration icon from
the top menu, followed by Audio Settings in the left pane to display the Recording Profile
screen.

For Recording Profile, select the pre-configured profile to be used with the primary IP Office
system, in this case “AvayalPOfficeTAPI IPOSE”.

Select the Add recorded ID icon shown below.

Welcome A Administrator | 11/2/2020

el w
o € ¥ i
encore Y e
8 =20
Users -
Recording Profile | AvayalPOfficeTAPI_IPOSE ~ p
@ Teams Status 1 | Recorded ID Y | Address Y| Comment Y
ﬁ Groups
r‘? Rewards
-
x Audio Settings
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 13 0f 20
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The Add Recorded ID pop-up box is displayed. Retain the default value and click OK.

Add Recorded ID

Copy new recorded ID from:

| No copy - J

The Recorded ID pop-up box is displayed next. Enter the following values for the specified
fields and retain the default values for the remaining fields.

o Status: “Active”

e Recorded ID: The first phone extension of the primary IP Office system from Section 3.
e |IP Address:  The IP address associated with this phone extension from Section 5.4.

e Comment: An optional comment.

Recorded ID - 21031

Status () Active () Inactive () Not configured

* Recorded ID l21031

* 1p Address | 192.168.100.212

Comment IPrimary Phonel

* - Required ‘v—%—w] I-—-Ganael—~|

Repeat this section to add all phone extensions for the primary IP Office system from Section 3.
In the compliance testing, two entries were created as shown below.

— ‘?-, Welcome A Administrator | 11/5/2020
3 T )
encore B -
a Users =
Recording Profile | AvayalPOfficeTAPI_IPOSE v &2 = [
@ Teams Status 1 | Recorded ID Y | Address T | Comment T
ﬁ Active | 21031 192.168.100.212  Primary Phonel
Groups
Active 21033 192.168.100.179  Primary Phone2
‘p Rewards
-
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 20
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Repeat the procedures in this section to add all phone extensions for the expansion IP Office
system from Section 3.

In Recording Profile, select the pre-configured profile to be used with the expansion IP Office
system, in this case “AvayalPOfficeTAPI [PO500v2”.

In the compliance testing, two entries were created as shown below.

o — Welcome A Administrator | 11/5/2020
encore @ ¥ L& ,
- & ? W
8
Users - ———— TTTSTTRT
Recording Profile | AvayalPOfficeTAPI_IPOS00v2 v &2 [=[3
@ Teams Status Y | Recorded ID Y | Address 1 | Comment
Active 22031 192.168.200.142 Expansion Phonel
é Groups I—I P
Active 22033 192.168.200.169 Expansion Phone2
@ Rewards
-

6.4. Administer Users
Select Users from the left pane to display a list of users. Select the Add user icon shown below.

— Welcome A Administrator | 11/2/2020
encore € 3 LU
= @ ? W
8
| 2] 2 =B B &
@ Teams - - ] :
Active Y |Firstname Y LastName Y |UserID Y  Site Y | Group Y | Team Y | Phone Login ID Y | Computer
é Groups A Administrator Administrator Administrators
@ Rewards
-

The Add user pop-up box is displayed. Retain the default values and click OK.

Add user

Groups

[ §A1I>

Copy new user from:

[7No copy

import from file| | ok || cancel |
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The User - New pop-up box is displayed next. Enter the following values for the specified fields
and retain the default values for the remaining fields.

Full name:

Recording account (agent):
Phone login ID:

Computer login ID:

e Site:

e Team:

The full name for the agent.

Check this field.

The first agent user number from Section 3.

Required to be configured but not used in the integration.
Select the pertinent site that was pre-configured.

Select the pertinent team that was pre-configured.

User - New

(] Active

() Female () Male

* Full name |Agent1

|| [primary |

Email I

User image

JG

NONE

= | Login account

* User ID

* Group

User validation

Active Directory

*) Encore

Send email to new user

lview / edit security settingsl

~ ] Recording

t (agent)

Phone login ID | 21031

* Computer login ID |21031

* site [ Site 1

Ll

* Team [ TeamIPO

%l

Repeat this section to add all agent users from Section 3. In the compliance testing, four users

were created as shown below.

| ZE

Active 1 | First name Y | Last Name Y | User ID

F2=BE03

Y | Site Y | Group

Phone Login ID Y | Computer Login ID T

4 A Administrator = Administrator Administrators

[ Agent1l Expansion Site 1 TeamIPO 22031 22031
IZJ ‘ Agent2 Expansion Site 1 » » TeamIPO 22032 22032
[_(l Agentl Primary Site 1 TeamIPO 21031 21031
@ Agent2 Primary Site 1 TeamIPO 21032 21032

4| Il
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of IP Office
and Encore.

7.1. Verify Recording of Primary Agent

Complete a call from the PSTN to a distributed group with answering agent user on the primary
IP Office system. From the Encore web interface, select the Recorded Contacts icon from the
top menu, to display a listing of recordings.

Verify that there is an entry in the right pane reflecting the last call, with proper values in the
relevant fields. In this case, DNIS contained the distributed group extension “21881”, Extension
contained the agent user number “21031”, and Device Name contained the phone extension
210317 used by the answering agent on the primary IP Office system.

a —_— Welcome A Administrator | 10/28/2020

encore | —

4 [ Libraries I Library: System  Playlist: <None>  Items: 1 Selected Items: 0 E‘¢ [ﬂ:‘
[#] System Library 1 I?E‘ @ NEG

[#] Public Library

Y | Duration Y | Extension Y | Device Name Y | ANI T | DNIS Y | Call Direction Y | Call Ongin T
[#) Group Library v 110/28/2020 10:04:33 AM|  00:01:42 21031 21031 12126630031 21881 Incoming External incoming
» [ Shared Playlists
2 My Playlists

Right click on the entry and select Play to listen to the playback. Verify that the screen is
updated and that the call recording can be played back.

@ — Welcome A Administrator | 10/28/2020
encore e -
4 DLibraries Library: System Playlist: <None> Items: 1 Selected Items: 1 El_z_ E‘

BRI

[#] System Library
[ Public Library

| £l GBORD

Y | Duration Y | Extension Y | Device Name Y | ANI Y | DNIS T | Call Direction Y | Call Ongin Tg

4

: 10/28/2020 10:04:33 AM  00:01:42 21031 21031 12126630031 21881 Incomin External incomin
» [ Shared Playlists e g g

2 My Playlists
» [ All Shared Playlists

< [l

< 1l 3

Streaming Player: 01Z1427Q.vx8
Position: 0:00:14.512 Recording Length: 0:01:41.702 Related Calls:0
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7.2. Verify Recording of Expansion Agent

Complete a call from the PSTN to a distributed group with answering user on the expansion IP
Office system. From the Encore web interface, verify that there is an entry in the right pane
reflecting the last call, with proper values in the relevant fields.

In this case, DNIS contained the distributed group extension ‘“21881”, Extension contained the
agent user number “22032”, and Device Name contained the phone extension “22033” used by
the answering agent on the expansion IP Office system.

Welcome A Administrator | 10/28/2020

encare & W @ G ? W

Library: System Playlist: <None=> Items: 2 Selected Items: 0 V- EE

I [/ GESED

4 [ Libraries
[#] System Library

ERIC

[#] public Library U Y | Duration Y | Extension Y | Device Name Y | ANI Y | DNIS Y | Call Direction Y | Call Origin
G 10/28/2020 10:11:25 AM 00:01:15 22032 22033 17037030032 21881 Incoming External incoming
» [ Shared Playlists =
_ 10/28/2020 10:04:33 AM 00:01:42 21031 21031 12126630031 21881 Incoming External incoming
2 My Playlists =
» [ All Shared Playlists |
MKl Il ’

Right click on the entry and select Play to listen to the playback. Verify that the screen is
updated and that the call recording can be played back.

Welcome A Administrator | 10/28/2020

encore © @ ) a7 ®

4 D Libraries Library: System Playlist: <None> Items: 2 Selected Items: 1 E[§|§|
[#] System Library ‘ l-.}-’l't D ME G |
EPUb“c Library Y | Duration Y | Extension Y | Device Name Y | ANI Y | DNIS Y | Call Direction Y | Call Ongin T

2 10/28/2020 10:11:25 AM 00:01:15 22032 22033 17037030032 21881 Incoming External incoming
» [ Shared playlists =
. 10/28/2020 10:04:33 AM 00:01:42 21031 ‘21031 12126630031 21881 Incoming External incoming
2 My Playlists
» [ All Shared Playlists %
41 i v
Streaming Player: 01Z1427R.vx8 v . X

Position: 0:00:14.008 Recording Length: 0:01:15.102 Related Calls:0

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 18 of 20
SPOC 12/2/2020 ©2020 Avaya Inc. All Rights Reserved. Encore-IPOSE111



8. Conclusion

These Application Notes describe the configuration steps required for dvsAnalytics Encore 7.2 to
successfully interoperate with Avaya IP Office Server Edition 11.1. All feature and
serviceability test cases were completed with observations noted in Section 2.2.

9. Additional References
This section references the product documentation relevant to these Application Notes.

1. Administering Avaya IP Office™ Platform with Manager, Release 11.1, Issue 1, April
2020, available at http://support.avaya.com.

2. Avaya IP Office TAPI and ACCS Installation Addendum, Version 7.2, September 23, 2020,
available from dvsAnalaytics Support.

3. Avaya IP Office TAPI and ACCS Integration Guide, Version 7.0, November 8, 2018,
available from dvsAnalaytics Support.

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 19 of 20
SPOC 12/2/2020 ©2020 Avaya Inc. All Rights Reserved. Encore-IPOSE111


http://support.avaya.com/

©2020 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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