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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Ascom Myco with Avaya
Aura® Communication Manager R7.0 and Avaya Aura®
Session Manager R7.0 — Issue 1.0

Abstract

These Application Notes describe the configuration steps for provisioning Ascom’s Myco
smart device to interoperate with Avaya Aura® Communication Manager and Avaya Aura®
Session Manager.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisioning Ascom’s Myco Smart
device (Myco) to interoperate with Avaya Aura® Communication Manager R7.0 and Avaya
Aura® Session Manager R7.0. Ascom Myco is a smart device built for the on-the-job reality and
the methods of working of nurses and clinicians, as well as the demanding environment of
healthcare. It provides reliable communication, access to information at the point of care, and is
robust and durable.

Note: Ascom Myco may be referred to as Myco, Myco handset or Myco smart device
throughout this document however this is the same product which is essentially a smart phone
that is connected to Avaya Aura® Communication Manager R7.0 by registering with Avaya
Aura® Session Manager as a third-party SIP extension.

Ascom Myco is configured to register with Avaya Aura® Session Manager and is also
configured on Avaya Aura® Communication Manager as a 9620 SIP endpoint. Myco then
behaves as a third-party SIP extension on Avaya Aura® Communication Manager able to
make/receive internal and PSTN/external calls and utilise telephony facilities available on Avaya
Aura® Communication Manager.

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the ability of Myco smart device to make and
receive calls to and from Avaya H.323, SIP deskphones and PSTN endpoints. Avaya Aura®
Messaging was used to demonstrate DTMF on the Ascom Smartphones. The Myco smart device
can be set up to use Wi-Fi, GSM or both. For compliance testing only Wi-Fi was used and a
Cisco wireless router was used to provide a network connection. This Cisco wireless router was
considered a part of the member’s overall solution.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya’s formal testing and Declaration of Conformity is provided only on the
headsets/Smartphones that carry the Avaya brand or logo. Avaya may conduct testing of non-
Avaya headset/handset to determine interoperability with Avaya phones. However, Avaya does
not conduct the testing of non-Avaya headsets/Smartphones for: Acoustic Pressure, Safety,
Hearing Aid Compliance, EMC regulations, or any other tests to ensure conformity with safety,
audio quality, long-term reliability or any regulation requirements. As a result, Avaya makes no
representations whether a particular non-Avaya headset will work with Avaya’s telephones or
with a different generation of the same Avaya telephone.
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Since there is no industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality.

2.1. Interoperability Compliance Testing

The compliance testing included the test scenarios shown below. Note that when applicable, all tests
were performed with Avaya SIP deskphones, Avaya H.323 deskphones, Ascom Myco handsets and
PSTN endpoints.

e Basic Calls

e Hold and Retrieve

e Attended and Blind Transfer

e Call Forwarding Unconditional, No Reply and Busy

e Call Waiting

e Call Park/Pickup

e EC500

e Conference

e Do Not Disturb

e Calling Line Name/ldentification

e Codec Support

e DTMF Support

e Message Waiting Indication

2.2. Test Results

The following observations were noted during testing.
e PSTN with anonymous caller ID calls will fail to ring on the Myco handset. This is a
known issue with Ascom (MY CO-4262).
e Direct Signaling must be set to Yes on the Myco handsets when “Shuffling” is used on
Communication Manager. Otherwise there may be issues with transfer. This setting can
be found under Telephony - Ascom VolIP on the Device Manager.

The following are not supported by Myco by design,
e Myco does not support local call diversion like Call Forward All, Call Forward Busy and
Call Forward No Answer from the smartphones itself.
e Myco does not support initiating conference calls; however, the handsets can be included
in a conference call.
e Myco does not support the Message Waiting Indication (MW!1) feature.
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2.3. Support

Support from Avaya is available by visiting the website http://support.avaya.com and a list of
product documentation can be found in Section 11 of these Application Notes. Technical support
for the Ascom Myco handsets can be obtained through a local Ascom supplier. Ascom global
technical support:

e Email: support@ascom.se

e Help desk: +46 31 559450

3. Reference Configuration

Figure 1 shows the network topology during compliance testing. The Myco handsets connect to
the Wireless router which is placed on the LAN. Myco registers with Session Manager in order
to be able to make/receive calls to and from the Avaya H.323 and SIP deskphones on
Communication Manager.

@ Ascom Myco

Handsets Avaya Aura® Communication Avaya Aura® Session  Avaya Aura® System
@ , Manager R7.0 Manager R7.0 Manager R7.0
e
R R PS

Ascom Device Manager
running on Unite
Connectivity Manager

|
Web Session to
configure Myco |

Handsets
. Avaya H.323 Deskphone
I
Client to program E
Myco Handsets Avaya SIP Deskphone
Simulated . v
PSTN ‘)
PSTN Caller

Figure 1: Network Solution of Ascom Myco Smart Device with Avaya Aura®
Communication Manager R7.0 and Avaya Aura® Session Manager R7.0
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4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

Equipment/Software Release/Version

R7.0.0.0.0

Build 7.0.0.0.16266-7.0.9.9.902

SW Update Revision No. 7.0.0.0.3873

Avaya Aura® System Manager running on
Virtual Server

Avaya Aura® Session Manager running on

Virtual Server R7.0.0.0.700007

Avaya Aura® Communication Manager R7.0

running on Virtual Server Build 017x.00.0.441.0
Avaya G450 Gateway 37.19.0/1

96x1 H323 Deskphone 96x1 H323 Release 6.6.028

Avaya 9641 SIP Deskphone

Avaya 9608 SIP Deskphone 96x1 SIP Release 6.5.0.17

Ascom Device Manager running on Unite

. 4.2
Connectivity Manager >
Ascom Myco Smart Device 3.3.0
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with the necessary
licensing with a SIP Trunk in place to Session Manager. For further information on the
configuration of Communication Manager, please see Section 10 of these Application Notes.
The following sections go through the following.

e Dial Plan Analysis

e Feature Access Codes

e Network Region

e |P Codec

5.1. Configure Dial Plan Analysis

Use the change dialplan analysis command to configure the dial plan using the parameters
shown below. Extension numbers (ext) are those beginning with 6 and 7. Feature Access Codes
(fac) use digits 8 and 9 or #.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
4 udp

udp

udp

udp

ext

ext

ext

fac

fac

dac

fac

FH ¥ O 00 Joy OO WDN
O
O
O

W W bbb DD
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5.2. Configure Feature Access Codes

Use the change feature-access-codes command to configure access codes which can be entered
from Ascom handsets to initiate Communication Manager call features. These access codes
must be compatible with the dial plan described in Section 5.1. The following access codes need

to be setup.
e Answer Back Access Code #21
e Auto Alternate Routing (AAR) Access Code 8
e Auto Route Selection (ARS) - Access Code 1 9
e Call Park Access Code #20
change feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:

Answer Back Access Code:

Attendant Access Code:

Auto Alternate Routing (AAR) Access Code:

Auto Route Selection (ARS) - Access Code 1:
Automatic Callback Activation:

Call Forwarding Activation Busy/DA:#31 All:
Call Forwarding Enhanced Status: Act:
Call Park Access Code:

Call Pickup Access Code:

CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:

Change COR Access Code:

Change Coverage Access Code:

Conditional Call Extend Activation:

Contact Closure Open Code:

Account Code Access Code:

Change COR Access Code:

Change Coverage Access Code:
Conditional Call Extend Activation:
Contact Closure Open Code:

#21

#30

#20
#22

Access Code 2:
Deactivation:
Deactivation:#32
Deactivation:

Deactivation:

Close Code: CDR

Deactivation:
Close Code:
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5.3. Configure Network Region

Use the change ip-network-region x (where x is the network region to be configured) command
to assign an appropriate domain name to be used by Communication Manager, in the example
below devconnect.local is used. Note this domain is also configured in Section 6.1 of these
Application Notes.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: devconnect.local
Name: default NR
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1lp Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

5.4. Configure IP-Codec

Use the change ip-codec-set x (where X is the ip-codec set used) command to designate a codec
set compatible with the Ascom Myco handsets, which support both G.711A and G.729A.

change change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711Aa n 2 20
2: G.729A n 2 20
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6. Configure Avaya Aura® Session Manager

The Ascom Myco handsets are added to Session Manager as SIP Users. In order make changes
in Session Manager a web session to System Manager is opened. Navigate to http://<System
Manager IP Address>/SMGR, enter the appropriate credentials and click on Log On as shown
below.

&8 System Managet

File [Edt View Favortes Took Help
o8 Esmglvmpg A AACCRSA - Legin &) AA0A A AESIvmey &) Avaya-Norel PEP Library 2 | SMGREIYMPG

Recommended access tn Systern Manager & via FQDN

20 40 pentent boqin for Single San-0e oy admin

IF 12 address scomas s your only aption, then note that suthertication wil
fal in the followng cases:

* First tme logn weth "sdevn” account
* Expired/Reset passwords Cancel

Use the “Change Pazowerd” hryperink on this page to change the password
manuslly, sod then login,

occ-oooool -

Alge note that singls sgn-on Detwean servers in (he same sedurtty domain
5 not supoarted when sccessing wa IP address 0 Supported Drowsers: Internet Explorer $0¢, 10.x o 11 x or Firefox 30,0,
37.0 and 38.0

Ths System i¢ rectricted solety to authorzed users for legtmate busnecs
purposas only. The actusl or sttermpled unsuthorced accems, Use, or
modficaben of thes system i stnctly prohibsted

Unauthorzed users are subject to company discplnary procedores and or
trenral and cvil perallies under state, federal, or cther applcable
damestic and foregn laws.

The cse of ths systesn may be montored and recorded for adminstiatue
ond secunty ressons, Anyone actessing this system expressly congents to
such meedornng and recording, and & advised that if & revesis posadis
evidence of cramnel activity, the svdence of such actwity may be prowided
Lo law enforcement offcals,

All yeers must comply with al! corporate mstruchons regarsng the
protection of Rdoemation Easets.

6.1. Configuration of a Domain
Click on Routing highlighted below.

.........
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Click on Domains in the left window. If there is not a domain already configured click on New.
In the example below there exists a domain called devconnect.local which has been already
configured.

Home Routing %

~ Routing o« Home [ Elements / Routing / Domains

Domains .
Domain Management

Locations
|E| More Actions ~
1 Item
m O |Name Type Notes
[0 devconnect.local I sip Dafault domain for Paul
Select : All, None

Dial Patterns

Regular

Expressions

Clicking on the domain name above will open the following window; this is simply to show an
example of such a domain. When entering a new domain the following should be entered, once
the domain name is entered click on Commit to save this.

tums | Shemerts [/ Bouting / Demeims

Domain Management

1ltem O

LT 1 Muten
I * devconnect. Geal ;- A l Default domain for Pav
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6.2. Configuration of a Location

Click on Locations in the left window and if there is no Location already configured then click
on New; however, in the screen below a location called PGLAB is already setup and configured
and clicking into this will show its contents.

Home [/ Clerveres | Routing / Locstiens

Location
New More -X’J.ojs .

10 2
= Sarme Corvelation Natws

[ ] PGLAB I r Pauls Lab

Select : Al None
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The Location below shows a suitable Name with a Location Pattern of 10.10.40.*. Once this is
configured click on Co

Owerall Maneg

1ltem &

mmit.

tuvw [ Dcmemts | Botieg f Lecativery

Location Details

Add Remave

1V Addreve Putiern

jzone]
" Name  PGLAZ
Wotess  Pauls Lab
Cy in Survivable Mode
Enabled |
Listed Dirsctory Number:
Associated OM SIP Entity:
ped Bandwedt)
Managed Bandwidth Unfte:  #5c s |
Total Bandwedth:
Multimedis Bendwedti:
Audio Calls Can Take Mullimedie Bandwidth:
ith ter
L M dia Bandwidth (Intra-Location): 2000 Kint/Sec
Mubtimed fthh (Erder-t 2000 Kint/Sec
i Bandwrdth G4 WML/ Sexc
* Dafault Audes Seadwidth: 80 Kotzec: v
vid
Overall Alarm Thrashold: & vim
Multumerdia Alarm Theshold, 3 vim
* Latency befare Ovenall Alarm Trigges: S Mistes
* Latency befece Multunaia Aarm Trgges: 5 Mistes
Notes

* 10,10,

40 l

Selact ; All, Fone

Pave sbnet
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6.3. Adding Ascom SIP Users
From the home page click on User Management highlighted below.

Click on New highlighted to add a new SIP user.

User Management

Users
Mare Actiare * Adsmrcnd Japch ©
13twns O Shaw 4 V] - PBer- Tranm
O .T.___ ~ s Necemae ) 41 v
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Under the Identity tab fill in the user’s Last Name and First Name as shown below. Enter the
Login Name. The remaining fields can be left as default.

S eees [ et Msmagrreerd [ Weroge bue

User Profile £dit: 7220@devionnect loca

IR Commrnmication Proble  Mushechy  Cetacts

User Provisioning Rule

User Provssnng Rele v

Identity «

* Last Hame. 7222
Lt Mamw (Latn Trarsistion 1299

st Name. baco Myca

Foet Mamm (Latn Transintion): e M

Hdfie Narne
Deccrphon

Jpdate Teme

[ * Loger Neme ?;';"Jao;-,mr.r-au.l:v:a]

Authartication Type I
S ey
S
Lacalaed Dugiay Neme: 7220 3aco Moo
Endpowt Desplyy Name. 7220, scar Wyeo
Tithe

Language Praference: Ergled (Unted Kngeo 3

Under the Communication Profile tab enter a suitable Communication Profile Password and
click on Done when added, note that this password is required when configuring the Ascom
Myco in Section 7.0. Click on New to add a new Communication Address.

- .:-‘ - . T
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Enter the extension number and the domain for the Fully Qualified Address and click on Add
once finished. Ensure Session Manager Profile is checked and enter the Primary Session
Manager details, enter the Origination Sequence and the Termination Sequence and the
Home Location as highlighted below.

Communication Address =

I | Type Handle Domain
o Avaya SIP 7220 devconnect.local
< >
Select : All, None
Type: Avaa SIP
* Fully Qualified Address: 7220 | @ [devconnect.local
Add
M Session Manager Profile = |
SIP Registration
* Prim ary Session Manager Primary Secondary|Ma'ximum.
[@.sm70vmpg |
i4 a i4

Secondary Session Manager |Q |

Survivability Server [Q |

Max. Simultaneous Devices [1 [+]

Block New Registration When [
Maximum Registrations Active?

Application Sequences
Origination Sequence |CM70APPSEQ
Termination Sequence |CM70APPSEQ
call Routing Settings
+ Home Location [PGLAE
Conference Factory Set  |(None)
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Ensure that CM Endpoint Profile is selected for the System and choose the
9620SIP_DEFAULT_CM _7_0 as the Template. Click on Endpoint Editor to configure the
buttons and features for that handset on Communication Manager.

i CM Endpoint Profile =

* System
* Profile Type

IUse Existing Endpoints
* Extension

Template

Set Type

Security Code

Port

Woice Mail Number

Preferred Handle
Calculate Route Pattern
Sip Trunk

Enhanced Callr-Info display for 1-line phones

cm70vmpyg B
Endpoint L |
(|
a0
562051P DEFAULT CM 7 0 [
9620S5IP
IP
(None) v
O
aar

Delete Endpoint on Unassign of Endpoint from User or on ]

Delete User

Override Endpoint Mame and Localized Mame

Allow H.323 and SIP Endpoint Dual Registration

i
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Under the General Options tab ensure that SIP Trunk is set to tgl. Also ensure that Message
Lamp Ext. is showing the correct extension number.

Edit Endpoint

ﬁ Enciees il

Y Class of Restrction (COR)
' Emergency Loecation Ext
* Tenant Number
|+ stP ok
Coverage Path 1

Lotk Message

Multibyte Language paz Appicatee |

“Requwed

Abrwetated Calt Otaling (A1

Crhamcnd Call Faad (X

[Save 23 Termslan]

Dxtension

Set Type .;,‘l- 51 i

Security Code

Retton Assigmmmin [ Loy Mamberiing V|

* Class Of Service (COS) 1

[ .

Message Lamp Ext,

Type of 3PCC Enabled fera v |
Coverage Path 2
Localized Display Name

Enable Reachabdlity for Station Domasn
Contred

nymem v ]

There must be 3 call appearances setup for the Myco sets for Call Waiting to work. However the
number of call appearances must be changed from 3 to 2 in order to allow the call forward when
busy to work properly. Once the Button Assignment is completed click on Done to finish.

Ganuaral Options (G

Feature Options (F)

Group Membership (M)

Site Data (5

Abbraviated Call Dialing (A) Enhanced Call Fwd (£

1 T

P call-appr v

3 call-appr v

- None

5 None v

6 Nons .

‘ Required
Cancel
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Once the CM Endpoint Profile is completed correctly, click on Commit to save the new user.

i CM Endpoint Profile #

* System |cm70vm L~
* Profile Type [w]
Use Existing Endpoints O
« Extension @.7220
R G [562051P DEFAULT CM 7 0 B4
Set Type 96205IF
Security Code
Port IP
Voice Mail Number
Preferred Handle |{None) L
Calculate Route Pattern o
Sip Trunk |aar
Enhanced Callr-Info display for 1-line phones
Delete Endpoint on Unassign of Endpoint from User or on ]
Delete User
Override Endpoint Name and Localized Name M
Allow H.323 and SIP Endpoint Dual Registration
IComm't 3 Cen:huel ICorrm'tI ICaﬂceII
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7. Configure Ascom Myco Smartphone

This section describes how to access and configure Myco via the Device Manager. It is implied that
the Wi-Fi network has been configured and operational and the Ascom UniteCM box has an IP
address assigned.

Note: The Wireless router and Ascom UniteCM configuration are outside the scope of these
Application Notes.

Access the UniteCM box by typing the URL, http://<ip address> in a web browser (not shown).
Screen below shows the login screen. Enter the required credentials in the User name and
Password fields and click on Log in.

/

\\/

UNITE CONNECTIVITY MANAGER
L T — rargav »

User name
Password
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The main screen of Unite Connectivity Manager is seen as shown below. Click on the Device
Manager application.

Unite Connectivity Manager

Send Message

Users & Groups

i

Phonebook

e

——|

ascom

Action Assignment

AP

Activity Log Viewer
()

=

Device Manager

VAT

Setup Wizard

ﬁ*

Configuration

X
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The Ascom Device Manager screen is seen as shown below. In the example below, a device
with number 7220 is discovered. Double click on this number.

;ﬁ Desww Npmber dpe Templets Lrems Opticos Heip
Cwvcs typest Searth for: o Descrpmn - Sowd |
E;ﬁ_w Pt ‘.veucrmer wmw Devee D 7 DECT Masey Desiis frterface  Qndne State Saeet Lastogn Last i neegl
sl | 1774 Aacor Wyea o Q0TI LAY Sychvoremd v X0S-03-03 1%08
3 Aacors Wyo o Q0c1 1A Synctrarsmed v 200005303 1%01 gen
pertl Aacors Myes o Q00120 LaTRer Syrchronted v 0000107 13:02 gen
= Tacore Wy ™ Laab £ v Trdvoanren 4 ¥ T oen
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The Edit parameters for 7220 screen is seen as shown below. Click on Ascom VoIP that is
seen on the left hand side and configure the following values.

SIP Transport

Primary SIP Proxy

Listening Port

SIP Register Expiration

Endpoint ID
Password

Codec configuration

DTMF Type
Direct Signaling

Set to either TCP or UDP

IP address of Session Manager

5060

3600 (default value)

This is the extension number

Password assigned to the endpoint in Section 6.3
This will depend on the country

RFC 2833 is chosen

This will be set to Yes if Shuffling is used on CM

Retain default values for all other fields.

i Edit parameters for 7220 - &I
Device type: Ascom Myco

@ Jy Network

Ex - Name Value

- Ascom Messaaqing

[ E— SIP Transport TCP @
[#- |, Services = =

: . Primary SIP proxy 10.10.40.12 e
[#- |, Alarm & Multi-function

- ) Secondary SIP proxy [ 2]
[#- |, Location services . s

L Listening port 5060 e
@ App customization SIP proxy ID 0
[#- |, Troubleshooting —— proxy .

EZ a— SIP Register expiration e
-4y Display Endpoint ID (Z]
@ |, Sound == 3' = e e

: i Password s s a

£ : llla:gl.lﬁag?s: Codec configuration G711 Adaw e

il ime & bate

i Security - Secure RTP mode off e

i DTMF type RFC 2833 e

= y leiepnony - -

S g led Eype frfwactve e

PodL # Microphone gain Direct signaling Yes e

Lo saegs Active mode during call No &

< | 0 »

OK ] [ Cancel ]
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The following step is optional. From the same screen as above, click on Display and configure
the Owner ID/name field with the directory number configured, in this case 7220 as shown
below. Retain default values for all other fields and click on OK to complete the configuration.

i Edit parameters for 7220 pras— — ﬂ
Device type: Ascom Myco
G-yl Nebwark Name value
4 Ascom Messaging ¥
: - C e Normal
- | Services m == _,T
a1 Alarm & Multi-function Owner ID/name 7220
;] ’ i *Eleep tmeout 1 minute
i - 8 dom axtoedtion Enable lock screen widgets No (2]
5. *Rotate top display Off e
©

+]- |, Troubleshooting
3 - Top display alert formattin Automatic
S

AAAAA # Charging screen
- . Sound

@ Languages®

--# Time &Date

- | Security

&~y Telephony

< 1 | »

OK l [ Cancel
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8. Verification Steps

The following steps can be taken to ensure that connections between Myco and Session Manager
and Communication Manager are up.

Log into System Manager as done previously in Section 6.0, select Session Manager as
highlighted below.

Under System Status in the left window, select User Registrations to display all the SIP users
that are currently registered with Session Manager.

Session Manager Dashboard
TG 3008 prorcdas the searsd azamus 3ndd healh semmury of sach pdmuristersd
Fanietn Marager
Session Manager Instances
Service State = || Shutdown System = & As of 6126 PM
Lo 3 Sow 41 ) R I . i P
1 Rencion Manaper Tywe ::’ Alareor :::' Sarvicn Grate :":';w :'_::""" Rmgeateations ::::"_'_" :::::.::';""_ :;_""
sm70ymog o & 0/0/D Up s 0 22 v v Normal
Select 1 Al None
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The Ascom Myco user 7220 should show as being registered as highlighted.

User Registrations
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9. Conclusion

These Application Notes describe the configuration steps required for Ascom’s Myco Smart
device to successfully interoperate with Avaya Aura® Communication Manager R7.0 and Avaya
Aura® Session Manager R7.0 by registering Myco with Avaya Aura® Session Manager as third-
party SIP phones. Please refer to Section 2.2 for test results and observations.

10. Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.

[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509

[2] Avaya Aura® Communication Manager Feature Description and Implementation,

Document 1D 555-245-205
[3] Implementing Avaya Aura® Session Manager Document ID 03-603473
[4] Administering Avaya Aura® Session Manager, Doc 1D 03-603324

Product Documentation for Ascom Products can be obtained from an Ascom supplier or may be
accessed at https://www.ascom-ws.com/AscomPartnerWeb/Templates/WebLogin.aspx (login
required).
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©2016 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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