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Abstract

These Application Notes describe the configuration steps required for Resource Software
International Shadow Call Management System (Shadow CMS) to interoperate with Avaya IP
Office Server Edition. Resource Software International (RSI) Shadow CMS is a call reporting
application.

In the compliance testing, RSI Shadow CMS used the DevLink3 interface from Avaya IP Office
to monitor agent users and provided real-time agent status and cradle to grave reporting.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use
cases are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the Avaya DevConnect
Program.
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1. Introduction

These Application Notes describe the configuration steps required for RSI Shadow CMS to
interoperate with Avaya IP Office Server Edition. Shadow CMS is a call reporting application.

The Avaya IP Office Server Edition configuration consisted of two Avaya IP Office systems, a
Primary Linux server and an Expansion IP500V2 that were connected via Small Community
Network (SCN) trunks. In the compliance testing, RSI Shadow CMS server used DevLink3
interface to connect to the Primary Linux Server and monitored groups and users on both the
Primary and Expansion systems.

In the compliance testing, Shadow CMS used the DevLink3 interface from IP Office Server
Edition to monitor agent users and provided real-time agent status and cradle to grave reporting.

The DevLink3 interface was used by Shadow CMS to obtain configured system resources from
IP Office such as configured hunt groups and agent users, and to obtain real-time agent status
and call events. The obtained information was used to produce real-time agent status and cradle
to grave reporting, which were accessible via the Shadow CMS web interface.

2. General Test Approach and Test Results

The feature test cases were performed both automatically and manually. Upon start of Shadow
CMS, the application automatically sends DevLink3 commands to obtain configured hunt
groups, users and hunt group membership information from both the Primary and Expansion
systems.

For the manual part of the testing, calls were made from the PSTN and from local users to the
hunt groups and agent users on both the Primary and Expansion systems. Necessary user actions
such as hold/reconnect were performed from the user telephones to generate events for the
various call scenarios.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to the Shadow CMS server.

The verification focused on the cradle to grave reporting and real-time agent status reflection.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya IP Office
Server Edition and Shadow CMS did not include use of any specific encryption features as
requested by RSI.

2.1. Interoperability Compliance Testing
The compliance testing included feature and serviceability areas.

The feature testing call flows included calls within the primary IP Office, calls within the
Expansion IP Office, as well as calls between the two IP Office systems. The feature testing
focused on verifying the following on Shadow CMS:

e Use of DevLink3 ReadFile commands to obtain hunt groups, users and hunt group
membership information.

e Use of DevLink3 extension events to provide real-time reporting of user status for do-not-
disturb and hunt group membership features.

e Use of DevLink3 call events to provide cradle to grave reporting for various call scenarios
including internal, external, inbound, outbound, drop, hold/reconnect, blind/attended
transfer, blind/attended conference, voicemail coverage, voicemail retrieval, hunt group,
hunt group queuing, hot desking, park/unpark, forwarding, multiple users, multiple calls,
long duration, overflow, fallback and mobile twinning.

The serviceability testing focused on verifying the ability of Shadow CMS to recover from
adverse conditions, such as disconnecting and reconnecting the Ethernet connection to the
Shadow CMS server.
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2.2. Test Results

All test cases were executed and verified. The following were observations on Shadow CMS
from the compliance testing.

e User feature configuration changes on IP Office Manager cannot reflect in real-time on
Shadow CMS due to nature of the interface. Devlink3 events are only generated for stations
events happening directly on a phone due to user action. A workaround is to restart the
Shadow CMS service to force a re-synchronization with IP Office or to wait for re-query of
all devices during midnight rollover routine by Shadow CMS.

e User feature status changes via short codes may not always be reflected by Shadow CMS,
and the recommendation is to always use the programmed buttons on the user telephones.

e Shadow CMS by design does not show inbound ringing events. It shows the status once the
calls are connected.

e During transfer and conference calls, after the party that transferred the call or when the
party that initiated the conference drops off, Shadow CMS grid still shows that the call is
connected for these users.

e After a park/un-park call is completed, dashboard shows the name of the user that parked the
call to “Park”. The proper name is reflected if the user re-login or after the midnight rollover
routine of Shadow CMS.

e Shadow CMS by design provides information on Do Not Disturb feature however it does
not provide information on Call Forward, Follow Me, Overflow etc.

2.3. Support
Technical support on Shadow CMS can be obtained through the following:

e Phone: (800) 891-6014
e Email: support@telecost.com
e Web: www.telecost.com
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3. Reference Configuration

The configuration used for the compliance testing is shown in Figure 1. The IP Office Server
Edition configuration used in compliance testing consisted of a Primary Linux Server and an
Expansion IP500V2 system, with SCN trunks connectivity between the two systems. The IP
Office Primary system has connectivity to the PSTN through Avaya Session Border Controller,
for testing cross systems PSTN scenarios. Shadow CMS connects to the Primary system via
DevLink3 however gets all the call events from both Primary and Expansion systems.

The detailed administration of general devices such as VVoicemail Pro, hunt groups and agent
users are assumed to be in place and are not covered in these Application Notes.

96x1 H323 Session Border |e—— 5
Endpoints Controller

SIP Trunk
IP Office IP Office DevLink3
500v2 €——> | Server Edition

Expansion Primary

.. 1100, J100

D tal d !
l‘ifnaalo an 96x1 H323 and Soft
.g Endpoints Client SIP

Endpoints i
Endpoints
Figure 1. Compliance Testing Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya IP Office Server Edition

11.1.3.0 Build 23

Avaya IP Office 5002 Expansion

11.1.3.0 Build 23

Avaya IP Office Manager

11.1.3.0 Build 23

Avaya Session Border Controller

10.1.2.0-64-23285 HotFix-1

Avaya 96x1 Series IP Deskphone (H.323)

6.8.5.4.10

Avaya J100 IP Deskphones (J169, J179) 412011
Avaya Workplace Client For Windows (SIP) 3.35.0.67
Avaya 9508 Digital Deskphone 1.0
Avaya Analog phone -

RSI Shadow CMS Enterprise 54.25

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone
IP Office 500 V2 and when deployed with IP Office Server Edition in all configurations.
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5. Configure Avaya IP Office

This section provides the procedures for configuring IP Office Server Edition. The configuration
shown here is only required to be carried out on the Primary system of Avaya IP Office Server
Edition. The procedures include the following areas:

o Verify License

e Administer System Interfaces
o Administer Rights Groups
e Administer Service Users

From a PC running the IP Office Manager application, select Start - Programs - IP Office >
Manager to launch the Manager application. Select the proper IP Office system, and log in using
the appropriate credentials. The Avaya IP Office Manager for Server Edition screen is displayed

as shown in the screen below.

-4 Group(1)
8% Short Code(1)
-4 Directory(0)
£ Time Profile(0)

E Avaya |P Office Manager for Server Edition IPOSE110 [11.1.3.0.0 build 23] [Administrator(Administrator)] - O X
File Edit View Tools Help
- . - -d JE: v < [E
Configuration = Server Edition
@& BOOTP (4) Open... .
&< samton B Conquration
@ User(24) > System Status

l.k’ Voicemail Administration
@ Resiliency Administration

4 Account Code(0) k On-board
~§3 User Rights(0) vl N-004ICIg
-8 Location(1) 1" IP Office Web Manager
=% |POSE110
-5 IPOS00 @ Help
4 Set All Nodes to Select
s Set All Nodes License
Source
v
< >
Name Address Primary Link Users Configured Extensions Configured
Solution 24 25
# Primary Server IPOSE110 10.33.1.110 19 13
# Expansion System 1PO500 192.168.11.55 Bothway 5 12
Error List Solution =l < >
Ready ﬁ
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5.1. Verify License

From the configuration tree in the left pane, select the Primary System which in this case is
IPOSE110 and then navigate to License to display a list of licenses in the right pane. Verify that
there are valid licenses for CTI Link Pro as shown below.

_E Avaya IP Office Manager for Server Edition IPOSET10 [11.1.3.0.0 build 23] — O *
File Edit View Tools Help
~ IPOSET10 * License -Aas-d A@ER v o3
[ Contamion | e
@R BOOTP (4) License Remote Server
E-{# Operator (3)
=-%%9 Solution Feature Instances Status Expiration Date Source A ”
Ej l' 259'(3‘(‘11, Receptionist 10 Obsolete Never PLDS Nodal
= roup . . .
9% Short Code(1) Additional Vou_:emeul Prot P_orts 252 Obsolete Never PLDS Nodal
o Directory(0) VMPro Recordings Administrators 1 Obsolete Never PLDS Nodal Re
£ Time Profile(0) Office Worker 1000 Obsolete Never PLDS Nodal '
M Account Code(0) VMPro TTS Professional 40 Obsolete Never PLDS Nodal
~f3 User Rights(0) IPSec Tunnelling 1 Obsolete Never PLDS Nodal
; : :;'0(;;'10‘;10(1) Power User 1000 Obsolete Never PLDS Nodal
-9 System (1) Avaya IP endpoints 1000 Obsolete Never PLDS Nodal
E| -1 Line (7) SIP Trunk Channels 256 Obsolete Never PLDS Nodal
E| = Control Unit (9) IPSOO Universal PRI (Additional cha... 100 Obsolete PLDS Nodal
-4 Extension (13) _
@@ User20) Wave User Obsolete PLDS Nodal
5% Group (1)
#-8X Short Code (13) 3rd Party IP Endpoints 1000 Obsolete Never PLDS Nodal
B service (0) Server Edition 150 Obsolete Never PLDS Nodal
- Incoming CallRor| | UMS Web Services 1000 Obsolete Never PLDS Nodal
@ -lill IP Route (3) Avaya Mac Softphone 1000 Obsolete Never PLDS Nodal
% License (37) Avaya Softphone Licence 1000 Obsolete Never PLDS Nodl
0 Auto Attendant (0 | ¢\ 1,k Channels 128 Obsolete Never PLDS Nods!
K ARS (2) e - I - S M
@@ Conference (0) < >
[#-i& Location (1)
(-8 Authorization Cod oK Cancel Hel
-7 IPO500 . _ w

< > IPOSE110 vl <« | >
Ready ﬁ
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5.2. Administer System Interfaces

From the configuration tree in the left pane for the Primary System, select File = Advanced -

Security Settings from the top menu.

The Avaya IP Office Manager for Server Edition — Security Administration screen is
displayed. Select Security = System from the left pane, to display the System screen in the

right pane.
Select the Unsecured Interfaces tab, and make certain TAPI/DevLink3 is checked, as shown
below.
E Avaya |P Office Manager for Server Edition - Security Administration - [POSE110 [11.1.3.0.0 build 23] [Administrator] — O X
File Edit View Help
=
Security Settings System: IPOSE110
=) Securty System Details Unsecured Interfaces  Certificates
G Y
L ? 5:;::(1) System Password ‘ Change L
+-{} Services (7) Voicemail Password ‘ Change
¥ u Rights Groups (21)
+- @iy Service Users (11) Monitor Password ‘ ““““““““““ Change  [] Use Service User Credentials
Application Controls
TFTP Server B3\ Deviink [ 1y TAPI/Devlink3 M
TFTP Directory Read [] HTTP Directory Read [ ]
TFTP Voicemail O HTTP Directory Write []
Application Support
Application Active Limitations
Legacy Voicemail x
Voicemail Lite x
TAPI v
DevLink v
Network Viewer '
v
OK Cancel Help
Ready H
KP; Reviewed: Avaya DevConnect Application Notes 9 of 20

SPOC 11/29/2023

©2023 Avaya Inc. All Rights Reserved.

RSI-CMS54-1PO11




5.3. Administer Rights Groups

From the Avaya IP Office Manager — Security Administration screen shown in Section 5.2,
select and right-click on Rights Groups in the left pane, followed by New from the pop-up list
to add a new rights group.

The New Rights Group Details dialog box is displayed. For Group Name, enter a descriptive
name, as shown below.

Mew Rights Group Details >

Group Mame  |Devlink3

Cancel

The Avaya IP Office Manager for Server Edition — Security Administration screen is
updated, with Rights Group: DevLink3 shown in the right pane, where DevLink3 is the name
of the newly added rights group.

Select the Telephony APIs tab in the right pane, and check DevLink3, as shown below.

%" Avaya IP Office Manager far Server Edition - Security Administration - IPOSE110 [11.1.2.0.0 build 23] [Administrator] - O X

File Edit View Help

Bl

Security Settings Rights Group: DevLink3 e | X < | >
=4 Security Group Details Configuration Securty Administration  System Status Telephony APls  HTTP  Web Services Extemal

a General
1% System (1) IP Office Service Rights
0~ Services (7) [[] Enhanced TSPI Access
--ig@ Rights Groups (21) DevLink3

a Administrator Group [] Location AP
a Manager Group

a Operator Group

a System Status Group
a TCPA Group

a IPDECT Group

a SMGR Admin

a Security Admin

a Backup Admin

B Upgrade Admin

B System Admin

B Maint Admin

B Business Partner
B Customer Admin

B Maintainer

B Management APl Group
B Directory Group

B MCM Admin

B Adjunct Servers

B TURN Server

F{DevLnic)

+-fry Service Users (11)

3 5 0K Cancel Help
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5.4. Administer Service Users

From the Avaya IP Office Manager — Security Administration screen shown in Section 5.2,
select and right-click on Service Users in the left pane, followed by New from the pop-up list to
add a new service user. The New Service User Details dialog box is displayed. Enter desired
name and password, as shown below.

MNew Service User Details

New User Name Ishadowcms |

MNew User Password |'""'0!'IO'NI |

Re-enter New User Password

Cancel

The Avaya IP Office Manager for Server Edition — Security Administration screen is
updated, with Service User: shadowcms shown in the right pane, where shadowcms is the
name of the newly added service user from above. Scroll the Rights Group Membership in the
bottom right pane as necessary and check the newly added rights groups from Section 5.3, in this
case DevLinka3.

E Avaya |P Office Manager for Server Edition - Security Administration - IPOSE110 [11.1.3.0.0 build 23] [Administrator] - [} pd
File Edit View Help
Security Settings Service User: shadowcms tiv | % < | >
B- ) Securty Service User Details
a General ~
1% System (1) Password | TTTTTTTTTTTTTTTTTTTTTT Change Clear Cache
- Services (7)
i@ Rights Groups (21) Account Status Enabled ~
=1y Service Users (11) <None> h
b Administrator
§ EnhTepaService No Accourt Expiration []
b IPDECTService
§ BranchAdmin 1 November 2023 4
i BusnessPartner Sun Mon Tue Wed Thu Fri Sat
b Maintainer Account Expiration 29 30 3 1 2 3 4
B DirectoryService [5] s 7 8 g 10 N
£ MCMAdmin 12 13 14 15 16 17 18
b AdjunctServer 19 20 21 22 23 24 25
& TURNServer 26 27 28 29 30 1 2
M ocowons) 3 4 s s 7 3 9
[ Today: 11/5/2023
Rights Group Membership
[] Business Partner "
] Customer Admin
[] Maintainer
] Management API Group
] Directory Group
] MCM Admin
[] Adjunct Servers
[] TURN Server
Devlink3 v -
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6. Configure Resource Software International Shadow CMS

This section provides the procedures for configuring Shadow CMS. The procedures include the
following areas:

e Launch Web Interface
e Administer IP Office Connection

The configuration of Shadow CMS is typically performed by RSI Support Services. The
procedural steps are presented in these Application Notes for informational purposes.

6.1. Launch Web Interface

The Shadow CMS can be configured using the Shadow CMS - Shadow Voice and Data
Management window. To access this window, from the server where Shadow CMS is installed,
navigate to Start > All Programs - RSI - Web CMS > Web CMS Configuration
Console.

The Web Configuration Control Panel window is shown below. Ensure that the Server Status
button is green. If it is in red status, then click on the power button to start the server. Now click
on the link that shows the IP Address of the server where Shadow CMS is installed.

Note that if the server status is green, then the Shadow CMS — Shadow Voice and Data
Management can also be launched from another PC by typing the IP Address of the Shadow
CMS server in a web browser.

.- Shadow A1 Configuration Console [Trial: 30 Days Remaining] — X

Shadow A1

Web Configuration Control Panel

M Server as a service Show debug window

Save Settings

KP; Reviewed: Avaya DevConnect Application Notes 12 of 20
SPOC 11/29/2023 ©2023 Avaya Inc. All Rights Reserved. RSI-CMS54-1PO11



Enter the Username and Password credentials and click the Login button.

Username
admin

Password

Lagin
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6.2. Administer IP Office Connection

Once the proper credentials are entered from the previous section, the Shadow CMS — Shadow
Voice and Data Management screen is seen as shown below. From this screen navigate to
System Configuration = PBX Connection Settings and configure the following:

e PBX Driver: Select Avaya IP Office from the drop-down menu.

e CDR: Select Avaya IP Office — DevLink 3 (WinLink 2) from the drop-
down menu.

e Server IP Address: Enter the IP address of IP Office Primary System.

e User Name: Enter the name configured in Section 5.4.

e Password: Enter the password configured for the above User Name in Section
5.4.

e Data Type: Select DevLink 3 (DevLink2 Formatted) from the drop-down
menu.

Retain default values for all other fields and click the Apply Changes Now button.

| —
Shadow = -ﬁ ﬁ o ;;% E ﬂ 9 SULANAvaya DevConnect [0001] Admin .
X | Home X | PBX Connection Settings X | Dashboard X
A Home Home > System Configuration > PBX Connection Settings
E Reports Apply Ch N
ick Views = i . [ Apply Changes Now |
¥ Quick views =3 PBX Connection Settings
@ Dpashboard
L8 General Configuration
F oyetem Confiquration rlvaya DevConnect & PexDriver
System Configuration o |Avaya IP Ofice <
B system Logs & Details
[~ Settings
Store Call Event Data (Ringing, Hold, Dialing)
All v
[ cor [ Device Status Database Connection W
o CDR
0 [Avaya IP Office - DevLink 3 (WinLink 2) v
[~ Connection Settings Live Data
Server IP Address: | Show Live Data ‘
10.33.1.110
‘ ‘ | Show Debug Messages |
User Name:
‘shadowcms ‘
Password:
Data Type:
[ DevLink 3 (DevLink2 Formatted) v
Binclude Device Data:
Eutton Press Events:
Security Type:
[None v
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From the above screen, click on the Show Debug Messages button and the Debug Messages
screen is shown as seen below. If all the configuration from above is correct, user will see the

successful connection messages to DevLink3 of Avaya IP Office.

™ Debug Messages

Debug Messages

-0Ox

2023-16-25 00:00:02
2923-10-25 11:13:40
2023-10-25 11:13:4@
2023-10-25 11:13:5@
2023-10-25 11:13:5@
2023-10-25 11:14:00
2023-10-25 11:14:00
2023-10-25 11:14:10
2023-16-25 11:14:16
2923-10-25 11:14:20
2023-10-25 11:14:20
2023-10-26 @0:00:04
2023-10-27 00:00:06
2023-10-28 ©0:00:07
2023-10-29 00:00:09
2023-16-30 00:00:11
2023-16-31 00:00:13
2023-11-91 @0:00:14
2023-11-02 @e:00:16
2023-11-03 @0:00:18
2023-11-04 00:00:20
2023-11-05 ©0:00:21

Info
Error
Warning
Error
Warning
Error
Warning
Error
Warning
Error
Warning
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info

Re-querying all Devices due to midnight rollover.

Connection
Connection
Connection
Connection
Connection
Connectien
Connection
Connection
Connection
Connection
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying
Re-querying

appears to be down
has been reset!
appears to be down
has been reset!
appears to be down
has been reset!
appears to be down
has been reset!
appears to be down
has been reset!

all
all
all
all
all
all
all
all
all
all
all

Devices
Devices
Devices
Devices
Devices
Devices
Devices
Devices
Devices
Devices
Devices

due
due
due
due
due
due
due
due
due
due
due

to
to
to
to
to

midnight
midnight
midnight
midnight
midnight
midnight
midnight
midnight
midnight
midnight
midnight

rollover.
rollover.
rollover.
rollover.
rollover.
rollover.
rollover.
rollover.
rollover.
rollover.
rollover.

Close
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7. Verification Steps

This section provides tests that can be performed to verify proper configuration of IP Office and
Shadow CMS.

7.1. Verify Avaya IP Office

From a PC running the IP Office Monitor application, select Start - All Programs - IP
Office = Monitor to launch the application, and connect to the IP Office Primary system.

The Avaya IP Office SysMonitor screen is displayed. Select Status = TCP Stream Data from
the top menu.

Ej Avaya IP Office SysMonitor - Monitoring 10.33.1.110 (IPOSE110 (Server Edition(P))}; Log Settings - C:\Users\..\sysmonitorsettings.ini — O Dl
File Edit View Filters Status Help

) SIP Tep User Data ... SohoTER T TREEEE R “
] [SIRTP Sessions

Voicemail Sessions

SCN Licence

Outdialer Status

IPV6 Config

Small Community Networking

D : Partner Sessions
2115209640mS SIP T: Alarms 10.64.10.86:5060

Map Status B/2.0
10:5060; rport;branch=z%hG4bK5a8al0bé66cé5dlbeece6226d564bce742

Conference Status
g=ad42716lc4820e5ff

Network View

H323 Phone Status fdféa31£5138406

SIP Phone Status

Quarantined Phone Status 50€0;transport=tcp>

Equinox Sessions
CTl Phone Status
Blacklisted Extensions .3.0.0 build 23
Blacklisted Ip Addresses
DECT Lines Status

PTIONS, BYE, INFO,NOTIFY, UPDATE

The TCP Streams screen is displayed. Verify that there is an entry corresponding to the Shadow
CMS server, with the IP address of the Shadow CMS server in the Dst Addr column. Also
verify that the pertinent entry has the State as Established.

&) TCP Streams

Protocol | Src Addr | Dst Addr | Src Poit | Dst Port | State [ SN Rx | T« buffs | Tw@ Bytes | Seq | Ack | SRTT [ cwnd |
TLS 10.33.1.110 10.33.1.42 5061 60355  Closed 1] 0 0 0 0 0 0

TLS 10331110 10.33.1.42 5061 59633  Closed 0 0 0 0 0 0 0

TCP 10.331.110 10.33.1.63 50797 57605  Established 0O 0 0 0 0 0 0

TCP 10331110 10.331.63 50797 57604  Establshed 0 0 0 0 0 0 0

TLS 10.331.110 10.33.1.42 5061 51747  Closed 0 1] 0 1] 0 0 0

TLS 10331110 10.33.1.42 5061 51651 Closed 0 0 0 0 0 0 0

<
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7.2. Verify Resource Software International Shadow CMS

This section provides tests that can be performed to verify Shadow CMS Cradle To Grave, Call
Detail and real-time Dashboard reporting.

Place an incoming trunk call from PSTN to a hunt group with an available agent. Answer the call
at the agent and perform a few actions such as hold/resume before ending the call.

Follow the procedures in Section 6.1 to access the Shadow CMS web interface. From the tabs in
top row, select the required functions. Example below shows screen shots of Call Detail, Cradle
To Grave and Dashboard tabs.

r' ..
Shadow : E @ 9 S~ 2y DevConnect [0001] [ Admin

X | Home X | PBX Connection Settings X | Dashboard X | Cradle ToGrave X | Call Detail X

Home > Quick Views > Call Detail

Call Detail

A
O} = Call Detail
4 © AddRow @) Remove Row | ) FirstRecord ) LastRecord Q) Search /O Refresh == Show/Hide Columns

DATE TIME TIMEEXTENDED DURATION CALLTYPE EXTENSION TRUNK DIGITS ACCOUNT AUTHCODE RINGTIME DNIS BC

20231101 1021 102133 34 ET 4300 Line (SIP) 815872333340 15 -
¢° 20231101 1023 102350 12 TE Line (SIP) 18882256313 0 16139674300

o 20231101 1033 103351 75 ET 4300 Line (SIP) 815872333340 12

20231101 1038 103800 553 TE 4300 Line (SIP) 18882256313 8 16139674300
j‘ 20231101 1047 104752 57 ET 4300 Line (SIP) 815872333340 13

20231101 1055 105550 35 TE 4300 Line (SIP) 18882256313 25 16139674300
E 20231101 1058 105819 1555 TE 4300 Line (SIP) 18882256313 24 16139674300

20231101 114 114120 43 ET 4300 Line (SIP) 815872333340 13

20231101 1143 114322 6 TE 4300 Line (SIP) 18882256313 12 16139674300

20231101 1143 114354 51 TE 4300 Line (SIP) 18882256313 B] 16139674300

20231102 0637 063731 35 ET 4300 Line (SIP) 815872333340 13

20231102 0716 071644 18 ET 4300 Line (SIP) 815872333340 0

20231103 0307 030749 18 ET 4300 Line (SIP) 815872333340 11

20231103 0311 031156 29 ET 4300 Line (SIP) 815872333340 0

20231103 0314 031424 2363 TE 4300 Line (SIP) 18882256313 4 16139674300

20231103 1111 111152 33 ET 4300 Line (SIP) 815872333340 9

20231103 1113 111357 101 TE 4300 Line (SIP) 18882256313 6 16139674300

20231105 0208 020812 6 EO 4420 4300 0

20231105 0208 020812 6 El 4300 4300 0

20231105 0214 021451 112 ET 4303 Line (SIP) 23400 10
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Home X | PBX Connection Settings X | Dashboard X | CradleTo Grave X

@ e

Entity

[Avaya DevConnect [0001]

Home > Quick Views > Cradle To Grave

E Cradle to Grave

© Bxpand Al @ Collapse All | 1 Refresh i} Most Recent Calls | Q Filter

Call Details Extension Number Start Time Duration  Disconnect Reason
+ & Internal 4300 (4300) - Not Connected 2023/1105 054402 00:00:02
ng # M Outgoing 4303 (4303) 23400 202311005 021441 00:02:02
+ & Internal (4420) >> 4300 (4300) 4300 20231105 0208:12  00:00:06
# "% Incoming 4300 (4300) 18882256313@50.207.80.90 (Avaya) 2023/11/03 11:13:51 00:01:47
’ + % Ouigoing 4300 (4300) 815872333340 20231103 11:11:43 00:00:42
+ S Intemal 4300 (4300 - Not Connected 20231103 035347 00:00:01
E + "% Incoming 4300 (4300) 18682256313@50.207.80.90 (Avaya) 2023103031420 00:39:27
# K. Oulgoing 4300 (4300) 815872333340 202311103 03:11:56  00:0029
+ % Outgoing 4300 (4300) 815872333340 2023/11/03 030738 00:0029
# K Outgoing 4300 (4300) 815872333340 2023102071644 00:00:18
+ K. Outgoing 4300 (4300) 815872333340 2023102063718 00:00:48
# "% Incoming 4300 (4300) 18882256313@50.20780.90 (Avaya) 2023/11/01 11:43:51 00:00:54
+ "% Incoming 4300 (4300) 18882256313@50.207.80.90 (Avaya) 202311101 11:43:10  00:00:18
# ¥ Incoming 4300 (4300} - Not Connected 18682256313@50.207 80.90 (Avaya) 2023101 11:4237  00:00:07
+ M. Outgoing 4300 (4300) 815872333340 2023101 11:4107  00:00:56
# "% Incoming 4300 (4300) 18882256313@50.207.80.90 (Avaya) 202311101 105755 00:26:19
+ &8 Internal 4300 (4300) - Not Connected 2023/11/01 105629 00:00:30
. - A200 (4200 120077CE12@EN INT 2N AN (A, 2 N1 AN-EEIE nn-na-nn A

Include all call events

X Connection Settings X | Dashboard X | Cradle To Grave X | Call Detall X

Home > Dashboard > Dashboard

a
Dashboard1
E Widgets =
’ Real-time - Device Status
Status [Al ~] Group By [None ~| sort By [Name ~|
4300 4302
4200 4302
=5
o
22 LoggedIn  09:24:50 1 Logged In  09:24:50
) Queues Queues
1die 00:49:00 e (2% LoggedIn  09:24:59 |}
4305 4306
4305 4308
2/ 2 Logged In  09:24:59 Idle
Queues
e 00:45:53 e 00:54:00
4307 Sales
4307 4300

Sales
4399
32 ) 3calls
Agents ‘Waiting
- Result
B answered
9 B abandoned
Calls B Voica Mail
B Other

.00
a8t

2]

Entity

[Avaya DevConnect [0001]

Real-time - Queue Status

00:00:31
Longest Waiting

Total  Pct Avg Wait

5 56% 00:00:13
00:00:10

3
1 11% 00:00:45
o -
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8. Conclusion

These Application Notes describe the configuration steps required for Resource Software
International Shadow CMS to successfully interoperate with Avaya IP Office Server Edition
using DevLink3. All feature and serviceability test cases were completed with observations
noted in Section 2.2.

9. Additional References

This section references the Avaya and BT product documentation that are relevant to these
Application Notes.
Product documentation for Avaya products may be found at http://support.avaya.com.
1. Deploying IP Office Essential Edition (IP500 V2) IP Office™ Platform 11.0, Issue 35h
(Tuesday, May 18, 2021)
2. Deploying Avaya IP Office™ Server Edition Solution (English), Release 11.1 FP1, Issue
16, February 2021
3. Administering Avaya IP Office with Manager (English), Release 11.1.1, Issue 25,
February 2021
4. Administering Avaya IP Office with Web Manager (English), Release 11.1.1, Issue 25,
February 2021

Product Administration and User Guide documentation for RSI products can be obtained directly
from RSI.

1. Shadow CMS (Web) UserGuide.pdf
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©2023 Avaya LLC. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya LLC. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya LLC. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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