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Application Notes for QSC Q-Sys SIP Softphone with Avaya
Aura® Session Manager R7.0 and Avaya Aura®
Communication Manager R7.0 — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for QSC Q-Sys platform
SIP Softphone to interoperate with Avaya Aura® Session Manager R7.0 and Avaya Aura®
Communication Manager R7.0. The QSC Q-Sys platform SIP Softphone is a conferencing
phone that can register with Avaya Aura® Session Manager as a SIP endpoint in support of
voice communications and conferencing requirements.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for QSC Q-Sys platform SIP
Softphone to interoperate with Avaya Aura® Session Manager R7.0 and Avaya Aura®
Communication Manager R7.0. The QSC Q-Sys platform SIP Softphone (Q-Sys Softphone) is a
conferencing phone that can register with Avaya Aura® Session Manager as a SIP endpoint in
support of voice communications and conferencing requirements.

The Q-Sys Core is an Intel-based embedded Linux PC digital audio processor used for
commercial installations. The Q-Sys Softphone is a feature of Q-Sys Core is completely virtual,
requiring no additional hardware to function. The typical application of the Q-Sys Softphone is
to provide a telephony endpoint to both conference rooms and wide-area paging. The Q-Sys
Core product line runs on a range of Linux-based platforms, which handle audio Digital Signal
Processing tasks and support very scalable input/output channel counts from small to large,
either locally or across a Layer 3 infrastructure. The Q-Sys Softphone is a highly-configurable
SIP-based endpoint which, because of its component nature within the Q-Sys environment, is
accessible from any Windows-based desktop, iOS device or using the TCP-based External
Control Protocol.

2. General Test Approach and Test Results

The general test approach was to place calls to and from the Q-Sys Softphone and exercise basic
telephone operations.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance test included features and serviceability. The focus of
interoperability compliance testing was primarily on verifying call establishment on Q-Sys
Softphone. The Q-Sys Softphone operations such as inbound calls, outbound calls, hold/resume,
transfer, conference, Feature Access Codes, and its interactions with Session Manager,
Communication Manager, and other Avaya SIP, and H.323 phones were verified. The
serviceability testing introduced failure scenarios to see if Q-Sys Softphone can recover from
failures.

2.2. Test Results

The test objectives were verified. For serviceability testing, Q-Sys Softphone operated properly
after recovering from failures such as network disconnects, and resets of Q-Sys Softphone and
Avaya Session Manager. The following feature tests worked during compliance test:
= Registration
= Codecs G.711
= Inbound calls
= Qutbound calls
= Call termination (origination/destination)
= Avaya Feature Access Codes
o Call Pickup
o Call Forward (Unconditional, Busy/no answer)
o Find Me
= Voicemail
= Serviceability

The following features are not supported by Q-Sys at this time:
Call Hold/Resume

Call Transfer

Three party conference

Call Park/Unpark

MWI (Message Waiting Indicator)

G729/G722 Codec

The following observations were made during the testing:

= During compliance testing it was noted that when an inbound call to Q-Sys Softphone was
terminated at Q-Sys Softphone end, the BYE message challenge from Communication
Manager was not being authenticated. Q-Sys delivered the fix for this issue in R5.1.53 of the
Q-Sys platform software.

= (5722 codec is supported by Q-Sys Softphone but during compliance testing, it was
determined that the current implementation does not interoperate properly with
Communication Manager. QSC is looking into this issue and will address this issue in
subsequent release, and until then G722 codec should not be used by Q-Sys Softphone with
Communication Manager.

= Anissue was found with Q-Sys Softphone using RFC2833 for DTMF. QSC implemented a
workaround to use SIP-INFO message for DTMF in R5.1.53 of the software platform. Using
SIP-INFO message for DTMF causes the calls not to shuffle. See Section 7 to set this field.
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2.3. Support
Technical support on QSC Q-Sys can be obtained through the following:

Application Engineering and Technical Services
Monday - Friday 7 AM to 5 PM PST (Excludes Holidays)
Tel. 800-772-2834 (U.S. only)

Tel. +1 (714) 957-7150

Q-SYS 24/7 Emergency Support*
Tel: +1-888-252-4836 (U.S./Canada)
Tel: +1-949-791-7722 (non-U.S.)

Q-SYS Support Email
gsyssupport@gsc.com
(Immediate email response times not guaranteed)
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3. Reference Configuration

Once Q-Sys Softphone registers as a SIP endpoint with Session Manager, it can place and
receive voice calls with various supported features as listed above in Section 2.1. The reference
configuration used for the compliance test is shown in Figure 1 below.

Simulated PSTN

(7 RS
Premise
Router

Enterprise Office

Avaya Avaya

96x1 IP 96X0

Deskphone Deskphone
H.323 (SiP)

= — = .8
QSC Core 110f

)

PC with IP QSC
Softphone

Figure 1: Q-Sys SIP Softphone with Avaya Aura® Session Manager and Avaya Aura®
Communication Manager
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Aura® System Manager installed on VMWare | R7.0 (7.0.0.0.16266)

Avaya Aura® Session Manager installed on VMWare | R7.0 (7.0.0.0.700007)

Avaya Aura® Communication Manager installed on
VMWare

Avaya Aura® Media Server installed on VMWare R7.7 (v.7.7.0.226)

Avaya Aura® Communication Manager Messaging
installed on VMWare

R7.0 (vem-07.00.0.441.0-22903)

R7.0 (vemm-07.00.0.441.0)

Avaya 96x1 IP Deskphone (H323) R6.2.2313
Avaya 96x0 IP Deskphone (SIP) R2.6.9.1
QSC Q-Sys Designer 5.1.53
QSC Q-Sys Core 110f 5.1.53
QSC Q-Sys Softphone 5.1.53
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5. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include

adding the following items:

= SIP domain

= Logical/physical Locations that can be occupied by SIP Entities

= SIP Entities and corresponding Entity Links between Session Manager and Communication
Manager/Communication Manager Messaging

= Define Communication Manager as Administrable Entity (i.e., Managed Element).

= Application Sequence

= Add SIP Users

Configuration is accomplished by accessing the browser-based GUI of System Manager using
the URL “https://<ip-address>/SMGR”, where <ip-address> is the IP address of System
Manager. Log in with the appropriate credentials.

Note that the fields modified in this section are for this reference configuration only; defaults are
used for all other fields.

5.1. Specify SIP Domain

Add the SIP domain for which the communications infrastructure will be authoritative. To add a
location, navigate to Home-> Elements—>Routing—>Domains and click the New (not shown)
button on the right.

The following screen will then be shown. Fill in the following:
= Name: The authoritative domain name (e.g., avaya.com)

= Type: Setto sip (default)

= Notes: Descriptive text (optional)

Click Commit.

Home / Elements / Rauting / Domains
Domain Management
1Iem o
Name Type Notes
* avaya.com sip v Used for Devconnect Testing
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5.2. Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
purposes of bandwidth management. To add a location, navigate to
Home->Elements->Routing-> Locations and click on the New (not shown) button on the right.
The following screen will then be shown. Fill in the following:

Under General:

= Name: A descriptive name

= Notes: Descriptive text (optional)

Under Location Pattern:

= |P Address Pattern: A pattern used to logically identify the location

= Notes: Descriptive text (optional)

The screen below shows addition of the Location_102 used for Communication Manager and
other entities. Similarly a location was defined for Session Manager. Click Commit to save the
Location definition.

o Mome [ Elements / Routieg / Loostioes

Location Details

* Namec  Location_102

Notes:  Entgties In Sutnet 102

Dial Plan Transparency in Survivable Mode
Enablod:

Listed Directory Numnber:

Assocsted CM STP Entity:

Overall Managed Bandwidth

Manoged Bandwidth Units:  kKhit/sec ¥
Total Bandwidth

Multimedia Bandwidth

Audio Calls Can Take Multinedia Bandwidth:

Per-Call Bandwidth Parameters

dwidth (Intra

Location) 2000 Kbit/Soc
1;,.5;:‘-‘.;' 3000 Kbit/Sec
* Minimum Multimedia Bandwidth 64 Kbit/Sec
* Defsult Audio Bandwidth: B0 Kbivsec W]
Alarm Threshold
Overall Alarm Threshold: 10 v
Multiedia Akarm Thrashold: 80 v
¥ Latency before Oversll Alarm Trigger: 5 Mimnutes
* Latancy before Multinssdia Alarm Trigger: 5 Minutes
Locabhon Pattermn
Ada Rervrim
1Item
-l" Address Pattern - l;n("\
*10.64,102,*
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5.3. Add SIP Entities

In the sample configuration, a SIP Entity is added for Session Manager and Communication
Manager. The screens below also show the corresponding Entity Links.

5.3.1. Session Manager Entity

To add a SIP Entity, navigate to Home—>Elements—=>Routing->SIP Entities, and click on New
(not shown) and configure as follows:
Under General:

= Name: Any descriptive name

= FQDN or IP Address: IP address of the signaling interface on Session Manager
= Type: Select Session Manager

= Location: Select one of the locations defined previously

= Time Zone: Time zone for this location

Under Listen Ports, click Add, and then edit the fields in the resulting new row as shown below:

= Listen Ports: Port number on which the system listens for SIP requests
= Protocol: Transport protocol to be used to send SIP requests
= Default Domain: The domain used for the enterprise (e.g. avaya.com)

Defaults can be used for the remaining fields. Click Commit to save each SIP Entity definition.

1 Ve [ Vewmmebn | Rabion, ( WIF Suttmn

SIP Entity Details | |

U e TP Addrea

Netes Senmss Sunager frty

Arcatumy e Haragy

Outtunind vy
Prwe Zorse:  Acvarton Diwrsew

Chintial sasem

WIP Liod Sacdhiodung 1140 Pabebin, Madagm Ciahpainu v

[

TEP Yashrwor et

LS Falwwer pact:
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5.3.2. Communication Manager Entity
The following screen displays the Communication Manager entity configured for this reference

configuration.

« Wume [ temerts / Sowting / STF Entiiies

SIP Entity Details

Goeneral

SIP Entithes

Untity Unda

* rQDN or 19 Addowss:
Type:
Nutas.

Adepitation:

Location:

Tione Zooe:

*SIP Timer B/F (in seconds):
Credantial name:

Secwrable:

Call Detall Recording:

Loop Detection

Loop Count Threshold:

SIP Link Monitoriwg
510 Uik Monitoring:

Supports Call Admission Coetrol-

Shared Sandwidth Manager.
Primary Session Manager Bandwidth Association.
Backup Session Manager Bandwidth Assocation

Entity Links

Override Port & Traoaport with DNS SRV:

= CM7OProcr

Loop Detection Mode:  On

Loop Detuction TMurval (in meec): 20

Aol L
1 e O i £nalie
T N “ l.;tx' 1 Protocal | peet utp ;nl;tv 1 vort | Connaction vuk' Dety Yorm Service

Y SN0 _OMO0Reocr,_ SO S0 v T »]  *i5050 O 0vour v 506 Tustod v

[Ceenmit]fcancal]

10.64.102.1%0

CN 7.0 Proc, Ethernet
=l
—

Location_103 %]

1)

Arrwr ca/ Denver

“

none )

Us Sessices Managet Cenfiguratisn V]
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5.3.3. Communication Manager Messaging Entity

The following screen displays the Communication Manager Messaging entity configured for this

reference configuration.

e e A

SIP Entity Details

vl

S PQON e 1 ASRes. (1)
e

oten: M Maagrg

Adnptaibey

e
Tare Do Jevmt n Cwrrw ~
S T S
Creakasial varee
v arebde

Call vtall Mnconding: sgive

Loop Damerction Mode: -
Lrop Courn Threhedd:

Loy Datmcthonn Matwrwad (b e ). 300

SIP Lok Meaiag ite i Macader Corhyaanen Y]

Sapperts Cal Adweien Comtred
Sheven Porwhasdly Moo
B e T T

Bocknan Sevwion Mereger eredwih Aossdel ber

Trverwiis Puat B Trowmguet il TOS S8V

AT; Reviewed Solution & Interoperability Test Lab Application Notes 11 0f 35
SPOC 7/19/2016 ©2016 Avaya Inc. All Rights Reserved. QSCCoreCMSM70



5.4. Define Communication Manager as a Managed Element

Before adding SIP users, Communication Manager must be added to System Manager as a
managed element. This action allows System Manager to access Communication Manager over
its administration interface. Using this administration interface, System Manager will notify

Communication Manager when new SIP users are added.

To define Communication Manager as a managed element, navigate to

Home->Services—2> Inventory->Manage Elements on the left and click on the New (not shown)
button on the right. In the Type field that is displayed, select Communication Manager.

o« Mume [ Servaces [ Inventoty / Manage Elements
Manage Elements Descovery
New Elements [
r.x Enablermeet Services
1000 Terminal Proxy Sarver
| Communicaticn Manager
| Contarencing
Engagement Development Platform . e
. " 10 Office | [cance
eion :ﬁ :JIMcc UCHM or 1P Office Agpiication Sarver [—J
Madia Gatevway
Moeting Exchange and Conferandcing 6.0
Messaging
Qthar Apphcations
Presence Sarvices
Sesion Marager
System Matform
Ubility Secver
Webi M
WWerk Assigniment
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In the Add Communication Manager screen, fill in the following fields as follows:
Under General Attributes:

Name:
Hostname or IP Address:

Login:
Authentication Type:

Password:
Confirm Password:

Click Commit to save.

Manage Elements

o« Mame / Services [ Imventory / Manage Eements
IMscavery

Add Communication Manager

b Hostoame or 1P Address 10.64,102,150 Alternate 1P Addeass

Enter an identifier for Communication Manager

Enter the IP address of the administration interface for
Communication Manager

Enter login used for administration access
Communication Manager instance

Select the Password button

Enter a valid password

This should match the password entered in the Password
field above

B s Artribotes 15

CM70 Description Communication Manager

Enable Notifications

i password . Port 5022
T Awthentication Typs “;L .:'._' e
' Pawmword Assssnnnnn ::I:;;:w‘mm'm v
¢ Confirm Password LTy
SSH Connection ~4
HSA SSH Fingerprint (Primary 1P)
HSA SSH Fingerprint (Allernate 1P)
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5.5. Add Application Sequence

Navigate to Home->Elements—> Session Manager->Application

Configuration->Applications and configure as follows:

= Name: Enter any descriptive name

= SIP Entity:
in Section 5.3.2

= CM System for SIP Entity:

Click Commit to save the application configuration.

Select the Communication Manager SIP Entity configured

Select the system configured in Section 5.4

Home Session Manager %

« Mome / £}

Application Editor

Application

*Name CM70

*SIP Entity Q. CM70Procr

S M System ) [Fafiasn] Yiew/Add cu
for SIP CM70 v -Refresh

Entity — Systems

Description «CM 7.0

/ M / Apphcation Configuration / Applications

o Homee [ Clemests [ Session Manager [/ Appis stipn Cunfaguiatmn / Applcation Seqoences
Application Sequence Editor
Application Sequence
*hame CM7USequencing
Description App, Sequencing with CM 7.0
Applications in this Sequence
1owm
e
Ovddex (Fest 1y s SEP Estity Maselatoey Description
tes)
.- 3 CM70 OMTGProcr v 70
Satect : AL o
Ic Applications
1 e O Flter: Enatile
Mame 519 Entity Tbesription
. CM70 CH70Proar cM7.0
AT; Reviewed Solution & Interoperability Test Lab Application Notes 14 of 35
SPOC 7/19/2016 ©2016 Avaya Inc. All Rights Reserved. QSCCoreCMSM70



5.6. Add SIP Users

Q-Sys Softphone was entered as a SIP user on Session Manager using the following steps.
Navigate to Home->Users=>User Management->Manage Users and configure as follows.
This configuration is automatically synchronized with Communication Manger, as verified in
Section 6.3.

Enter values for the following required attributes for a SIP user in the New User Profile form:
Enter the last name of the user
Enter the first name of the user
Enter <extension>@<sip domain> of the user (e.g.,
50071@avaya.com)
Enter the password used to register with System Manager
Re-enter the password from above

Last Name:
First Name:
Login Name:

Password:
Confirm Password:

« Mame [ Users [ User Masagement / Manage Users

Communication Profile

User Provisioning Rule «

User Provvscring Rude

Identity «

* Last Name:

Last Name (Lates Translabon]: S

* First Name
Fust Name (Latn Translabon)

Middie Name

Description

Updiate Tane
* Logn Name

Authenbcation Type

Chanas Passward

Source

Localized Duplay Name
Endpoint Display Namu
Ttle

Language Praferance:

Time Zone

Membarship

User Profile Edit: 50071@avaya.com

Contncts

Sip

50071

S0072

Q5C SIP Sakphone

$007 1@ aviya.com

B

5P, 50071

IR, 50071

Engish (Untad Statas) -

(-&:0Mountan Teme (U5 &k Cane|

Conwnit & Continue | Commt | Cang
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Click the Communication Profile tab and enter values for the following required fields:

= Communication Profile Password: Enter a valid password.
= Confirm Password: Make sure that it matches the password entered
above

Click New to define a Communication Address for the new SIP user. Enter values for the
following required fields:

= Type: Select Avaya SIP (default)

= Fully Qualified Address: Enter extension number and SIP domain

The screen below shows the information when adding a new SIP user to the sample
configuration. Click Add.

o M/ rt £ B Paspt | Tt ety

New User Profile

R

Commmnication volile o
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In the Session Manager Profile section, specify the Session Manager entity configured in
Section 5.3.1 and assign the Application Sequence defined in Section 5.5 to both the
Originating Sequence and Termination Sequence fields. Additionally, set Home Location

field to Session Manager configured in Section 5.2.

[#¢]Session Manager Profile =
SIP Registration
* Primary Session Manager Primary Secondary | Maximum
Q. sm70
12 0 12
Secondary Session Manager Q
Survivability Server |Q
Max. Simultaneous Devices |3 ﬂ
Block MNew Registration When
Maximum Registrations Active?
Application Sequences
Origination Sequence |CM70Sequencing v
Termination Sequence |CM70Sequencing j
Call Routing Settings
* Home Location |Session Manager vl
Conference Factory Set (Mone} ﬂ
Call History Settings
Enable Centralized Call
Historv?
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In the CM Endpoint Profile section, fill in the following fields:

Click Commit (not shown).

AT; Reviewed

System:

Profile Type:
Use Existing Stations:

Extension:
Template:

Select the managed element corresponding to
Communication Manager in Section 5.4

Select Endpoint

If field is not selected, the station will automatically be
added in Communication Manager

Enter extension number of the SIP user

Select template for type of SIP phone which is set to
9621SIP_DEFAULT_CM_7_0 for Q-Sys Softphone

[¥]CM Endpoint Profile =

* System |[CM70

* Profile Type |Endpoint

O

Use Existing Endpoints

* Template |9621SIP_DEFAULT_CM_7_0

Set Type
Security Code
Fort IP
Voice Mail Mumber
Preferred Handle |50071@avaya.com

Calculate Route Pattern

Sip Trunk |aar

Enhanced Callr-Info display for 1-line phones

Delete Endpoint on Unassign of Endpoint from User or on Delete User

Override Endpoint Mame and Localized Name

Allow H.323 and SIP Endpoint Dual Registration

v
v

V]
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6. Configure Avaya Aura® Communication Manager

This section describes the steps for configuring Q-Sys Softphone as an Off-PBX Station (OPS)
and configuring a SIP trunk between Communication Manager and Session Manager. Use the
System Access Terminal (SAT) to configure Communication Manager and log in with the
appropriate credentials. Note that the fields modified in this section are for this reference
configuration only; defaults are used for all other fields.

6.1. Verify OPS and SIP Trunk Capacity

Using the SAT, verify that the Off-PBX Telephones (OPS) and SIP Trunks features are enabled
on the system-parameters customer-options form. The license file installed on the system
controls these options. If a required feature is not enabled, contact an authorized Avaya sales
representative. On Page 1, verify that the number of OPS stations allowed in the system is
sufficient for the number of SIP endpoints that will be deployed.

display system-parameters customer-options Page 1 of 11
OPTIONAL FEATURES

G3 Version: V16 Software Package: Enterprise
Location: 2 System ID (SID): 1
Platform: 28 Module ID (MID): 1

USED

Platform Maximum Ports: 6400 25
Maximum Stations: 2400 10
Maximum XMOBILE Stations: 2400 O
Maximum Off-PBX Telephones - EC500: 9600
Maximum Off-PBX Telephones - OPS: 9600
Maximum Off-PBX Telephones - PBFMC: 9600
Maximum Off-PBX Telephones - PVEMC: 9600
Maximum Off-PBX Telephones - SCCAN: 0
Maximum Survivable Processors: 313

[cNoNoNN Ne)

(NOTE: You must logoff & login to effect the permission changes.)
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On Page 2 of the system-parameters customer-options form, verify that the number of SIP
trunks supported by the system is sufficient.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 4000 O
Maximum Concurrently Registered IP Stations: 2400 2
Maximum Administered Remote Office Trunks: 4000 O
Maximum Concurrently Registered Remote Office Stations: 2400 O
Maximum Concurrently Registered IP eCons: 68 0
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 2400 O
Maximum Video Capable IP Softphones: 2400 O
Maximum Administered SIP Trunks: 4000 160
Maximum Administered Ad-hoc Video Conferencing Ports: 4000 O
Maximum Number of DS1 Boards with Echo Cancellation: 80 0
Maximum TN2501 VAL Boards: 10 0
Maximum Media Gateway VAL Sources: 50 0
Maximum TN2602 Boards with 80 VoIP Channels: 128 0
Maximum TN2602 Boards with 320 VoIP Channels: 128 0
Maximum Number of Expanded Meet-me Conference Ports: 300 0
(NOTE: You must logoff & login to effect the permission changes.)

6.2. Configure SIP Trunk

In the IP Node Names form, assign an IP address and host name for Session Manager (ASM70),
Communication Manager Messaging (CMM70) and Media Server (AMS70). The host names
will be used throughout the other configuration screens of Communication Manager.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
default 0.0.0.0
ASM70 10.64.102.157
CMM70 10.64.102.151
AMS70 10.64.102.158
procr 10.64.102.150
procrb6 38
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In the IP Network Region form, the Authoritative Domain field is configured to match the
domain name configured on Session Manager. In this configuration, the domain name is
avaya.com. By default, IP-1P Direct Audio (shuffling) is enabled to allow audio traffic to be
sent directly between IP endpoints without using media resources in the Media Gateway or
Media Server. The IP Network Region form also specifies the Codec Set to be used for calls
routed over the SIP trunk to Session Manager. This codec set is used when its corresponding
network region (i.e., IP Network Region 2) is specified in the SIP signaling group.

change ip-network-region 2 Page 1 of 20
IP NETWORK REGION
Region: 2
Location: 1 Authoritative Domain: avaya.com
Name: Main Network Region
MEDIA PARAMETERS
Codec Set: 2
UDP Port Min: 2048
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value:
Audio PHB Value:
Video PHB Value:

802.1P/Q PARAMETERS

Intra-region IP-IP Direct Audio: yes
Inter-region IP-IP Direct Audio: yes
IP Audio Hairpinning? n

46
46
26

H.323 IP ENDPOINTS
H.323 Link Bounce Recovery?
Idle Traffic Interval (sec):
Keep-Alive Interval (sec):
Keep-Alive Count:

Call Control 802.l1p Priority:
Audio 802.1p Priority:
Video 802.1p Priority:

6
6
5 AUDIO RESOURCE RESERVATION PARAMETERS
RSVP Enabled? n
Y
20
5
5

In the IP Codec Set form, select the audio codec type supported for calls routed over the SIP
trunk to Q-Sys Softphone. The form is accessed via the change ip-codec-set 2 command. Note
that IP codec set 2 was specified in IP Network Region 2 shown above. The following form
shows the list of codecs tested. The order of these codecs was changed to support the some of the
codecs for reasons listed in Section 2.2.

change ip-codec-set 2 Page 1 of 2
IP Codec Set
Codec Set: 2
Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
2: G.711A n 2 20
3: G.722-64K 2 20
4:
5
6
7
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Prior to configuring a SIP trunk group for communication with Session Manager, a SIP signaling
group must be configured. Configure the Signaling Group form as follows:

Group Type: Set to sip

Transport Method: Set to tcp

Near-end Node Name: Set to procr node configured in this section

Far-end Node Name: Set to ASM70 node configured in this section

Far-end Network Region: Set to network region configured in this section
Far-end Domain: Set to avaya.com to match the Session Manager domain

configured in Section 5.1
Verify Direct IP-1P Audio Connections field is set to y for shuffling
Verify DTMF over IP field is set to the default value of rtp-payload indicating DTMF
transmission using RFC 2833

add signaling-group 2 Page 1 of 1
SIGNALING GROUP

Group Number: 2 Group Type: sip
IMS Enabled? n Transport Method: tcp
Q-SIP? n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM

Near-end Node Name: procr Far-end Node Name: ASM70
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Network Region: 2
Far-end Secondary Node Name:
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? y Initial IP-IP Direct Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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Configure the Trunk Group form as shown below. This trunk group is used for calls to the SIP
Phones. Set the Group Type field to sip, set the Service Type field to tie, specify the signaling
group associated with this trunk group in the Signaling Group field, and specify the Number of
Members supported by this SIP trunk group. Configure the other fields in bold and accept the
default values for the remaining fields.

add trunk-group 2 Page 1 of 21
TRUNK GROUP

Group Number: 2 Group Type: sip CDR Reports: y
Group Name: SIP Endpoints/CM Messaging COR: 1 TN: 1 TAC: 102
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: O
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group: 2
Number of Members: 15

On Page 3 of the Trunk Group form, set the Numbering Format field to private. This field
specifies the format of the calling party number sent to the far-end.

add trunk-group 2 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Modify Tandem Calling Number: no
Show ANSWERED BY on Display? y
DSN Term? n

Configure the Private Numbering Format form to send the calling party number to the far-end.
Add an entry so that local stations with a 5-digit extension beginning with 5 and whose calls are
routed over any trunk group, including SIP trunk group 2, have the number sent to the far-end for
display purposes.

change private-numbering 0 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp (s) Prefix Len

5 33 10 5 Total Administered: 4

5 58 10 5 Maximum Entries: 540

5 5 2 5

5 600 10 5
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6.3. Configure Signaling Group for Avaya Aura® Media Server

Another signaling group was created between Communication Manager and Media Server to
provide media resources for IP telephony in parallel with Media Gateway G650 resource.
Following signaling group was created for this reference configuration:

= Group Type:

»= Transport Method:

= Peer Detection Enable:
= Peer Server:

= Near-end Node Name:
= Far-end Node Name:

= Far-end Network Region:

Set to sip

Set to tcp

Setton

Set to AMS

Set to procr node shown in Section 6.2

Set to AMS70 node configured in Section 6.2
Set to network region configured in Section 6.2

add signaling-group 3

Group Number: 3

Near-end Node Name:
Near-end Listen Port:

Far-end Domain:

Peer Detection Enabled? n

procr
5060

Page 1 of 1

SIGNALING GROUP

Group Type: sip

Transport Method: tcp

Peer Server: AMS

Far-end Node Name: AMS70
Far-end Listen Port: 5060
Far-end Network Region: 2

10.64.102.158

6.4. Verify SIP Stations
Use the display station command to view each Q-Sys Softphone SIP station configured in

Section 5.6.
display station 50071 Page 1 of 6
STATION
Extension: 50071 Lock Messages? n BCC: 0
Type: 9621SIP Security Code: TN: 1
Port: S00003 Coverage Path 1: 1 COR: 1
Name: 50071 SIP Coverage Path 2: COS: 1
Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19
Message Lamp Ext: 40012
Display Language: english
Survivable COR: internal
Survivable Trunk Dest? y IP SoftPhone? n
IP Video? n
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Use the display off-pbx-telephone station-mapping to verify proper entry of Q-Sys Softphone
SIP station in Communication Manager.

display off-pbx-telephone station-mapping 50071 Page 1 of 3
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Application Dial CC Phone Number Trunk Config Dual
Extension Prefix Selection Set Mode
50071 OPS = 50071 aar 1

On Page 2, verify that the Call Limit matches the number of call-appr entries in the station
form.

display off-pbx-telephone station-mapping 50071 Page 2 of 3
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Appl Call Mapping Calls Bridged Location
Extension Name Limit Mode Allowed Calls
50071 OPS 3 both all none
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7. Configure QSC Q-Sys Core and Q-Sys Softphone
On an installed PC start, Q-Sys Designer software (not shown). Select Tools - Show Q-Sys

Configurator.

Tool | Help
Greup CulivG
Ungroup CQulsShtr+ G
Agn
Otcaritnste

Pack

- v v -

Cvdder

Earact Named Controds

Show Q-Sys Configurator.

Select the Core model being configured for Softphone usage from the list of discovered Cores in
the left column of the Q-Sys Configurator. Set the appropriate network settings on the network
interface used to connect to Session Manager. LAN A is often used for connection to Q-Sys
peripherals, so the AUX port is often chosen to isolate VVolIP traffic from other Q-Sys audio and
control traffic. End user can configure any network interface for use with Session Manager. For
this testing, LAN A was chosen and configured as shown below. After configuring the network
settings, click the Update Settings button.

& | | @ QSys Configurator X [EEIEESERUERIEIEtRT

Core

[T core : core-110

| Cove: core-avaya

[Elvo-22: 022-test

Name Core-Avaya
Firmware Version 5153
Design Softphone Test-Aura ( Running )

Design Uptime 11 Mirutes 34 Seconds

3-5CEEISEICBASODF0934CCTB3ISIDFS6C

Hardware ID
Feature Xeys + Mods! » Core 110f
LAN A MAC : 0019.0F25856E
‘M:-?a Tp S4b80a ',0 Sh8b ron |
Mode : Static -
P Addrass :  10.80.130.160 Net Mask : 2552552550 Gateway : 10.80.130.1
Static Routes +
LAN B (NO LINK) Mode : | Auto =
1P Address Net Mask : Gatewany ;
Static Routes +
VDNS Enabée DNS
Download Log Archive édn Dewnce Time/Date | Edit Device Password.. | | Reboat Device
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Copy the Core name from the Configurator to the Core Property name and choose the proper
model.

Core-Avaya 1D

Core-Lvays
Default Locan =

Mocel Core 110 »

Softphane Test-Aura { Running )

lecateon

29 Mirutes 23 Soconcs

Is Redmcant No -

In the far left column of Q-Sys Designer, click on plus sign to add a Softphone instance to the
current design file.

File Edit View Tools Help

b 4 v pPap 7] [ Page1 XI 15F Q-Sys Configurator

Inventory

4 Default Location
4 :®: Core: Core-Avaya
J Status
. Mic/LineIn
_J FlexIn
. Line Qut

The Add Inventory Item menu will appear to the right of the plus button showing all of the
items available to add to the design. Navigate to and click Streaming 1/0 =» Softphone to insert
a Softphone instance to the Inventory list. The Add Inventory Menu disappears. Follow the
same steps to add additional items to the design as needed.

Amplifiers Media Stream Receiver Virtual receiver
Loudspea kers Media Stream Transmitter Virtual transmitter
. Q-LAN RX Virtual Q-LAN Recerwver, for Core-to-Core streaming in
Peripherals . :
Q-LAN TX Wirtual Q-LAN Transmitter, for Core-to-Caore streaming out
Streami ng I/0 Softphone 5IP/VolP based telephony endpoint
WAN Receiver Virtual wan receiver
WAN Transmitter Virtual wan transmitter
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This screenshot shows two softphones were added to the Inventory list of the design file.

Inventory b4 v Py
4 Default Location
b @: Core : Core-1
4 ) Softphone : MainConfRoom
LI Controller

WJIn
L] Out

4 ", Softphone : Softphone-2
L) Controller
LlIn
‘.i_l Out

The name of each Softphone instance will be in the form Softphone-n, where n is an ascending
integer value. The name may be changed to describe the room from which it will be used or the
intended use of the instance. To change the name representing each Softphone instance, click on
a Softphone instance in the Inventory Item list and edit the Name property field in the Properties
section to the upper right side of the Q-Sys Designer user interface. The following screenshot
shows that the Name property has been changed to describe the room where the Softphone
instance will be used:

~ Graphic Tools

T -H O L

~ Properties
MName MainConfRoom
Location Default Location
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From the Inventory list, drag the individual components of the Softphone into the work area by

clicking on the

icon. Alternately, click on the Softphone name and drag into the work area to

place all three sub-components into the design at one time (as shown below).

Inventory
4 Default Location
b '@: Core: Core-1
4 " Softphone : MainConfRoom
Controller

In
QOut

B {},P,_{:Dﬁl DPagel X|

Drag

. r
\
>

SoftPhone Status
MainConfRoom

SoftPhone In ©
MainConfRoom

O SoftPhone Qut

4 ", Softphone : Softphone-2 :
9/Joftp £ MainConfRoom J
L] Controller
LlIn
L] Out
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The three sub-components each Softphone instance provides are the following:

= Softphone Status — this block contains the user interface for the dialpad, off/on hook, redial,
auto-answer, local do-not-disturb (not the Communication Manager Do Not Disturb) and a
Flash Hook button. Overall Status and call progress blocks, Off Hook and Ringing LEDs are
provided for creating user interfaces for monitoring. There is also a call timer.

= In - brings the incoming telephony audio into the Q-Sys design for routing as an audio
source (Audio from Session Manager)

= QOut - receives the audio from the Q-Sys design which is intended to be sent as telephony
audio (Audio to Session Manager).

SoftPho Sta ainConfRoom

: ]
Dialer | Tone Control |

Dialing

Dial String | 50072 [« ] x]

Progress | Incoming call from: The CEO's Office (50072) |
| __OND ] [ Connect |

Off ook @

Ringing @
| stter [Z] rings

J
Status i

l oK
Q "/

N

Recent Calls =

€ 50072 - The CEO's O
< 50072
€ 50072 - The CEO's O

kﬂunn )

(- R

\
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Add components to the design by dragging, then “wire” them similarly to the softphone as
shown below. To draw a wire between components, click within an audio pin circle and then
drag the mouse and release the mouse button over another appropriate pin (outputs to inputs).

An Acoustic Echo Canceller audio component should be included in the telephony signal path.
This component is necessary in order to cancel any far-end audio which may be received by
room microphones from being returned to the far end. The lower pin on the left side of the AEC
component is the “Reference” pin. Any audio received on this pin will be automatically removed
from the audio signal received from the room microphone(s) before being sent into the Q-Sys
Softphone Out block for transmission.

|

Mic/Line In & <) Acoustic & ©) SoftPhone Out

0221 ¥ Echo MainConfRoom
SoftPhone In G Canceler )
MainConfRoom :

To “Deploy” the design to the Q-Sys Core press F5 or File > Save to Core & Run
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New Design

Open

Save

Save As

Check Design...

Save to Core & Run
Load from Core & Connect

Emulate

Recently Opened Designs...

Preferences...

Close

Ctrl+N
Ctrl+0

Ctrl+5S

Shift+F6

F5

F6
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Once the design is running and a green Core Status LED is visible in the upper left of the user
interface, further configuration of the Softphone is required to allow registration to the Session

Manager. Navigate to Tools = Q-Sys Administrator or use the @ button which appears in
the upper right corner of the user interface. Once the Q-Sys Administrator appears, select the
Softphones tab. Enable DTMF INFO field should be set to Yes (See Section 2.2 for further
discussion on this issue)

o Q-Sys Administrator

Softphones

Commands
MainConfRoom

% Command Schedule TheCEQ

Users

Core Interface

SIP Port

Enable DTMF INFO §ES

Enable Logging No

User Control Interfaces Enable Stun No

Audio Codecs

G722

[[1G.726 40k

- [[1G.726 32k

Softphones | [[1G.726 24k
[[]1G.726 16k

G.711 ulaw

G.711 alaw

[C]Gsm

[]1G.726 40k (AAL2)

[[1G.726 32k (AAL2)
[T1G 726 24k (AAI )

Audio Files

B Event Log

Contacts

SNMP

Deselect all Audio Codecs except for the two G.711 codecs. When any changes are made within
the Administrator, a red bar will appear to indicate that the settings will need to be confirmed to
become active. Wait until all Administrator steps are completed prior to clicking the Update
button
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Double-click an entry in the Softphones list to be configured. When the Edit Softphone dialog
box appears, enter the softphone registration details similarly to those shown below, which
correspond to the details configured within Session Manager . The User Name field will be the
extension number chosen in Section 5.4. The CID name is what the Softphone will report as the
display name. The Proxy corresponds to the IP Address in Section 5.2 and Authentication ID
corresponds to the Name configured in Section 5.5. Password is same as configured in Section
5.5. The Domain (Optional) can be configured to report the organization’s domain as part of the

URI.

' Edit Softphone =)
Name MainConfRoom

User Name 50071
CID Name MainConfRoom

Proxy 10.64.102,157

Register With Proxy |Yes | '|

Authentication ID 50071
Password 1234

Domain (Optional) avaya.com

OK

Once the necessary changes have been made to the Softphone tab of the Administrator, click the
Update button in the red bar for the changes to take effect.
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8. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Session

Manager and Communication Manager with Q-Sys Softphone.

= Verify that Q-Sys Softphone is registered with Session Manager. The following screen shows
the registered SIP users with Session Manager:

o Meme { Demerds [ Scxwen Manoger [ Syvtem Status | Oser Regtvtrattons

User Registrations

Sotedt ryen by v ShFu ot %o draces Chok o Detedy conen b covplede
IPPAITItes CLan

W+ | UhletForca tnregter | ASTIVKE o | gnas - [ Faiteck | Aved 10:22 AN s acmd ) ®

10 Norve o Sbiw 41 v | PHOr e

Detalls  Address Fet Rawe  Lavl Mame  Actusl Location 11 Addrees

»
b

prots Offis | Sharsd Costond  Slmall. Oewicen  ANT Dwwien

Shem wose

opaooo

109023030

orRIOoOa

¥
!
¥
"
Show  SOOLEGwveyu.coer s S 1000.030.04
¥
'
¥
"
¥

popooopoopooon
pcaogpoopogagooa

Ro00OoC®R80O
opaoo
vOoROoOpDoopoaoo

paoor

= Verify that basic calls can be made from and to Q-Sys Softphone.

9. Conclusion

These Application Notes describe the configuration steps required for QSC Q-Sys Softphone to
successfully interoperate with Avaya Aura® Session Manager and Avaya Aura®
Communication Manager. All feature and serviceability test cases were completed with the
exceptions noted in Section 2.2.

10. Additional References

This section references the product documentation available at support.avaya.com relevant to

these Application Notes.

[1] Deploying Avaya Aura® System Manager, Release 7.0, January 2015

[2] Administering Avaya Aura® System Manager, Release 7.0, January 2016

[3] Deploying Avaya Aura® Session Manager on VMWare, Release 7.0, August 2015

[4] Administering Avaya Aura® Session Manager, Release 7.0, August 2015

[5] Deploying Avaya Aura® Communication Manager in Virtualized Environment, Release 7.0,
August 2015

[6] Deploying and Updating Avaya Aura® Media Server Appliance, Release 7.7, October 2015

[7] Implementing and Administering Avaya Aura® Media Server, Release 7.7, January 2016

[8] Deploying Avaya Aura® Communication Manager Messaging, Release 7.0, September 2015
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