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Abstract

These Application Notes describe the configuration steps necessary for provisioning IPC Open
Trade solution to successfully interoperate with Avaya Aura® Communication Manager,
Avaya Aura® Session Manager and Avaya Aura® Messaging using SIP trunk. The IPC Open
Trade solution consisted of an Open Trade SIP Server and Open Trade Everywhere endpoints.

In the compliance testing, the Open Trade Everywhere endpoints registered with IPC Open
Trade SIP Server. The call between Open Trade Everywhere endpoints with simulated PSTN,
Avaya endpoints, and Avaya Aura® Messaging are routed via SIP trunk between Open Trade
SIP Server and Avaya Aura® Session Manager. Avaya Aura® Messaging provided voicemail
service for Avaya endpoints as well as Open Trade Everywhere endpoints.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a compliance-tested configuration for the interoperability of
Open Trade from IPC with Avaya Aura® Communication Manager, Avaya Aura® Session
Manager and Avaya Aura® Messaging using SIP trunk. The IPC Open Trade trading solution
consisted of an Open Trade SIP Server, and trading turret endpoints Open Trade Everywhere.

The Open Trade Everywhere endpoints registered with IPC Open Trade SIP Server. Calls
between Open Trade Everywhere endpoints with simulated PSTN, Avaya endpoints, and Avaya
Aura® Messaging are routed via SIP trunk between Open Trade SIP Server and Avaya Aura®
Session Manager. Avaya Aura® Messaging provided voicemail service for Avaya endpoints as
well as Open Trade Everywhere endpoints. During compliance test only the following Avaya
Aura® Messaging features were tested with Open Trade Everywhere endpoints: voice message,
message waiting indicator (MWI), forward unconditional, and no answer.

2. General Test Approach and Test Results

Open Trade is integrated with Communication Manager using SIP trunk between Open Trade
and Session Manager. Session Manager directs the call over SIP trunk to a specific destination
depending on the digits dialled. Compliance testing was executed manually by making calls to
and from endpoints on Open Trade. The test results and observations are listed in Section 2.2.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing
During interoperability compliance testing the following type of calls was made:

Basic Inbound/Outbound — Tests calls to/from Open Trade Everywhere endpoint with
simulated PSTN and Avaya endpoints.

Call Hold — Tests held calls to/from Open Trade Everywhere endpoint with simulated
PSTN and Avaya endpoints.

Supervised Call Transfer/Blind Call Transfer — Tests transferred calls to/from Open
Trade Everywhere endpoint with simulated PSTN and Avaya endpoints.

Call Conference — Tests conferenced calls to/from Open Trade Everywhere endpoint
with simulated PSTN and Avaya endpoints.

Call Forward — Tests forwarded calls to/from Open Trade Everywhere endpoint with
simulated PSTN and Avaya endpoints.

Call Information — Verify caller information (CLID) displayed on Open Trade
Everywhere endpoint for inbound and outbound calls to/from simulated PSTN and Avaya
endpoints.

Voicemail — Verify simulated PSTN and Avaya endpoints can leave voice message for
Open Trade Everywhere endpoint and MW!1 is properly activated on Open Trade
Everywhere. Open Trade Everywhere endpoint is able to retrieve voice message from
Messaging and MWI is turn off once the message is retrieved.

DTMF recognition — Verify DTMF entered on Open Trade Everywhere endpoint is
properly transmitted to Messaging.

Failover/Serviceability — Tests the behaviour of Open Trade when there are certain
failed conditions such as power failure and LAN failure on Open Trade SIP Server.
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2.2. Test Results

All tests passed successfully. Below is list of observations from the compliance test of this
solution.

1. Open Trade Everywhere does not update the “Contact” field in SIP message in actions such
as call transfer, conference during calls in which Avaya endpoints are participating, thus
preventing the displays of the Avaya endpoints from being updated.

2. Open Trade does not support media shuffling; therefore corresponding parameters must
be disabled on the relevant Communication Manager signaling group.

2.3. Support

For more information on IPC Open Trade and product support visit:
http://www.ipc.com/support/contact-us
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3. Reference Configuration

Figure 1 illustrates the setup used to verify the Open Trade solution with Session Manager,
Communication Manager, and Messaging. Open Trade SIP server is deployed on a dedicated
server running Windows 2008 R2 Enterprise. The test environment includes an interface to
simulated PSTN. The Open Trade solution included an Open Trade SIP Server and two Open Trade
Everywhere endpoints. The Open Trade SIP Server handled SIP signaling between the Open Trade
Everywhere endpoints and Session Manager.

PSTN
PRI Trunk Avaya Aura®
System Manager
Avaya Aura® —
Communication Manager Avayabura

Avaya G450 Media

Avaya Aura¥ Media Server

IPC Open Trade Everywhere
User2

Avaya 1608-1,9611G (H323),9641G (SIP)
IP Deskphones

SIP Trunk

lIPC Open Trade SIP Server

IPC Open Trade Everywhere
Userl

Figure 1: Reference Configuration Diagram
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura® Communication Manager in R017x.00.0.441.0
Virtual Environment 7.0.1.0.0-FP1
Avaya G450 Media Gateway 37.19.0

Avaya Aura® Media Server in

Virtual Environment 7.7.019 (FP1)

Avaya Aura® System Manager running on Virtualized

Environment 7.0.1.0

Avaya Aura® Session Manager running on Virtualized

: 7.0.1.0.701007
Environment

Avaya Aura® Messaging 6.3.3

Avaya 9641G, IP Deskphone (SIP) 7.0.1

Avaya 9608 IP Deskphone (H.323) 6.6029

Avaya 1608-1 IP Deskphones (H.323) 1.3 Release 9

IPC Open Trade SIP Server 6.0.0.0.41

IPC Open Trade Everywhere on 3.2.2.0

Windows 10 Pro
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with the necessary
licensing. It is assume that all extensions (H.323 and SIP) are already in place. Call routing and
dialing for Communication Manager IP Deskphones to Session Manager are already in place
therefore will not be discussed in this document. This section describes steps needed to route call
from Communication Manager to Open Trade. This section included following configurations:
e Verify System Parameters Customer Option
e Verify System Parameters Features
Administer Network Region
Administer IP Code Set
Administer SIP Signaling Group
Administer Trunk Group
Administer Route Pattern
Administer Dialplan
Administer Call Routing

5.1. Verify System Parameters Customer Option

Use the display system-parameters customer-options command to verify that Communication
Manager is configured to meet the minimum requirements to integrate with Open Trade. Those
items shown in bold indicate required values or minimum capacity requirements. If these are not
met in the configuration, please contact an Avaya representative for further assistance.
Maximum Administered SIP Trunks (Page 2), the number of available licensed SIP trunks
must be sufficient to accommodate the number of trunk members assigned to the trunk group
used to interface to Session Manager.

display system-parameters customer-options Page 2 of 12
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 4000
Maximum Concurrently Registered IP Stations: 2400
Maximum Administered Remote Office Trunks: 4000
Maximum Concurrently Registered Remote Office Stations: 2400
Maximum Concurrently Registered IP eCons: 68
Max Concur Registered Unauthenticated H.323 Stations: 100
Maximum Video Capable Stations: 2400
Maximum Video Capable IP Softphones: 2400
Maximum Administered SIP Trunks: 4000
Maximum Administered Ad-hoc Video Conferencing Ports: 4000
Maximum Number of DS1 Boards with Echo Cancellation: 80 0
(NOTE: You must logoff & login to effect the permission changes.)

O
(@]

ONRFH OO O OO
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5.2. Verify System Parameters Features

Use the change system-parameters features command to configure the system features as

shown in the following table. Trunk-to-Trunk Transfer, set this parameter to “all”.

display system-parameters features
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y

Page 1 of 19

Music (or Silence) on Transferred Trunk Calls? no

DID/Tie/ISDN/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred

Automatic Circuit Assurance (ACA) Enabled? n

Abbreviated Dial Programming by Assigned Lists? n

Auto Abbreviated/Delayed Transition Interval (rings): 2

Protocol for Caller ID Analog Terminals: Bellcore
Display Calling Number for Room to Room Caller ID Calls? n

5.3. Administer Network Region

Use the change ip-network-region command to assign an appropriate domain name to be used
for this solution, in this case is bvwdev.com and leave the rest of other fields as default value.

display ip-network-region 1 Page 1 of 20
IP NETWORK REGION
Region: 1
Location:
Name: Regionl
MEDIA PARAMETERS
Codec Set: 1
UDP Port Min: 2048
UDP Port Max: 8001
DIFFSERV/TOS PARAMETERS
Call Control PHB Value:
Audio PHB Value:
Video PHB Value:
802.1P/Q PARAMETERS

Call Control 802.l1p Priority: 6

Authoritative Domain: bvwdev.com

Stub Network Region: n

Intra-region IP-IP Direct Audio: yes

Inter-region IP-IP Direct Audio: yes
IP Audio Hairpinning? y

46
46
26

Audio 802.1p Priority:
Video 802.1p Priority:

H.323 IP ENDPOINTS
H.323 Link Bounce Recovery?
Idle Traffic Interval (sec):
Keep-Alive Interval (sec):
Keep-Alive Count:

o

5 AUDIO RESOURCE RESERVATION PARAMETERS
RSVP Enabled? n

y
20
5
5
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5.4. Administer IP Code Set

Use the change ip-codec-set 1 command to designate appropriated codec set used to
communicate with Session Manager, as shown below is ip-code-set used during compliance test.

display ip-codec-set 1 Page 1 of 2
IP CODEC SET

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)
1: G.711MU n 2 20
2: G.722-64K 2 20
3: G.729 n 2 20
4: G.711A n 2 20

5.5. Administer SIP Signaling Group

Use the “add signaling-group n” command, where “n” is any available signaling group number,
in this case “1”. Enter the following values for the specified fields, and retain the default values
for the remaining fields.

e Group Type:
Transport Method:
Near-end Node Name:
Far-end Node Name:

(195

sip
“tls”

An existing C-LAN node name or “procr” in this case.
The existing Session Manager node name.

2

Near-end Listen Port:
Far-end Listen Port:
Far-end Network Region:
Far-end Domain:
“bvwdev.com”.

An available port for integration with Open Trade.
The same port number as in Near-end Listen Port.
An existing network region to use with Open Trade.
The applicable domain name for the network, example

For Direct IP-1P Audio Connections, enter “n” since Open Trade does not support shuffling.

add signaling-group 1

Group Number: 1

IMS Enabled? n

Q-SIP? n

IP Video? n

Peer Detection Enabled? y

Near-end Node Name: procr
Near-end Listen Port: 5061

Far-end Domain: bvwdev.com

Incoming Dialog Loopbacks:
DTMF over IP:

eliminate
rtp-payload
Session Establishment Timer (min): 3

Page 1 of 1
SIGNALING GROUP

Group Type: sip

Transport Method: tls

SIP Enabled LSP? n

Enforce SIPS URI for SRTP? y
Peer Server: Others
Far-end Node Name: SM-VM
Far-end Listen Port: 5061

Far-end Network Region: 1
Far-end Secondary Node Name:

Bypass If IP Threshold Exceeded?
RFC 3389 Comfort Noise?

Direct IP-IP Audio Connections?
IP Audio Hairpinning?

8 B33

Enable Layer 3 Test? y

o

Alternate Route Timer (sec):
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5.6. Administer Trunk Group

Use the add trunk-group command to configure the SIP interface to Session Manager. Assign
values for this command as shown below where Signaling Group is a group created in Section 5.5.

add trunk-group 1 Page 1 of 22
TRUNK GROUP
Group Number: 1 Group Type: sip CDR Reports: y
Group Name: Trunk to SM on VM COR: 1 N: 1 TAC: #001
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: O
Service Type: tie Auth Code? n
Member Assignment Method: auto
Signaling Group: 1
Number of Members: 24

5.7. Administer Route Pattern

Use the change route-pattern <n>command, where <n> is the route pattern to route calls for Open
Trade extensions from Communication Manager to Session Manager. Assign values for this
command as following:

Pattern Name: Enter a descriptive name to identify the route pattern, example “To SM on
VM”.

Grp No: Enter the number of the SIP trunk which connects to Session Manager, which is
defined in Section 5.6.

change route-pattern 1 Page 1 of 3
Pattern Number: 1 Pattern Name: To SM on VM
SCCAN? n Secure SIP? n Used for SIP stations? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 1 0 0 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM Sub Numbering LAR
01 2M4WwW Request Dgts Format
l: yyyyyn n rest levO-pvt none
2: y yyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5: yyyyyn n rest none
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5.8. Administer Dialplan

In order that calls are routed to the extensions configured on the Open Trade solution, the
dialplan must be configured accordingly using the change dialplan analysis command. In this
case a 4 digit Dialed String beginning with 32 is routed to the uniform-dialplan (udp) table.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 3
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
1 4 ext * 4 fac
# 4 dac
32 4 udp
* 3 fac

5.9. Call Routing

These Application Notes assume that the relevant SIP and H323 stations are configured with
routing to Session Manager and PSTN. Use the change uniform-dialplan 3 command and
configure as shown below, where a matching pattern of 32 with length of 4 digits is sent to the
aar table.

change uniform-dialplan 3 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node
Pattern Len Del Digits Net Conv Num
30 5 0 aar n
32 4 0 aar n
50 5 0 aar n
52 5 0 aar n

Use the change aar analysis 0 command. Assign values for this command as shown in the
following table. In this case the Dialed String 32xx is routed using Route Pattern 1 where route
pattern 1 is a route to Session Manager as defined in Section 5.7.

change aar analysis 0 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 3

Dialed Total Route Call Node ANI

String Min Max Pattern Type Num Reqd

230 5 5 1 aar n

30 5 5 1 aar n

32 4 4 1 unku n
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6. Configure Avaya Aura® Session Manager

It is assumed that a fully functioning Communication Manager and Session Manager are in place
with the necessary licensing. Call routing and dial pattern for Communication Manager IP
Deskphones to Session Manager are already in place therefore will not be discussed in this
document. This section provides steps to configure SIP trunk on Session Manager with Open
Trade SIP server. These screens were captured after the compliance test for reference purpose.
The SIP trunk setup consists of following items:

e Manage an Adaptation for Open Trade

e Manage SIP Entity for Open Trade

e Manage Entity Link for Open Trade

e Manage Routing Policy for Open Trade

e Manage Dial Pattern for routing to Open Trade

Configuration is accomplished by accessing the browser-based GUI of System Manager using
the URL “https://<ip-address>", where <ip-address> is the IP address of System Manager. Log
in using the appropriate credentials.

& system Manager
File Edit View Favorites Tools Help

Aura® Systsm Manager 7.0

Recommended access to System Manager is via FQDN.

Go to central login for Single Sign-On User 1D:  admin
If IP addre: option, then note that
aulhent\catmn \wll fall m the fnl\owlng Eases Password: essesssss -

« First time login with "admin” account
+ Expired/Reset passwords Log On Cancel

el Cromacl s e i el Borl Epaoaliok apakid Changs Password
password manually, ain

Also note that single sign-on between servers in the same security

domain i n supporied when accessng v 1 adires. O supported Browsers: Intemet Explorer 9.x, 10.x or 11.x or Firefox 36.0,

37.0 and 38.

This system is restricted solely to authorized users for legitimate
business pumoses orly. The actusl o attemnted unaumenzen
odification of this system is strictly prohibited.

cally this is Pauls PBX so plea way if you are not Paul

Navigate to Routing, highlighted below.

Aura® System Manager 7.0 ([ S0

Administrators Communication Manager Backup and Restore
Directory Synchronization Communication Server 1000 Bulk Import and Export
Groups & Roles Conferencing Configurations
User Management Engagement Development Platform Events
User Provisioning Rule 1P Office Geographic Redundancy

Media Server Inventory

Meeting Exchange Licenses

Messaging Replication

Presence Reports

Scheduler
Session Manager Security
Work Assignment Shutdown

Solution Deployment Manager
Templates
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6.1. Manage an Adaptation for Open Trade

Select Adaptations from the left window for Open Trade and verify the following setup:
e fromto = true
e iodstd = bvwdev.com (or whatever the domain name is)
e ioscrd = bvwdev.com (or whatever the domain name is)

| oomains | e
Adaptation Details Commit | | Cancel
.
* Adaptation Name: ||pmdaptat\or|
* Module Name: |D|g|tCunvers|unAdapter ~ |
n " Module Parameter Type:
]
Regular —_— -
true
0
bvndev.com
O
bvwdewv.com
O
Select : All, None [T Pageof 2 kM
e odstd = IP address of Open Trade
e oscrd = IP address of Session Manager
Adaptation Details Commit | Cancel
General
* Adaptation Name: ipcAdaptabion
* Module Name: |DigitConversionAdapter z
Module Parameter Type: Name-Value Parameter .
Add | | Remove
D Nama - Valua
| |
199.29.1687.204
O |edstd
1 l10.97.228
D o:r\cd
Select : All, Nona M4 Page| 2 of2 # #i
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6.2. Manage SIP Entity for Open Trade

The following screen displays the detail of Open Trade SIP Entity. Verifying the following:
e Name: A descriptive name.
e FQDN or IP Address: Open Trade IP address.
e Type: Other.
e Adaptation: The adaption created in above Section 6.1.

Defaults may be used for the remaining fields.

ﬁ

* Routing + Mome [ Elements [ Routing / SIP Entities
Domains
e SIP Entity Details Commit | Cancel
Adaptations General
SIP Entities * Name: OpenTradeOther
Entity Links * FQDN or IP Address: |17 .29,182.204
Time Ranges Type:  Other .
Routing Policies HNotes:
Dial Patterns
Regular Adaptation: |ipeadaptation [ ]
Expressions Location: | []
S Time Zone: :Arnm'icm’Fur‘taluzo E

* SIP Timer BfF (in seconds): 4
Credential name:
Securable: []
Call Detail Recording: [none [
CommProfile Type Preference: | (o]

Loop Detection
Loop Detection Mode: | On El

Loop Count Threshold: |5

Leop Detection Interval (in msec): 200
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6.3. Manage Entity Link for Open Trade

The SIP trunk from Session Manager to Open Trade is described by Entity Links. Verify an
Entity link detail as listed below:

e Name: A descriptive name.

e SIP Entity 1: The Session Manager SIP entity.

e Protocol: The desired protocol.

e Port: Port number to which the other system sends SIP requests.

e SIP Entity 2: Select Open Trade SIP entity created in Section 6.2.

Note that Open Trade supports protocols UDP, TCP, and TLS, and UDP was used in the
compliance testing.

4+« Home / Elements / Routing / Entity Links
Help 2

Locations Entity Links Commit || Cancel

Adaptations

SIP Entities

Entity Links

i Deny
O [name SIP Entity 1 Protocol |Port SIP Entity 2 D‘v[;':rs;de Port c°"',':ic:v'°" New

O *[TeopenTrade * @ DavvmsM UDP || * 5060 *|Q OpanTradeOther O *|5060 trusted ~ [}

Select : All, None

6.4. Manage Routing Policy for Open Trade

Routing policies describe the conditions under which calls will be routed to the SIP Entities.
A routing policy must be added for Open Trade. To add a routing policy, select Routing Policies
on the left and click on the New button on the right (not shown). The following screen is
displayed. Fill in the following:
e Under General: A descriptive name in Name.
e Under SIP Entity as Destination: The appropriate SIP entity to which this routing policy
applies.

Help ?

m Home / Elements [ Routing / Routing Policies

.
Routing Policy Details Commit || Cancel
General
* Name: ToOpenTrade
i in|
an

Disabled:
0
* Retries: 0
Routing Policies etries:
Dial Patterns Notes:

L& NETS

i

SIP Entity as Destination
Expressions

o JET

Name FQDN or IP Addrass Type Notes

OpenTradeOther 1 .25.182.204 Other
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6.5. Manage Dial Pattern for Routing to Open Trade

Dial patterns must be defined that will direct calls to the appropriate SIP Entity. In the sample
configuration, 4-digit extensions 32xx route to Open Trade.

Under General:

Pattern: Dialed number or prefix.

Min: Minimum length of dialed number.

Max: Maximum length of dialed number.

SIP Domain: The applicable domain, example: bvwdev.com

Under Originating Locations and Routing Policies, the applicable location and routing
policy, for example the Belleville location and ToOpenTrade routing policy created in
Section 6.4.

Click Commit to create new Dial Pattern.

Home

Routing
« Home / El / ing / Dial [+
Help ?
Dial Pattern Details Commit | | Cancel
General
* Pattern: 32

Routing Policies

Dial Patterns
LT TIETS Emergency Priority:

Expressions Emergency Type:

Defaults SIP Domain: bvwdev.com |

* Min:
* Max:

4
4

Emergency Call: []
1

Notes: ToOpenTrade

Originating Locations and Routing Policies

Add Remove

1ltem Filter: Enable
Routing
\me | Originating Routing Policy Routing Policy Routing
[ | originating Location Name 4 | “2 L Ll o Name R D'::l;:d Destination Policy Notes
[0 eellevile Byl iy ToOPenTrade 0 OpenTradaOthar
Select : All, None
Denied Originating Locations
Add Remove
0 Items Filter: Enable
Originating Location Notes
Commit | Cancel
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7. Configure Avaya Aura® Messaging

It is assumed that the Messaging system is already in place, and providing service for Avaya
endpoints. The detailed administration for Messaging is beyond the scope of these Application
Notes, consult [4] for further detail. This section only shows administration of sites and mailbox
user for Open Trade Everywhere endpoints as follows:

e Administer Sites
e Administer User

7.1. Administer Sites
Below is the site example created during compliance test, Messaging number 5900 is used.

Avaya Aura® Messaging
System Management Interface (SMI)

This Server: serverd

Additional Additional
nnnnnnnnnn FolEeEslaEe Language Language

[s900 | [s200 ] [English (united States) |
Site External (Public Network) Dial Plan

escribe the public telephony network dial plan applicable to this site.
code:
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7.2. Administer User

Below is the list of mailbox users. Two users for Open Trade Everywhere endpoints with
Mailbox extensions 3241 and 3243 were created on Messaging.

Help Log OF

Administration / Messaging

Administration

Avaya Aura® Messaging
System Management Interface (SMI)

This Server: serverl

lessaging System (Storage)
User Management
Class of Service

Sitas

Topology

Storage Destinations
System Policies
Enhanced List Managemant
System Mailboxes

System Administration
User Activity Log Configuration
.eports (Storage)

Users

Info Mailboxes

Remote Users

Uninitialized Mailboxes
Login Failures

Locked Out Users

Sitas

Dormant Mailboxes

Full Mailboxes

Web Access

Reports

Users (Local)

First Last

Display:

Help

Moo= ey Site Mailbox Extension Language Storage In AA Class of Service Actions

\ | | [Choossone o [ || | [Chosss one ] [Chosse one v] [Chomssone v] [Chacssone o] =it
Reset

FourOne FourOne Default 3241 3241 Site Default Avaya Yes Standard

Test test Default 3243 3243 Site Default Avaya Yes Standard

OneFive  OFive Default 56105 56105 Site Default Avaya Yes Standard

testl testl OpenTrade3 56106 56106 Site Default Avaya Yes Standard

The detail of mailbox user 3241 for Open Trade Everywhere is displayed in the User Properties

screen below.

AVAYA

Help Log OF
Administration / Messaging

Administration

Avaya Aura® Messaging
System Management Interface (SMI)

Thiz Server: servarl

Messaging System (Storage)
User Management
Class of Service
Sites
Topology
Storage Destinations
Systzm Policies
Enhancad List Management
Systzm Mailboxas
Systzm Administration
User Activity Log Configuration

Users

Info Mailboxes

Remote Users

Uninitialized Mailboxes

Login Failures

Locked Out Users

Sites

Dormant Mailboxes

Full Mailboxes

Web Access

System Status

Alarm Summary

Voice Channels (Application)

Cache Statistics (Application)

Outhound Fax (Storage)

5erver Settings

Servar Role / AxC Address

5erver Settings (Storage)

Extarnal Hosts

Trusted Servers

Networked Sarvers

Rzquest Remote Updats

Dial Rules

Cluster

Systm Paramatars

Languages

Log Configuration

[MAP/SMTP Settings (Storage)

General Options

Mail Options

IMAP/SMTP Status

Telephony Integration
Telephony Domains

System Operations
Timeouts

User Management > Properties for FourOne FourOne

User Properties
First name:

Last name:
Display name:

ASCII name:

Site:

Mailbox number:

Email address:

Numeric address:

Extension:

[Feurone |

[Feurone |

[Feurone Fourone |

[Feurone, Fourone |

Default ~

FourOne.FourGne @serverl

W W W
<) <) <)
B B B
= = =

Include in Auto Attendant directory

Additional extension 1:
Additional extension 2:
Additional extension 3:
Additional extension 4:
Additional extension 5:
Additional extension 6:

Additional extension 7:

Class of Service:

Pronounceable name:

MWI enabled:

Standard

ol

ByCOS «

~

Help

PM; Reviewed:
SPOC 11/9/2016

Solution & Interoperability Test Lab Application Notes

©2016 Avaya Inc. All Rights Reserved.

18 of 31
IPCOT_CMSM7



8. Configure IPC Open Trade

Configuration on Open Trade was performed by IPC Administrator personnel, this section only
show the screenshot of configuration used during compliance test for information purpose.

8.1. Administer Carrier

On Open Trade SIP Server, start the Open Trade Administrator program, and login with the
appropriated credentials (not shown), In Open Trade Administrator, expand the Facilities
Management icon and select the Carriers menu element. As displayed in the screenshot below
AVAYA-SM carrier is created for Session Manager.

Administration 6.0.0.9/ Server: 127.0.0.1
File Edit ¥iew Tools Confiy Options ?

CFEXORH " BEB? 4®w®0 ¥

¥ (55 Open Trade@127.0.0.1 Name Description
v E Crganisations Management
v [& vREC
|:| Intercom Groups
¥ (& Business Entities
v EWnrk Groups
D Users

v E Facilities Management

Mumber of records: 33

L [ﬁ Peripheral equipments g —

|:| Resources Assignment Resource Links{1}
L [ﬁ Clusters
> [ﬁ Clustergroups (unicast interco) Eguipment name | Administrative name | Link number | Description
|:| Bridged lines AVATA-SM EQTO35-L001 1
¥ (& Telecom Management
v [& vREC
[ sites

|:| Routing rules
[ PN selaction rules
|:| Qutgoing Trunks
[ DID Agsignment

v [EL Contact Management

¥ (& vREC

|:| Contacts Directaries
[ wiG Contacts Views
|:| Fersanal Contacts Views
[ My view Contacts Views
|:| Eroadcast Graups
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8.2. Administer DID Prefixes

Navigate to Facilities Management - DID Prefixes menu item. Verify DID prefix created for
testing; in this case it is 324x.

Administration 6.0.0.9/ Server: 127.0.0.1

File Ecit Wiew Tools Confiy Options ?
FEXOHE B w90 5

¥ (& Open Trade@127.0.0.1 [ DID prefix | Desctiption
"EOrganisaliuns Management 15682
¥ (& VREC
|| Intercom Groups
v E Business Entities
¥ (55 work Groups

|| Users

¥ (55 Facilities Management
4 ﬁ Carriers
* [ DID Prefixes MNumber of records: 22
* |§ Peripheral equipments -
|| Resources Assignment J DD {10y T Links (2} T Filtered names (0} ]
» (B Clusters
» (B Clustergroups (unicast interco) DID number | Organisation
| | Bridged lines 3341 VREC
"ETEIEEDm Management 3342 VREC
v EVREC 3243 WREC
[ sites 3244 VREC
|| Routing rules géig EEEE
| | CPM gelection rules 3247 VREC
|| Outgoing Trunks 3248 YREC
|| DID Assignment 3249 VREC
v G Contact Management 3240 VREC

8.3. Administer DID Declaration

Expand the DID Declaration menu item, verify list of DID Declaration was created and
displayed in screenshot below where DID prefix is a prefix created in Section 8.2 and DID
number is a range of number Open Trade will receive the call for, in this case it is from 3240 to
3249. Organisation is preconfigured and the details are not covered here.

Administration 6.0.0.9/ Server: 127.0.0.1
File Edit wiew Tools Conflg Options 7
FEAXOHAEB?4Hw@O ¥
v [E Open Traded@127.0.0.1 | DID prefix | DID number | Qrganisation
¥ &5 Organisations Management 324% 3241 YREC
v &VREC 324x 3242 WREC
|| Intercom Groups 324x 3243 YREC
v & Business Entities 324dx 3244 VREC
¥ (55 Work Groups A24x 32448 VREC
L] Users 324% 3246 YREC
¥ (55 Facilities Management 224x 3247 VREC
> (& Cariers 324x 3248 YREG
Y& oo L — 324x 3249 VREC
] IIIZ.I Declaration 15582 1679 VRED
L4 ﬁ Feripheral equipments
. 324x 3240 YREC
|| Resources Assignment
L4 ﬁ Clusters
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8.4. Administer SIP Strategies

This section relates to how the SIP traffic to/from Avaya components will be routed. Navigate to
Facilities Management - Peripheral equipments - SIP Strategies, make note of existing
SIP strategy AVAYA _IPBX which will be used in configuring Peripheral Equipment in Section
8.5.

Administration 6.0.0.9/ Server : 127.0.0.1
File Edit Wiew Tools Config Options ?
GEX0OH TH®OO
¥ (& Open Trade@127.0.0.1 4| [strate.] StrategyName [inherite JSuper. JurDa. Jsues Jwomi.. Joutyo. JReque. JFrom_Jro_uri__Jrimer. Juinim. JoTwe__]cC
¥ (& Organisations Management ™ B V] | | [ ] V] a 4K
¥ (& VREC 14 TCS_NET W O O O 5 sip:%u... "%nam... sip:%u... (] 360 1
|| Intersom Groups 15 CUCM_IPBX o (] W ] 0 siptll.. "%nam.. "%nam... ] 1800 1
¥ (&5 Business Enlities 16 ASTERISK_IPBX U U 8 & o« sip%u.. sin%u.. sin%u. B 360 1
¥ [ work Groups 17 HIPATH_IPB: &) O W &) 0 sip:%u... "%nam.. "%nam... (] 1200 1
L] Users 18 SNOM_IPBX [ O [ i) 0 sipthll.. "%nam.. "%nam... ] 360 1
'EFE””“‘E_SME"EEE'"E”' 19 ALCATEL_IPEX ¥ O & ™ =« sip%u.. "%nam.. "%nam.. 1800 1
’Eca’”m 20 MATTERBOX_RE ¥ & M ™ =« Sip%u.. "%nam.. "%nam. & 120
v
DIDDT[:ESXET " 2 UPC_SIF_TRUNK M O 8 & =« sipeu. "Anony. “%nam ) GO0 1
L Db Declaration 27 VERINT_RECOR ¥ ¥ @ ®@ o« Sip:bu.. "%nam.. "%nam.. (] 90
'EF‘Enphera\equmems N
23 DEFAULT_IGWAU... M O o g s sip:%u.. "%nam... sipeu.. o 3840
AT —— 24 KEEP_ALVE M O O O o sip:%u.. "%nam... "%nam..[] 360 1
7| Recording Channel 25 WILESYS_ALTER M O O O o sip:u.. "%ham.. "%nam.. o 360 1
™ Conference zek CUSTOM 001 DEFAL.M [ M __ M o sip:%u.. "%nam.. "%nam. (V] 360 -
U « -
[ Resources Assignment
- Clusters . MNurmnber of recards: 3413
- [ﬁ Clustergroups (unicastinterco)
| " Bridged lines Parameter | Yalue |
¥ (& Telecorn Management supenise_resources ] A
¥ [ vREC UPDATE_supported [0
Sites SUBSCRIBE_supporter o]
= Routing niles MOTIFY_supported [
= outgoing_call_rmax_rate 0
L PN selection ules request_uri_tormat Sip%Usar@shdomain Saom
|| Dutgoing Trunks fram_uri_format "%name"=sip:%user@%bdomain.%part>
[ DID Assignment to_uri_format <sip:Buser@%domain:%port>
¥ (& ContactManagement timer_supported ]
v ﬁ VREC minimal_duration 360
Contacts Direch dirnf_payloads 101
L] Contacts Directories tmr_duration 40
L] Wi Gomtacts Views atf_gap 200
Personal Contacts Views kasictratinn_artivatad [F] X
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8.5. Administer Peripheral EqQuipment

Click on Peripheral equipments menu item and double click on peripheral equipment item
created for Avaya products during compliance test, in this case it is EQT035, AVAYA-SM.

Verify the following values in the Modify Peripheral equipment screen:
e Manufacturer —~AVAY A was selected from the drop down list.
e Product name ~AVAY A AURA was selected from the drop down list.
e SIP strategy ~AVAYA_IPBX was selected from the drop down list.
e Equipment name — enter a descriptive name, in this case AVAYA-SM.
e IP Address/ FQDN — enter the IP address of Session Manager.

Leave other fields with default value.

File Edit ¥iew Tools Confly Qptions 7

i XOHE ~ T W®O S

T T TR T ST

v E Organisations Management - Logical name Diomain Equipment name Manufacturer Froduct
¥ (& VREC EQTO03 RedBox-CTI-16 REDBOX CTI
Intercam Groups EQTO0S RedBoxFSP-17 REDBOX FSP
v E Business Entities EQTO0Y RedBoxCTI-17 REDBOX CTI

v pm
E Work Groups Modify Peripheral equipment

) Users Peripheral eguipment
¥ (& Facilities Management Cenn quip _ -

> ﬁ Carriers
¥ (& DID Prefives

Manufacturer | vy

L«

Logical narme Product name

L«

|| DID Declaration

EQTO35 | AYATAAURA

v = Peripheral egquipments
| 8IP Strategies
|| LinkiChannels SIP-¥ hame | cLUSTERDI-CABTOO! _J
|| Recording CGhannel :
|| Conference
|| Resources Assignment
> [ Clusters
> [ﬁ Clustergroups {unicastinte
| Bridged lines
v E Telecom Management

Equipment name SIP strategy

<)

AVAYA-SM | AYAYA_IPBY

SIP-XLogicaliname | ¢, | 57ERQ1-cABTO0T

Contact pararneters REsOUrces

| IF Address FFQDOMN | Telco Links 1

117010.97.238 & Recording channels 0
2
v ﬁ WREC Interco capacity
|| Sites 3 3 L
|| Routing rules 4 v
|| CPM selection rules )
| Qutgoing Trunks
|| DID Assignment
¥ (& Contact Management
¥ (& VREC
|| Contacts Directories
| WG Contacts Views
|| Personal Contacts View l Advanced configuration == J
iy Wiew Contacts Views

Conference bridges 0

Description

e

I Console

08/058/2016 17:47:19 - Administration &

Ok Restore Cancel
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8.6. Administer Link/Channels
Expand the Link/Channels menu item and double click equipment created in Section 8.5.
Verify the following values in the Update Telco Link screen which appears and click Ok.
e Link name — an identifying name.
e Carrier —use AVAYA the carrier created in Section 8.1.
e DID prefix — use the DID prefix created in Section 8.2
e Type —use IP from the drop down list.
e Number of channels — use 10.

Administration 6.0.0.9/ Server : 127.0.0.1

File Edit Wiew Tools Config Options 7

GEXOH MY 4§ ®DO ¥

T e IIGUU@I (AR RN
v [E Qrganisations Management
v (& VREC
E| Intercom Groups
v [E Business Entities
v [E Wark Graups
E| Users
v [E Facilities Management
> [ﬁ Carriers
v [E DID Prefixes
E| DID Declaration
v [E Feripheral equipments
[ sIP Strategies
LinkiChannels
E| Recording Channel
E| Conference
E| Resources Assignment
> ﬁ Clusters

E| Bridged lines
v [E Telecom Management
v [ VREC
[ sites
E| Routing rules
E| CPM selection rules
E| Qutgoing Trunks
E| DID Assignment
v [E Contact Management
v [ VREC
E| Contacts Directories
E| WG Contacts Views
E| Personal Contacts Views
|—L| iy Wiew Contacts Views

> ﬁ Clustergroups {unicast interco)

|o| [Equipm...|Logical name] Linkname | Camier | DiDprefix | Type | Interface | Channels |Moof
E@TO01  EQTOO01-LO... EQTOO01-LO.. @3IG 324x o E1 @Qsig Ter...[] 30

EQTO01  EQTO01-LO.. EQTOO1-LO... FT 15582 [} E115DN O a0
A ... EQTO35-L0... EQTO35-L0.. 32

Update Telco Link E2

—— Linkidentity
C : ;
Egquipment name: AvAYA-Sh Logical name: - p9e ) 1oy
[
L0l e EQTO35-L001
Description:

LTS

Link configuration

Carrier: AN v
DID prefix 124y ." Leased lines (Dissociated channels): [:l
U

Type: P .v' Recording warning beep tones:

MNumber of channels: 10

Interface: Mone

Ok Restore Cancel
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8.7. Administer Sites

Expand the Telecom Management - VREC->Sites, add a new site if need, below screenshot is
detail of site created during compliance test for Messaging where Consultation address: 5900 is
Messaging number.

Administration 6.0.0.9/ Server : 127.0.0.1 Modify Site %]

File Edit View Tools Config Oplions 7 Site

CEXOW " ®|7? sw

Name: VREC‘

Country. .F”‘""—B Time Zone: | £,roperparis \=)

v (@ carriers
[ Overflow prefices rules
¥ [ DID Prefixes
[ DID Declaration
¥ (@ Peripheral equipments
[ sIP Strategies
| LinkiChannels

SIP-X Intercluster
| I VPB resources
Clustergroups interconnection

| Routing rules

| Contacts Directories
[ WG Contacts Views
Parsonal Contacts Views
[ My View Contacts Views

L L Neandooot Craunn.

= Console

09/26/2016 10:38:57 - MDC 172.29.182.205:Pu
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Selected country

Country code:

Telecom parametars

NDD Prefic

IDD Prefix: 30

Deposit address.

[ Bridged ines MWI CPN matching [ short v
¥ (& Telecom Management =
v [ VREC
Recording

[ Recording Channel SpOlng 2alle
|| Conference Qutgoing access code: 0 na of dialling time-out
| "1 Resources Assignment
v (& Clusters Antifromboning (V)
[ 8iP-x
VPB resources Voice mail
v B Clustergroups (unicast interco) Consubation address: 5906

() same as consultation

[ CPN selection rules RESOMIAG SRID:cl| g v
| Outgoing Trunks
[ DID Assignment Turrets screen saver
& lj_comau wanagement No acthitytime-out .o | 4] minutes
¥ (& VREC 60 v

l 0k Restore Cancel

IEALS
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8.8. Administer Routing Rule

Expand the Telecom Management - Routing rules. Place the cursor in the blank section in the
right hand pane and right-click to create a new routing rule to Session Manager.

Enter the following values in the Modify Routing rule screen which appears and click Ok.
e Domain - select Public from the drop down list.
e Source prefix —there is no access code use during compliance, leave field blank.
e Carrier —select the carrier configured in Section 8.1.
e Target prefix — use default number, in this case it is 0.

Administration 6.0.0.9/ Server : 127.0.0.1
File Edit View Tools Confiy Options ?

CFEXOH BT H®R0 ¥

¥ (& Open Trade@! 27.0.0.1

| stathour [ courtry | Site | Domain Joutgoing ace..] Source prefix |

Carrier [ Targetprefix | Is activated |

v [E Organisations Management
¥ (& VREC
[ ntarcom Groups
v E Business Entities
¥ (& work Groups
E| Users
L4 ﬁ Facilities Managerment
¥ (5 Telacom Management
¥ [& vREC
[ sites
Routing rules
E| CPM selection rules
[ outgoing Trunks
E| DID Assignment
v [E Contact Management
v (& VREC
E| Contacts Directaries
[ wiG Contacts Views
E| Persanal Contacts Views
D My Wiew Contacts Views
[ Broadeast Groups

PR

@

PR

Maodify Routing rule | |

Routing rule

Start hour: [ Wone

|¥| [mone =] |None ¥

Country: lA” ‘,.]

Site: [ .'J

Site Outgoing Access code:
Frarm

pomain: | pygiig =

Source prefix

Carrier: [AVAYA "J

Target prefic 0

] 15 activated

Restore Cancel
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8.9. Administer Outgoing Trunk
Expand the Telecom Management 2VREC - Outgoing Trunks. Verify the following values in

the Modify Outgoing trunk screen.

e Name — Enter a suitable name for the outgoing trunk.
e Carrier — use the carrier created in Section 8.1 from the drop down list.
e Workgroups — add the appropriate workgroup, this is preconfigured and the details are

not covered in these Application Notes.

e Resources — use the peripheral equipment created in Section 8.5.

Administration 6.0.0.9/ Server : 127.0.0.1

File Edit ¥ew Tools Config Dptiohs ?

v E Work Groups
E| Users
L4 ﬁ Facilities Management
v E Telecorm Managerment
¥ [& vREC
[ sites
[ Routing rules
E| CPM selection rules
Outgoing Trunks
E| DID Assignment
¥ (& Contact Management
¥ [& vREC
[ Contacts Directories
E| WG Contacts Wiews
[ Persanal Cortacts Vies
E| My View Contacts View
[ Broadeast Groups

L1 Console

Cutgoing Trunk

CEXOHE DY s w0 &
¥ (& Open Tradeg@127.0.0.1 Marne | Carnier
v ﬁ Crganisations Management TO_FT FT
v (& vREC TO_QS5IG Q816
E| Intercom Groups
¥ (& Business Eniies

Mame: | TO_ayaYA

Carrier | pepa v

MNumber of records: 363

inistrative name

Workgroups
Marne [ Supplemertary name | BE add
YREC-WG YREC-BE
WREC-WG2 YREC-BE Rerriove
Resources
Type | Logical name | Administrative name ™
Link EQTO35-L0M EQTO35-L0M
Remuove
Cverflow trunks
Site | Trunk | Activated
REC Mohe O

035-L001

i
=
x|

. . N [a
08105/2016 17:47:19 - Administration
08/02/2016 11:41:67 - MDC 172.29.13 B ] | Restore | | Cancel |
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8.10. Administer User Voice Mail

Expand OpenTrade@127.0.0.1 - Organisation Management > VREC - Business Entities
- Work Groups = Users. List of existing Open Trade user is displayed (not shown). Double
click on USERO1, Modify User window is displayed with user details as shown below.

First name: USERD1 first Warkgraup: VREC-BEWREC-WG v
Last name: "L.ISEHEI‘ 2=t | Accounting department Mona _J
Display name: USER01 disp Supp. Display name: USERO1 supp
Authentication
Login: USERDT
FPassword F—— Login without passward: [
."-J:’th.-EDirectnr'.':INDnE 'J ca nection allowe
Description:
' A
L
_[CFN numl:uars] Authorized functions ] Turret setup options ] F orerarding T Recording [ 8P F.ccuurlt] Sites access ]
CPH type | GPMta use
SHORT 24
SPECIFIC
|_ Gk | | Restore | | Cancel |
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In Modify User window, click Forwarding tab to configure call forwarding. Click OK to save
changes and close the window.

nd IS b 0.9
| ESEERet S SN SY — Modify User ]

Edit View Tools Config

Elle
C, E x @ E y m First name ; USERD1 first ; Workgroup: LVREC-BENREGWO _'J
L imerurn eroups Lastname USERD] fast Accounting deparment | None |
¥ (& Business Entitie:
v (@ Work Groups | DiSPlayname: USERD! disp Supp. Display name: USERD! supp
K 8 Authentication
¥ (@ Facilities Management
¥ (@ Carriers Login: USERO1
| Overflow prefies .
oY P v Login without password, | |

¥ (@8 DID Prefixes
[ DID Declaration
¥ (@ Peripheral equipme
[ SIP Strategies
LinkiChannels
[ Recording Chani
[*) conference
[ Resources Assignn
¥ (& Clusters
[% siPx

onnection allowed

Active Directory. [ Nene

Description:

|<"'|

[ CPN numbers T Authorised functions ITunel selup options I Forwarding ] Recording I SIP AccoumT Sites access ]

_ VYPB resources
¥ (& Clustergroups (unic
[ sIP-¢Interciuster
[ vPB resources
| " Clustergroups in
[~ Bridged lines
¥ (& Telecom Management
v [@ VReC
[* sites
[ Routing rutes
[ cPN selection
Qutgolng Trunks
|~ DID Assignment
¥ (& Contact Management
¥ (4 VREC

& console

09/26/2016 10:39:57 - MDC 172
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| Select target

Name | Supp. Name | Address Type of forwarding
Volce mall Immediate
Voice mail If no answer

| External contact (¥ | Add |

Remaoya

If no answer imeout {sec): 5

[ ok | | Restore | | Cancel |
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9. Verification Steps

To verify successful configuration of Open Trade and Communication Manager a call is placed
between an Avaya endpoint and Open Trade Everywhere endpoint with the call getting answered

successfully and with two-way talk path.

To verify successful configuration of Open Trade and Messaging, on Open Trade Everywhere
endpoint dial Messaging number 5900, user heard announcement to enter password for the

mailbox and able to login and retrieve voice messages.

The following steps can also be taken to ensure the link is up between Open Trade and Session
Manager. Log into System Manager as per Section 6. From the main menu select Session

Manager as shown below.

Aura” System Manager 7.0

Directory Synchronization Communication Manager

Groups & Roles Communication Server 1000
User Management Conferencing
User Provisioning Rule 1P Office
Meeting Exchange
Messaging

Presence

Routing

Session Manager

Work Assignment

AT,
Administrators Collaboration Environment

Backup and Restore
Bulk Import and Export
Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Shutdown

Software Management

Templates

Navigate to System Status - SIP Entity Monitoring. Click on the SIP Entity that is to be
monitored (OpenTradeOther) from the list of SIP Entities at the bottom of the screen (not
shown), screenshot below shows Link Status of Open Trade SIP Entity OpenTradeOther is

UP.

*®

Home | Session Manager

4 Home / Elements / Session Manager / System Status / SIP Entity Monitoring
Dashboard

SIP Entity, Entity Link Connection Status
Administration This page displays detailed connection status for all entity links from all
Session Manager instances to a single SIP entity.

Help 7

Pr
All Entity Links to SIP Entity: OpenTradeOther
b Netwol
Configuration

Status Details for the selected Session Manager:

} Device and Location
Summary View
Configuration
» Application 1ltems  Refresh
Configuration SIP Entity

Session Manager Name = ® Port Proto.

SIP Entity O DevvmSM 10.29.182.204 5060 uopP

Monitoring

Managed
Bandwidth Usage
|

Conn. Status

200 OK

Reason Code

Filter: Enable

Link Status

up
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10. Conclusion

The interoperability of Open Trade from IPC with Avaya Aura® Communication Manager,
Avaya Aura® Messaging and Avaya Aura® Session Manager was completed successfully for
this specific setup. All issues and observations are outlined in Section 2.2.

11. Additional References

This section references product documentation relevant to these Application Notes.
Documentation for Avaya products can be found at http://support.avaya.com.

[1] Administering Avaya Aura® Session Manager, Release 7.0, Document Number 03-300509.

[2] Administering Avaya Aura® Communication Manager Release 7.0.1 03-300509 Issue 2.1
August 2016

[3] Avaya Aura® Communication Manager Feature Description and Implementation Release
7.0.1 555-245-205 Issue 2.1 September 2016

[4] Administering Avaya Aura® Messaging Release 6.3.3 Issue 1 June 2015

Product documentation for IPC Open Trade can be requested from IPC or may be downloaded
from http://www.ipc.com.

[5] EN_U006_SmartTurretCompact-V5.3
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