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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Presence Technology
Presence Suite R11.0 to interoperate with Avaya Aura®
Communication Manager R7.1 and Avaya Aura®
Application Enablement Services R7.1 — Issue 1.0

Abstract

These Application Notes describe the configuration steps for Presence Technology Presence
Suite to successfully interoperate with Avaya Aura® Communication Manager and Avaya
Aura® Application Enablement Services. Presence Suite is a multi-channel contact
management suite which handles voice, text chat, email and web contact mechanisms. Presence
Suite integrates with the Avaya solution by using the Telephony Services Application
Programmer Interface (TSAPI) provided by Avaya Aura® Application Enablement Services to
monitor and control agent stations, and handle routing of external calls.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect Compliance
Testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the compliance tested configuration using Presence Suite
R11.0 and Avaya Aura® Communication Manager R7.1 with Avaya Aura® Application
Enablement Services R7.1. Presence Suite is a multi-channel contact management suite able to
handle voice, e-mail and web chat contact mechanisms. The Telephony Services Application
Programmer Interface (TSAPI) provided by Avaya Aura® Application Enablement Services is
used to monitor and control agent stations, generate phantom calls for non-voice contacts and
handle routing of external calls. Presence Suite consists of a number of modules. Only the
following modules were tested:

e Presence Voice Outbound

e Presence Voice Inbound

e Presence Mail Interactions

e Presence Web Interactions

Upon starting the Presence Server application, the application automatically queries Avaya
Aura® Application Enablement Services for device status and requests monitoring. The Presence
Server specifies where to route each call and hence how to handle the calls, based on agent status
information that the application tracks from CTI device query results and event reports received
from Avaya Aura® Application Enablement Services.

2. General Test Approach and Test Results

Testing included validating the correct operation of typical contact centre functions including,
inbound and outbound service calls. Functionality testing included basic telephony operations
such as answer, hold/retrieve, transfer, and conference. This was carried out for the inbound and
outbound service calls. Email, web call back and web chat were also tested. Additional features
such as call capturing, direct agent transfer and malicious calls were tested. The serviceability
test cases were performed manually by busying out and releasing the CT1 link and by
disconnecting and reconnecting LAN cables.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in this DevConnect
Application Note included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
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supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and Presence Suite did not include use of any specific encryption features as requested by
Presence Technology.

2.1 Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability
testing. The feature functionality testing focused on verifying Presence Suite handling of TSAPI
messages in the areas of routing, call control and event notification. The serviceability testing
focused on verifying the Presence Suite ability to recover from adverse conditions, such as
stopping the TSAPI Service, taking the CTI link offline and disconnecting the Ethernet cable
from all the devices in the solution.

The following modules were tested.
Presence Voice Outbound
Presence Voice Inbound
Presence Mail Interactions
Presence Web Interactions

Calls were places to a VDN to test inbound calls, outbound calls were initiated by the Presence
Suite, both email and web chat were tested using phantom calls to route calls to the agent.

2.2 Test Results
All test cases passed successfully.

2.3 Support
Technical support can be obtained for Presence Technology Presence Suite as follows:
e Email: support@presenceco.com
e Website: WWW.presenceco.com
e Phone: +34 93 10 10 300
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 3 0f52

SPOC 2/7/2018 ©2018 Avaya Inc. All Rights Reserved. Presl1AES71


http://www.presenceco.com/

3. Reference Configuration

Figure 1 shows the network topology during interoperability testing. A Communication
Manager with an Avaya G430 Media Gateway was used as the hosting PBX. Presence Suite,
including Presence Agent PC’s, are connected to the LAN and controls the Avaya H323 and SIP
IP telephones via Application Enablement Services using TSAPI.

Avaya Aura® System
Manager R7.1

Avaya H.323 2w
Deskphone
@ Avaya Aura® Application Avaya Aura® Session Avaya Aura® Communication
% Enablement Services R7.1 Manager R7.1 Manager R7.1
Operators logged into TSAPI

Presence Agent R11.0

L
E

Avaya SIP
Deskphone

Avaya H.323

Avaya G430 Gateway Supervisor Handset

Presence Technology <
Presence Suite R11.0 Simulated

PSTN :
PSTN Caller

Figure 1: Avaya Aura® Communication Manager R7.1 and Aura® Application
Enablement Services R7.1 with Presence Technology Presence Suite Server R11.0
configuration
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4. Equipment and Software Validated
All the hardware and associated software used in the compliance testing is listed below.

Equipment/Software

Release/Version

Avaya Aura® System Manager running on a
virtual server

System Manager 7.1.1.0
Build No. - 7.1.0.0.1125193

Software Update Revision No:

7.1.1.0.046931
Feature Pack 1 Service Pack 1

Avaya Aura® Session Manager running on a
virtual server

Session Manager R7.1 SP1
Build No. —7.1.1.0.711008

Avaya Aura® Communication Manager
running on Virtual Server

R017x.01.0.532.0
R7.1.1.0.0 - FP1
Update 1D 01.0.532.0-23985

Avaya Aura® Application Enablement Services | R7.1
Avaya Aura® Media Server running on Virtual R78
Server '
Avaya G430 Gateway 37.42.0/1

Avaya 96x1 H323 Deskphone

96x1 H323 Release 6.6401

Avaya 96x1 SIP Deskphone

96x1 SIP Release 7.1.0.1.1

Presence Technology Presence Suite running on
Windows Server 2016

R11.0

Presence Technology Presence Client running
on Windows 7 SP1

R11.0
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5. Configure Avaya Aura® Communication Manager

The information provided in this section describes the configuration of Communication Manager
for this solution. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 10. The configuration and
verification operations illustrated in this section were all performed using Communication
Manager System Administration Terminal (SAT). The configuration operations described in this
section can be summarized as follows:

e Verify System Features

e Administer SIT Treatment for Call Classification

e Administer Hunt Groups, Vectors and VDN’s

e Administer Class of Restriction
Administer Agent Logins
Administer Agent Stations
Administer Phantom Stations
Note procr IP Address for AES Connectivity
Configure Transport link for AES Connectivity
Configure CTI Link for TSAPI Service

5.1 Verify System Features

Use the display system-parameters customer-options command to verify that Communication
Manager has permissions for features illustrated in these Application Notes. On Page 3, ensure
that Computer Telephony Adjunct Links? is set to y and Answer Supervision by Call
Classifier? is set to y as shown below.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 012 y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? vy Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? y DCS (Basic)? y
ASAI Link Core Capabilities? n DCS Call Coverage? y
ASATI Link Plus Capabilities? n DCS with Rerouting? y

Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? y DS1 Echo Cancellation? y

Attendant Vectoring? y
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On Page 6, verify the following customer options are set to y as shown below.
e ACD?”toy
e Vectoring (Basic)? toy
e Expert Agent Selection (EAS)?toy

display system-parameters customer-options Page 6 of 11
CALL CENTER OPTIONAL FEATURES
Call Center Release: 7.0
ACD? y Reason Codes? y
BCMS (Basic)? y Service Level Maximizer? n
BCMS/VuStats Service Level? y Service Observing (Basic)? y
BSR Local Treatment for IP & ISDN? y Service Observing (Remote/By FAC)? y
Business Advocate? n Service Observing (VDNs)? y
Call Work Codes? y Timed ACW? y
DTMF Feedback Signals For VRU? y Vectoring (Basic)? y
Dynamic Advocate? n Vectoring (Prompting)? y
Expert Agent Selection (EAS)? y Vectoring (G3V4 Enhanced)? y
EAS-PHD? vy Vectoring (3.0 Enhanced)? y
Forced ACD Calls? n Vectoring (ANI/II-Digits Routing)? y
Least Occupied Agent? y Vectoring (G3V4 Advanced Routing)? y
Lookahead Interflow (LAI)? y Vectoring (CINFO)? y
Multiple Call Handling (On Request)? y Vectoring (Best Service Routing)? y
Multiple Call Handling (Forced)? y Vectoring (Holidays)? y
PASTE (Display PBX Data on Phone)? y Vectoring (Variables)? y

Use the command display system-parameters features and on Page 1, verify that the Trunk-

to-Trunk Tranfer option is set to all as shown below.

display system-parameters features Page 1
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y

Music (or Silence) on Transferred Trunk Calls? no
DID/Tie/ISDN/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n

of

20
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On page 10 ensure that Station Tone Forward Disconnect is set to silence as shown below.

display system-parameters features Page 10 of 20
FEATURE-RELATED SYSTEM PARAMETERS

Pull Transfer: n Update Transferred Ring Pattern? n
Outpulse Without Tone? y Wait Answer Supervision Timer? n
Misoperation Alerting? n Repetitive Call Waiting Tone? n

Allow Conference via Flash? y
Vector Disconnect Timer (min): Network Feedback During Tone Detection? vy
Hear Zip Tone Following VOA? y System Updates Time On Station Displays? n

Station Tone Forward Disconnect: silence
Level Of Tone Detection: precise
Charge Display Update Frequency (seconds): 30

Onhook Dialing on Terminals?

Edit Dialing on 96xx H.323 Terminals?
Allow Crisis Alert Across Tenants?
Send DTMF Over Telecommuter Link?

< B BB

ITALIAN DCS PROTOCOL
Italian Protocol Enabled? n

Use the command display system-parameters features and on Page 11, verify that the Expert
Agent Selection (EAS) Enabled? option is set to y as shown below.

display system-parameters features Page 11 of 19
FEATURE-RELATED SYSTEM PARAMETERS
CALL CENTER SYSTEM PARAMETERS
EAS
Expert Agent Selection (EAS) Enabled? y
Minimum Agent-LoginID Password Length:
Direct Agent Announcement Extension: Delay:
Message Waiting Lamp Indicates Status For: station
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On page 12 ensure that ACW Agents Considered Idle is settoy.

display system-parameters features Page 12 of
FEATURE-RELATED SYSTEM PARAMETERS

AGENT AND CALL SELECTION
MIA Across Splits or Skills? n
ACW Agents Considered Idle? y
Call Selection Measurement: current-wait-time
Service Level Supervisor Call Selection Override? n
Auto Reserve Agents: none
Block Hang-up by Logged-in Auto-Answer Agents? n

CALL MANAGEMENT SYSTEM
REPORTING ADJUNCT RELEASE (determines protocol used by appl link)
CMS (appl mis) :
AAPC/IQ (appl ccr):

BCMS/VuStats LoginIDs? y
BCMS/VuStats Measurement Interval: hour
BCMS/VuStats Abandon Call Timer (seconds):
Validate BCMS/VuStats Login IDs? n
Clear VuStats Shift Data: on-login
Remove Inactive BCMS/VuStats Agents? n

20

On Page 13, verify that Call Classification After Answer Supervision option is setto y as

shown below.

display system-parameters features Page 13 of
FEATURE-RELATED SYSTEM PARAMETERS
CALL CENTER MISCELLANEOUS
Callr-info Display Timer (sec): 10
Clear Callr-info: next-call
Allow Ringer-off with Auto-Answer? n

Reporting for PC Non-Predictive Calls? n
Interruptible Aux Notification Timer (sec): 3

ASATI
Copy ASAI UUI During Conference/Transfer?
Call Classification After Answer Supervision?
Send UCID to ASAI?
For ASAI Send DTMF Tone to Call Originator?

KKK

19
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5.2 Administer Special Information Tones Treatment for Call

Classification

This form is used to specify the treatment of Special Information Tones (SIT) used for outbound
call management type calls with USA tone characteristics. Enter the change sit-treatment
command. Set the Pause Duration to 0.8 and Talk Duration to 3.0. Please note this may vary
depending on the country where the PBX is installed.

change sit-treatment

SIT TREATMENT FOR CALL CLASSIFICATION

Pau
Ta

SIT Ineffective Other:
SIT Intercept:

SIT No Circuit:

SIT Reorder:

SIT Vacant Code:

SIT Unknown:

AMD
se Duration
1k Duration

Treatment:
(seconds) :
(seconds) :

dropped
dropped
dropped
dropped
dropped
dropped

dropped
0.8
3.0

Page

1

5.3 Administer Hunt Groups, Call Vectors and Vector Directory

Numbers

In order for calls to be routed to agents, Hunt Groups (skills), Vectors, and Vector Directory

Numbers (VDN) must be ¢

5.3.1 Hunt Groups

onfigured.

Enter the add hunt-group n command where n in the example below is 98. On Page 1 of the
hunt-group form, assign a Group Name and Group Extension valid under the provisioned dial
plan. Set the following options to y as shown below.

e ACD?”toy
e Queue?toy
e Vector?toy

add hunt-group 98

Group Number:
Group Name:
Group Extension:
Group Type:

TN:

COR:

Security Code:
ISDN/SIP Caller Display:

Queue Limit:
Calls Warning Threshold:
Time Warning Threshold:

Page
HUNT GROUP

98 ACD?
PresenceInbound Queue?
4808 Vector?
ucd-mia
1
1 MM Early Answer?

Local Agent Preference?
unlimited

Port:
Port:

K

1

of

4
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On Page 2, set the Skill field to y as shown below.

add hunt-group 98 Page 2 of 4
HUNT GROUP

Skill? y Expected Call Handling Time (sec): 180
AAS? n
Measured: none
Supervisor Extension:

Controlling Adjunct: none

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n

Repeat the above steps to create a hunt groups for the outbound service, web chat and Email.

5.3.2 Vectors

Enter the change vector n command, where n is the vector number. The adjunct routing link
enables Presenceco Presence Server to specify the destination of a call. The adjunct routing
link number is defined by the position of the AESVCS link on page three of the ip-services (not
shown), in this case Server ID 1.

The call is then queued to the skill set out on the VDN in the 1st Skill field on the next page.

change vector 44 Page 1 of 6
CALL VECTOR

Number: 44 Name: DevConnect Vector
Multimedia? y Attendant Vectoring? n Meet-me Conf? n Lock? n
Basic? y EAS? vy G3V4 Enhanced? y ANI/II-Digits? y ASAI Routing? y
Prompting? y LAI? y G3V4 Adv Route? y CINFO? y BSR? vy Holidays? y
Variables? y 3.0 Enhanced? y

01 adjunct routing link 1

02 wait-time 2 secs hearing ringback

03 queue-to skill 1st pri m

04 wait-time 10 secs hearing music

05 goto step 3 if unconditionally
06 stop

07

08

09

10

11

12
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5.3.3 Vector Directory Numbers (VDN)

Enter the add vdn n command, where n is an available extension number. On Page 1 assign a
Name for the VDN and set the Vector Number to the relevant vector.

add vdn 4908 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 4908
Name*: PresencelInbound
Destination: Vector Number 44
Attendant Vectoring? n
Meet-me Conferencing? n
Allow VDN Override? n
COR: 1
TN*: 1
Measured: none Report Adjunct Calls as ACD*? n

VDN of Origin Annc. Extension*:
1st Skill*: 98
2nd Skill*:
3rd Skill*:

* Follows VDN Override Rules

5.4 Administer Class of Restriction

Enter the change cor x command where x corresponds to the Class of Restriction to be used for
the agent login IDs in Section 5.5. On Page 1, set the Direct Agent Calling to y. This will allow
agents to be called directly once they are logged in.

change cor 1 Page 1 of 23
CLASS OF RESTRICTION

COR Number: 1
COR Description: DefaultCOR PG

FRL: 7 APLT? y
Can Be Service Observed? y Calling Party Restriction: none
Can Be A Service Observer? y Called Party Restriction: none
Time of Day Chart: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? y
Restriction Override: none Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Fully Restricted Service? n
Group II Category For MFC: 7 Hear VDN of Origin Annc.? n
Send ANI for MFE? n Add/Remove Agent Skills? n
MF ANI Prefix: Automatic Charge Display? n
Hear System Music on Hold? y PASTE (Display PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? y
Can Use Directed Call Pickup? y
Group Controlled Restriction: inactive
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5.5 Administer Agent Logins

Enter the add agent-loginlD n command; where n is an available extension number. Enter a
descriptive name for the agent in the Name field. Ensure the COR field is set to 1 which relates
to the COR configured in Section 5.4. The Auto Answer field is set to station except for those
logins that will be used for outbound services. In that case, the field will be set to all. Configure a
password as required.

add agent-loginID 4405 Page 1 of 2
AGENT LOGINID
Login ID: 4405 AAS? n
Name: PresenceAgentl AUDIX? n
TN: 1 Check skill TNs to match agent TN? n
COR: 1

Coverage Path: LWC Reception: spe

Security Code: LWC Log External Calls? n
Attribute: AUDIX Name for Messaging:

LoginID for ISDN/SIP Display? n
Password:
Password (enter again):
Auto Answer: station

AUX Agent Remains in LOA Queue: system MIA Across Skills: system
AUX Agent Considered Idle (MIA): system ACW Agent Considered Idle: system
Work Mode on Login: system Aux Work Reason Code Type: system

Logout Reason Code Type: system

Maximum time agent in ACW before logout (sec): system
Forced Agent Logout Time: 8
WARNING: Agent must log in again before changes take effect

On Page 2, assign a skill to the agent by entering the relevant hunt group number created in
Section 5.3.1 for SN and entering a skill level of 1 for SL. In this case, an agent is able to handle
both inbound and outbound calls is created. Set the Direct Agent Skill to the Inbound hunt
group 98.

change agent-loginID 4405 Page 2 of 2
AGENT LOGINID
Direct Agent Skill: 98 Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL

1: 98 1 16:

2: 96 1 17:

3: 97 1 18:

4: 19:

CF 20:

GE

73

Repeat this task accordingly for any additional inbound or outbound agents required.
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5.6 Configure Agent Stations

For each station that agents will log in to, enter the command change station n, where n is the
station extension. On Page 1 ensure that IP SoftPhone is set to y as shown below.

change station 4000 Page 1 of 5
STATION
Extension: 4000 Lock Messages? n BCC: O
Type: 9608 Security Code: * TN: 1
Port: S00000 Coverage Path 1: 2 COR: 1
Name: 4000, H323User Coverage Path 2: COS: 1
Hunt-to Station: Tests? n

STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 4000
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

Customizable Labels? y

On Page 4, the following buttons must be assigned as shown below:
e aux-work — Agent is logged in to the ACD but is not available to take a call.
e manual-in — Agent is available to accept ACD calls.
e after-call — Agent state after the ACD call is completed. The agent is not available.
e release — State when the call is dropped.

change station 4000 Page 4 of 5
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: O
Building: Set Color:

ABBREVIATED DIALING
Listl: List2: List3:

BUTTON ASSIGNMENTS

1: call-appr 5: manual-in Grp:

2: call-appr 6: after-call Grp:

3: call-appr 7: release

4: aux-work RC: Grp: 8::
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5.7 Administer Phantom Stations

Presence Suite uses stations via AES to initiate calls on Communication Manager. These stations
will be used to place calls to customers for outbound services as well as to place calls to agents
in order to reserve an agent to handle the outbound call. Use the command add station n, enter a
descriptive name for Name, the Type should be set to 6408D+ and enter X for the Port.

add station 4850 Page 1 of 5
STATION
Extension: 4850 Lock Messages? n BCC: O
Type: 6408D+ Security Code: TN: 1
Port: X Coverage Path 1: COR: 1
Name: PresencePhantom Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 2 Personalized Ringing Pattern: 1
Data Module? n Message Lamp Ext: 4850
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english

Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n
Remote Office Phone?
IP Video? n

S

5.8 Note procr IP Address for Avaya Aura® Application Enablement
Services Connectivity

Display the procr IP Address by using the command display node-names ip and noting the IP
address for the procr and AES (AES71vmpg).

display node-names ip
IP NODE NAMES

Name IP Address
AES71vmpg 10.10.40.43
AMS71vmpg 10.10.40.49
GW71lvmpg 10.10.40.15
SM70vmpg 10.10.40.12
SM71vmpg 10.10.40.52
default 0.0.0.0
procr 10.10.40.47
procro6 H
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5.9 Configure Transport Link for Avaya Aura® Application
Enablement Services Connectivity

To administer the transport link to AES use the change ip-services command. On Page 1 add an

entry with the following values:

Service Type: should be set to AESVCS.

Enabled: settoy.

Local Node: set to the node name assigned for the procr in Section 5.8.

Local Port Retain the default value of 8765.

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765

Go to Page 4 of the ip-services form and enter the following values:
e AE Services Server: Name obtained from the AES server, in this case AES71vmpg.
e Password: Enter a password to be administered on the AES server.
e Enabled: Settoy.

Note: The password entered for Password field must match the password on the AES server in
Section 6.2. The AE Services Server should match the administered name for the AES server,
this is created as part of the AES installation, and can be obtained from the AES server by typing
uname —n at the Linux command prompt.

change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
i1g AES71vmpg KKk Kk kK kK v idle

23
32

5.10Configure CTI Link for TSAPI Service

Add a CTI link using the add cti-link n command. Enter an available extension number in the
Extension field. Enter ADJ-IP in the Type field, and a descriptive name in the Name field.
Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 4499
Type: ADJ-IP
COR: 1
Name: AES71lvmpg
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6. Configure Avaya Aura® Application Enablement Services
Server

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:

e Verify Licensing

Create Switch Connection
Administer TSAPI link
Create CTI User

Enable CTI Link User
Identify Tlinks

6.1 Verify Licensing

To access the maintenance console, enter https://<ip-addr> as the URL in an Internet browser,
where <ip-addr> is the active IP address of AES. The login screen is displayed, log in with the
appropriate credentials and then select the Login button.

AVAyA Application Enablement Services

Management Console

Please login here:

Login | | Reset

Copyright A®) 2009-2016 Avaya Inc. All Rights Reserved.

The Application Enablement Services Management Console appears displaying the Welcome to
OAM screen (not shown). Select AE Services and verify that the TSAPI Service is licensed by
ensuring that TSAPI Service is in the list of services and that the License Mode is showing
NORMAL MODE. If not, contact an Avaya support representative to acquire the proper license
for your solution.

AE Services H
CVLAN AE Services
DLG
IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
DMCC Changes to the Security Database do not reguire a restart.
SMS
| serviee | |
TSAPI
ASAL Link Manager /A Running N/o
TWS VLA .
CWLAN Service CNLINE Running NCRMAL MCODE
Communication Manager . n
Ten e DLG Service CFFLIMNE Running M/ A&
» Licensing DMCC Service CNLIME Running MNORMAL MODE
. ITSJ'\PI Service CHNLINE Running MNORMAL MCODE I
» Maintenance =
Transport Layer Service M/ A Running M/ A
Networking
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6.2 Create Switch Connection

From the AES Management Console navigate to Communication Manager Interface >
Switch Connections to set up a switch connection. Enter in a name for the Switch Connection to
be added and click the Add Connection button.

AVAyA Application Enablement Services

Management Console

Communication Manager Interface | Switch Connections

» AE Services

- Communication Manager Switch Connections
Interface
Switch Connections |CM?Lvmpg | | Add connection |
Dial Plan Connectmn Name Processor Etheme.t Hsg Period

High Availability ’—”—”—”7

} Licensing

| Edit Connection || Edit PE/CLAN IPs | | Edit H.323 Gatekeeper || Delete Connection || Survivability Hierarchy |

» Maintenance

In the resulting screen enter the Switch Password, the Switch Password must be the same as that
entered into Communication Manager AE Services Administration screen via the change ip-
services command, described in Section 5.9. Default values may be accepted for the remaining
fields. Click Apply to save changes.

Connection Details - CM71vmpg

Switch Password T
Confirm Switch Password |uuuuuuu
Msg Pernod 30 Minutes (1 - 72)

Provide AE Services certificate to switch
Secure H323 Connection

Processor Ethernet L

| Apply || Cancel |

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 18 of 52
SPOC 2/7/2018 ©2018 Avaya Inc. All Rights Reserved. Presl1AES71



From the Switch Connections screen, select the radio button for the recently added switch
connection and select the Edit CLAN IPs button (not shown).

Switch Connections

|CM?lumpg | | Add Connection |
—— Msgperod |
* CM7lvmpg Yes 30 1

| Edit Connection || Edit PE/CLAN IPs || Edit H.323 Gatekeeper || Delete Connection || Survivability Hierarchy |

In the resulting screen, enter the IP address of the procr as shown in Section 5.8 that will be
used for the AES connection and select the Add Name or IP button.

Edit Processor Ethernet IP - CM71vmpg

10.10.40.47 | Add/Edit Name or IP |
[10.10.40.47
\aBiasks

6.3 Administer TSAPI link
From the Application Enablement Services Management Console, select AE Services - TSAPI
- TSAPI Links. Select Add Link button as shown in the screen below.

AVAyA Application Enablement Services
Management Console

AE Services | TSAPI | TSAPI Links

CWLAN TSAPI Links
DLG n = _ "

 lnk | SwichComedion | SwtchCritimks |
| | | |
SMS

| Edit Link || Delete Link |

TSAPI

= TSAPI Links
= TSAPI Properties

TWS
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On the Add TSAPI Links screen, enter the following values:
e Link: Use the drop-down list to select an unused link number.

e Switch Connection: Choose the switch connection CM71vmpg, which has already been
configured in Section 6.2, from the drop-down list.

e Switch CTI Link Number: Corresponding CTI link number configured in Section 5.10.

e ASAI Link Version: This can be left at the default value of 7.

e Security: This can be left at the default value. The value both was used in this test.

e Once completed, select Apply Changes.

Edit TSAPI Links

Link 1

Switch Connection CM71vmpg T
Switch CTI Link Murmnber|1 ¥

ASAT Link Version i

Security Both v

| Apply Changes || Cancel Changes || Advanced Settings |

Another screen appears for confirmation of the changes. Choose Apply.

Apply Changes to Link

Warning! Are you sure you want to apply the changes?
These changes can only take effect when the TSAPI server restarts.

‘1" please use the Maintenance -> Service Controller page to restart the TSAPI server.

| Apply || Cancel |

The TSAPI Service must be restarted to effect the changes made in this section. From the
Management Console menu, navigate to Maintenance - Service Controller. On the Service
Controller screen, tick the TSAPI Service and select Restart Service.

N Communication Manager Service Controller
Interface

)} Licensing | service  |controller status

* Maintenance [T asar Link Manager Running

] . RUAR

Date Time/MNTP Server r DMCC Service unning

i T cuLan servi RURRING
Security Database ervice |

™ DLG servies Running

Service Controller )
- Transport Layer Service Running

Server Data ; -
||75TSAPI Service Runmngl

» Netwaorking

» Security For ststus on actual services, please use Status and Control

} Status Star‘tl Stop I Restart Service I Restart AE Server |
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6.4 Create Avaya CTI User

A User ID and password needs to be configured for the Presence Suite server to communicate as
a TSAPI client with the Application Enablement Services server. Navigate to the User

Management - User Admin screen then choose the Add User option (not shown). In the Add
User screen shown below, enter the following values:

e User Id - This will be used by the Presence Suite Server in Section 7.1.
e Common Name and Surname - Descriptive names need to be entered.

e User Password and Confirm Password - This will be used with the User Id in Section

7.1.

e CT User - Select Yes from the drop-down menu.

Complete the process by choosing Apply at the bottom of the screen (not shown).

User Management | User Admin | List All Users

} AE Services

N Communication Manager
Interface

» Licensing

+ Maintenance
» Networking
} Security

} Status

* User Management

Service Admin

User Admin
= Add User

Change User Password
List All Users

= Maodify Default Users

Search Users

Edit User

* User 1d

* Commeon Name
* Surname presence

User Password

Confirm Password l:l
Admin Note l:l
Avaya Role |None "l
Business Categary l:l
Car License l:l
e Hnl‘l‘e ,—|
CT User Yas ¥

Department Number

» Utilities Dizplay Name l:l
I —

The next screen will show a message indicating that the user was created successfully (not

shown).
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6.5 Enable Unrestricted Access for CTI User

Navigate to the CTI Users screen by selecting Security - Security Database - CTI Users -
List All Users. Select the user that was created in Section 6.4 and select the Edit option (not
shown). The Edit CT1 User screen appears. Check the Unrestricted Access box and Apply
Changes at the bottom of the screen.

Security | Security Database | CTI Users | List All Users

» AE Services

Communication Manager Edit CTI User
Interface
» Licensing User Profile: User ID ctiuser
T Common Name ctiuser
} Maintenance
Wworlctop Mame |NONE 'I
» Networking -
| Unrestricted Access |
¥ Security
Account Management Call and Device Contral: Call Origination/Termination and Device Status INDne 'I
Audit
T ——— Call and Device Monitoring: Device Monitoring |NDne 'I
Enterprise Direchory Calls On & Device Monitoring |NDne 'I
Host A4 Call Monitoring [l
P& . . . .
Routing Control: Allow Routing on Listed Devices INDne 'I
Security Database
| Apply Changes I Cancel Changes
= Cantral
= CTI Users

= List All Users
= Search Users

A screen (not shown) appears to confirm applied changes to CTI User, choose Apply. This CTI
user should now be enabled.
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6.6 Identify Tlinks
Navigate to Security - Security Database - Tlinks. Verify the value of the Tlink Name.
This will be needed to configure Presence Suite in Section 7.1.

AVAyA Application Enablement Services

Management Console

Security | Security Database | Tlinks

» AE Services

Communication Manager Tlinks
Interface

High Availability Tlink Mame
B AVAYAZCM7IVMPGECSTAZAESTIVMPG

AVAYAZCM7 IVMPGZCSTA-S7AESTIVMPG

Delete Think

» Licensing

} Maintenance
» Networking
- Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PaM

Security Database

= Control

CTI Users

= Devices

= Device Groups
= Tlinks

= Tlink Groups
= Worktops
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7. Configure the Presence Suite Server

The Presence Suite includes the Presence Server, Presence Mail Interactions Server, Presence
Web Interactions Server, Presence Administrator, Presence Web Supervisor, and Presence
Agent. The Presence Server and the Oracle database were pre-installed on the same machine for
convenience during the compliance testing. The Presence server was configured and provided by
Presence Technology. An outline of the configuration relevant to the Avaya solution integration
is detailed below.

7.1 Presence Server Configuration

Launch the Presence Server configuration application by double clicking the pcoservercfg.exe
located in the pre-installed Presence folder on the Presence Server (not shown). Select the
Identification option from the menu on the left side of the screen, enter the Server name as
PRESENCE SERVER as used for the identification of the server. The Port can be set to 6100.
Note that the actual value for server port can vary.

|dentific:ation
Database
o e Prezence will uze the following infarmation to identify the server in
Authentication '_E\J a retwork, which may consist of multiple installed servers.
General
Switch [] Enable Presence Server as unified server: T
Prirnary link Presence Server
Outhaund link = M ame: |F'F!E5ENEE_SEFWEF| Change...

Servers Port: | E100
Licenze Cerver id:

SNMP [ ] Enable high availability support
Alarms
Tracing

Statisticz Server

Storage
Inbound
Internet
Tracing
k. Cancel
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Select General from the menu on the left side of the screen. If desired, the Maintenance
configuration values can be altered here, for the compliance test the default values were retained.

|dentification

Databaze

o Maintenance configuration values
Authentication

Bzl Check. for pending outbound calls every seconds

Switch Mirirurn time between queue updates in zerver
L [ir minutes]. I a queue is updated within a shorter

Primary lirk interval, a warning will be tiggered in zerver:

Outbound links . . . .
Time for rearganizing queues in server. Thiz iz a

Sarvers Egtrlfulzj?ll-ngr?g::ss which may affect the server
Heense Keep server events from last daps
SHMP
Alarmsz Dther
Tracing Length of area codes: IE digitz
Statiztics Server

Storage

Inbound

Interet

Tracing

k. Cancel
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Select the Switch option from the menu on the left side of the screen. The System login to be

assigned to contacts not handled by an agent (CT1 login) field should be set to a value

supplied by Presence, the value used for this configuration is 99999. Check the Specify
phantom extension for preview mode checkbox and enter the phantom extensions configured

in Section 5.9.
Presence Server Configuration >
|dentification
Databaze
suthenticat Switch configuration walues
uthentication
Prefis for outgoing calls:
yztem login to be azzigned to contacts not
Switch handled by an agent [CTI login: 93333
Fri link Syzstem login to be azzigned to contact: handled
fima i by robodialer [robodialer login): 43338
Cutbound links
Freview mode
Servers
T Specify phantam extensions
Ieense To specify phantom extenzions, you can enter extension ranges in the
SHMP farm [Rangel-Range?). Use a semicolon to separate ranges.
Alarms
| 4850
Tracing
Statiztics Server Prezerice [WE
Storage Port for integratior: | 9090
Inbaund Service extenzion [YOM] far rauting: I:I
Internet
Tracing
(] Cancel
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Select the Primary link menu on the left side of the screen and choose the Edit button to enter a
value.

Presence Server Configuration >
| dentification
Databaze
o 'ou must gpecify a primary CT1 link which will be uzed as default link. You

Authentication may specify backup primary links in case that the primary link iz down,
General
S witch Frimary link.:

) ' AVAYARCM 7 TVMPGHRCS TABAES 7 1IVMPG Edit
Prirary link.
Outbound links Lizt af backup linksz
Servers CTl link name
Licensze
SHMP Up
Alarms i
Tracing

Statigtics Server

Storage Add Edit Remove
Inbround
Intermet
Tracing
ak. Cancel

In the resulting pop-up box enter the Tlink name from Section 6.6 in the Name field. For the
User and Password fields enter the user name and password configured on the Application
Enablement Services in Section 6.4. Click OK.

Prirnary CTI link data >

CTI link. configuration data

M amne: -'-"l."-.-".-"-'l."'|"'.-'l'-.1¢I:ZI-.-1 FYMPLGHCS TARAES FTVMPG

Ilzer; | presence |

Pazzwaord: | 20800008 |

Cancel
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7.2 Presence Service Configuration

A number of services for inbound, outbound, email and internet were configured via the
Presence Administrator. This section covers the basic configuration for each type of service.
Please refer to Section 10 for detailed documentation on configuring Presence Suite services.

7.2.1 Logging in to Presence Administrator

Launch the Presence Administrator application by double clicking the pcoadmin.exe located
in the Presence folder (not shown). The username and password that appear in the User and
Password fields are created during the Presence Server installation.

i | suario: | plesence |

L Corbrasefia |oooioooo |

N
Q{—q | Servidor: | PRESENCE_SERVER

7.2.2 Outbound Service

After logging in to Presence Administrator the following screen will be displayed. Select
Services - Outbound from the Presence Administrator main menu on the left hand side. Click
the New button to configure an outbound service.

Object  Service Utilities Recording  System  Help

™ e - ] @
op [ N @ % 8% 9
Mew Edit Dizable | 0. codes Loads Queues Files Utilibes Changes

Services

Ti Mame Outhound type
l\a'/' PRESEMCE QUTBOUND Frogressive

Outbound

&

Inbiound

ACD
Spstem

Qutbound services: 1 Enabled: 1 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the outbound service. In the Outbound type field select the type of outbound service, this
specifies the mode in which the outbound service will operate, for further details of the type of
outbound service available please refer to documentation in Section 10. In the Calling hours
field set the time range for which the outbound service will be active. All other fields are left
with their default values.

Cutbound service Iﬁ

General

Integration

& Contact information

& ACD Id: | 200

. Outbound options

2 Call analysis Mame:; |[FRESEMCE OUTEOURMD

Pl tasimums

€9 Queues

) Schedule Resource profile: | General

@ Softphone

8 Alternative phones Stop reazons: [[.-’-'-.II] i

& Time zomes

2 Do-Mot-Call lists S cheduled calling hours

&) Sounds

| Custam buttonz

=4 Custarn fields Limnit date: 14122017
= Record

2% Contact
i@ Recording Outbound calling hours: | 03:00-27:00

Cutbound type: [ Frogreszive -

Do naot schedule records far the last | 15 mirtes of a time range

| Aazistance
i) Other
& Logo

] | ’ Cancel
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Select ACD from the left hand side menu and moving to the right. In the Extension/Skill field
enter the extension number assigned to the outbound hunt group configured in Section 5.3.1. In

the VDN/SE field enter
5.3.3. In the test configu
<<Primary CTI Link>
be specified. All other fi

the VDN number assigned to Outbound calls configured in Section
ration only one CTI link was configured so the CTI Link field is set to
> if multiple CTI links exist on the system then the specific CTI link can
eld may be left at their default values.

Outbound service

X

General
Inbegration
& Contact infarmation
= ACD
. Outbound options
& Call analpsiz
Pl Masimumes
€3 Queuss
) Scheduls
@ Softphone
8 Alternative phones
0 Time zones
€2 Do-Mat-Call ligts
@) Sounds
#| Custom buttons
=4 Custom figlds
& Record
2% Contact
5@ Pecording
| Aszistance
aop Other
ba| Logo

=
ACD Itemsz
ExtensionSkill: | 4308

YDM/SE: 4306

CTl link: | <<Primnary CT1 links >

Ilze primary CT1 link in caze that CT1 link iz not connected

[] Maximum number of concurrent service calls;

[7] Check agent availability

inimurn number/percentage of available agents

(] l ’ Cancel
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Select Call analysis from the left hand side menu. The fields in the right hand side define how
the outbound service should behave following an unsuccessful attempt at contacting the
customer. For testing, the Detect answering machine and fax box are checked and the No. of
rings for ‘No answer’ is set to 6, as shown in the screen below. Click OK to complete the
outbound service configuration.

Cutbound service Iﬁ
General fa

Inbegration

& Contact information
& ACD

¥ Outbound options
£ Call analysis

Detection zettings

Detect answenng maching and fax

Ma. of rings for Mo answer’; B

Bl tasimurns

@ [ueues Anzwening machines

) Scheduls Enable redirection far answenng machines
@ Softphone

8 Alternative phones

& Time zomes

3 Do-Mat-Call lists [l. code for answening machine:

@) Sounds

@ Custom buttons

=4 Custom figlds
= Record
2% Conkact

@ Recording

| Assistance
e Other
b Logo

(] l ’ Cancel
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7.2.3 Inbound Service

To configure an inbound service, from the left hand side select Services = Inbound from the
Presence Administrator main menu. Click the New button.

Object  Service Utilities Recording System  Help

=@ P B N BN

Mew  Edit Enable Dizable | (. codes Files Utiliies Changes

e o I

L\ = PRESENCE INEOUMND

Outbound

<

Inbound

ACD

Syztem

Inbound services 1 Enabled: 1 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the inbound service. All other fields are left with their default values.

Inbound service ﬁ

General
Irtegration

& Contact information
& acD \d: [ 100
{,'__.f Call capturing
@ Softphone

& Malicious calls
@ Sound:

B Stop control Stop reasons: [ [4ll -|
2 Do-MotCall lists
@ Custom buttons
£ Custarn fields
@ Recarding

4 Service levels
| Assistance

i Other

x| Logo

Marme: PRESEMCE INBEQUMND

Resource profile: [General "’]

QE. | ’ Cancel
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Select ACD from the left hand side menu and moving to the right, under the heading Skills enter
the skill group extensions configured in Section 5.3.1 that will handle inbound calls in the
untitled box (this includes email and web chat call types) and click Add. The skill group
extensions will then appear to the left in the Extension/Skill box. Under the heading VDN/SE
enter the VDN configured in Section 5.3.3 that will handle inbound calls in the untitled box and
click Add. The VDN will then appear to the left in the VDN/SE box.

Remove

Inbound service ﬁ
General @
Integration
g Eggtact infarmation Ekills
@ Call capturing Extenzion/Skil =
T Softphone 4303
& Malicious calls

B Stop contol
£2 Do-MNot-Call lists
& Custorn buttong
Eb Custorn figlds

i@ Recording YDMN/SE
9 Ser*_-.fu:e lewvels VON/SE =
| Assistance
u Other 4508 add
ba| Logo
k. l ’ Cancel
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Select Call capturing from the left hand side menu and moving to the right, select the Enable
call capturing. Force routing to agent who captured the call was checked for this compliance
testing but is each users preference. These options allow an agent to mark an inbound call so that
if the caller rings back while that agent is logged onto the system, the call will be routed again to
the agent who tagged the call.

Inbound service L&J

General @g

Integration
& Corkact information ol =i

& ACD ]
=) 5 v
e Call captuing Enable call capturing

T Softphone Force routing to agent who captured the call

& Malicious calls

& Sounds

B Stop control

3 Do-Mot-Call lists

#| Custom buttong

4 Custom figlds

@@ Recording

2 Service levels
| Assistance

aod Otker

& Logo

[] Automatically capture calls for 0

] l ’ Cancel
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Select Malicious calls from the left hand side menu and moving to the right, select the Enable
malicious calls detection check box. This option allows agents to mark calls as malicious, so
that the caller can be directed to another location such as a supervisor position if they call back
again. In the Target extension field enter the extension that any malicious calls will be re-
directed to. In the VDN/SE to control field select the VDNSs this option will be available on.

Inbound service lﬁ

General ‘
Integration
& Contact information
i ACD
> Call capturing Target extenzion: 41071
@ Softphone
& Malicious calls WDMN/SE to contral: | /] 4903
&) Sounds
B Stop contral
&2 Do-Mot-Call lists
#| Custom buttons
*} Customn figlds
G@ Pecording
o Service levels

| Assistance
&) Other

& Logo

Enable malicious call: detection

(] l ’ Cancel
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Select Other from the left hand side menu and moving to the right, select the Enable direct
transfer to agents of this service check box. Enter the direct agent transfer VDN assigned in
Section 5.3.3 in the Use the following VDN/SE for transfer field. Click OK to complete the
inbound service configuration.

Inbound service L&J
General %,::;—I'
[ntegration
& Contact information After-call work
i ACD
€ Call capturing [ Mirimum after-call work time:
@ Softphone . .
& Malicious calls [] M aximum after-call work: time:
& Sounds
B Stop contal
2 Do-Nat-Call lists Uze g code only if contact has not yet been qualified
é‘ Custom I:.nuth:lns Tranzfer to agents
=/ Custom fields E i ] ]
ﬁ Recording E nable direct transter to agentz of thiz service
24 Service lewels IJze the following WDMASE for transfer: | 4908 -
| Assistance
£od Other Outgoing calls identification
| Logo [] Enable outgoing calls identification
], l ’ Cancel
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7.2.4 Email Service

To configure an email service, from the left hand side select Services - Mailboxes from the
Presence Administrator main menu. Click the New button.

Object  Service Utilities Recording System  Help

= b B W ¥ 5B ¥

Mew  Edit Enable [izable | Suspend reasons Rules Mo capture  Changes

Services rp

@ d = Marne
300 FRESEMCE all

Outbound

<

Inbound

cb

Mailboxes

9

Internet

ACD

Syztem

Mailboxes: 1 Enabled: 0 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the email service. Referringto Section 5.3, in the General VDN/SE field enter the VDN

assigned for email and enter the VDN assigned for suspended emails in the Suspended VDN/SE
field. This is to allow each incoming email to be reported on. When the email arrives the VDN is

called and the agent is placed on work.

Mailboxes ﬁ
General
B3 Incoming mail
v IM'&"P_ . [dentification
{"j Outgoing mail _
&5 Mail movement || 300
W Other Marme: PRESENCE MaIL
Default prority: 50
Reszource profile:; [ General -
ACD
Inbound service:['II:II]-F'HESENEE INBOUMD -
General VDN/SE: | 4907 v
Suspended VDN/SE:| 4907 v
[ Maimum number of concurrent e-mails 0
[ ] 4 l ’ Cancel
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Select Incoming mail from the left hand side menu. This window allows administrator to
specify the POP3 server and account from which to download incoming mails. In the Server
field enter the POP3 mail server address. For the interoperability testing this was the same IP
address as the Presence Server. The POP3 port of 110 is entered into the Port field. Under the
Incoming mail account heading enter the Account name, Password and E-mail address

associated with the POP3 mail account.

Mailboxes [ S|
General .
*3 Incoming mail £|
@@ MaF Incoming mai server (IMAP/POP)
3 Outgoing mail
43 Mail moveement Pratocal: |POP3 -
i Other
Server: 127001
Part: 110
I1ze the following bepe of encrypted connection: Configure. .
[nzoming mail account
Account name:  Server
Fasgwiornd: seessses
E-mail address:  zerver@prztestplans, com
Ok l ’ Cancel
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Select Outgoing mail from the left hand side menu and moving to the right, define the SMTP
server that will be used to send response emails from Presence agents. Enter an IP address in the
server field. For the interoperability testing this was the same IP address as the Presence Server.
The SMTP port of 25 is entered into the Port field. Click OK to complete the email service

configuration.

Mailboxes ﬁ
General w5
5 Incoming mail £|
@D IMaF Oukgoing mail server [SMTR)

5 Outgaing mail
&4 Mail movemnent

& Other Port 25

Ilz& the following type of encrypted connection: Configure. ..

Server 127001

by zerver requires authentication
@ Usze same setings as my incarming mail server

(7 Log on wsing

OF l ’ Cancel
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7.2.5 Web Chat / Web Call Back

To configure a web service, from the left hand side select Services = Internet from the
Presence Administrator main menu. Click the New button.

Object  Service Utilities Recording System  Help

=@ b B <

Mew  Edit Enable Dizable | Changes

LS = PRESENCE INTERMET
Outbound

Mailboxes

ACD

Syztem

Internet services:1 Enabled: 1 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the web service. The Enable chat and Enable callback check boxes should be selected and the
relevant VDN for each entered into the VDN/SE field, click OK when done.

[ Trite rmet serice ]|

General
(i LIAL

[@] Irterface
o Tests Id: [400
[ Mai

B4 Service levels
O Assistance

Mame: PRESEMCE INTERMET

‘z.::F Otk Inbound zervice: | 100 - PRESEMCE INBOUMD -
= &r
Chat
Enable chat VDN/SE: | 4308 -
Callback,
Enable calback ~ WDN/SE: | 4308 -

Wweb collaboration
Enable web collaboration

Linker:

k. ] [ Cancel
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7.2.6 Add ACD Agent Logins

To add the agent logins administered on Communication Manager for use by Presence Suite,
from the left hand pane of the Presence Administrator main menu select ACD - Logins and

click the Login button.

Presence Admini:
Object Logins Utilities Recording  System  Help

BaF B R

Group  Login  Edit Enable Disable Add  Remove

Services g |
ACD

Groups Login & Mame Softphone  CallerlD
8 4405 Agent 4405
Q Avaya ﬂ 4405 Agent 4406 v
Loginz
System
Group: [All] Logins: 2 Server: PRESEMCE_SERVER
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In the Logins field, enter a Communication Manager Agent Login ID and a password, as
configured in Section 5.5. Best practice is to tick Agent cannot change password as shown.

) Editing logins =25

Geretal =
& Groups E
@ Softphone
o Actions Logine: (4405
“G# Other Paszword

Password: [s000s000]

Canfirm pagzword:

[ Agent must change pazsword at next login

Agent cannot change pagzword

FPazzword never expires
|Jze the agent pazzword to log into the ACD spstem
[ Ok, ] ’ Cancel ]

Click on Softphone in the left pane, and place a tick in the Softphone always enabled field.
Click OK when done.

PG; Reviewed:
SPOC 2/7/2018

%) Editing logins 25|
Gereral
81 Groups @
@ Softphone
& Actions Softphone alwayz enabled
523 Other Phone book,
Add ] [ Remove
["] Enable suppart to insert outbound records
["] Enable manual outbound ACD calls
[ ak. ] ’ Cahicel
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7.3 Presence Agent Configuration

The following steps are carried out on the Presence Suite Agent PC. Prior to installing the
Presence agent, ensure that the DBExpress driver (dbexpoda40.dll) is located in the
C:\Windows\System32 directory. The DBEXxpress driver allows the agent application to
communicate with the Oracle database. Installing this driver eliminates the need to install the
Oracle client. Launch the Presence agent configuration application by double clicking the
pcoagentcfg.exe located in the C: - Presence folder. Enter the Presence Server IP: address as
10.10.40.137. The Presence Server port can be left as the default value of 6100. Enter the
extension of the agent that will be using this workstation in the Agent station field. Check both
the Hang up calls before logging in and the Ask agent station at login window check boxes.
In the field Use settings for choose Current user from the drop down menu. Click OK. This
step is needed for each agent configured; only the agent station field will vary.

Presence Agent Configurati

General

Backup servers
Advanced Presence Server

Tracing IP address: 10010400137 Port: E100

Station configuration

Agent station; 4000

Hang up callz befare logging in

Azl agent ztation at login window

|ze zettings for: | Cument uzer -

] ] ’ Cancel
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of
Communication Manager, Application Enablement Services and Presence Suite.

8.1 Verify Presence Suite

Launch the Presence agent configuration application by double clicking the pcoagent.exe
located in the Presence folder (not shown). Enter the agent Login and Password configured in
Section 5.5 and click on OK.

(o)
Presence

Agent presence
“ersion 11.0 AU
Login: Password:
4405
soes] X  Cancel
Station:
4000 ¥ 4 [0]:4

In the next screen, click on the Services button in the task bar. The service set up for the agent
will be displayed.

Q Session information £3
Servicez  Information
Id Mame = Status Type
100 PRESEMCE IMEOUMD @ Stopped Inbound
200 PRESEMCE QUTEBOUMD @ Stopped Outbound
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A task bar is present at the top of the Agent PC. Click on the green arrow to put the agent in to an
available state.

) J
P - 0=%d 8% 3 ez
[ [« stpeed  Jovoozs [CH @Waling for user acton..

The information status on the task bar goes to available indicating the agent is ready to receive
calls.

BE-0=29- . 3 =
00:00:03 [% Available 00:00:03 RS @ waiting for user action

An outbound call is placed and answered.

. ) . . T I I AN Wt @ f
[ (i) TR LG R S8 e Bree e
w0008 T 6 e

8.2 Verify Avaya Aura® Communication Manager CTI Link

The following steps can ensure that the communication between Communication Manager and
the Application Enablement Services server is functioning correctly. Check the TSAPI link
status with Application Enablement Services by using the command status aesvcs cti-link.
Verify the Service State of the TSAPI link is established.

status aesvecs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 7 no AES71vmpg established 87 61

Use the command status aesvcs interface to verify that the status Local Node of Application
Enablement Services interface is connected and listening.

status aesvcs interface

AE SERVICES INTERFACE STATUS

Local Node Enabled? Number of Status
Connections
procr yes 1 listening
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Verify that the there is a link with the Application Enablement Services and that messages are
being sent and received by using the command status aesvcs link.

status aesvecs link

AE SERVICES LINK STATUS

Srvr/ AE Services Remote IP Remote Local Node
Link Server Port
01/01 AES71vmpg 10.10.16.43 57650 procr

8.3 Verify Avaya Aura® Application Enablement Services CTI

Connection

The following steps are carried out on Application Enablement Services to ensure that the
communication link between Communication Manager and the Application Enablement Services

server is functioning correctly.

8.3.1 TSAPI Link

On the Application Enablement Services Management Console verify the status of the TSAPI
link by selecting Status - Status and Control - TSAPI Service Summary to display the
TSAPI Link Details screen. Verify the status of the TSAPI link by checking that the Status is
Talking and the State is Online.

» AE Services

b Communication Manager
Interface

High Availability
} Licensing

} Maintenance

} Networking
} Security

¥ Status

Alarm Viewer

Log Manager

Logs

Status and Control

= CVLAN Service Summary
= DLG Services Summary

= DMCC Service Summary

= Switch Conn Summary

» TSAPI Service Summary

TSAPI Link Details

|:| Enable page refresh every seconds

CM1627 Talking | Mon Mov 16 14:54:50 2015 | Online

For service-wide information, chooze one of the follewing:
| Ts4PI Service Status | TLink Status || User Status

Slmtch CTI
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8.4 Verify Presence Suite CTIl Connection

One of the available methods to confirm correct startup is a startup log which can be accessed
from Presence Management Console. Navigate to C: = Presence - pmconsole.exe (not
shown). A startup log commences when the Presence Server is trying to load and connect to the
Application Enablement Services server. Click on the item named Server@10.10.16.127:6800
in the PCP Server Connections pane of the Management Console. To open the startup event
log, double click Show startup event log in the Actions pane.

Note: The example below shows a connection to another AES server not the server mentioned in
this document.

_loix
File Edit Show Windows Help
| Windows 2 x || Actions 3 % || PCP Server Connections I x|
EVENTS 1 -Sewer@1 0.10.16. IShow §tartuE gven!!gg |A x ﬁ‘ RS @ |
EVENTS [2-Recording Server| | Show information event log
Show warning event log I : g- 1-Server@10.10.16.127:6800 I

Show error event log
Show server information
Show tracers information
Show stations information
List recording plans

List groups

List monitored stations
List resource profiles LI

|inb emmmedinm mlo miminmla

Verify successful CTI connection and service startup.

Il Show startup event log x|

1-Server@101016.127:6300 = SHOW LOG STARTUPR 2

[19.-11 10:21:34 Server started

19711 10:21:34 Service IHNBOUHD SERVICE loaded

1911 10:21:33 Loading inbound services (1 services). ..

1911 10:21:33 Service OUTBOUND SERVICE loaded

1911 10:21:33 Loading outbound =services (1 services). ..

1911 10:21:32 Updating agent connection records. . .

19711 10:21:32 Connected to primary CTI link AVAYVARCHIGZ7RCSTAXAESTIETS
1911 10:21:31 Connecting to CTI link

1911 10:21:31 Connecting to database

1911 10:21:31 Initializing =s=erver. ..

|Last update: 19/11/2015 10:47:58:622 i
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9. Conclusion

These Application Notes describe the configuration steps required for Presence Suite R11.0 to
successfully interoperate with Avaya Aura® Communication Manager R7.1 using Avaya Aura®
Application Enablement Services R7.1. All feature functionality and serviceability test cases
were completed successfully with observations noted in Section 2.2.

10. Additional References

This section references the Avaya and Presence Suite product documentation that are relevant to
these Application Notes.
Product documentation for Avaya products may be found at http://support.avaya.com.
[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document ID 555-245-205
[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide
Release 7.1

The following documentation is available on request from Presence: www.presenceco.com
[4] ACD Sys Presence Administrator Manual Presence Suite, V11.0
[5] Presence Installation Guides Presence Software, V11.0
[6] PBX/ACD Requirements Presence Software, V11.0
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are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are
the property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of
any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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