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Abstract

These Application Notes describe the configuration steps required for NICE Behavioral
Analytics for POM Outbound 4.2 to interoperate with Avaya Proactive Outreach Manager
3.1.3 and Avaya Aura® Application Enablement Services 8.1.2 using Single Step Conference
to records calls.

NICE Behavioral Analytics for POM Outbound connected to the Avaya solution to allow
recording of outbound calls generated by Avaya Proactive Outreach Manager and used the
Single Step Conference feature via the Avaya Aura® Application Enablement Services
Device, Media, and Call Control interface to capture media associated with the monitored
agent stations for call recording.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for NICE Behavioral
Analytics for POM Outbound 4.2 to interoperate with Avaya Proactive Outreach Manager 3.1.3
and Avaya Aura® Application Enablement Services 8.1.2 using Single Step Conference to
records calls.

The primary focus of these Application Notes is the connection to Proactive Outreach Manager
(POM) in order to record outbound campaign calls from agent phones. NICE Behavioral
Analytics for POM Outbound made use of the Call Recorder Application Programming Interface
(API) on POM and used the Single Step Conference feature via the Application Enablement
Services Device, Media, and Call Control (DMCC) interface to capture media associated with
the monitored agent stations for call recording.

A number of blended calls were also recorded that being a mixture of both outbound calls using
POM and inbound calls to a VDN. To facilitate the recording of both the outbound and inbound
calls, the DMCC interface on Application Enablement Services was leveraged. Behavioral
Analytics for POM Outbound used the Telephony Services Application Programming Interface
(TSAPI) from Application Enablement Services to monitor skill groups and agent stations on
Communication Manager, along with the Single Step Conference feature via the Application
Enablement Services (DMCC) for call recording of inbound calls.

DMCC works by allowing software vendors to create soft phones, in memory on a recording
server, and use them to monitor and record other phones. This is purely a software solution and
does not require telephony boards or any wiring beyond a typical network infrastructure. The
DMCC API associated with Application Enablement Services monitors the digital and VVolP
stations or extensions. The application uses the DMCC service to register itself as a recording
device at the target extension. When the target extension joins a call, the application
automatically receives the call’s aggregated RTP media stream via the recording device by using
Single Step Conference and records the call.

Note: The primary focus of these Application Notes is the connection to the POM recording API
for recording of outbound calls. Although a connection to TSAPI was made to allow for blended
calls, this connection has previously been certified and the resulting Application Notes are titled
Application Notes for Mattersight Call Recording Solution with Avaya Aura® Communication
Manager Using Single Step Conference with Avaya Aura® Application Enablement Services.

2. General Test Approach and Test Results

The feature test cases were performed both automatically and manually. Upon start of Behavioral
Analytics for POM Outbound, the application automatically performed device queries and
requested monitoring of POM agents using the POM Call Recorder API. Behavioral Analytics
for POM Outbound also registered the virtual IP softphones using DMCC.

For the manual part of the testing, each call was handled manually using the POM Agent
Desktop application for user actions such as hold, resume, transfer and conference.
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When there was an active call at a monitored agent station, Behavioral Analytics for POM
Outbound was informed of the call either by reports from POM via the Call Recorder API during
an outbound call or by event reports from the TSAPI interface only for an inbound call as part of
a blended call. It started call recording using Single Step Conference via the DMCC interface to
add a virtual IP softphone to the active call and obtain the media. The event reports were also
used to determine when to stop the call recordings.

The primary focus of the compliance testing was on the recording of outbound calls using POM
to generate calls from a list associated with a campaign. Both Preview and Progressive
campaigns were used during testing. Some blended calls were made using the POM agent
desktop to transfer callers to incoming VDN’s. All calls were expected to be recorded.

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet connection to Behavioral Analytics for POM Outbound.

The verification of tests included use of a ‘test GUI” that was provided to DevConnect from
NICE to allow the playback of all recordings. This tool is only used for DevConnect recording
validation and is not provided to customers. Customers using this recording solution would have
access to the standard Behavioral Analytics Portal to find and play back recordings.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Application
Enablement Services and Behavioral Analytics for POM Outbound did not include use of any
specific encryption features as requested by NICE.

2.1. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying the following on Behavioral Analytics for POM Outbound.
e Handling of POM messaging in areas of event notification and value queries.
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e Use of DMCC services to register virtual IP softphones, and to activate Single Step
Conference to obtain the media for call recording.

e Outbound calls in a Preview Campaign — Test call recording for outbound calls in a
preview campaign created on POM made to PSTN endpoints over a SIP trunk.

e Outbound calls in a Progressive Campaign - Test call recording for outbound calls in a
progressive campaign created on POM made to a simulate SIP PSTN endpoints.

e Hold/Transferred/Conference calls — Test call recording of outbound calls in a preview
campaign on hold, transferred and conferenced.

e Blended calls — The recording of both inbound and outbound calls together using the same
agent.

e Serviceability testing - The behaviour of Behavioral Analytics for POM Outbound under
different simulated failure conditions.

The serviceability testing focused on verifying the ability of Behavioral Analytics for POM
Outbound to recover from adverse conditions, such as disconnecting/reconnecting the Ethernet
connection to Behavioral Analytics for POM Outbound.

2.2. Test Results

All test cases were executed. The following observations were noted on POM from the
compliance testing.

1. The Signaling Group involved with SIP trunks required that Direct IP-IP Audio
Connections be set to no and that IP Audio Hairpinning be set to Y, this was at the
request of NICE for this setup. Please see Section 5.4 to see how this is implemented.

2. NICE provided two batch files and a unique GUI to allow the playback of recordings
from both POM events and from TSAPI events. The bespoke nature of this setup meant
that these batch files need to be manually run in order to process the calls and populate
the GUI to allow the playback of recordings, this would not necessarily be the case for a
production setup.

2.3. Support
Technical support on Behavioral Analytics for POM Outbound can be obtained through the
following.

e Phone: +1800.642.3611

e Web:  http://wiser.nice.com
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3. Reference Configuration

The configuration in Figure 1 was used to compliance test Behavioral Analytics for POM
Outbound with POM, Communication Manager and Application Enablement Services.

During compliance testing, Behavioral Analytics for POM Outbound monitored the skill groups
and agent stations shown in the table below.

Device Type Extension
VDN 1900, 1901
Skill Group 90, 91
Supervisor 1002
Agent Station 1100 (SIP), 1001 (H.323), 1050 (Digital)
Agent ID 1400, 1401, 1402
Virtual DMCC Stations 18901, 18902, 18903

Step 3: PSTN caller
answers outbound call

T

G430
Media Gateway

[ System Manager J

==

Step 1: Outbound call 1s initiated |
from an Avaya Endpoint to the PSTN - -
(via SBCE and SIP trunk). ]
Session Manager |« »| Avaya Endpoints
POM 15 used to mutiate the outbound J
call with Agent logged into an : = ry ~
Outbound Campaign 5P Media Server
|
|
(= N
Experience Portal hosting Conianication
) Proactive Outreach
Step 2 & 3: Events of this call are Manager (POM) Manager
passed to NICE Behavioral - J
Analytics for POM Outbound :
Gl Reu;rdev AP
l .
NICE Behavioral [ ol
i ! ication Enablement
Step 4: NICE Behavioral Analytics Analytics for POM | _ -DMCC — — PP Servi
T3 Outbound ervices
for POM Outbound uses DMCC

Single Step Conference to record the
outbound call using the events from
POM to complete the recording

Figure 1. Compliance Testing Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment/Software Release/Version

System Manager 8.1.2.0
Build No. —8.1.0.0.733078
Software Update Revision

Avaya Aura® System Manager running on a virtual

Server No: 8.1.2.0.0611261
Feature Pack 2
Avaya Aura® Session Manager running on a virtual Session Manager R8.1.2
server Build No. —8.1.2.0.812039
o . R8.1.2.0 — FP2
G\r/:ﬁ ?etrj\r/ae(;b Communication Manager running on a RO18x.00.0.890.0
Update ID 01.0.890.0-26095
Avaya Aura® Experience Portal used to host POM R7.2.3
Avaya Proactive Outreach Manager R03.01.03.01.03.013
-EPM (Experience Portal Manager) R7.2.3.0.0505
-MPP (Media Processing Platform) R7.2.3.0.0505
Avaya Aura® Application Enablement Services 8.1.2
Avaya Aura® Media Server 8.0.0.169
Avaya G430 Media Gateway 41.16.0/1
Avaya J179 H.323 Deskphone 6.8304
Avaya 96x1 SIP Deskphone 7.1.2.0.14
Avaya Digital 9408 2.00
NICE Equipment/Software Release/Version

NICE Behavioral Analytics for POM Outbound runningon | 4.2
Windows 2016 server with MS SQL 2017

e  Avaya TSAPI Windows Client (csta32.dll) 8.0.0.38
° Avaya DMCC XML 8.0.0.38
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5. Configure Avaya Aura® Communication Manager

This section provides the procedures for configuring Communication Manager. The procedures
include the following areas:

e Verify license

e Administer CTI link

e Administer IP codec set

e Administer Signalling Group

e Administer virtual IP softphones

e Administer agent stations (SIP)

5.1. Verify License

Log in to the System Access Terminal to verify that the Communication Manager license has
proper permissions for features illustrated in these Application Notes. Use the display system-
parameters customer-options command to verify that the Computer Telephony Adjunct
Links customer option is set to y on Page 4. If this option is not set to y, then contact the Avaya
sales team or business partner for a proper license file.

display system-parameters customer-options Page 4 of 12
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? vy
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 012 y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? vy Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASATI Link Plus Capabilities? y DCS with Rerouting? y

Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y

5.2. Administer CTI Link

Add a CTI link using the add cti-link n command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter ADJ-IP in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 1990
Type: ADJ-IP
COR: 1
Name: aes8lxvmpg
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5.3. Administer IP Codec Set

Use the change ip-codec-set N command, where “n” is an existing codec set number used for
integration with Behavioral Analytics for POM Outbound.

For customer network that use encrypted media, make certain that none is included for Media
Encryption, and that Encrypted SRTP is set to best-effort, these settings are needed for
support of non-encrypted media from the virtual IP softphones used by Behavioral Analytics for
POM Outbound.

In the compliance testing, this IP codec set was assigned to the virtual IP softphones used by
Behavioral Analytics for POM Outbound.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711A n 2 20
2: G.711MU
3: G.729
4:
53
6:
7:
Media Encryption Encrypted SRTP: best-effort
1: l-srtp-aescml28-hmac80
2: none
3¢
4:
53
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5.4. Administer Signalling Group

The following must be set on each signalling group involved with SIP traffic. Set Direct IP-1P
Audio Connections to n, set IP Audio Hairpinning to y. This is to ensure that SIP phones will

be recorded properly using Single Step Conference.

change signaling-group 1 Page 1 of 3
SIGNALING GROUP
Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tls
Q-SIP? n
IP Video? n Enforce SIPS URI for SRTP? n
Peer Detection Enabled? y Peer Server: SM Clustered? n
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? vy
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near-end Node Name: procr Far-end Node Name: SM80vmpg
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain:
Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? n
Session Establishment Timer (min): 3 IP Audio Hairpinning? y
Enable Layer 3 Test? y
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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5.5. Administer Virtual IP Softphones

Add a virtual IP softphone using the add station n command, where “n” is an available
extension number. Enter the following values for the specified fields and retain the default values
for the remaining fields.

e Extension: The available extension number
e Type: Any IP telephone type, such as 4620
e Name: A descriptive name

Security Code: A desired code
IP SoftPhone: vy

add station 18901 Page 1 of 5
STATION
Extension: 18901 Lock Messages? n BCC: O
Type: 4620 Security Code: 1234 TN: 1
Port: IP Coverage Path 1: COR: 1
Name: Virtual Recorderl Coverage Path 2: COS: 1
Hunt-to Station: Tests: y
STATION OPTIONS
Location: Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 18901
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

Note: For compliance testing there were three recorders configured to ensure there were enough
recorders for each agent used.
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5.6. Administer Agent Stations (SIP)

Each Avaya SIP endpoint or station that needs to be monitored and used for 3" party call control
will need to have “Type of 3PCC Enabled” set to “Avaya”. Changes of SIP phones must be
carried out from System Manager by entering http://<FQDN >/network-login, where <FQDN>
is the fully qualified domain name of System Manager or http://<IP Adddress >/network-

login. Log in using appropriate credentials.

Note: The following shows changes a SIP extension and assumes that the SIP extension has been

programmed correctly and is fully functioning.

< C A Notsecure | 10.10.40.35/network-login/

25 Apps M Suggested Sites

Recommended access to System Manager is via FQDM.

i account
Log On

hyperiink on this page to change the password

Also note that single

n-on between servers in the same security domain is
not supported when dres

essing via IP ad,

em is restricted solely to authorized users for legitimate business
. The actual or attempted unauthorized access, use, or
of this system is strictly prohibited.

isciplinary procedures and or
or other applicable domestic

omply with all corporate instructions regarding the protection
of in ssets.

Go to central login for Single Sign-0On User ID: admin

ur only option, then note that authentication will fail —_—
password: |ssssessss] |

0 Supported Browsers: Internet Explorer 11.x or Firefox 65.0, 6.0 and 67.0.

Change Passwerd

From the home page, click on Users - User Management - Manage Users, as shown below.

AVAYA & Users v J Elements v £ Services « | Widgets ~

Aura® Systemn Manager 8.1

Administrators
System Resource Ut
28 Directory Synchronization

21+
Groups & Roles

User Management E Manage Users

User Provisioning Rule Pubdic Contacts

Shared Addresses

Systemn Presence ACLs

Shortcuts «

Alarms
B Critica Mzjor g Indeterminate Communication Profile P;
Minor g Warning
SourcelP Description
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Click on Manager Users in the left window. Select the station to be edited and click on Edit.

Home User Management
Homed Users 2 Manage Users
|Search Q|

Public Contacts @ View £ Edit + New # Duplicate H Delete More Aclions v

= First Mame ¢ Surname & Display Name & +
Shared Addresses —

U H323 Ext 1000 1000, H323 Ext
Systemn Presence ACLs SIP Ext 1100 1100, SIP Ext

(] J129 SIP 1101 1101, J129 SIP
Communication Profile .. O Equinox Vantage 1102 1102, Equinex Vantage

O Agent Agent Agent One

O Agent Agent Agent Two

O admin admin Default Administrator

O SIP Ext 1150 Ext 1150, SIP

O SIP Ext 1151 Ext 1151, SIP

O SIP Ext 1152 Ext 1152, SIP

Select Selected 1 items

Click on the CM Endpoint Profile tab in the left window. Click on Endpoint Editor to make
changes to the SIP station.

User Profile | Edit | 1100@devconnect.local Bl Commit & Continue B Commit ) Cancel
Identity Communication Profile Membership Contacts
Communication Profile Password
* System: # Profile Type : | |
PROFILE SET : Frima v
Gommunication Addizss Use Existing Endpoints: [ * Extension : | 1100 = |
PROFILES
Template : e} * Set Type:
Session Manager Profile [ @] | - | ‘ 8841SIPCC |
Security Code: | | Port: | 2000002 a |
CM Endpoint Profile [ @]
Voice Mail Number | 5666 | Preferred Handle : | |
Calculate Route Pattern: | Sip Trunk | aar |
SIP URI: | Enhanced Callr-Info Display for 1-line M
phones :
Delete on Unassign from User or on Override Endpoint Name and
Delete User: Localized Name :
Allow H.323 and SIP Endpoint Dual '
Registration:
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In the General Options tab ensure that Type of 3PCC Enabled is set to Avaya as is shown
below. Click on Done, at the bottom of the screen, once this is set.

-
_ Feature Options (F) Site Data (5) Abbreviated Call Dialing (&)
Enhanced Call Fwd (E) Button Assignment (B) Profile Settings (F) Group Membership (M)
+ Class of Restriction |1 | « Class Of Service |1
(COR) (Cos)
+ Emergency Location 1109 | * Message Lamp Ext. 1100
*  Tenant Mumber |l |
#  SIP Trunk |Qaar | Type of 3PCC Enabled
Coverage Path 1 | | Coverage Path 2
Lock Message T 1100, SIP Ext
Name
Enable Reachability for
Multibyte Language [ Mot Applicable hd Station Domain
Control
SIP URI
Primary Session Manager
’7 IPv4: 10.10.40.32 IPvE:
|—S<-3c-:]m:|z:|r‘..r Session Manager -
Click on Commit once this is done to save the changes.
User Profile | Edit | 1100@devconnect.local B Commit & Continue B} Commit (® Cancel
Identity Communication Profile Membership Contacts
Communication Profile Password
N * System: * Profile Type: | |
PROFILE SET : Primary v
Communicalion Addiess Use Existing Endpoints : ‘] #* Extension: | 1100 o |
PROFILES
T late : s} Set Type:
Session Manager Profile () e ‘ - | * e ‘ SENERED |
Security Code: ‘ | Port: | S000002 Q |
CM Endpoint Profile [ @
Voice Mail Mumber: ‘ 6666 | Preferred Handle : | |
Calculate Route Pattern: O Sip Trunk: | aar |
SIP URI: ‘ Enhanced Callr-Info Display for 1-line D
phones !
Delete on Unassign from User or on Override Endpoint Mame and
Delete User: Localized Name:
Allow H.323 and SIP Endpoint Dual |
Registration :
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6. Configure Avaya Aura® Experience Portal and Avaya
Proactive Outreach Manager

Avaya Proactive Outreach Manager is installed on top of an existing Avaya Aura® Experience
Portal installation. It is assumed that both Experience Portal and POM are fully installed and
configured. This section will go through the changes that are necessary to allow Behavioral
Analytics for POM Outbound to connect and receive call events from the POM Call Recorder
API.

Open a web browser and navigate to https://<IPAddressofEP>/VoicePortal/ as shown below,
enter the appropriate credentials and click on Logon.

< C A Notsecure | 10.10.40.30/VoicePortal

it Apps ;'( studic.photobox.co.. G whatis muip - Goo.

Change Password
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6.1. Configure Proactive Outreach Manager
Select POM Home from the bottom of the left window.

AVAyA Welcome, epadmin

Last logged in yesterday at 1:05:05 PM IST

?-Help € Logoff
Expand All | Collzpse All

+ User Management
Rolas
Users
Login Options

g:;t:";::;:‘“"'i"g Avaya Rura® Experience Portal Manager (EPM) is the consolidated web-based application for administering Experience Portal. Through the EPM interface you can configure Experience

Active Calls Portal, check the status of an Experience Portal component, and generate reports related to system operation.
Fort Distribution

~ System Maintenance
Audit Log Viewar

Avaya Aura® Experience Portal Manager

4

e Installed Components
Log Viewer
wErTLERETS Media Processing Platform

4

System Management
Application Server
EPM Manager

MPD Manager

Media Processing Platfarm (MPP) is an Avaya media processing server. When an MPP receives a call from a PBX, it invokes a VoiceXML (or CCXML) application on an application server. Tt
then communicates with ASR and TTS servers as necessary to process the call.

Software Upgrade Email Service
System Backup Email Service is an Experience Portal feature which provides e-mail capabilities.
¥ System Configuration
o HService _ _ . _
MPP Servars HTML Service is an Experience Portal feature which supports web applications with HTMLS capabilities. It includes support for browser based services for mobile devices.
SNMP
Speech Sarvers Proactive Outreach Manager
VaIP Cannections Avaya Proactive Qutreach Manager (POM) provides a solution for unified, multichannel, inbound and outbound architecture, with the capability to communicate through different channels
= of interaction, from Short Message Service (SMS) to e-mail to the traditional voice.
¥ Security
Certificates
Licensing SMS Service
~ Reports SMS Service is an Experience Portal feature which provides SMS capabilities.
Standard
Custom
Scheduled .
* Multi-Media Configuration Legal Notice
Email
HTML AWAYA GLOBAL SOFTWARE LICENSE TERMS
SMS REVISED: May 22, 2019

THESE GLOBAL SOFTWARE LICENSE TERMS (“SOFTWARE LICENSE TERMS™) GOVERN THE USE OF PROPRIETARY

SOFTWARE AND THIRDPARTY PROPRIETARY SOFTWARE LICENSED THROUGH AVAYA. READ THESE SOFTWARE

LICENSE TERMS CAREFULLY, IN THEIR ENTIRETY, BEFORE INSTALLING, DOWMLOADING OR USIMNG THE

SOFTWARE (AS DEFINED IN SECTION A BELOW). BY INSTALLING, DOWNLOADTING OR USING THE SOFTWARE, OR

AUTHORIZING OTHERS TO DO 50, YOU, OM BEHALF OF YOURSELF AND THE EWNTITY FOR WHOM ¥OU ARE DOING b

Select Global Configurations as shown below.

Q\IA A Welcom
Last logged in Dec 13, 2016 at 5
aya Aura® Experience Portal 7 # Home 7. Help

Expand All | Colipse Al ;
= R Proactive Outreach Manager 3.0 POM Home Campaigns + Contacts - _

= User Management

(ExperiencePortal

Roles POM Servers
Users .
Login Options POM Zone Configuration

= Real-time Monitering

iz’;ﬁ‘a’"c:‘l’:it” Proactive Outreach Manager is an application for interactive outbound Voice, SMS and E-mail notifications. With Proactive Ou

Port Distribution deploy Campaigns that deliver the right information and service over the right media from the right resource at the right tim| Global Configurations
¥ System Maintenance

Audit Log Viewer Purge Schedules
Trace Viewer

hl‘?E Vie;er Phone Formats
=rm Manager
~ System Management AACC Configurations
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup
+ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VelP Connections
Zones Proactive Outreach
Security
Certificates Manager
Licensing
Reports
Standard
Custom
Scheduled
¥ Multi-Media Configuration
Email
HTML
SMS
> POM

POM Zone Licenses

4

4
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Scroll down to the WFO section and ensure that Enable WFO is ticked and the default port of
7999 is selected. The Nailup call CLID can be set at any figure and it was set as shown below.
Click Apply at the bottom of the screen.

WFO
Enable WFO L4
WFO port = |7999

Agent settings

Maximum job waiting duration{min) * |20
Minimum job attachment period{min) * |15
Mailing retry interval(sec) * |20

Call queue

Mailup call CLID * | 98765

Cverride PAI for External Consult Calls

ANI for external consult calls ® Nailup call CLID ) Agent Extension
Miscellaneous

POM poller polling interval(sec) * 5

Agent script editor auto save time(min) 1

Advanced settings

IMS listen port * |51616
Pacer base port * 199495
Router base paort * 7779
Agent manager base port * (9970
Campaign batch size * |600
Maximum concurrent jobs * |50
Maximum ports per server * (1200

[ Avoly | cancel i telp
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6.2. Create a POM User for Behavioral Analytics for POM Outbound

A user must be created to allow Behavioral Analytics for POM Outbound access to web services
for call events. This user will be configured during the Behavioral Analytics for POM Outbound
setup in Section 8.1.1. Click on Users in the left window and Add in the main window.

Avaya Aura® Experience Porial 7.2.3 (ExperiencePortal)

Expand All | Collzpse All u
=: Home > Use
~ User Management
Foles
Users
Sgin Uptions
e L ] This page displays the list of EPM user accounts. Depending on your user rele, vou can add, medify, and delete user accounts. You can also configure
System Monitar
A:tive Calls Configure the parameters under LDAP Settings to enable the EPM to access user accounts in your corporate directory.
Port Distribution
hd t Maint
i:z:t'ﬂ‘g \:::V:r"an(e nmm Assigned Roles/Features |Last Login|Failed Attempts| Password Longevity (days)
I;ac;_\hewer Jul 17,
G- Vierer ; Administration, Auditor, User 2020
= Alarm Manager epadmin Yes EP (Password) Manager 3:02:33 365 (System)
System Management o ToT
Application Server
;‘:"; :5”599’ [_] inisoftpom Yes EP (Password) Administration, Web Services Mever Mot enforced
2nager . K
Software Upgrade init Yes EASG Service Account Mever NfA
System Backup _ f
+ System Configuration |_| nice Yes EP (Password) POM Camp;legrr;ihcﬂ::agar, Web Mever Mot enforced
Applications X
EPM Servers [] opentextpom Yes EF (Password) O Campaign Manager, Web  eyer Mot enforced
MPP Servers Services
SHNE Administration, POM
Speech Servers _ - g Jul 2, 2019
VolP Connections [ pom Yes EP(Password) C2MPpain Manager, POM g0, 4 Not enforced
Fonas Administration, Reporting, PM IST
- Security POM Supervisor, Web Services
Certificates Administration, Auditor, POM
Licensing Campaign Manager, POM
s REP!;ﬂrSd Contact Attributes Unmask,
Sta - -
- [ pom1 Yes EP (Password) M2intenance, Operations, POM . Mot enforced
herlalad Administration, Privacy
- ﬁ: ﬁ-_u,: dia Confi ti Manager, Reporting, POM
Er::ai: 0 Sontguration Supervisor, User Manager,
HTHL Web Services
SMs
~ POM
o ome  Add  Felp |
POM Monitor

Ensure that Web Services is ticked, enter a suitable Name and Password and click on Save.

Change User

Use this page to medify a EPM user account, You can change the user role and password.

Mame: opentextpom
Enable: @ vyes () No
(] administration [ auditor FOM Campaign Manager
Ral [ poM Contact Attributes Unmask | Maintenance ] Dperations
oles: _ _ _
I pomM administration || Privacy Manager |_|Reporting
[ poM supervisor [ user Manager web Services
Created: 7/10/20 6:25 AM
Password: |ooo-|n|v|-ot-|oo |
Yerify Password: |"""""- I

Enforce Password Longevity: ]

(ove L avoi | cancer J e’
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6.3. Starting the Outbound Campaign

Before any outbound calls can be made, the outbound campaign (configured in the Appendix)
must be started. Open Campaign Manager as shown below.

Avaya Aura® Experience Portal 7.2.3 (ExperiencePortal)

# Home ?.Help @ Logol
Expand All | Collapse all

#% POM Home Campaigns ~ Contacts v Agents v Supervisor ¥ Configurations v
~ User Management
Roles ry
Login Cptions Campaign Attributes efres
 Real-time Monitaring e Last poll:

System Monitor
Active Calls
Port Distribution

~ System Maintenance
Audit Log Viewer

Proactive Qutreach  Completion Codes

and deploy Campai . .
Campaign Strategies

or interactive outbound Voice, SM5 and E-mail notifications. With Proactive Outreach Manager, you can easily design
formation and service over the right media from the right resource at the right time.

Customize View: [ & JHelp: [ ? ]

Trace Viewer
Log Viewer
Alarm Manager
~ System Management
Application Server
EPM Manager

Campaign Restrictions
Rule Editor
Callback Manager

Filter Templates

MPD Manager
Saftware Upgrade
System Backu

~ System Configuration
Applications
EPM Servers

-

Proactive Outreach

MPD Servers
SNMP
Speech Sarvers
VoIP Connections
Zones

~ Security

Certificates
Licansing
~ Reports

Standard
Custom
Scheduled
~ Multi-Media Configuration
Email
HTML
SMS

~ b
BOM Monitor

Manager

All campaigns that are configured are shown. To start a campaign, click on the play icon
highlighted below.

# POM Home Campaigns ~ Contacts « Agents + Supervisor Configurations ~

Campaign Manager Refresh
Last poll: 07/17/2020 06:03:50 AM

This page displays Campaigns and actions asseciated with Campaigns depending on your user role.

| ||Z| |Z| Advanced

o [ET1 o 11 — oo
| Name  |Type|campaign Strategy|Contact List - Filter|  Last Executed  |waiting callbacks

QutboundPreview Finite Preview PSTN-SBCE - None 07/16/2020 06:51:03 &AM 0

BamEe
BARG

* In Progress means Campaign job can be in any one of the states - running, pausing, paused, callback, stopping, stopped callback.

OutboundProgressive Finite QutProgressive PSTM-SBCE - None 07/16/2020 06:10:31 AM 0
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7. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:
e Verify Licensing
Administer TSAPI link
Identify Tlinks
Enable TSAPI and DMCC Ports
Create CTI User
Administer Security Database

7.1. Verify Licensing

To access the AES Management Console, enter https://<ip-addr> as the URL in an Internet
browser, where <ip-addr> is the IP address of the AES. At the login screen displayed, log in with
the appropriate credentials and then select the Login button.

AVAYA Application Enablement Services

Management Console

Please login here:
Username

Password

Login \ Reset_

Copyright A® 2009-2016 Avaya Inc. All Rights Reserved.
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The Application Enablement Services Management Console appears displaying the Welcome to
OAM screen (not shown). Select AE Services and verify that the TSAPI Service is licensed by
ensuring that TSAPI Service is in the list of Services and that the License Mode is showing
NORMAL MODE. If not, contact an Avaya support representative to acquire the proper license.

AE Services Home | Help | Logout

AE Services

IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
Changes to the Security Database do not require a restart.

» Networking

» Security

» Status

» User Management

» Utilities

» Help

ASAI Link Manager N/A Running /A /&

CVLAN Service OFFLINE Running /A NA

» f:;:r"':':;mti““ Panagen DLG Service OFFLINE Runining /A NAA
High Availability DMCC Service ONLINE Running NORMAL MODE NIA

— TSAPI Service ONLINE Running NORMAL MODE N/A
falicesing Transport Layer Service /A Running /A N/A
» Maintenance AE Services HA Mot Configured /A /A N/A

For status on actual services, please use Status and Control

* - For more detail, please mouse over the Cause, you'll see the tooltip. or go to help page.

License Information
‘You are licensed to run Application Enablement (CTI) release 8.x

The TSAPI and DMCC licenses are user licenses issues by the Web License Manager to which

the Application Enablement Services (AES) server is pointed to. The following screen shows the

available licenses for both DMCC and TSAPI users.

Iv Application_Enablement I

View license capacity
View peak usage
ASBCE

» Session_Border_Contreller_E_AE

License File Host IDs:

Licensed Features

10 Items Y Show |All
AVAYA_QCEANA
Feature (License Keyword) Expiration date | Licensed capacity
» Avaya_Oceana
bl Unified CC API Desktop Edition " 24
CCTR WALUE_AES_AEC_UNIFIED_CC_DESKTOp ~ PErmansn
CWLAN ASAT
¥ ContactCenter
WALUE_AES_CVLAN_ASAI permanant 44
= Device Madiz and Call Contral permanant a4
» COLLABORATION_ENVIRONMENT VALUE_AES_DMCC_DMC
AES ADVAMNCED SMALL SWITCH
COLLABORATION_DESIGNER VALUE_AES_AEC_SMALL_ADVANCED permanant 4
» Collaboration_Designer DLG
permansnt 44
COLLABORATIVE BROWSING_SMAp-IN | VA-UEAES_DLG
i X TSAPI Simultaneous Users
» Collaborative_Browsing_Snap_In WALUE AES TSADI USERS permanant 44
COMMUNICATION_MANAGER AES ADVANCED LARGE SWITCH " 4
WALUE_AES_AEC_LARGE_ADVANCED permanen
» Call_Center
o CVLAM Proprietary Links
» Communication_Manager WALUE_AES_PROPRIETARY_LINKS permanent a4
CONTEXT_STORE SmallServerTypeas:
=8300c:s83200d icc:premio: tn8400: laptop: Ctig
» Context_Store MediumSarvarTypes:
ibmx306:ibmx306m;dell1950;:xen;hs20:hs20
CONTROL_MANAGER LargeServerTypes:
isp2100;ibrm=305;dI280g2:d1285g1:d1285a2:u
s Crntral Mananer Trustad&nnlicatinns: TDS NN1 Basicl lnrachrictd
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7.2. Administer TSAPI link
From the Application Enablement Services Management Console, select AE Services - TSAPI
- TSAPI Links. Select Add Link button as shown in the screen below.

CWVLAN
DLG
DMCC
SMS
TSAPI

» TSAPI Links
= TSAPI Properties

AE Services | TSAPI | TSAPI Links

TSAPI Links

|m Switch Connection

| Add Link || Edit Link || Delete Link |

On the Add TSAPI Links screen (or the Edit TSAPI Links screen to edit a previously

configured TSAPI Link as shown below), enter the following values:
e Link: Use the drop-down list to select an unused link number.
e Switch Connection: Choose the switch connection cm81xvmpg, which has already been

configured from the drop-down list.
e Switch CTI Link Number: Corresponding CTI link number configured in Section 5.2

which is 1.
e ASAI Link Version: This should be set to the highest version available.

e Security: This was set to Both allowing both secure and nonsecure connections.

Once completed, select Apply Changes.
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Another screen appears for confirmation of the changes made. Choose Apply.

Apply Changes to Link

Warning! &re you sure vou want to apply the changes?
These changes can only take effect when the TSAPI zerver restarts,

Please use the Maintenance -> Service Controller page to restart the TSAPI server.

| Apply || Cancel |

When the TSAPI Link is completed, it should resemble the screen below.

TSAPI Links

| k| Switch Connection Switch CTI Link # ASAI Link Version

Ol cm81lxvmpg 1 n Both

| Add Link || Edit Link || Delete Link |

The TSAPI Service must be restarted to effect the changes made in this section. From the
Management Console menu, navigate to Maintenance - Service Controller. On the Service
Controller screen, tick the TSAPI Service and select Restart Service.

AVAyA Application Enablement Services

Management Console

Maintenance | Service Controller

» AE Services

, Communication Manager Service Controller
Interface
High Availability | Service __[Controller Status|
T—— [] asal Link Manager  Running
= [ omee servies Running
¥ Maintenance
. [J cvian service Running
Date Time/NTP Server 0 .
DLG Service unming
= ity Datab
Scurty Datsbase O Transport Layar Service Running
I Service Controller I 7] TSABL Service Running
Server Data
Faor status on acius| services, please use Status and Control
» Networking
b Security | Start I Stop I Restart Service I Restart AE Server Restart Linusx Restart Web Server
¢ Status
¢ User Management
) Utilities
» Help
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7.3. Identify Tlinks

Navigate to Security = Security Database - Tlinks. Verify the value of the Tlink Name.
This will be needed to configure Behavioral Analytics for POM Outbound in Section 8.1.2. The
unsecure link (top link) was used for compliance testing.

Security | Security Database | Tlinks

» AE Services

Communication Manager Tlinks
Interface
High Availability Tlink Mame

» Licensing AVAYAZCMB1XVMPGZCSTAFAESEIXVMPG

AVAYAZCMB1XVMPGECSTA-SEAESE1IXVMPG

Delete Tlink

} Maintenance
» Networking
* Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host A&

PAM

Security Database

= Cantrol

CTI Users

= Devices

= Device Groups
= Tlinks

= Tlink Groups
= Worktops
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7.4. Enable TSAPI and DMCC Ports

To ensure that the TSAPI and DMCC ports are enabled, navigate to Networking = Ports.
Ensure that the ports are set to Enabled as shown below. The ports used in compliance testing
were TSAPI port 450 and DMCC port 4721.

Networking |Ports

» AE Services
Communication Manager Ports
Interface
High Availability CWLAN Ports Enabled Disabled
» Licensing Unencrypted TCP Port 99499 .
) Maintenance Encrypted TCP Port 99493 ()
- .
SRR DLG Port TCP Port 5678
AE Service IP (Local IP)
Network Configure TSAPI Ports Enabled Disabled
TSAPI Service Port 450 .
Ports
Local TLINK Ports
TCP/TLS Settings TCP Part Min 1024
——— TCP Port Max 1039
Unencrypted TLINK Ports
RS TCP Port Min [1050 |
} User Management TCP Port Max [1065 |
» Utilities Encrypted TLINK Ports
» Help TCP Port Min [1068 |
TCP Port Max [1081 |
DMCC Server Ports Enabled Disabled
Unencrypted Port |4?21. | .
Encrypted Part 4722 | 0
TR/87 Port la723 | .
H.323 Ports
TCP Port Min |20000 |
TCP Port Max [23553 |
Local UDP Port Min [20000 |
Local UDP Port Max FEEEE |
Enabled Disabled
Server Media .
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7.5. Create CTI User

A user ID and password needs to be configured for Behavioral Analytics for POM Outbound to
communicate with the Application Enablement Services server. Navigate to the User
Management - User Admin screen then choose the Add User option.

User Management | User Admin

» AE Services

Communication Manager User Admin
Interface
High Availabili ) ) ) ) ) ) )
9 1S User Admin provides you with the following options for managing AE Services users:
} Licensing Add User
} Maintenance Change user Pssword

Maodify Default User
Search Users

» Networking
» Security
» Status

+ User Management

Service Admin

User Admin

= Add User

= Change User Password
= List All Users

= Modify Default Users
= Search Users

)} Utilities
» Help
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In the Add User screen shown below, enter the following values:
e User Id - This will be used by the Behavioral Analytics for POM Outbound setup in
Section 8.1.1 and 8.1.2.

e Common Name and Surname - Descriptive names need to be entered.

e User Password and Confirm Password - This will be used with Behavioral Analytics
for POM Outbound setup in Section 8.1.1 and 8.1.2.
e CT User - Select Yes from the drop-down menu.

Click on Apply Changes at the bottom of the screen.

F AE Services

Communication Manager

Interface

High Availability

Licensing

Maintenance
Networking
Security
Status

¥ User Management

Service Admin

User Admin

Change User Password

List All Users
Modify Default Users
Search Users

b LHilities
} Help

Edit User

* User Id

* Common Mame

* Surname

User Password
Confirm Password
Admin Note

Avaya Role
Business Category
Car License

CM Home

Css Home

CT User
Department Mumber
Display Name
Employee Humber
Employee Type
Enterprise Handle
Given Name

Home Phone

Home Postal Address
Initials

Labeled URI

Mail

MM Home

Maobile
Organization

Pager

Preferred Language
Room Mumber

Telephons Mumber

nice

nice

nice

|Nune

|ves ¥

English

| Apply Changes I Cancel Changas
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7.6. Administer Security Database

Select Security = Security Database = Control from the left pane, to display the SDB
Control for DMCC, TSAPI, JTAPI and Telephony Web Services screen in the right pane.
Make certain that both parameters are unchecked, as shown below.

In the event that the security database is used by the customer with parameters already enabled,
then follow reference [2] to configure access privileges for the Behavioral Analytics for POM
Outbound user.

Welcome: User cust
Last login: Fri Jul 17 14:32:10 2020 from 192.168.40.240
- - - Number of prior failed login attempts: 0
‘\VAyA Application Enablement Services HostName/P: aesalxvmpa/10.10.40.38
Server Offer Type: VIRTUAL_APPLIANCE_OMN_VMWARE
Management Console SW Version: 8.1.2.1.0.6-0
Server Date and Time: Fri Jul 17 14:56:26 IST 2020
HA Status: Not Configured

Security | Security Database | Control Home | Help | Logout

» AE Services

Communication Manager SDB Control for DMCC, TSAPI, JTAPI and Telephony Web Services
Interface

High Availability [C] Enable SDB for DMCC Service
) Licensing (C] Enable SDB for TSAPI Service, JTAPI and Telephony Web Services
} Maintenance
» Networking
- Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

= Control

[ CTI Users

Navigate to Security = Security Database - CTI Users = List All Users. Select the CTI
user added in Section 7.5 and click on Edit.

» AE Services
Communication Manager CTl Users
Interface
Hiah Avallability | useern [  CommonName |
» Licensing
Enghouse Enghouse
» Maintenance
» Networking inisoft inisoft
- Security | mitel Hmitel |
Account Management ® nice nice
Audit
= Cceana Oceana
Certificate Management
Enterprise Directory paul Paul
Host AA paull paull
[ Edit List all
Security Database
= Caontrol
@ CTI Users
= List All Users
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In the main window ensure that Unrestricted Access is ticked. Once this is done click on Apply
Changes.

Edit CTl User

User Profile: Uzer ID nice
Common Mame nice
Worktop Name MONE T
Unrestricted Access Ld

Call and Device Control: Call Origination/Termination and Device Status Mone ¥

Call and Device Monitoring: Device Monitaring Mone ¥
Calls On & Device Monitoring Mone ¥
Call Monitoring

Routing Control: Allow Routing on Listed Devices Mone ¥

Apply Changes || Cancel Changes

Click on Apply when asked again to Apply Changes.
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8. Configure NICE Behavioral Analytics for POM Outbound

This section provides the procedures for configuring Behavioral Analytics for POM Outbound.
The procedures include the configuration of the WorkerSettings.config file. The configuration of
call recording solution is performed by technicians from NICE. The procedural steps are
presented in these Application Notes for informational purposes.

8.1. Administer WorkerSettings

A connection to both POM and AES must be configured to allow the recording of outbound and
inbound calls. These files are both located on the Behavioral Analytics for POM Outbound
server.

8.1.1. Administer POM WorkerSettings
In the WorkerSettings file configure the following parameters for the call recorder to
communicate with POM.
e PomServerlP is set to that of the Experience Portal IP address that is hosting POM.
e PomServerport is set to the default value of 7999 but this can be found in Section 6.1.
e UserName is set to the user configured in Section 6.2.
e Password is set to the password configured in Section 6.2.

<workerSettings>
<add key="AcdId" value="ABC0001" />
<add key="EndpointsToPublishTo" value="tcp://10.10.40.129:56000" />
<add key="EndpointsToSubscribeTo" value="tcp://10.10.40.129:56001" />
<add key="TelephonyEnterpriseId" value="ABC0002" />
<add key="WhitelistDirectory" value=".\ config" />

<add key="PomServerIP" value="10.10.40.30" />
<add key="PomServerport" value="7999" />
<add key="UserName" value="nice" />

<add key="Password" value="xxxxxx" />

<add key="UseAgentWhitelListAsExtensions" value="false"/>
<add key="PomEventsOnly" value="false"/>
</workerSettings>
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8.1.2. Administer DMCC WorkerSettings

In the WorkerSettings file configure the following parameters for the call recorder to
communicate with the AES.

AeslpAddress is set to that of the Application Enablement Services server IP address.

e AesPort is set to the default value of 4721 but this can be found in Section 7.4.
e CmSwitchName is set to that configured in Section 7.2.
e CmlpAddress is set to the IP address of Communication Manager.
e UserName is set to the AES user configured in Section 7.5.
e Password is set to the password configured in Section 7.5.
<workerSettings>
<add key="AcdId" value="ABC0001" />
<add key="EndpointsToPublishTo" value="tcp://10.10.40.129:56000" />
<add key="EndpointsToSubscribeTo" value="tcp://10.10.40.129:56001" />
<add key="TelephonyEnterpriseId" value="ABC0002" />
<add key="WhitelistDirectory" value=".\ config" />
<add key="AesIpAddress" value="10.10.40.38" />
<add key="AesPort" value="4721" />
<add key="CmSwitchName" value="cm8lxvmpg" />
<add key="CmIpAddress" value="10.10.40.37" />
<add key="UserName" value="nice" />
<add key="Password" value="xxxxxxxx;" />
<add key:"ProtocolVersion" value="http://www.ecma-international.org/standards/ecma-323/csta/ed3/privC"/>
<add key="SessionDuration" value="7200" />
<add key="TimeoutBe4SSC" wvalue="300" />
<add key="useMediaContentInRegTerm" value="true" />
<add key="UseAgentWhitelListAsExtensions" value="true"/>
<add key="DmccEventsOnly" value="false"/>
<add key="RtpIpAddresses" value="10.10.40.129" />
<add key="StartPort" value="4700" />
<add key="EndPort" value="4800" />
<add key="StationPassword" value="1234" />
<add key="Codec" value="g711U" /><!--g711U0, g729, g711A-->
<add key="Mode" value="SSC" /> <i--MR(multi registration), SSC(single step conf), SO(Service Observe)-->
<add key="RegisterTerminalOnLogon" value="true"/>

</workerSettings>
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8.2. Restart Services

From the Behavioral Analytics for POM Outbound server, select Windows = Control Panel -
Administrative Tools = Services to display the Services screen. Start the services as shown
below.

. Services (Local)
Mattersight Tl Avaya Dmcc Marme a Description Status Startup Type Log On As
Interface \‘;};Hyper-\u‘ Guest Shutdown Service Provides a ... Manual (Trig... Local Syste..
Stop the service \‘;}?;Hyper-\u‘ Heartbeat Serl\.rice . Monlitors th.. Manual (Trig... Local Syste..,
Restart the service ChHyper-V PowerShell Direct Service Provides a .. Manual (Trig... Local Syste..
Q;Hyper-‘u‘ Remote Desktop Virtualization Service Provides a p... Manual (Trig...  Local Syste...
o Q;Hyper-‘u‘ Time Synchronization Service Synchronize... Manual (Trig...  Local Service
EE;::]:E:D: Avaya CM and gets ».,';}_‘;Hyper-‘u‘ Volume Shadow Copy Requestor Coordinates... Manual (Trig...  Local Syste...
audio from agent phones -;,‘;:_‘;IKE and AuthlP IPsec Keying Modules The IKEEXT ... Running  Automatic (T... Local Syste...
Gk Interactive Services Detection Enables use... Manual Local Syste...
-J_}L_‘;Intemet Connection Sharing (IC5) Provides ne... Manual (Trig...  Local Syste...
J.}L_‘;IP Helper Providestu.. Running  Automatic Local Syste...
Q;Ipsec Policy Agent Internet Pro..  Running  Manual (Trig..  Network 5.,
{.‘,;.’;KDC Prowxy Server service (KPS) KDC Proxy 5. Manual Network 5.,
\‘.‘,;’;KtmRm for Distributed Transaction Coordinator Coordinates... Manual (Trig... MNetwork 5.,
Q;Link—LayerTopoIog}r Discovery Mapper Creates a M., Manual Local Service
Q;Local Session Manager Core Winde... Running  Automatic Local Syste..,
Q;MattersightCaIICapture CallDataCellector Collects an... Manual Local Syste..,
».,':‘L_‘;Mattersight Real Time Bus Mattersight ... Running  Automatic Local Syste...
£k Mattersig i RTPVOIP p.. Running  Automatic Local Syste...
Mattersight Tl Avaya Dmcc Interface Connectsto.. Running  Automatic Local Syste...
‘“I-.Mattersight Tl Avaya PomDialer Interface Connectsto.. Running  Automatic Local Syste...
Gk Mattersight Tl DataForwarderHA Mattersight ... Running  Automatic Local Syste...
J_}L_‘;Mattersight Tl DbPersistor Mattersight ... Running  Automatic MAdminist...
J_}L_‘;Microsoft (R) Diagnostics Hub Standard Cellector Service  Diagnostics ... Manual Local Syste...
Q;Microsoftﬂccount Sign-in Assistant Enables use... Manual (Trig..  Local Syste..,
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of
Communication Manager, Application Enablement Services, and Behavioral Analytics for POM
Outbound.

9.1. Verify Avaya Aura® Communication Manager

On Communication Manager, verify status of the administered CTI link by using the status
aesvcs cti-link command. Verify that the Service State is established for the CTI link number
administered in Section 5.2 as shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 11 no aes8lvmpg established 42 26

Verify that the correct phones are being monitored by using the list monitored-station
command. For compliance testing, the three real phones are 1001, 1050 and 1100, as well as
three virtual recorder stations 18911, 18912 and 18913 as shown below.

list monitored-station
MONITORED STATION

Associations: 1 2 3 4 5 6 7
8
CTI CTI CTI CTI CTI CTI CTI CTI
Station Ext Ink CRV ILnk CRV Lnk CRV ILnk CRV Lnk CRV Lnk CRV Lnk CRV Lnk CRV

1001

1 0004
1050 1 0009
1100 1 O0O0O0F
18911 1 0002
18912 1 O000B
18913 1 0018
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9.2. Verify Avaya Aura® Application Enablement Services

On Application Enablement Services, verify the status of the DMCC link by selecting Status =
Status and Control = DMCC Service Summary from the left pane. The DMCC Service
Summary — Session Summary screen is displayed.

Verify the User column shows an active session with the Behavioral Analytics for POM
Outbound username from Section 7.5, and that the # of Associated Devices column reflects the
appropriate number of devices that are being monitored.

» AE Services

Communication Manager DMCC Service Summary - Session Summary
Interface
High Availability Please do not use back bution
» Licensing [C) Enable page refresh e\rery seconds
» Maintenance Sessicn Summary Device Summary
- Gensrated on Fri Sep 04 1424:48 |ST 2020
» Networking Service Uptime: 49 days, 4 hours 438 minutes
} Security Humber of Active Sessions: 4
Mumber of Sessions Created Since Service Boot: 23
v Status Mumber of Existing Devices: 12
Alarm Viewer Humber of Devices Created Since Service Boot: 157
Logs Far-end Connection # of Associated
E“E seilain Identifier Iype De\nces
Log Manager
Ty — (] zgsg?z‘jE’BA?DEDSA 2C82B3DDS0CODSE- |l ;o Dmcclnterface 10.10.40.129 XML Unencrypted
= CVLAN Service Summary [m] ?QZT?ABCFMEEGDCS 92B3F6912039043- nice Dmecclnterface 10.10.40.129 XML Unencrypted |8
= DLG Services Summary
|- DMCC Service Summary| || (] ||23FSDCEF350E941ED 1217A014FF2B58A-14  [|wspaces37 'é:ﬁ'n’;‘(f;” Server 10.10.42.51 XML Encrypted |0
= Switch Conn Summary S all 5
« TSAPI Service Summary [0)|[2132154173D8A4647 71685CFO4C5CEF3-15 || wspaces37 || o 1 =P0 o1 SSMVEr 10.10.42.53 XML Encrypted 0
» User Management Terminate Show Terminated Sessions
» Utilities ltem 1-4 of 4
» Help G°
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9.3. Verify NICE Behavioral Analytics for POM Outbound

Log an agent in to handle and complete an outbound POM call. For this compliance testing a
special user interface was created to allow the viewing and playback of recorded calls. The
following screen shot shows that interface where recordings can be viewed and the
corresponding recording can be downloaded by clicking on Download highlighted on one of the
recordings below.

- X
e @ hitp://localhost:3070/ Default.aspx £ - & @ localhost 77 8 @
Callld|CAiStartE ventTime| CHERdEventTime| Acd Callld Extension]  Ani Dai:  [AudioFileLenzihl i ingDecision]  RecordingRemult ingDecis Directionl AndioF TPk
1674 ffeif‘fm 98 1001 [s201 1901 5721 o1 |1 ox ICA Succass:NICEPOMRECORDER eap=99%;  [[NBOUND |Downlzod
1673 %Eossgm 295|001 [s201 1901 3651 ol |1 o ICA Success:NICEPOMRECORDER;cap=100%; [INEOUND nw'n.laodl
1672 fam (oo m 1901 1176 uor |1 ok ICA SuccassNICEPOMRECORDER cap=100%; [INBOUND  [Downlacd
1671 s (wor 5201 1901 14935 or |1 ok ICA SuccassNICEPOMRECORDER cap=07%;  [INBOUND  [Downlacd
RETH]
1670 [FEo80 84 o1 [s20 1501 27019 ot i ox ICA Success NICEPOMRECORDER;cap=100%; [NBOUND [Dowalaod
STTTH]
165 ({2 0 oo fn 1901 14536 ot |1 ok ICA Suceass NICEPOMRECORDER cap=36%,  [NBOUND [Downlaod
R
16 (130200 e 001 o 5201 13630 ot |1 ok ICA Suceess NICEPOMRECORDER cap=36%.  [OUTBOUND Donnlasd
1667 f“‘l’: 2020 68 1001 [lo01 1000 18585 T ok ICA SucesssNICEPOMRECORDER cap=07%;  |OUTBOUND [Dowlacd
Re82020 3E0872020 " ” —
1666 (150820 e 44 (001 5201 1901 on L 082820 15:08; lowhlatel; [INBOUND
1665 ffgf igm 3243 001 [1000 1901 o1 1 NoFlowhMateh Replay-082820 15:08:NoFlowMatch: MNBOUND
1664 %325591“ G138 |01 [1000 1901 o1 1 NoFlowhMateh Replay-082820 15:08:NoFlowMatch: MNBOUND
hETEn
o e an oo [0 1901 o |1 NaFlowMatch Replay 082820 15-08 MoFlowhaich: MMBOUND
(80812020 RS0 . " — USRS
162 130000 s ame oo fem 1901 o1 |1 NoFlowhfatch Fleplay-082820 15-08:NoFlowhatch: IMBOUND
o8
151 [\ 408200 1410820 1939 (1001 [ss391470013539173190137050 uor |1 ok ICA SuccassNICEPOMRECORDER cap=34%;  [INBOUND [Downlacd
1eso [\ 40800 1925|1001 [35391847001/35391731901/29175 o1 i ox ICA SuccessNICEPOMRECORDER cap=92%;  [NBOUND  [Downlaod
1639 [14/08/2020 193 |00 fios 1100 1257 o0 |1 AudioDurationDefieit | -c++ F 2fuws:NICEPOMRECORDER Tuvalid captire g UND, - [Downlaod
15:24:30 duration [Dovmlzod
1658 [14/08/2020 14082020 1906|1001 [35391847001/35391731901[48988 o1 1 ox ICA ST NICEPOMRECORDER cap=06%;  [NBOUND  |Downlaod
2% l15:22:00 15:22:49 R st ER;eap=96%: onmlan

These recordings are downloaded and stored to a designated folder to be unzipped, opened and
played back using any suitable Media Player.

. » MNICE Recordings » Augl3 »
Organize + Include in library - Share with + Burn Mew folder .@.
S Favorites Mame Date mccl‘ifir:cl Type Size
Bl Desktop g 1100_1743_2020081310.wav.zip 13/08/202011:52 WinRAR ZIP archive 1,109 KB
& Downloads g 1100_1747_2020081310.wav.zip 13/08/202011:52 WinRAR ZIP archive 1917 KB
5] Recent Places g 1001_1762_2020081310 wav.zip 13/08/202011:52 WinRAR ZIP archive 1,253 KB
E 1100_1707_2020081310.wav.zip 13/08/202011:28 WinRAR ZIP archive 600 KB
o Libraries g 1100_1725_2020081310.wav.zip 13/08/202011:28 WinRAR ZIP archive 1,190 KB
3 Documents g 10011722 2020081310 .wav.zip 13/08/202011:28 nRAR ZIP archive 579 KB
J" Music g 1001_1740_2020081310 wav.zip 13/08/202011:28 WinRAR ZIP archive 1,003 KB
| Pictures & 1001_1703_2020081309 wav.zip 13/08/202011:04 VinRAR ZIP archive 35T KB
B Videos g 1001_1698_2020081309.wav.zip 13/08/202011:04 VinRAR ZIP archive 514 KB
g 1050_1701_2020081309 wav.zip 13/08/202011:04 WinRAR ZIP archive 428 KB
& Homegroup E 1050_1702_2020081309.wav.zip 13/08/202011:04 WinRAR ZIP archive 417 KB
g 1100_1696_2020081309 wav.zip 13/08/202011:04 WinRAR ZIP archive 548 KB
1% Computer g 1100_1704_2020081309 .wav.zip 13/08/202011:04 WinRAR ZIP archive 388 KB
& Lecal Disk (C)
—a SoftwareFiles (D)
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10. Conclusion

These Application Notes describe the configuration steps required for Behavioral Analytics for
POM Outbound to successfully interoperate with Avaya Proactive Outreach Manager, Avaya
Aura® Communication Manager and Avaya Aura® Application Enablement Services using
Single Step Conference. All feature and serviceability test cases were completed with an
observation noted in Section 2.2.

11. Additional References
This section references the product documentation relevant to these Application Notes.

1.

Administering Avaya Aura® Communication Manager, Release 8.1.x, Issue 6, March
2020, available at http://support.avaya.com.

Administering Aura® Application Enablement Services, Release 8.1.x, Issue 7, July 2020,
available at http://support.avaya.com.

Avaya Proactive Outreach Manager Integration, Release 3.1.3, Issue 1, January 2020
Implementing Avaya Proactive Outreach Manager, Release 3.1.3, March 2020

NICE Behavioral Analytics for POM Outbound User Guide, see Section 2.3 for details on
support documentation for NICE.

Application Notes for Mattersight Call Recording Solution with Avaya Aura®
Communication Manager Using Single Step Conference with Avaya Aura® Application
Enablement Services.
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Appendix

This Appendix contains information on the Contact List, Completion Codes, Outbound Strategy
and Outbound Campaign. The Application Notes assume that these components are already in
place and a campaign is fully operational. However, it is useful to see the setup of the Preview
Campaign, including the Preview Strategy and Contact List assigned to it.

12. Avaya Proactive Outreach Manager Outbound Campaign
and Components

POM is configured via the Experience Portal Manager (EPM) web interface. To access the web
interface, enter http://[IP-Address]/ as the URL in an internet browser, where IP-Address is the

IP address of the EPM. Log in using the Administrator user role. The screen shown below is
displayed.

&~ C A Notsecure | 10.10.40.30/VoicePorta

Change Password
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12.1. Generate an Outbound Campaign
Click on POM Home at the bottom of the left window.

AVAYA

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

Expand Al | Collapse Al

= User Management
Roles
Users,
Login Options
Real-time Monitoring
System Monitor
Active Calls
Port Distribution
System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
= System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup
System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VolP Connections
Zones
Security
Certificates
Licensing
~ Reports
Standard
Custom
Scheduled
* Multi-Media Configuration
Email
HTML
SMS

* POM
POM Home
P FToritor

4

4

4

4

Avaya Aura® Experience Portal Manager

Avaya Aura® Experience Portal Manager (EPM) is the consolidated web-based applicatior|
Portal, check the status of an Experience Portal component, and generate reports related|

Installed Components

Media Processing Platform
Media Processing Platform (MPP) is an Avaya media processing server. When an MPP recd
It then communicates with ASR and TTS servers as necessary to process the call.

Email Service
Email Service is an Experience Portal feature which provides e-mail capabilities.

HTML Service
HTML Service is an Experience Portal feature which supports web applications with HTMLS

Proactive Outreach Manager
Avaya Proactive Outreach Manager (POM) provides a solution for unified, multichannel, inl
channels of interaction, from Short Message Service (SMS) to e-mail to the traditional voi

SMS Service
SMS Service is an Experience Portal feature which provides SMS capabilities.

Legal Notice

@ 2816 Avaya Inc.

A11 Rights Reserved.

Notice

While reasonable efforts have been made to ensure that the

information in this document is complete and accurate at the time
of printing, Avaya assumes no lisbility for any errors. Avaya y

-

The following section shows the configuration of the Preview Campaign Strategy. Before the
strategy can be created, a Completion Code must be created.
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12.1.1. Completion Codes
Navigate to Campaigns > Completion Codes as shown below.

# POM Home Campaigns ~ Contacts ~ Agents « Supervisor v Configurations ~
Campaign Manager

Campaign Attributes

Proactive Clutreach_{nr interactive cutbound Voice, SMS and E-mail notifications. With Proa

deploy Campaigns ) ) ation and service over the right media from the right resource at the ri
Campaign Strategies

Campaign Restrictions
Rule Editor
Callback Manager

Filter Templates

-

Proactive Outreach

Manager

R

There are three Completion Codes already present on this POM and each of these can be

assigned to the Campaign Strategy. If a new code was to be added, click on Add as shown
below.

Completion Codes

Depending on your user role, this page allows you to create, modify, delete custom Completion Codes.

I,_"I ILI Advanced

Show 50 ¥ || Page:

[Go
- . . Answer
Completion | Completion | Right = _
n CMF:: IDr ':gu"nP::I;:t' %M M et hv &
Agent
72 / " & ]

Callback
73 Wreng L a
74 Sale " / 7 £ |

[da J rda witivte Jf velete [ el
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The example below shows the Sale Completion Code, which is assigned to the Preview Strategy
that is displayed on the next page.

Edit Completion Code
This page allows you to modify Completion Codes.
Mame Sale
Description
g
Right party connect L
Success L
Closure L
Answer Machine by fAgent
[Save [hclo |
12.1.2. Campaign Strategy
Navigate to Campaigns - Campaign Strategies as shown below.
# POM Home Campaigns + Contacts - Agents - Supervisor * Configurations -
Campaign Manager
Campaign Attributes
Proactive Qutreach  Completion Codes or interactive outbound Voice, SMS and E-mail notifications. With Pro

deploy Campaigns _ation and service over the right media from the right resource at the

Campaign Restrictions
Rule Editor
Callback Manager

Filter Templates

-

Proactive Qutreach

Manager

-~
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The Campaign Strategies are shown below, where a new strategy can be added by clicking on
Add or existing strategies can be viewed by clicking on the Name of the strategy displayed.

Campaign Strategies =]

Eefresh
This page allows the user to manage Campaign Strategies, depending on the user role.

| |‘,_-“,‘i,ﬁ.dvanced

Show | Page: 1/1 I:l 0‘
T Name | swte | TaskTypes | Acion |

QutProgressive Completed l{i N [ )Q E’ k|
Preview Completed l{;{; A B p - |

Clicking on the Preview strategy from the screen above will show the Campaign Strategy
called Preview that was created for compliance testing.

A Not secure \ htps://10.10.40.30/VP_POM/faces/admin/ContactStrategy.xhtmi

HIDE TOOL BOX SHOW SOURCE E SAVE DRAFT
Selected Node: Task Campaign Strategy: Preview Property Value =
. Name Preview
&l Restrictions v /A, Campaign Strategy
Description
2 add v @Handler (initial) P
= ress - Sender's Display Name DevConnect
== 3 ¥ 1 Preview
&3 Sender's Address Sender's Address sip:9876@devconnect.local
5| Address
% Result Processors Timeout (sec)
& v 4% Result Processors o
Guard Times Disable
v GIResult (Call Answered) L] ) )
Min Contact Time
7 Agent
mAg Max Contact Time
Re-check Interval (min)
0On Media Server Failure retry
Priority 5
Allocation Type Dynamic
Enhanced CCA OFF
Background AMD
Action on AMD None
Silence Call Detection (SCD) OFF
. - . . u
Driver Application PomDriverApp
Nailer Application Nailer
Nuisance Call Application AvayaPOMAnnouncement
On Hold Application AvayaPOMAnnouncement
Call Pacing Type Preview
Timed Preview No
Preview Time (Sec)
Can Cancel Preview Disable
[ T J ] B Min. Agents 1 -
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Scrolling down from the screen on the previous page shows the Default Completion code and
here the Completion Code created in Section 12.1.1 can be added. The Applications located on
Experience Portal are also added here under APPLICATIONS.

— coavameters -
vj_'\_campaign Strategy Enhanced CCA OFF
v @Handler (initial) Background KD
v s Preview Action on AMD None
& Address Silence Call Detection (SCD) OFF
v s5Result Processors o _
v Result (Call Answered) m Driver Application PomDriverApp
- Nailer Application MNailer
g Agent
Nuisance Call Application AvayaPOMAnnouncement
On Hold Application AvayaPOMAannouncement
T
Call Pacing Type Praview
Timed Preview No
Preview Time (Sec)
Can Cancel Preview Disable
Min. Agents 1
Max. Agents 5
Agent Outbound Skill Qutbound _
ACW Time (Sec) 10 )
# of ACW extensions 0
Default Completion code Sale
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12.2. Contact List
To add or view the Contact Lists, navigate to Contacts - Contact Lists as shown below.

# POM Home Campaigns * Contacts - Agents v

Attributes

Supervisor * Configurations -

Proactive Qutreach Manager is an appli MoclEE

re putbound Voice, SMS and E-mail notifications. With Proactive Qutreac
deploy Campaigns that deliver the right  DNC Groups

ervice over the right media from the right resource at the right time.
File splitters

-

Proactive Outreach

Manager

R

There is a Contact List already configured for the Preview Campaign called CMtolPO. Details
of this Contact List can be viewed by clicking on the Show all Contacts icon, highlighted below.
A new Contact List can be added by clicking on Add and uploading the contacts from a file.

Contact Lists

Refresh

This page displays all the Contact Lists. Depending on the user role, you can add, change, delete and empty Contact List. You can see Contacts in
a Contact List. If organizations are enabled, you can associate Contact List with erganization.

Last poll: 03/08/201%9 02:26:40 PM

Contact List Name|Total Contacts|Available Contacts|Excluded Contacts) Last Updated
CMtoIPO 0 07/01/2019 01:12:28 PM ) () || Ej S B E T

* In Progress means Contacts are being imported into a Contact List, Total Contacts count is updated after completion of impeort activity.
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The Contact List shown has three entries in it calling to 85250 then 85123 and finally to 85202.

Contact Browser
This page shows Contacts present in Contact List CMtaIPO,

— Contact search and sort criteria
Search Contact where Attribute | Select v Select ¥

Sort Contact using Attribute | System Contact ID Y in |Ascending ¥ |order WLV SIT g

— Customer ID Attribute
Customer 1D Attribute must be a combination of lower case letter [a-z],upper case letter [A-Z],numeric character [0-9] and special characters, _ ,~,dot/peried/full stop. Special
character must be EMBEDDED somewhere in the middle of the Customer ID, and not in the first or the last character of the string. If CustomerID is not adhere to mentioned guidelines
than that specific attempt record will not be published to Context Store,

Select Attribute that represents Customer ID | Select v

Customer ID Retrieval Mode Always '® Never ' Attribute Value is Blank

Records Per Page g v Page Number: 1

Total Pages: i
[System Contact ID_|ID_[First Name_|Last Name _[Phone 1_|Phone 1 Country Code | Time Zone _|Phone 1 State_[Phone 1 Wircless_[Phone 2_|Phone 2 Country Code |Phol
1 i Faul Greaney #5250 i Eurcpe/Dublin 85250 1 Eurg
= z Emma Greaney 85123 i Eurcpe/Dublin 85123 1 Eurg
3 3 Dave Greaney 85202 i Eurcpe/Dublin 85202 1 Eurg

12.3. Preview Campaign
Navigate to Campaigns > Campaign Manager as shown below.

f#f POM Home Campaigns ~ Contacts Agents Supervisor v Configurations «

Campaign Attributes

Proactive Outreach  Completion Codes or interactive outbound Voice, SMS and E-mail notifications. With Proactive Qutreach

deploy Campaigns ) . ation and service over the right media from the right resource at the right time.
Campaign Strategies

Campaign Restrictions
Rule Editor
Callback Manager

Filter Templates

Proactive Outreach

Manager
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There are two outbound campaigns already configured for the compliance testing, a progressive
campaign and a preview campaign. A new campaign can be added by clicking on the Add button
or an existing campaign can be viewed by clicking on the Name.

- Tl |
Campaign Manager Refresh
Last poll: 08/08/201% 02:28:23 PM

This page displays Campaigns and actions associated with Campaigns depending on your user role.

2 || % |Advanced

Show 50 Y| Page: 1/1 m
|____nName ___[Type|cCampaign Strategy|Contact Lists| __ Last Exccuted _[waiting Callbacks| ___Adions |

OutboundPreview  Finite Preview CMtoIPQ 08/08/2019 11:44:02 AM 0 B A (=) » T

OutboundProgressive Finite OutProgressive CMtoIPQ 07/17/2019 04:20:30 PM 0 ® & (» - o

* In Progress means Campaign job can be in any one of the states - running, pausing, paused, callback, stopping, stopped callback,
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The Campaign Strategy that was shown in Section 12.1.2 is entered at the top of the screen
below. The example below shows a Do Not Call (DNC) Group called PG (this was not shown
in the Appendix) associated with this Campaign. Click on Next to continue.

Campaign Strategy

Select a Campaign Strategy from the following list to be used in the Campaign. Click on the icons to create a new Campaign Strategy, view details of
a selected Strategy or refresh the current list.

Preview bl E E

Campaign type

Finite " Infinite

Do not associate any Contact List at start

External Selection

External Selection

Contact Record Assignment to Agent

Attributes || Agent ID

DNC Group

7 Apply DNC Group

From the following list select one or more DNC Group to be used with this Campaign.

PG

From the following list select one DNC Group to be used for Agent/Web service. Agent/Web Service marked DNC contacts will be added to this DNC
Group.
FG T

Context Store

Publish Attempt Data To Context Store

[concet I next [ el
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The Contact List displayed in Section 12.2 is associated with this campaign.

Contact List and Filter Selection

Select Contact List and Filter for this campaign

Name: OutboundPreview

If no Filter is associated for a Contact List, then all the Contacts present in that Contact List are selected

Contact List and Filter Template Association

Press the button below to add new association. Select Contact List, select an appropriate Filter for that Contact List. Repeat it for each Contact List to be used for this Campaign. Associating
a Filter with the Contact List is not mandatory. Maximum 15 Contact Lists can be added to the campaign. Only one Filter can be associated with a Contact List.Use the Apply same filter
checkbox to apply filter template associated with top row of asseciation table to all other rows.Use Mo disling Allocation checkbox if filtering and dialing should not be driven based on dialing
allocation.No dialing Allocation checkbox will be enabled only if Apply same filter is enabled.

Apply same filter Mo Dialing &llocation
m Contact List Filter Template | Dialing Allocation Percent
1 CMtolPO(Default) ¥ Select ¥ 100 Preview

View Records

Click on the "Show Results" butten to display the Contacts selected based on the criteria entered in the above section. If no selectien criteria is entered, all the records from Contact List are
shown,

Pause Dialing During Record Selection

On enabling this flag, POM will momentarily pause dialing till record selection completes. POM will pause the dialing whenever user madifies the filter condition or new import is scheduled on
the associated contact list or new contact file is uploaded from web interface or a contact list is added or removed from the job. This will ensure that contacts are filtered and sorted before
new attempt is made for the job. If the flag is disabled, POM will continue with dialing of recerds along with record selection in parallel and cannot guarantee the record ordering.

Pause Dialing During Recerd Selection

[ concel [l provious I next I Finish [l iio

There are many other configurations that may be required for various campaigns to operate, the
screen shots displayed here are to serve as to display the setup used for compliance testing. This
was for the preview campaign that was used, and the contact list and strategy associated with that
outbound preview campaign.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable but are presented
without express or implied warranty. Users are responsible for their application of any products
specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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