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Abstract

These Application Notes describe the procedures for configuring Genesis Systems Corporation
Genesis PSAP Monitor application with Avaya Aura® Application Enablement Services and
Avaya Aura® Communication Manager.

Genesis PSAP Monitor interfaces with Avaya Aura® Application Enablement Services
Device, Media and Call Control to provide real-time information on offered, active and
completed calls for Public Safety Answer Points & Downstream Agencies.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Genesis Systems Corporation
Genesis PSAP Monitor (Genesis PSAP Monitor) application with Avaya Aura® Application
Enablement Services (Application Enablement Services) and Avaya Aura® Communication
Manager (Communication Manager).

Genesis PSAP Monitor interfaces with Application Enablement Services to provide real-time
information on offered, active and completed calls for Public Safety Answer Points &
Downstream Agencies. The information collected from Application Enablement Services is
formatted into Q-type records that are identical to the one in Avaya Communication Server 1000
(Communication Server 1000) system call detail records and then forwarded to the Public Safety
Answer Points.

Genesis PSAP Monitor uses the Device, Media and Call Control (DMCC) interface to
Application Enablement Services in order to retrieve the necessary fields for generating Q-type
records that are similar to the ones seen in Communication Server 1000 call detail records.

From Avaya DMCC .NET Library the following fields are monitored by the Genesis PSAP
Monitor application:

getCallld

getTrunkGroup

getTrunkMember

getDeviceld

The captured data is then formatted into a Q-type record format similar to the one found in
Communication Server 1000, and can optionally send the data out via serial port or TCP/IP (as
may be required by 911 controllers, depending on whether it supports serial or TCP/IP
connection methods).
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2. General Test Approach and Test Results

This section describes the general test approach used to verify the interoperability of Genesis
PSAP Monitor with Avaya infrastructure consisting of Application Enablement Services and
Communication Manager. This section also covers the test results.

The interoperability compliance test included feature and serviceability test. The feature test
cases were performed manually. Calls were manually placed from the public switched telephone
network (PSTN) directly to agents that were active in Communication Manager. For each
successful or abandoned call, there is a Q-type call detail record generated. This generated call
detail record was verified for accuracy to ensure that it has all the details that are required by the
911 controller.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to the server hosting the Genesis PSAP Monitor application and rebooting
the server.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The general test approach was to make PSTN calls to agents that were active on Communication
Manager. For all successful and abandoned calls, the application formatted the collected call
detail records to Q-type record format. This Q-type record was then verified to make sure it has
all the details that are required by a 911 controller.

2.2. Test Results

All test cases passed with the following observation:
e The DMCC service needs to be restarted whenever changes are made to
GenesisPSAP.001 file. Refer to Section 6.4.
e During compliance testing only TCP/IP connection of the Genesis PSAP Monitor was
tested.
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2.3. Support

Information, Documentation and Technical support for Genesis products can be obtained at:
— Phone: 1 (888) 993-2288 or 1 (604) 530-9348
— Web: http://www.buygenesis.com
— Email: support@buygenesis.com
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3. Reference Configuration

Figure 1 illustrates the setup used to verify the Genesis PSAP Monitor with Application
Enablement Services and Communication Manager. Genesis PSAP Monitor is installed and
deployed on a Windows Server 2008R2 SP1 running on Virtual Environment. Avaya
environment consisted of an Application Enablement Services, Communication Manager, Avaya
Aura® Session Manager, Avaya Aura® System Manager, Avaya Aura® Media Server and
Avaya G450 Media Gateway. Genesis PSAP Monitor application connected to Application
Enablement Services via the DMCC interface.

Avaya environment also consisted of Avaya IP (H323 and SIP) Deskphones which were used by
the agents to log in.

LAN
= - - - - - - - - ,
:
Avaya Aura® Session Manager (10.10.97.228) 1
Avaya Aura® Communication_Manager (10.10.97.222) :

Fe————— » Avaya Aura® Application Enablement Services 1 ]

I (10.10.5.224) ! Avaya 96x1 SeriesIP (H323)
8 ! Avaya Aura® Media Server 1 Deskphone Agent1
E : Avaya Aura® System Manager :

P Genesis PSAP Monitor | (10.10.98.143) 1

"""""" 2 all hosted on VMVWare virtual machine :
:
1
1
1
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1
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1
1
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Figure 1: Genesis Systems Corporation Genesis PSAP Monitor solution with Avaya Aura®
Application Enablement Services and Avaya Aura® Communication Manager
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4. Equipment and Software Validated
The following equipment and software were used for the reference configuration:

Equipment/Software

Release/Version

Avaya Aura® Communication Manager
running on virtualized environment

7.0.1.2.0-FP1SP2

Avaya Aura® Application Enablement
Services running on virtualized
environment

7.0.1.0.3.15-0

Avaya Aura® Session Manager running
on virtualized environment

7.0.1.2.701230

Avaya Aura® System Manager running 7.0.1.2 SP2
on virtualized environment
Avaya Aura® Media Server running on 7.7.0.375
virtualized environment
Avaya G450 Media Gateway 37.41.0/1
Avaya 96x1 Series IP Deskphones:
e 9641GS (SIP) 7.0.1.15
e 9611G (H323) 6.6229
Genesis Systems Corporation Genesis 3.7.2017
PSAP Monitor running on Windows 2008
R2 x64 Standard SP1 on virtualized
environment
DMCC .NET SDK 7.0.0.0.38
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5. Configure Avaya Aura® Communication Manager
This section describes the Communication Manager configuration to support the network shown
in Figure 1.

The configuration of Communication Manager was performed using the System Access
Terminal (SAT). After the completion of the configuration, perform a save translation
command to make the changes permanent.

5.1. Verify Feature and License
Enter the display system-parameters customer-options command and ensure that Computer
Telephony Adjunct Links is set to y. If this option is not set to y, contact the Avaya sales team
or business partner for a proper license file.
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5.2. Administer Communication Manager System Features

Enter the change system-parameters features command and ensure that on page 5 Create
Universal Call ID (UCID) is enabled and a relevant UCID Network Node ID (1 was used in
the test) is defined. Also ensure that on page 13 that Send UCID to ASAl issettoy.

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 23
SPOC 5/1/2017 ©2017 Avaya Inc. All Rights Reserved. GenPSAP_AES70



5.3. Administer IP-Services for Application Enablement Services

Add an IP Services entry for Application Enablement Services as described below:

Enter the change ip-services command.

In the Service Type field, type AESVCS.

In the Enabled field, type y.

In the Local Node field, type the Node name procr for the Processor Ethernet Interface.

e Inthe Local Port field, use the default of 8765.

« Note that in installations using CLAN connectivity, each CLAN interface would require
similar configuration.

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765

On Page 4 of the IP Services form, enter the following values:
e Inthe AE Services Server field, type the host name of the Application Enablement
Services server.
e Inthe Password field, type the same password to be administered on the Application
Enablement Services server in Section 6.1.
« Inthe Enabled field, type y.

change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
i g devvmaes * y in use

5.4. Administer Computer Telephony Integration (CTI) Link
Enter the add cti-link <link number> command, where <link number> is an available CTI link
number.
e Inthe Extension field, type a valid extension.

e Inthe Type field, type ADJ-IP.
« Inthe Name field, type a descriptive name.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 56000
Type: ADJ-IP
COR: 1
Name: DevvmAES
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6. Configure Avaya Aura® Application Enablement Services

All administration of Application Enablement Services is performed via a web browser. Enter
https://<ip-addr> in the URL field of a web browser where <ip-addr> is the IP address of the

Application Enablement Services server. After a login step, the Welcome to OAM page is
displayed. Note that all navigation is performed by clicking links in the Navigation Panel on the
left side of the screen, context panels will then appear on the right side of the screen.

The procedures fall into the following areas:

Configure Communication Manager Switch Connections
Configure Genesis PSAP Monitor User

Administer Device, Media and Call Control Port

Restart Device, Media and Call Control Service

3

»
»
»
»
»
»
»
»

AVAyA Application Enablement Services

Management Console

AE Services

Communication Manager Welcome to OAM
Interface

High Availability

Welcome: User cust

Last login: Fri Mar 10 14:45:49 2017 from .10.98.71
Number of prior failed legin attempts: 0

HostName/IP: devvmaes/IN10.97.224

er Offer Type: VIRTUAL_APPLIANCE_OMN_VMWARE
/ersion: 7.0.1.0.3.15-0

er Date and Time: Wed Mar 22 11:13:42 EDT 2017
A Status: Not Configured

s
5
5
H

Home Home | Help | Logout

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools for managing the

Licensing AE Server. OAM spans the following administrative domains:
Maintenance = AE Services - Use AE Services to manage all AE Services that yvou are licensed to use on the AE Serven
® Communication Manager Interface - Use Communication Manager Interface to manage switch connection
Networking and dialplan.
Security ® High Availability - Use High Availability to manage AE Services HA.
® |icensing - Use Licensing to manage the license server
Status = Maintenance - Use Maintenance to manage the routine maintenance tasks.
® Networking - Use Networking to manage the network interfaces and ports.
User Management ® Security - Use Security to manage Linux user accounts, certificate, host authentication and authorization,
Utilities configure Linux-PAM (Fluggable Authentication Modules for Linux) and so on.
* Status - Use Status to obtain server status informations.
Help ® |ser Management - Use User Management to manage AE Services users and AE Services user-related
resources.

» Utilities - Use Utilities to carry out basic connectivity tests.
® Help - Use Help to obtain a few tips for using the OAM Help system

Depending on your business requirements, these administrative domains can be served by one administrator for all

domains, or a separate administrator for each demain.
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6.1. Configure Communication Manager Switch Connections

To add links to Communication Manager, navigate to the Communication Manager Interface
-> Switch Connections page and enter a name for the new switch connection (e.g. DevwmCM)
and click the Add Connection button (not shown). The Connection Details screen is shown.

Enter the Switch Password configured in Section 5.3 and check the Processor Ethernet box if
using the procr interface. Click Apply.

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

~ Communication Manager Connection Details - DevvmCM
Interface

Switch Connections Switch Password | ‘

Dial Plan Confirm Switch Password | ‘

High Availability Msg Period |3D ‘ Minutes (1 - 72)

» Licensing Provide AE Services certificate to switch [
» Maintenance Secure H323 Connection O
» Networking Processor Ethernet
» Security Apply Cancel

» Status

» User Management

» Utilities

» Help

The display returns to the Switch Connections screen which shows that the DevwvmCM switch

connection has been added. This information is required when configuring the Genesis PSAP
Monitor as mentioned in Section 7.1.

Communication Manager Interface | Switch Connections

Home | Help | Logout

» AE Services

- Communication Manager Switch Connections
Interface

Switch Connections l:l Add Connection
Dial Plan Processor Ethernet Msg Period Number of Active Connections

| ® pevwmcM |Yas |30

High Availability

1
» Licensing

Edit Connection Edit PE/CLAN IPs Edit H.323 Gatekeeper Delete Connection

Maint Survivability Hierarchy
» Maintenance

» Networking
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Click the Edit PE/CLAN IPs button on the Switch Connections screen to configure the procr
or CLAN IP Address(es). The Edit Processor Ethernet IP screen is displayed. Enter the IP
address of the procr interface and click the Add/Edit Name or IP button.

Communication Manager Interface | Switch Connections Home | Help | Logout
» AE Services
-~ Communication Manager Edit Processor Ethernet IP - DevwmnCM
Interface
Switch Connections [10.10.97.222 || Add/Edit Name or 1P

Dial Plan Name or IP Address m‘

High Availability [t0.10.97.222 [1n Use

) Licensing Back

» Maintenance

Click the Edit H.323 Gatekeeper button on the Switch Connections screen to configure the
procr or CLAN IP Address(es) for DMCC registrations. The Edit H.323 Gatekeeper screen is
displayed. Enter the IP address of the procr interface and click the Add Name or IP button.

Communication Manager Interface | Switch Connections Home | Help | Logout
» AE Services
- Communication Manager Edit H.323 Gatekeeper - DevvmCM
Interface
Switch Connections | Add Name or IP
Dial Plan Name or P Address

High Availability © 10.10.97.222

» Licensing Delete IF Back

» Maintenance
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6.2. Configure Genesis PSAP Monitor User

In the Navigation Panel, select User Management - User Admin - Add User. The Add User
panel will display as shown below. Enter an appropriate User Id, Common Name, Surname,
and User Password. Select Yes from the CT User dropdown list. This information is required
by Genesis PSAP Monitor to connect to Application Enablement Services as mentioned in
Section 7.1.

Click Apply (not shown) at the bottom of the pages to save the entry.

Service Admin

Business Category |

User Management | User Admin | Add User Home | Help | Logout
» AE Services
Communication Manager Add User
Interface
= = Fields marked with * can not be empty.
High Availability Py
= = * User Id |Genesi5 |
» Licensing
= * Commeon Name |Gene.5|5 |
» Maintenance
= * Surname |Genesi5 |
» Networking
* User Password |-------- |
} Security
* Confirm Password |ooooooo. |
» Status
Admin Note | |
~ User Management
Avaya Role | MNone V|

User Admin )
Car License |
= Add User
= Change User Password CM Home |
= List All Users Css Home |
= Modify Default Users T User

= Search Users
| e e— OcPertment Number | |
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If the Security Database (SDB) is enabled on Application Enablement Services, set the Genesis
user account to Unrestricted Access to enable any device (station, ACD extension, DMCC
virtual station) to be used implicitly. This step avoids the need to duplicate administration.

Navigate to Security = Security Database = CTI Users = List All Users and select the
Genesis user and click Edit.

Security | Security Database | CTI Users | List All Users Home | Help | Logout

» AE Services

Communication Manager CTI Users
Interface

High Availability | userro |  CommonName |  WorkiopName | Deviceld |

} Licensing

‘ ® Genesis Genesis ‘NONE ‘NONE

» Maintenance

» Networking Edit List All

 Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

= Control

@ CTI Users
= List All Users
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On the Edit CTI User panel, check the Unrestricted Access box and click the Apply Changes

button. Click Apply when asked to confirm the change on the Apply Changes to CT1 User
Properties dialog (not shown).

Security | Security Database | CTI Users | List All Users Home | Help | Logout
» AE Services
Communication Manager Edit CTI User
Interface
High Availability User Profile: User 1D Genesis
T . Common Name Genesis
icensing
Worktop Name MNONE
» Maintenance
Unrestricted Access
» Networking
v Security . . Call Origination/Termination and Device
Call and Device Control: Status Mone
Account Management
Audit Call and Device Monitoring: Device Monitoring None
Certificate Management Calls On A Device Monitoring None
Enterprise Directory Call Manitaring
Host AA
Routing Centrol: Allow Routing on Listed Devices MNone
PAM
security Database Apply Changes Cancel Changes
= Control
=@ CTI Users
= List All Users
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6.3. Administer Device, Media and Call Control Ports

From the Management console, navigate to Networking - Ports. The following highlighted
configurations are needed in DMCC Server Ports section:
e Unencrypted Port: Enabled and enter the port 4721. This port is used for Genesis PSAP
Monitor server to connect to Application Enablement Services server as mentioned in
Section 7.1.

Click on Apply Changes and Apply (not shown) when finished.

Metworking |Ports Home | Help | Logout

b AE Services

Communication Manager Ports
Interface

High Availability CVLAN Ports Enabled Disabled
» Licensing Unencrypted TCP Port Q99949 .

» Maintenance Encrypted TCP Port 9993 .

¥ Metworking

DLG Port TCP Port S67E
AE Service IP (Local IP)
Metwark Configure TSAPI Ports Enabled Disabled
TSAFI Service Port 450 .
Ports
: Local TLIMKE Ports
TCP/TLS Settings TCP Port Min 1024
b Security TCF Port Max 1039
: Unencrypted TLINK Ports
O TP Port Min 1050
» User Management TCP Port Max 1065
» Utilities Encrypted TLIMNK Ports
b Help TCF Part Min 1066
TCP Port Max 10581
DMCC Server Ports Enabled Disabled
I Unencrypted Port 4721 . I
Encrypted Port 4722 )
TRA/B7 Port 4723 -
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6.4. Restart Device, Media and Call Control Service

DMCC service needs to be restarted for the changes to take effect. Navigate to Maintenance -
Service Controller. Select the DMCC Service box and click Restart Service button to restart
the service. This service also needs to be restarted when any changes are made to Genesis PSAP
Monitor configuration.

Maintenance | Service Controller Home | Help | Logout

» AE Services

» Communication Manager Service Controller
Interface
High Awvailability | Service  |Controller Status
» Licensing ASAL Link Manager Running
A o . .
¥ Maintenance CMCC Service Running
. i Runnin
Date Time/MTP Server EVLAN Service ) ?
DLG Service Funning

Security Database .
Transport Layer Service Running

Service Controller .
TSAPI Service Running

Server Data

) Networking Far status on actual setvices, please uze Status and Control

» Security | Start | Stop | Restart Service | Restart AE Server | Restart Linux | Restart Web Server |

» Status
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7. Configure Genesis Systems Corporation Genesis PSAP
Monitor

This section describes the configuration of Genesis PSAP Monitor. It assumes that the
application and all required software components have been installed and properly licensed.
Genesis engineer or an approved installer will install and initially configure all server
components. Details of the steps are beyond the scope of this document. For further
documentation and references, refer to Section 10.

7.1. Configure GenesisPSAP.001 File

The GenesisPSAP.001 file needs to be configured for Genesis PSAP Monitor to connect to
Application Enablement Services. This file can be typically found in the installation folder,
where the application is installed on the server. During compliance testing the file path for
GenesisPSAP.001 was, /Desktop/GenesisPSAP/. Open the file in a notepad as shown below and
configure the following:

e Name of the switch as configured in Application Enablement Services. During
compliance testing DevwmCM was configured as mentioned in Section 6.1.

e [P Address of Application Enablement Services.

e DMCC port of Application Enablement Services as mentioned in Section 6.3.

e Specify if the connection is unsecure or secure. During compliance testing the connection
was set to unsecure, which is N.

e Enter the user name and password of the Genesis user that was configured in Application
Enablement Services in Section 6.2.

e Enter the agent extensions that need to be monitored and assign a value for the same.
During compliance testing extensions 56104, 56103 and 56204 were monitored.

B GenesisPSAP.001 - Notepad

File Edit Formak Yiew Help

SWITCH, DEvumcM,10.10.97. 224 , 4721, |

LSERTAL ,CoMd , 9600, M, 8

LOGIN,Genesis, password]

.EXTENSION,<ext o monitors,<value to replace ext withs
|EXTENSION,561G4,Agent#1

XTENSION, 56103, Agent#2
KTEMSTON, 56204 , AQent#3
VERSION,3. 0|
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Run the GenesisPSAP.exe that is typically found in the installation folder, where the application
is installed on the server. During compliance testing the file path for GenesisPSAP.exe was,
/Desktop/GenesisPSAP/. Screen below shows the Genesis PSAP Monitor successfully
connected to Application Enablement Services and monitoring the configured agent extensions.

B Genesis DMCC =]

StartMon: startapplicationsession Returned 1. =]
application session established. Session ID: G6DEL37BFOB3ESSLOBS7S68CO047BSFF3-17

pevice created for extension 56104

pevice created for extension 56103

Device created for extension 56204

Call control monitor 161 successfully created for 56104 :DewvvmCM:0.0.0.0:0

Call control monitor 163 successfully created for 56204 :DewvvmCM:0.0.0.0:0

Call control monitor 162 successfully created for 56103 :DewvvmCM:0.0.0.0:0

Clear Screen |
Oper Sernal Fort |

[no zenial port defined)

Stop Session |
= Exit |
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8. Verification Steps

The following information verifies the integration between Genesis PSAP Monitor application
and Application Enablement Services and also the accuracy of the Q-type call detail record
generated.

Check status of connections from Genesis PSAP Monitor server to Application Enablement
Services server by navigating to Status - Status and Control > DMCC Service Summary.
The DMCC Service Summary-Session Summary window is displayed in the right pane as
shown below. Verify the User column shows an active session with the CTI user name from
Section 6.2, and that the # of Associated Devices column reflects the number of agent
extensions that are being monitored as configured in Section 7.1.

Status | Status and Control |[DMCC Service Summary Home | Help | Logout

AE Services

Commuplcstioptaganer DMCC Service Summary - Session Summary
Interface

High Awvailability Please do not use back hutton

Licensing Enable page refresh every | 60 ¥ |seconds

Maintenance Session Summary Device Summary

Networking zenerated onWed Mar 22 16:05:10 EDT 2017

. Service Uptime: 14 days, 4 hours 21 minutes
Security Mumber of Active Sessions: 3
+ Status Murnber of Sessions Created Since Service Boot: 18

Mumber of Existing Devices:
Mumber of Devices Created Since Service Boot: 88

# of
N Session ID Application I::ilaa'r.lt?frlledr Cunnectmn Associated
095 Devices
status and control G0B 137BFOBIESE10R GEnesis ESEESSIS 10,10.98.143 ML
CWLAM Service Summary S756BCO047BSFF3-17 Monitar Unencrypted

DLG Services Summary

= DMCC Service Summary
= Switch Conn Summary ftem 1-3 of 3

Alarm Wiewer

Log Manager

| Terminate Sessions | Show Terminated Sessions |

= TSAPI Service Surmmary L Go
» User Management
b Utilities
» Help
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Calls were made from PSTN to an active agent and call record details that was formatted in Q-
type record were verified for accuracy. Screen below shows the information collected from
Application Enablement Services being formatted into a Q-type call detail record.

B2 Genesis DMCC [_To]=]

StartMon: Startapplicationsession Returned 1.

application session established. sSession ID: 6DEL37BFOBSESSLOBI7S63C0047ESFF3-17
Device created for extension 56104

bevice created for extension 56103

pevice created for extension 56204

Call control monitor 161 successfully created for 56104 :DewvymcM:0.0.0.0:0
Call control monitor 163 successTully created for 56204 :DewvymcM:0.0.0.0:0
Call control monitor 162 successfully created for S6L103:0ewvymcM:0.0.0.0:0
=== Normal Record Created ===

Mo330 00 TOOOOOO 56104 03,22 16:27 00:00:00

& elslele] jelela}e]

|»

ACD Group: 56300:DEVVMCM: 10

Ans Dey: 56104 tDevvmIM:0.0.0.0:0
CalledIDb: 15139656001 DEVVMCM: 10
CallingID: 15149626014 :DEVVMCM: 1O —
DistDEY:

DistwhnN:
Linkage: 000010333214 90214552 Clear Screen |

LocalInfo: connected

Metcalled:
MetCallng: DpenSmbletl

$F2t$g;gg; i [ho sernial port defined]
Userpata:

Usercode:

ConCallIb: 3332

=== (Queus Record Created === Stop Session |
0 332 00 TO04001 Agent#l 03/22 16:29 00:00:02

& 0000 0000 15145626014
=l Exit |

9. Conclusion

These Application Notes describe the procedures required to configure Genesis Systems
Corporation Genesis PSAP Monitor to interoperate with Avaya Aura® Application Enablement
Services and Avaya Aura® Communication Manager to support the network shown in Figure 1.
Genesis Systems Corporation Genesis PSAP Monitor passed compliance testing with the
observations noted in Section 2.2.
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10. Additional References
Product documentation for Avaya products may be found at http://support.avaya.com.

1.
2.
3.

Administering Avaya Aura® Session Manager, Release 7.0.1, Issue 2 May 2016.
Deploying Avaya Aura® System Manager, Release 7.0.1, Issue 2 August 2016.
Administering Avaya Aura® System Manager for Release 7.0.1, Release 7.0.1, Issue 3
January 2017.

Administering Avaya Aura® Communication Manager, Release 7.0.1, 03-300509, Issue
2.1 August 2016.

Avaya Aura® Communication Manager Feature Description and Implementation,
Release 7.0.1, 555-245-205, Issue 3 October 2016.

Deploying Avaya Aura® Application Enablement Services in Virtualized Environment,
Release 7.0.1 November 2016.

Administering and Maintaining Avaya Aura® Application Enablement Services, Release
7.0.1, Issue 2, August 2016

Product documentation for Genesis PSAP Monitor may be obtained from Genesis Systems
Corporation.
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™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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