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Abstract

These Application Notes describe the configuration steps required for Parlance Operator
Assistant to interoperate with Avaya Aura® Session Manager 7.0 and Avaya Communication
Server 1000 7.6 using SIP trunks. Parlance Operator Assistant automates call routing by
asking callers to speak the name or dial the extension of a destination.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Parlance Operator
Assistant (hereafter referred to as Operator Assistant) to interoperate with Avaya Aura® Session
Manager 7.0 (hereafter referred to as Session Manager) and Avaya Communication Server 1000
7.6 (hereafter referred to as Communication Server 1000) using SIP trunks. Parlance Operator
Assistant automates call routing by asking callers to speak the name or dial the extension of a
destination.

In the compliance testing, calls from internal and external callers were routed over SIP trunks to
Parlance Operator Assistant. Parlance Operator Assistant played different greeting
announcements based on ANI and/or DNIS, used speech recognition and/or DTMF digits to
determine the route destination, and used SIP REFER to transfer calls to destinations on Avaya
Communication Server 1000 or on the PSTN.

2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were placed manually from users on the
PSTN and on Communication Server 1000 to Operator Assistant. Speech and DTMF input were
used from the callers for requesting transfer to internal user and group destinations on
Communication Server 1000, and to external destinations on the PSTN.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to Operator Assistant.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing included G.711MU, session refresh, ANI, DNIS, speech recognition, DTMF,
speaking ahead (barge-in), dialing ahead, call forwarding, invalid number, blind transfer,
supervised transfer and incoming simultaneous calls.

The serviceability testing focused on verifying the ability of Operator Assistant to recover from
adverse conditions, such as disconnecting/reconnecting the Ethernet connection to Operator
Assistant.
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2.2. Test Results
All test cases were executed, and the following were observations on Operator Assistant:

e The application only supports the G.711MU codec.
e For Supervised transfer, changes needs to be done in the PhoneConfig_Overrides.ini file in

the Operator Assistant as shown below, where 10.10.97.228 is the IP address of the Session
Manager.

[Generic]

;managed transfer template = None
|ba51c_tran5FEP_template = sip:%s@le.18.97.228
;sip 2 sip transfertype = conditional

2.3. Support
Technical support on Operator Assistant can be obtained through the following:

e Phone: (888) 700-6263
e Email: customerservice@parlancecorp.com
e Web: www.parlancecorp.com
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3. Reference Configuration
As shown in Figure 1, SIP trunks were used between Session Manager and Operator Assistant.

A five digit Uniform Dial Plan (UDP) was used to facilitate routing with Operator Assistant.
Unique extension ranges were assigned to users on Communication Server 1000 (54xxx), and to
Operator Assistant (30xxx).

The configuration of Session Manager is performed via the web interface of System Manager.
The detailed administration of basic connectivity between Communication Server 1000, System
Manager and Session Manager is not the focus of these Application Notes and will not be
described.
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Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Communication Server 1000 7.65.16 SP7
Ayaya Aura_® Session Manager in 20.0.2.700201
Virtual Environment
Avaya Aura® System Manager in
. : 7.0.0.2

Virtual Environment
Avaya IP Deskphones:

e 1120 (UNIStim) C8Q

e 1140 (SIP) 4.03.09
Avaya Digital Deskphone N/A
Avaya Analog Deskphone N/A
Parlance Operator Assistant running on
Microsoft Windows Server 2012 R2 N/A
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 50f41
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5. Configure Avaya Communication Server 1000
This section describes the Communication Server 1000 configuration necessary to interoperate

with Session Manager and Responder. It provides the procedures for configuring Avaya
Communication Server 1000 system. The procedures include the following areas:

e Logging into the Element Manager via Unified Communication Manager
e Configuring the SIP Signaling Gateway.

e Configuring a D-Channel.

e Configuring Route and Trunks.

e Configuring Digit Manipulation Block.

e Configuring Route List Block.

e Configuring Distant Steering Code.

For detail configuration details of the Communication Server 1000 refer to Section 10.
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5.1. Logging into Element Manager via Avaya Aura® System Manager

User can login to the Element Manager via System Manager or Unified Communication
Manager. During this compliance testing System Manager was used to login to the Element
Manager. Access the System Manager web interface by using the URL “https://ip-address” in an
Internet browser window, where “ip-address” is the IP address of System Manager. Log in using
the appropriate credentials.

Aura” System Manager 7.0

Recommended access to System Manager is via

FQDM.
Go to central login for Single Sign-0n User ID:
If IP address access is your only option, then note FPassword:
that authentication will fail in the following cases:
& First time login with "admin" account Log On cancel

® Expired/Reset passwaords

n " . . Change P d
Use the "Change Password" hyperlink on this page ange Passwor

to change the password manually, and then login.

From the main dashboard, select Communication Server 1000 that is seen under the Elements
column as shown below.

P oo JE G

Administretor Communicetion Manager Backup and Restore
Directory Synchronization Communicetion Server 1000 Bulk Import and Fxport
Groups B Rales Canlerencing onfigurations

User Management Engagememt Development Events
Plotform

User Provisioning Rule Guographic Redundancy
IP OHice

Medio Server

Meeting Exchange

Replication
Messaging

zoparts
Presence

Scheduler
Routing

Secunty
Session Manager

Shutdown
Work Assignment

Solution Deployment Manager

Templatas
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From the Elements page of System Manager as shown in screen below, click on the Element
EM on cppma3. This is the element which is configured to access the Element Manager (EM) for
the Communication Server 1000 Call Server.

Home Communication Server 1660 %
+ Home / Elements / Communication Server 1000 [+]
Holp
NEWOY Host Nama: covsmsmgrovadercom  Uses Nasnes admm
Eamants
- C5 1000 Serices Elements
Corporate Direciory
PSec New @lemenls are ragisterad inlo the ssourity Famework, or may be adead as ample byperiris. Cick an element nama %0 launch s
Numbesing Groups management £erice. You can opdonally Siter the bt by enlerng a earch term
Fakhes Search || Resst
SNNP Profies
Sacwe FTP Token Add | | Exie J Deteln | ina
Sofware Deployment
Usar Servites Elgment Nama Elsmen| Tvpe~ 2§28 Addrecs Destrption
Administratve Users [ geamamarivadevcom Base 08 76 Base 05
E Z orm: slament
Eamal Autherdcation —~ ~ - i
o 4 < 3 EM on (opm3 C31000 7.6 10109778 New
. SAML Configusation ssameant
i )7 Copend e com Lires Base 76 Base 05
SAGINY (memben slment
Rotes . Media Galeway T8 New
Foleles Cantroles edamant
Acyve Sesslons
Tools
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5.2. Configuring the SIP Signaling Gateway

This section describes the configuration required on the SIP Signaling Gateway so that the
Communication Server 1000 can communicate with the Session Manager via SIP Trunks.

To add a Node, from the EM left navigator screen, navigate to System = IP Network - Nodes:
Servers, Media Cards as shown below.

- System
+Alarms
- Maintenance
+ Core Equipment
-Pnriphnrnl Fqllilnmnnf
- |F Metiork
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-fones
- Host and Route Tables
- Metwork Address Translation
- 0S8 Thresholds
- Persanal Directaries
- Unicode Mame Directory

Assumption is made here that the IP Telephony node is already added.

During compliance testing Node 510 was added. Click on this Node as shown in screen below to
view the configured values.

Mainlenance

« Core Equpment

- Peripheral Equipment

« 1P Netvwork
- Modes Seresrs Media Catd)
- Mainlenante and Reponts

AVAYA C$1000 Element Manager

- LICH Network Senaces - Mg - Usernarmes s

- Home System > © Network > F Taleghory Node:
Links IP Telephony Nodes
« Vwtual Termenals CHek the Node 1D 10 view or sdifits properse
* Narms

Add.. Import f Bres | Befresh
Moge D Componeres  Engkésd Appliaions ELANIP NOJRTLAN ©vi  NodaTLAN S Siahes

2o SIP Line, LTPS, PO, Gatoway Ot 4 P
aw ! { EPCw) SN AT

~ Medis Coteways Show.  Nodes Componant savers and tards 4 1P acdress

- Zones
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Open the SIP Signaling Gateway configuration by clicking on Gateway (SIPGw) as shown
below from the Node Details page.

- Maintenance
+ Core Equipment
- Peripheral Equipment
- |P Metwork
- Modes: Servers, Media Card:
- Maintenance and Reports
- hedia Gateways
- Zones
- Hostand Route Tables
- Wetwark Address Translatior
- Q0S Thresholds
- Personal Directories
- Unicode Mame Directory
Interfaces
Engineered Values
Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels

+
+

AVAYA CS1000 Element Manager
- UCM Network Senviices = Managing: ¢ Username: admin -
- Home System » IP Metwork » P Telephony Modes » Mode Details
- Links ) Node Details {ID: 510 - SIP Line, LTPS, PD, Gateway { SIPGw })
- Virtual Terminals
- System
+ Alarms

MNode ID: |510 *(0-9999) |
= Call server IP address: * TLAN address type: @ |Pv4 anly i
IPvd and IPv6
Embedded LAN (ELAN) Telephony LAN {TLAN)
Gateway IP address: | T * MNode IPyv4 address: 7 *
Subnet mask: IR ¢ Subnetmask: 1 B
Mode |PvE address:
IP Telephony Hode Properties Applications {click to edit configuration)

Yoice Gateway (VGW) and Codecs .
Quality of Service (oS
LAM

SNTP

Numbering Zones .
MCDM Aternative Routing Treatment (MALT) Causes .

1

® Terminal Pro:
® Personal Directories (PDY
Fresence Publisher

IP edia Services

SIP Line

Server (TPS
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The following values were configured during compliance testing as shown in the screen below.

e Vitrk gateway application: Check the Enable gateway service on this node box.

e Vitrk gateway application: Select SIP Gateway (SIPGw) from the drop down menu.

e SIP domain name: bvwdev.com. This will be the same domain name that will be
configured on the Session Manager.

e Local SIP port: 5060.

e Gateway endpoint name: cppm3.

e Application node ID: 510.

Retain default values for other fields.

AVAYA CS1000 Element Manager
e ————
Managing: T Usermaese: admin
'xca:e"'m Services A System » 1 Metwodk » © Telachony Nodes + Moda Datads + Virtusl Trunk Gatearsy Configurstion
- Links Node ID: 510 - Virtual Trunk Gateway Configuration Details
- Wirtual Teminais
- System
e Genoral | SIE Gatway Settings | SIP Gafleway; Srvces
X E‘;;'E’;‘t"“ l\":» gateway appikaton [v] Enable padewady senica on s noos | %
. Frvent
« Penpheral Equipment
- IP Networs e General Virtual Trunk Network Health Monitor
- Nodes: Sarveen Media Cang .
- Maintenance and Reports Virk gateway application | SIP Gataway (SIPGw) V|
- Meda Gaeaays gy e 2 ! - | Moniter [P addresses (sted below)
-Hos.z:'lsna Route Tabies SIP domain rame | bywdey.com feemation will e eacttine ©
- Network Address Transiabo > balow
- QoS Threshoics Local SEP port: |S0E0
- Personal Directores Manitor 1P
« Unvcode Name Direclory ~ o °
* lEnled:r.&s g Gateway endpoint name. |cppm3 Mondor addresses
- Engineerad Vaives
+ Emergency Sarvices Gateway password
+ Geographi Recundancy
+ Saftware -
-« Customers Application node 1D |510
- Routes and Trunks
- Routes and Tiumkas Enable faiisafe NRS
- D-Chamnen . ) )
- Digital Trunk Inteface e o L U L e ST
- Dialing and Numbediag Plans A M i v
- Efactronic Switched Network -
« Flextbie Coce Restrichon z . Note (Tangss mads on the Wit NOT be ' ey
- Incoming Oigit Transiation Requied Vs Taramitied unth e Node & aina saved Soe. | | Coxel
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Scroll down to the Proxy or Redirect Server section. The following values were configured
during compliance testing.

e Primary TLAN IP address: 10.10.97.228. This is the IP address of the Session
Manager.

e Port: 5060

e Transport protocol: Select UDP from the drop down menu.

Retain default values for other fields.

AVAYA CS1000 Element Manager
Ve e |
g u 3
-:E':euemx Services N System » P u,gm :mgumz‘ Moges » piode Dessids » ‘rtunl Trurk Galewsy Configurstion
- Links Node ID: 510 - Virtual Trunk Gateway Configuration Details
=Virtual Temirals
T Ganara | $IP Gateway Settings | S Gatwaay Services
-Mamtsrance IO DO e S
+ Corg Equipment 7] Enatie Shared Banowitih Maragement ~

- Parnpheral Egupment Proxy Or Redicect Server:

o '.'-" Nebuor " Proxy Serves Route 1:
- Maintsnanca ang Reports Primary TLANIP address. [10.10.97.228 |
- Meoa Gateways The & pdcess can have afher [Pvd of P8 fommat hased on the walue of ™71
« Zones ANPLAs Nype
- Host and Roule Tables L
- Network Address Translatio Port | 5060
- Q08 Thresholds
- Personal Directones

Transport prok [UDP »v
- Urecode Name Dweclory FOUNION IR | U oV

+ Intertaces Cptons: || Suppon regsiraton
- Engineerad Values . -
+ Emargancy Services | Primary COS prowy
+ Geographic Recundancy
+ Software -
- Customers Secondary TLAN IP aderess (D000
« Routes and Trunks he 5= scicress can have sffer 1PV of 1P fonmat bases o e value of “TLA
- Routes ang Trunks ooy type
- D-Chamnes i
- Dig#al Trunk Interface Port {5060 | 1 - O3
- Dialing and Numbering Plans 2 . 24
- Ectronkc Switthad Netaork Transoort pratocol | UDP v
- Flexoie Code Resincton 3 o Note Changes made on this pege wil NOT be | |
= Incaming Digit Translation N e transmeteg ural the Node i akso saved Save Cancel

Save and transmit (not shown) these Node properties to complete the SIPGw configuration.
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5.3. Configuring D-Channel

This section explains the configuration of a D-Channel for a SIP Trunk. From the EM navigation
screen, navigate to Routes and Trunks = D-Channels as shown below.

- Customers

- Houtes and Trunks
- Houtes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
= Incaming Digit Translation

Choose an available D-Channel number to add as shown in the screen below. During compliance
testing D-Channel number 5 was configured. Click on Edit to view its configuration.

AVAYA CS1000 Element Manager
- UCM Network Services Mpaging Usarname. sdmn
- Home -~ Routes ang Trurks » O-Chaooels
~ Links
- \irtsal Teeminais D-Channels
- System
+ Alarms
Ot et Maintenance
- Peripheral Equipment D-Channed Dagnostics (LD 96)
+ |P Netwark Netaek and Penpheral Equipment (LD 32, Virtual D-Channets)
~ Insertaces MSOL Deagneatics (LO 96)
- Engineerad Vaives MO Diagnastes (LD 98)
+ Emergenty Services D-Channel Expangion Diagnostics (LD 48)
+ GeoQrapnie Redundganty
+ Sofwara
- Customess Configuration
- Routes and Trunks
- Routes and Tnnks
- -Chanceks Choose a D-Channel Numper |0 V| angtype (DCH V| loAca
~ Digit Trunk Intestace
=ity bty s - Channel: 2 Type: DCH CaxdType TMD  Destription: ToCM Ea
- Fieable Code Restriction -
Incomng Digt Translation [ Chanpel: 5 Type: DCH Card Type: DCIP Descriptica Virk_SIP_SIPL  Edil ]
- Phones
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The following values were configured in Basic Configuration for the D-Channel as shown
below.

e Action Device And Number (ADAN): DCH.

e D channel Card Type: DCIP.

e Designator: A descriptive name.

e Inerface type for D-channel: Select Meridian Meridianl (SL1) from the drop down
menu.

e Meridian 1 node type: Select Salve to the controller (USR) from the drop down menu.

e Release ID of the switch at the far end: Select 7 from the drop down menu.

Retain default values for all other fields.

AVAyA CS1000 Element Manager
- UCM Hetwork Services * Managing . Username: admin
- Home Routes and Trunks » D-Channels » D-Channels 5 Property Configuration
- Links
- Wirtual Terminals =
_ system D-Channels 5 Property Configuration
+ Alarms
- Maintenance
+ Core Egquipment - Basic Configuration
- :?;';Rs;ar:fq”'pmem Input Description Input Valug
_ Modes: Servers, Media Cards Action Device And Mumber (ADAMNY. | ooy
- Maintenance and Reports D channel Card Tvpe |
- Media Gateways oar
- Zones Designatar: wile SIP SIPL
- Hostand Route Tables ) ) -7
- Metwork Address Translatior Recovery o Primary.
- QoS Threshalds FRI laop number for Backup D-channel:
- Personal Directories
- Unicode Mame Directory User:| Integrated Serices Signaling Link Dedicated (5100
+ Interfaces Interface type for D-channel: wMeridian Meridiant (5L1) -
- Engineered Yalues
+ Emergency Services Country: ETS 300=102 basic protocal (ETSH -
+ Geographic Redundancy D-Channel PRI loop number:
+ Software

_ Customers Frimary Rate Interface: more PRI

= (RS A LS Secondary PRIZ loops;

- Routes and Trunks
- D-Channels Meridian 1 node type: Siave to the contraller (USR) -
- Digital Trunk Interface . .
- Dialing and Numbering Plans Release |D ofthe switch atthe farend: 7 -
- Electronic Switched Metwark A Central Office switch type: 100% compatible with Bellcore standard (STD) -

— Flexihla Code Restrictinn

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 41
SPOC 6/14/2016 ©2016 Avaya Inc. All Rights Reserved. ParlanceOA-CS1K



Scroll down to edit the Remote Capabilities of the D-Channel that is seen under the Basic

options (BSCOPT) section. Click on Edit button as shown in the screen below.

Frimary D-channel for a backup DCH: Range: 0 - 254
- PIMX custamer number: -
- Progress signal: -

- iZalling Line Identification :
- Output request Buffars: 232 -
- D-channel transmission Rate! 56 khis when LCMT i AMI (56K

- Channel Megotiation option: Mo aiternative acceptable, exclusive. (13

- Remote Capabilities: | gyt

*

Enable the Network name display method 2 (ND2) option. Now click on Return - Remote
Capabilities button (not shown) to return back to the main screen.

- Remote Capabilities Configuration

Basic rate interface (BRI) []

Call completion on busy using integer value (CCBI) []

Call completion on busy using object identifier (CCBO) []

Call completion on busy for QSIG and EurolSDN BRI (CCBS) []
Call completion on no response using integer value (CCNI) []

Call completion on no response using object identifier (CCNO) []

Call completion to no reply for @QSIG and EurolSDN BRI (CCNR) [

Network call park (CPK) []

Connected line identification presentation (COLP) []

Call transfer integer (CTI) []

Call transfer object (CTO) []

Diversion info. is sent using integer value (DV11) []

Diversion info. is sent using object identifier (DV10) D
Rerouting requests processed using integer value (DV2l) []
Rerouting requests processed using object identifier (DV20) []
Diversion info. sent. rerouting requests processed (DV3I) []
EurolSDN - div. info sent. rerouting req. processed (DV30) [ ]
Call transfer notification and invocation to EurolSDN (ECTO) []
Malicious call identification (MCID) []

MCDN QSIG conversion (MQC) []

Remote D-channel is on a MSDL card (MSL) []

Message waiting interworking with DMS-100 (MWI) []

Network access data (NAC) [

Network call trace supported (NCT) [

Network name display method 1 (ND1) []

| Network name display method 2 (ND2) |

input Description [ input Value_|

Now click on the Submit button (not shown) to complete the D-channel configuration.
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5.4. Configuring Route and Trunks

This section explains the configuration of the SIP route and trunks which will be used by
Communication Server 1000 to communicate with the Session Manager. To add a new route,
navigate to Routes and Trunks - Routes and Trunks from the EM left hand navigator
window as shown in screen below.

- Customers

- Houtes and Trunks
- Routes and Trunks
- D-Channelrs
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwork:
- Flexibhle Code Restriction
- Incaming Digit Translation

Now from the Routes and Trunks screen as shown below click on Add route button to start
configuring a new route.

- Maintenance

+ Core Equiprment

- Perigharal Eguipment
P Network

- Mairdanance and Reports
- Media Gatewsys

- Zones

- Host and Routs Tables

- QoS Thresholds
- Personal Directories
Unicode Name Deeclony
+ Interfaces
Enginsored Values
+ Emergency Senices
+ Geographi Redundancy
+ Software
- Customers
- Routes and Trunks

- Roytes and Trunks

- Nodes Samvers, Media Carde ®

- Network Aodrass Transiasor

AVAVA CS1000 Element Manager
< LCM Network Services * Menagng JISESSTSS  Username adein
- Hoerse Routes and Trurks » Routes and Trurks
- Links
- Virtlual Terminals
=rhbism Routes and Trunks
« N&ms

+ Customes: 0 Tolal routes 10 Totsl runks: 158
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During compliance testing route 6 was added. The next three screens below shows the
configuration for route 1 used during compliance testing.

Route data block (RDB) (TYPE): RDB

Customer number (CUST): 00

Route number (ROUT): 6

Designator field for trunk (DES): A descriptive name.

Trunk type (TKTP): TIE

Incoming and outgoing trunk (ICOG): Select Incoming and Outgoing (IAO) from the
drop down menu.

Access code for the trunk route (ACOD): An available Directory number from the
system.

The route is for a virtual trunk route (VTRK): Enable the box.

Zone for codec selection and bandwidth management (ZONE): A number configured
in the system.

Node ID of signaling server of this route (NODE): 510; this is the same node added in
Section 5.2.

Protocol ID for the route (PCID): Select SIP (SIP) from the drop down menu.
Integrated services digital network option (ISDN): Enable the box.

D channel number (DCH): 5; this is the same D channel added in Section 5.3.
Interface type for route (IFC): Select Meridian M1 (SL1) from the drop down menu.
Private network identifier (PNI): A value configured in the system.

Call type for outgoing direct dialed TIE route (CTYP): Select Unknown Call Type
(UKWN) from the drop down menu.

Calling number dialing plan (CNDP): Select Unknown (UKWN) from the drop down
menu.

Signaling arrangement (SIGO): Select Standard (STD) from the drop down menu.
Route class (RCLS): Select Route Class marked as external (EXT) from the drop down
menu.

Retain default values for other fields.

Now click on the Submit button (not shown) to complete the configuration.
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Managing: . Username: sdmin

Routes and Trunks » Routes and Trunks » Customer 0, Route 6 Property Configuration

Customer 0, Route 6 Property Configuration

- Basic Configuration
Foute data block (RDB) (TYFE) :
Customer numhber (CUST) :
Route humhber (ROUT) :
Cesignatar field for trunk (DES) :
Trunk type (TKTR) :
Incaming and outgoing trunk (QCOG)
Access code for the trunk route (AC0OD) :
Trunk type MO1T1P (M311P) -
The route is for a virtual trunk route WTRE) :

- Zone for codec selection and bandwidth
management (ZOME)

- Mode ID of signaling server of this route
(MODE) :

- Protocol 1D for the route (PCID) :

- Print correlation 1D in CDR for the route
(CRIDY

- Enable Shared Bandwidth Management for the
route (SEYYM)

Integrated serices digital netwark option (ISDM)
- Made of aperation (MODE)

- D channel number (DCH) :

- Interface type for route (IFC) -

- Private netwark identifiar (PMNI)

- Call type for outgoing direct dialed TIE route
{CTYP)

-Insert ESN access code (IMACY

- Integrated service access route (ISAR)

- Display of access prefix on CLID (DAPC)

- Mohile extension route (MBXR)

- Mobile extension outgoing type (MBXOT)

- Mobile extension timer (MBXT)

Calling number dialing plan (CHNDF) :

- Network Options
Electronic switched network pad contral (ESM)
Signaling arrangement (S1G0) ;. Standard (STODY

RDE

oo

&

SIP_M310

TIE

Incoming and Cutgoing {(AC)
2006 =

-

0000z (0-3000)

o010 (0-3989)

SIF (SIF)

-

v

Foute uses ISCM Signaling Link {SLDY

5 (0- 254)
Meridian M1 (SL1)
nooo1 (0- 32700)

Unknown Call type (LW

-

W

Mational number (NPA)
0

{0 - 8000 milliseconds)
Unknown (UKW

-

-

Route class (RCLS) . Route Class marked as external (EXT) -
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After the route has been configured, trunks can be added that belongs to this route. The two
screens below shows the configuration of the trunks that was used during compliance testing.

e Auto increment member number: Enable this box.

e Trunk data block: IPTI

e Terminal number: An available terminal number from the system.

Designator field for trunk: A descriptive name.

Extended trunk: VTRK

Member number: 1; this is the starting member number of the trunk.

Start arrangement Incoming: Select Immediate (IMM) from the drop down menu.
Start arrangement Outgoing: Select Immediate (IMM) from the drop down menu.
Class of Service: Click on the Edit button.

Restriction level: Select Unrestricted (UNR) from the drop down menu.

Retain default values for other fields.

Now click on Return Class of Service button (not shown) to return to the main page of trunks
configuration. Click on Save button (not shown) to complete the trunks configuration.

Customer 0, Route 6, Trunk 1 Property Configuration

- Basic Configuration
Auta incrament member number: [

Trunk data block! 1p7]
Terminal number. 100 g o= oo
Designator field for trunk: gip w510
Extended trunk: |y
Member number. E
Level 3 Signaling: -
Card density. o
Start arrangement Incoming © Immediate (M) -
Start arrangement Outgoing: Immediate (MM -
Trunk group access restriction:

Channel 1D for this trunk: g5

Class of Senvice: | gt
- Class of Service
- Priority. Low Priority (LPR) =
- Restriction level: Unrestricted (UNR) -
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5.5. Configuring Digit Manipulation Block

This section explains the digit manipulation block that is to be configured in the Communication

Server 1000 dialing plan for its users to communicate with the Responder via the Session
Manager. From the EM navigator pane, navigate to Dialing and Numbering Plans -
Electronic Switched Network as shown below.

- Customers

- Routes and Trunks
- Routes and Trunks
- D-Channels
= Digital Trunk Interface

- Dialing and Humbering Plans
- Electronic Switched Retwork;
- Flexhle Tade Hestrichian
- Incoming Digit Translation

Click on Digit Manipulation Block (DGT) option as shown below.

Electronic Switched Network (ESHN)

- Customer 00
- Network Control & Services

- Metwork Control Parameters (MCTL)

- ESM Access Codes and Farameters (ESH)
| - Digit anipulation Block (DG T) |

- Home Area Code (HHPA)

- Flexihle CLID Manipulation Block (CMDB)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSRS)

- Route List Block (RLE)

= Incoming Trunk Group Exclusion {(ITGE)

- Metwork Attendant Services (MAS)

Screen below shows the Digit Manipulation Block List page where users can add a digit
manipulation block index by selecting an available one from the drop down menu. During
compliance testing Digit Manipulation Block Index -- 1 was used.

AVAYA CS1000 Element Manager
e T oo _____. |
- UCM Network Services Managrg SRS Usemame sdmin
- Home A Deadrg and Numbering Plans » Elsgirons Switzbed Netapes (ESN) » Customer 00 » Network Costrol & Services » Dige Manipulation Sioch List
- Links - s s :
-Vanus Terminais Digit Manipulation Block List

System
. Aams

~Mantenance Piease choose the V|0 At

- Perighersl Egapment
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Screen below show the values configured for the digit manipulation block 1 added during
compliance testing.

e Number of leading digits to be deleted: Enter 0.
e Insert: Keep this value blank.

Retain default values for other fields.

Click on Submit to complete the configuration.

Digit Manipulation Block

Digit Manipulation Index numbers: ¢
Mumber of leading digits to be deleted: o (0-19)
Insert:
IP Special Mumber :
Call Type to be used by the manipulated digits & Call type will not be changed (NCHG) -

Submit || Refresh || Delete || Cancel

5.6. Configuring Route List Block

This section explains the route list block that is to be configured in the Communication Server
1000 dialing plan for its users to communicate with the Responder via Session Manager. From
the EM navigator pane, navigate to Dialing and Numbering Plans - Electronic Switched

Network as shown in Section 5.5. Click on Route List Block (RLB) option as shown below.

Electronic Switched Network (ESN)

- Customer 00
- Network Control & Services

- Metwark Control Parameters (NCTL)

- ESM Access Codes and Parameters (ESRM)
- Digit Manipulation Block {DGT)

- Home Area Code (HNPA)

- Flexible CLID Manipulation Block (CWMDB)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSMS)

- Route List Block (RLE)

- Incoming Trunk Group Exclusion (TGE)

- Metwark Attendant Services (NAS)

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 21 of 41
SPOC 6/14/2016 ©2016 Avaya Inc. All Rights Reserved. ParlanceOA-CS1K



To add a route list index, enter a valid number in the Please enter a route list index box and
click on to Add button as shown in the screen below. During compliance testing a route list
block index of 6 was added.

AVAYA €S1000 Element Manager
» 59 !Q\l= g! Managing Usemame: admin
-I';m Equipment ~ Daing wne Numbiving Plans » Elctione Suiishad Netwer [ESN) » Cuslomee 00 » Natwork Contrel & Sensees » Route List Blocks A
e Ve Route List Blocks
Emergency Sesvices
« Geographic Redundancy
+Software Pleasa anter a routs list index | | 10- 19087 | WoA0C
- Customers N %
- Routes and Trunks
-~ Routes and Trunks + Route List Block index — 1 Eat
- D-Channels e
- Digital Trunk intectace + Route List Block index —2 Edif
- Disling and Numbering Plans
- Elacionk: Swschad Netwoek + Route List Block Index — 3 Ean
- Flexibie Code Restriction a—
- Incoming Digit Transtation + Route List Block Index — 4 Ecit
- Phones
- Templates + Route List Block lndex — 5 Edif
i =
2y |- Route List Biock inaex 6 ot |
_WP‘“’"“_M"“ _, * Route List Block lndex - 7 Ect <
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Screen below show the values configured for the route list index block 6 added during

compliance testing.

e Digit Manipulation Index: Select 1 from the drop down menu. This was configured in

Section 5.5.

e Route Number: Select 6 from the drop down menu. This was configured in Section 5.4.

Retain default values for other fields.

Click on Submit to complete the configuration.

Data Entry of a Route List Block

Route List Block Index: 6

General Properties

Indexes

Business Metwark Extension Route:

Incoming CLID Table:

Options
Local Termination entry;

Route Mumber:

Entry Murmber for the Route List:

Time of Day Schedule:

Facility Restriction Level:

Digit Manipulation Index:

ISL D-Channel Doven Digit Manipulation Index;
Free Calling Area Screening Index:

Free Special Mumber Screaning Index:

]

sy

= = 2

(o-72

£0- 19993

(0-1007
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5.7. Configuring Distant Steering Code

This section explains the distant steering code that is to be configured in the Communication
Server 1000 dialing plan for its users to communicate with the Responder via Session Manager.

From the EM navigator pane, navigate to Dialing and Numbering Plans - Electronic

Switched Network as shown in Section 5.5. Click on Distant Steering Code (DSC) option as

shown below.

Electronic Switched Network (ESN)

- Customer 00

- Hetwork Control & Services
- Metwork Control Parameters (WCTL)
- ESM Access Codes and Parameters (ESN)
- Digit Manipulation Block (DGT)
- Home Area Code (HMPA)
- Flexihle CLID Manipulation Block (CWMDB)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSMS)
- Route List Block (RLE)
- Incoming Trunk Group Exclusion {(ITGE)
- Metwork Atendant Services (WAS)

- Coordinated Dialing Plan (CDP)

- Distant Steering Code (DEC)

- Trunk Steering Code (TSC)

To add a distant steering code, select Add from the drop down menu and enter an available
distant steering code in the Please enter a distant steering code box and click on to Add button
to finish adding one as shown in the screen below. During compliance testing a code of 30 was
added since the number assigned to reach Operator Assistant was 30XxXx.

AVAYA

- UCM Natwork Services
Home

- Links
-\Vitugl Terminals

- System
+ Alarms

-Maintenance

. Equement

hers Equement

- Nooes. Servars, Meds Can
- Msinlenante ang Regorts
- Megis Oatewais

CS1000 Element Manager
rm——  _—__—_—m—e—e—————_—_—_—_—_—_—_—— e

Marapmg. 20 SO Username: sgmén
Dwbog ard Numbwang Plans » Slecirane Saitzhed Netaos (ESN) « Customer D0 » Coomrated O

Distant Steering Code List

v

PMease ender a distant steering code |30 0 Aga
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Screen below show the values configured for the distant steering code of 30 added during
compliance testing.
Enter the values as shown in screen below.

e Flexible Length number of digits: 5; since 30xxx the number to dial Operator Assistant
is a 5 digit number.
e Route List to be accessed for trunk steering code: Select 6 from the drop down menu.
This was configured in Section 5.6.
Retain default values for other fields.

Click on Submit to complete the configuration.

Distant Steering Code

Digtant Steering Code: on
Flexible Length number of digits: g (o-107)
Display: Local Steering Code (LSC) -
Remote Radio Paging Access:
Route Listto be accessed far trunk steering code: § »
Collect Call Blacking:
Maxirmurm ¥ digit MPA code allowed:

Maxirmurm ¥ digit Bk code allowed:

Submit || Refresh || Celete || Cancel
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include
the following areas:

e Launch System Manager

e Administer domains

e Administer locations

e Administer adaptations

e Administer SIP entities

e Administer routing policies
e Administer dial patterns

6.1. Launch System Manager

Access the System Manager web interface by using the URL “https://ip-address” in an Internet
browser window, where “ip-address” is the IP address of System Manager. Log in using the
appropriate credentials.

Aura” System Manager 7.0

Recommended access to System Manager is via
FQDM.

Go to central login for Single Sign-0On User ID:

If IP address access is your only option, then note FPassword:
that authentication will fail in the following cases:

& First time login with "admin" account Log On cancel
® Expired/Reset passwaords

" " . . Change Password
Use the "Change Password” hyperlink on this page
to change the password manually, and then login.
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6.2. Adminsiter Domains

In the subsequent screen (not shown), select Elements = Routing to display the Introduction
to Network Routing Policy screen below. Select Routing = Domains from the left pane, and
click New in the subsequent screen (not shown) to add a new domain

The Domain Management screen is displayed. In the Name field enter the domain name, select
sip from the Type drop down menu and provide any optional Notes.

+ Bame [ tlements [ Routing / Dameits

Domain Management Coment | Cancel

Mame lype Nutes

bvwoev.cum "oy Fremary Domsn

Commt  Cancel

6.3. Administer Locations

In the subsequent screen (not shown), select Elements = Routing to display the Introduction
to Network Routing Policy screen below. Select Routing = Locations from the left pane, and
click New in the subsequent screen (not shown) to add a new location for Operator Assistant.

Home | Ruowting

* Routing « Moame [/ Hlements [/ Routing [+]

Domains

Introduction to Network Routing Policy
Lucations

Network Routing Policy consists of several routing applicabons fike "Oomains®, "Locations®, "SIP Entitiez®, etc

The recommanded order to use the routing appications (that means the overal routng workflaw) to configure your
network configuration is 55 folows:
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The Location Details screen is displayed. In the General sub-section, enter a descriptive Name
and optional Notes. Retain the default values in the remaining fields.

« Mome / tloments / Reuting / Locations [+]
ek
Domains telo 7
: Location Details Comme | Cancel
Lucations
Adoptations |
ory
S1P Entities
' Name: Balavile
Fntity Links
Notes: 2eleviie DevConnect Lab
Routing Policies
Dial Plan Transpareancy i Survivable Mode

Dial Patterns

i Enabled:
Regular Cxpressions
Dofanits Listed Directory Number:

Associoted CM SIP Entity:

Scroll down to the Location Pattern sub-section, click Add and enter the IP address of all
devices involved in the compliance testing in IP Address Pattern, as shown below. Retain the
default values in the remaining fields.

Alarm Threshold
Overall Alarm Thresheld: 60 v %
Multimedia Alarm Thresheld: 60 =l
* Latency before Overall Alarm Trigger: 5 Minutes
* Lotency before Multimedia Al = <
ency before Multime T'r‘:oo::" o Minutes
| 11 | Fatt
Aad Remgve
3 TR Filter; Enatiln
10 Address Pattern - Notes
* 10.10.92.0
* 10.10.97.0
Salest ; All, None
Commet | Cancel
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6.4. Administer Adaptations

Select Routing > Adaptations from the left pane, and click New in the subsequent screen (not
shown) to add a new Adaptation module

The Adaptation Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

Adaptation Name: A descriptive name.

Module Name: Seelct “CS1000Adapter” from the drop down menu.

Module Parameter Type: Select “Name-Value Parameter” from the drop down menu and
then a rule, “fromto=true”.

Notes: Any desired notes.

Adaptation Details Commit | Cancal

* Adagtation Name: CS1000Adapter
* Module Name: CSL1000Adapter

Module Parameter Type: Name-Valie Paramater

Add Remova

Name - Valuw

Egress URI Parameters:

Notas: CS1000 adapter for Phone Context

6.5. Administer SIP Entities

Add two new SIP entities, one for Operator Assistant and one for the new SIP trunks with
Communication Server 1000.

6.5.1. SIP Entity for Operator Assistant

Select Routing = SIP Entities from the left pane, and click New in the subsequent screen (not
shown) to add a new SIP entity for Operator Assistant.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 41
SPOC 6/14/2016 ©2016 Avaya Inc. All Rights Reserved. ParlanceOA-CS1K



e Name:

e FQDN or IP Address:

e Type:

e Notes:

e | ocation:
e Time Zone:

A descriptive name.
The IP address of the Operator Assistant server.
“Other”
Any desired notes.
Select the Operator Assistant location name from Section 6.2.
Select the applicable time zone.

Homo Routing %}
* Routing « Wome [ Elements / Routing / SIP Entities [+
Domains i
oottt SIP Entity Details Commit| | Cancal |
Adagtations. Genera
SIP Entities * Name: Parlance_Operatorassistant
Enﬂtv Links * FQDN or 1P Address: 10 10,558,157
Time Ranges Type: Other
Routing Palicies Notes: SIP entity for a partner testing
Diol Patterns
Regulor Expressions Adaptation: -
Defaults Location: Befeville +]
Time Zone:  Amenca/Fortaesa -l
* S1P Timer B/F {in seconds): <
Credential nome: |
Securable:
Call Detall Recording: none =)
CommProfile Type Preference: =l
Loop Detection
Loop Detection Mode:  On =
Loop Count Threshold: S
Loop Detection [nterval (in msec): 200
SIP Link Monitoring
SIP Link Monitoring: Use Session Managar Configuration »|
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Scroll down to the Entity Links sub-section, and click Add to add an entity link. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Name: A descriptive name.

e SIP Entity 1: The Session Manager entity name, in this case “DevvmSM”.
e Protocol: “UDP”

e Port: “5060”

e SIP Entity 2: The Operator Assistant entity name from this section.

e Port: “5060”

e Connection Policy: “trusted”

Note that Operator Assistant can only support UDP protocol.

tity Links

Override Port & Tronsport with DNS SRY:

&dd Remove

1 mam Filber atva
Canmntta Oeny.
Mame SIF Eotaty | Protoco i Port SIF Cntity 7 Port Pukey New
* CwyymSN_Pardance CevvmEM le| UDP e 5060 Farisnce Operatordssistant e 5060 rated -
Salact
L} ) 1505 1 } I
&dd femove
Oems Fikes: Ervatie
Mark
Response Code & Reason Phrase [ntity Notes
Up/Down
Comme | | Cancel
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6.5.2. SIP Entity for Communication Server 1000

Select Routing = SIP Entities from the left pane, and click New in the subsequent screen (not
shown) to add a new SIP entity for Communication Server 1000. Note that this SIP entity is used
for integration with Operator Assistant.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

e Name: A descriptive name.

e FQDN or IP Address: The IP address of the SIP Signaling Gateway interface.

e Type: “Other”

e Notes: Any desired notes.

e Adaptation: Select the applicable adaptation for Communication Server 1000 if
any. During compliance testing “CS1000Adapter” was used to manipulate phone-context in
SIP messages which was configured in Section 6.4.

e Location: Select the applicable location for Communication Server 1000.

e Time Zone: Select the applicable time zone.

S
« Home / Elemests / Routiny [/ S1P Estities o
Help 7
SIP Entity Details Coment) | Cancel
SIP Enthties * Neme; CE1%_Battom
Eotity Links * FQDN or 1P Address: 10 10.97 149
_Time Ronges Type:  Cahar

Nates: SIP connection to CS1K

Nal Battprns

Regular Fxpressions Adeptation: | CS10004caster [+

Dofaukts Location: | Belevle v/
Time Zone:  Amenca/Toronto -l
Y SIP Timer B/F {in seconds ) 4

Credential name:

Securable:

Call Detall Recording: rnone
Commirofile Type Preferance: [
p Detection
Loap Detaction Mode:  On !

Loop Count Threshold: 5

Loop Detection Interval (in msec): 200

S ink Monitorning

SIP Link Monitoring:  Use Sesoon Manager Corfguraton e
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Scroll down to the Entity Links sub-section, and click Add to add an entity link. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Name:

SIP Entity 1:
Protocol:

Port:

not found.2.

SIP Entity 2:
Port:

source not found.2.

A descriptive name.

The Session Manager entity name, in this case “DevvmSM”.
The signaling transport method from Section 5.2.
The signaling listen port number from Section Error! Reference source

The Communication Server 1000 entity name from this section.
The signaling group listen port number from Section Error! Reference

Connection Policy: “trusted”

Override Port & Transport with DNS SRV:

1 ftam Firee A
Name SIV Entity § | Protoced  Part SIP Entity 2 Port \ ':';.“ v n I:.r‘.’“'
LiektaCSIK_Suttom Devendmis] (00 [5]  * s0s0 CS1K_Bamam 0 trusted -
Sglact
|
S [ Femave
Q ftems .0 Filter: Enab
Mark
Response Cade & Reason Phrave Entity Notes
Up/Down
Commit | Cancel
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6.6. Administer Routing Policies

Add two new routing policies, one for Operator Assistant and one for the new SIP trunks with
Communication Server 1000.

6.6.1. Routing Policy for Operator Assistant

Select Routing - Routing Policies from the left pane, and click New in the subsequent screen
(not shown) to add a new routing policy for Operator Assistant.

The Routing Policy Details screen is displayed. In the General sub-section, enter a descriptive
Name, and retain the default values in the remaining fields.

In the SIP Entity as Destination sub-section, click Select and select the Operator Assistant
entity name from Section 6.5.1. The screen below shows the result of the selection.

Home Rovting ®
m, Hame [ Elomonts [ Routing / Routing Palicies [+]
Daomains Help ?
e Routing Policy Details Comme || Cancal
Adagtations
Gener
SiP Entities
* Name: Route_To_Parlance_OparatorAssist
Entity Links
Disabled:
Time Renges
* Retries: 0
Routing Policles
Dial Patterns Notes: Foute to 3 partnar testing server
Regular Expressions SIP Entity as [ N
noty & vastmation
Defaults
Select
Name FUON or I¥ Address Type Notey
Parlance_OperatorAssstant 10.10.98,157 Othwer SIP entity for & partner testing
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 34 0f 41

SPOC 6/14/2016 ©2016 Avaya Inc. All Rights Reserved. ParlanceOA-CS1K



6.6.2. Routing Policy for Communication Server 1000

Select Routing = Routing Policies from the left pane, and click New in the subsequent screen
(not shown) to add a new routing policy for Communication Server 1000.

The Routing Policy Details screen is displayed. In the General sub-section, enter a descriptive
Name, and retain the default values in the remaining fields.

In the SIP Entity as Destination sub-section, click Select and select the Communication Server
1000 entity name from Section 6.5.2. The screen below shows the result of the selection.

« Hume { Blements [/ Rowtimy / Reuting Falicies <]
Hep ?
Routing Policy Details | Commit || Canest
General
* Nome: Route_to_CS1K_Bottom
Disabled:
* Retries: 2
Nates:
Regular Expressions SIP Entity as Destin
Detaults 3 —
Salact
Name FQON or IF Address | Type | Notes
CS1¥_Battorr 1010.97 149 Onry SIP connedtion to CS1k
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6.7. Administer Dial Patterns

Add a new dial pattern for Operator Assistant, and update existing dial patterns for
Communication Server 1000.

6.7.1. Dial Pattern for Operator Assistant

Select Routing - Dial Patterns from the left pane, and click New in the subsequent screen (not
shown) to add a new dial pattern to reach Operator Assistant. The Dial Pattern Details screen is
displayed. In the General sub-section, enter the following values for the specified fields, and
retain the default values for the remaining fields.

e Pattern: A dial pattern to match, in this case “30”.
e Min: The minimum number of digits to match.
e Max: The maximum number of digits to match.
e SIP Domain: The signaling domain name from Section 5.2.

In the Originating Locations and Routing Policies sub-section, click Add and create an entry
for reaching Operator Assistant. In the compliance testing, the entry allowed for call originations
from all Communication Server 1000 endpoints in locations “Belleville”. The Operator Assistant
routing policy from Section 6.6.1 was selected as shown below.

¢« Mome / Blements [ Routing / Diol #atterns [+ ]

Dial Pattern Details comme. || Cancel

v ral
S1P Entities
SR ' Pattern: 30

Entity Links

*Mm: S

Ruuting Palicis Prisercth -

Déal Patterns
Rogudar Expresclons Emurgency Priority:

Emergeacy Type:

Emergency Call:

SIP Domain:  bywosr com .

Notes: Cral pattemn to reach Pariance Office Assistarn

1 [tem Fiksr: Ena
7| | Orsginating Locatson Nanse + :":T::::ma Reuting Pelicy Nams Nank )i:’-u:.:",“ :1::'::;:""""" ¥ :::: y Y
Notes Oisableil 20w Notes
Reuts
Bellsvil wa
4 Bellevile Davionnect  Route_To_Parfance_OperatorAssistant 0 Porlance_Operatorfssistant  pareer
Lsb resting
Salect © !
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6.7.2. Dial Pattern for Communication Server 1000

Select Routing = Dial Patterns from the left pane, and click on the first existing dial pattern for
Communication Server 1000 in the subsequent screen, in this case dial pattern “54” (not shown).
The Dial Pattern Details screen is displayed.

In the Originating Locations and Routing Policies sub-section, click Add and create a new
policy as necessary for calls from Operator Assistant. In the compliance testing, the new policy
allowed for call origination from the Operator Assistant location from Section 6.2, and the
Communication Server 1000 routing policy from Section 6.6.2 was selected as shown below.
Retain the default values in the remaining fields.

Follow the procedures in this section to make similar changes to the applicable Communication
Server 1000 dial pattern to reach the PSTN. In the compliance testing, Operator Assistant will
add the prefix “9” for outbound calls to the PSTN, and therefore the existing dial pattern for “9”
was also changed (not shown below).

(= (ouna ser
« Mome [ Elements / Routieg / Dial Patteras [~}
= ?
Dial Pattern Details Coment | | Cancel
Adagtations
SIP Eatities
" Pattern: 54
Entity Links
*Mim: =

Timy Ranges

Routing Policies 35

Emergency Call:

Dial Patterns

engulor Fxpressions Emergency Priority:
Emergency Type:

SIP Domain: | bywdey com w)

Notes:

1tam 0 Fitar: Enable

Howting Nuwtang
Ociganating Rauting Palicy
Orvginatang Lot aliun Name Rauting Policy Name ank Fobey Pubicy
Lucatios Notes Destinaton
Disablind Notes

Belevile

Ballent A
e DevConnect Lab

Route_ta_CS1K_Batters o CS1K_Bomtam

Select | 41, Nonw
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7. Configure Parlance Operator Assistant

The Parlance Operator Assistant will be provisioned completely by Parlance engineers based on
site requirements and therefore no configuration details will be provided in these application
notes.

To obtain information on Operator Assistant configuration, refer to Section 2.3.

8. Verification Steps

This section provides tests that can be performed to verify proper configuration of
Communication Server 1000 and Session Manager.

8.1. Verify Avaya Aura® Communication Server 1000

From the CLI interface, verify the status of the SIP trunks by using the “stat” command followed
by the Terminal Number in LD 32. During compliance testing it is, “stat 100 0 3”. Verify that all
trunk units are in the “IDLE” state and the D-CH is in “EST ACTV” state as shown below.

>1d 32

NPROOO

.stat 100 0 3

00 = UNIT 00 = IDLE (ISL TRK) (TIE IP IMM /IMM )
D-CH 5 EST ACTV

01 = UNIT 01 = IDLE (ISL TRK) (TIE IP IMM /IMM )
D-CH 5 EST ACTV

02 = UNIT 02 = IDLE (ISL TRK) (TIE IP IMM /IMM )
D-CH 5 EST ACTV

03 = UNIT 03 = IDLE (ISL TRK) (TIE IP IMM /IMM )
D-CH 5 EST ACTV
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8.2. Verify Avaya Aura® Session Manager

From the System Manager home page (not shown), select Elements - Session Manager to
display the Session Manager Dashboard screen (not shown).

Select Session Manager = System Status = SIP Entity Monitoring from the left pane to
display the SIP Entity Link Monitoring Status Summary screen. Click the Operator Assistant
entity name from Section 6.5.1.

* Getrive Mebumer o Paer { Dhemantn £ Sereinn Paananed | Seviem St S IF Entiny Setoovn
Hedhewd
i iee Moo SIP Entity Link Monitoring Status Summary
Suwiolivinnn Thas page trovides & merrary of Setson Mareger TP areky v
(wvawerdi atem eI b
Palbe rdhae
Coartheerh
Cotanrating
R
Linabapmratins
o At Lataay g W e
Paabuarstios fwen vy e i = raeanee e Tl
¥ Nyiteee Mt Deeans™ < " » T D 0

bt g
Semiray b
b

LA Eraral Ushe
4““ h
‘rwrvary

[l —
Seraien Conrny
i e serens st
* Syitme Teslh — P Loy Nane

1 Petinsese s Tocaimu Otwvalor Asinlend

The SIP Entity, Entity Link Connection Status screen is displayed. Verify that the Conn
Status and Link Status are “UP”, as shown below.

Name Bessinm Mamages M
* Sessimn Manager « MNWame [ Edements [ Sessian Manager / System Status / SiP Entity *fositering [+]
~ Vel o ?
Subrion Munager SIP Entity, Entity Link Connection Status
Administration This page dpiars Cetalad connection status for 3l antky beks from all
Coammemication S@53100 Managar retancas to 3 singla SIP entity.
Prafiie Cditar
All Entity Links to SIP Entity: Partance_OgpecatorAssistan
Nntveork
Configuration Status Dotaifs for the selected Session Manager:
Device and Location [ Summany View |
Configurstion
mlk.ﬁu 1ltems  Rafrush Fitar: Enatls
c.n!iuyvaﬁoﬂ P Erray
* Gystum Status Sessnn Manager Nome Resohed B Port ot Dery Conm. Status Reassn Coge Liréx Status.
SIP Entity ' RexvmSM 101098157 5060 uop FALSE ue 200 Ok up
Manitorieg
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9. Conclusion

These Application Notes describe the configuration steps required for Parlance Operator
Assistant to successfully interoperate with Avaya Aura® Session Manager 7.0 and Avaya
Communication Server 1000 7.0 using SIP trunks. All feature and serviceability test cases were
completed with observations noted in Section 2.2.

10.

Additional References

This section references the product documentation relevant to these Application Notes.

1.

2.

;
8
9.
1

Communication Server 1000E Installation and Commissioning, Release 7.6, NN43041-
310

Element Manager System Reference — Administration - Avaya Communication Server
1000, Release 7.6, NN43001-632.

Avaya Communication Server 1000 Co-resident Call Server and Signaling Server
Fundamentals Release 7.6, NN43001-509.

Avaya Communication Server 1000 Unified Communications Management Common
Services Fundamentals -, Release 7.6, NN43001-116.

Avaya Communication Server 1000 - Software Input Output Reference — Administration
Release 7.6, NN43001-611.

Avaya Communication Server 1000 - ISDN Primary Rate Interface Installation and
Commissioning, Release 7.6, NN43001-301.

Implementing Avaya Aura® Session Manager Document 1D 03-603473.

. Administering Avaya Aura® Session Manager, Doc 1D 03-603324.

Deploying Avaya Aura® System Manager, Release 7.0.

0. Administering Avaya Aura® System Manager for Release 7.0, Release 7.0.

To obtain information on documents related to Parlance Operator Assistant, refer to Section 2.3.
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