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Abstract

These Application Notes describe the configuration steps required for RMG Networks
Enterprise Server to interoperate with Avaya Call Management System via rt_socket
interfaces. The rt_socket interfaces, developed by the Avaya Professional Services
organization, provide real-time data related to Agents, Skills, and Vector Directory Numbers.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DevConnect Program at the
Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required to integrate Enterprise Server
R12.5 from RMG Networks with Avaya Call Management System R18.0.

As an Avaya contact center reporting product, Avaya Call Management System (CMS) collects
and reports contact center data from the ACD feature (Automatic Call Distributor) of Avaya
Aura® Communication Manager. Avaya Professional Services has developed a line of adapters
called rt_socket to facilitate integration of CMS with third party products.

Enterprise Server is the engine that drives RMG Networks’ content management system and is
responsible for collecting content from various sources, repurposing it according to pre-defined
business rules and then distributing the repurposed content to the visual solution endpoints.
Enterprise Server uses internal TCP/IP Collectors to integrate with CMS via rt_socket adapters.
With the integration, Enterprise Server can monitor a wide range of real time statistics that are
available from CMS. The TCP/IP Collector is a part of Enterprise Server and is configured via
Portal Administrator which runs either on Enterprise Server or as a remote client. Data received
by Enterprise Server can be viewed using Portal Data Viewer, which is another element of
Enterprise Server.

Various rt_socket adapters are built on CMS custom reports to provide real-time contact center
data required by Enterprise Server. The rt_socket adapters, developed for RMG Networks, that
were used in this compliance test included:

e Agent Performance Interface

e Skill Performance Interface

e VDN Performance Interface

2. General Test Approach and Test Results

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying Enterprise Server’s ability to receive real-time data from CMS using
the CMS rt_socket adapters. A small call center was set up on Communication Manager and
various tests were executed including:

e Agent in various states, e.g. Available, Aux Work, After Call Work, etc.

e Agent on ACD calls.

e Agent on non-ACD calls.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. On
Communication Manager, relevant Skills and Vector Directory Number (VDN) objects are
configured to be “measured” for CMS. When a call travels through a “measured” object on
Communication Manager, the ACD related data is sent to CMS. CMS sends updates for agents,
Skills, and VDN to Enterprise Server. During compliance testing data was sent every 5 seconds.

The feature test cases were performed manually. Incoming calls were made to the measured
VDNs, Skills, and Agents to generate data to the Enterprise Server. Manual call control functions
such as answer, hold, resume, and disconnect, along with agent work mode changes including
login, auto-in, manual-in, after call work, auxwork, and logout were exercised as necessary to
populate specific fields in the reports. Additional call scenarios such as call waiting time longer
than service level target, abandoned calls, inbound extension calls to an agent in auxwork or after
call work mode, and outbound extension calls from an agent in auxwork or after call work mode
were also exercised.

The serviceability test cases were performed manually by disconnecting and reconnecting the
LAN cable to Enterprise Server, rebooting Enterprise Server, and by restarting the CMS
adapters.

For each data field in the tested interfaces, the corresponding CMS custom report was used to
validate the accuracy of data generated by CMS and displayed by the Portal Data Viewer of
Enterprise Server.

2.2. Test Results

The Enterprise Server successfully passed the compliance test. All the fields in the three
rt_socket interfaces including Agent Performance Interface, Skill Performance Interface, and
VDN Performance Interface were verified.

2.3. Support
Technical support from RMG Networks can be obtained through the following:

= Phone: +1 877-789-TECH (8324)
= Email: support@rmgnetworks.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of an Avaya CMS, Communication Manager, System Manager, and a G430 Gateway.
The rt_sockets developed by Avaya Professional Services are installed on Avaya Call
Management System. The RMG Networks Enterprise Server runs a TCP “listener” process to
accept data in real-time from Avaya Call Management System.

Avaya Call Management Avaya Aura® Communication Avaya Aura® System
System R18.0 Manager R7.0 Manager R7.0

[

I
I
rt_socket |
l ‘

Avaya G430 Gateway Avaya 9608 Avaya 9620
| RMG Networks H323 Desk Phone H323 Desk Phone
| Enterprise Server
R12.5
Simulated
PSTN
Client PC PSTN Caller
Figure 1: Enterprise Server with Avaya Call Management System
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4. Equipment and Software Validated

The following equipment and software were used for the test configuration:

Equipment/Software

Release/Version

Avaya Aura® System Manager running on a
virtual server

System Manager 7.0.0.1
Build No. —7.0.0.0.16266-7.0.9.7001011
Software Update Revision No: 7.0.0.1.4212

Avaya Aura® Session Manager running on a
virtual server

Session Manager R7.0
Build No. — 7.0.0.1.700102

Avaya Aura® Communication Manager running
on a virtual server

R7.0 SP1
00.0.441.0-22684

Avaya Call Management Services running on a
virtual server

R18.0.0.1

Avaya G450 Gateway

37.20.0/1

Avaya 9608 one-X® Deskphone

96x1 H.323 Release 6.4014U

Avaya 9620 one-X® Deskphone

9600 H.323 Release 6.4014U

RMG Networks Enterprise Server running on
Windows Server 2012 R2

125
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5. Configure Avaya Aura® Communication Manager

The administration of contact center objects and connectivity between Communication Manager
and CMS are not the focus of these Application Notes and are not described here. For the details,
refer to the appropriate documentation listed in Section 10.

Configuration and verification operations on the Communication Manager illustrated in this
section were all performed using Avaya Site Administrator Emulation Mode. The information
provided in this section describes the configuration of the Communication Manager for this
solution. It is implied a working system is already in place, including Skills, Vectors, VDN’s and
Agents. For all other provisioning information such as initial installation and configuration,
please refer to the product documentation in Section 10.

This section provides the procedures for how to enable VDN, Skill, and Agent measurement data
to be sent to CMS. The procedures include the following areas:

e Administer measured VDN

e Administer measured Skill and Agent

For the compliance testing, the following contact center devices were used.

VDN Skill Agent
7900 90 7700
7901 91 7701

5.1. Administer Measured VDN

Use the change vdn x command, where X is the extension of the VDN to be measured by CMS.
Set the Measured field to both to enable measurement data on the VDN to be sent to CMS.
Repeat this step for all VDNs that will be measured by CMS.

change vdn 7900 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 7900
Name*: Sales Voice
Destination: Vector Number 77
Attendant Vectoring? n
Meet-me Conferencing? n
Allow VDN Override? n

COR: 1
TN*: 1
Measured: both
Acceptable Service Level (sec): 20

VDN of Origin Annc. Extension*:
1st Skill*:90
2nd Skill*:
3rd Skill~*:
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5.2. Administer Measured Skill and Agent

Use the change hunt-group x command, where X is the number of the Skill group to be
measured by CMS. Navigate to Page 2, and set the Measured field to both to enable
measurement data on the Skill group and the associated Agents to be sent to CMS. Repeat this
step for all Skill groups that will be measured by CMS.

change hunt-group 90 Page 2 of 4
HUNT GROUP
Skill? y Expected Call Handling Time (sec): 180
AAS? n Service Level Target (% in sec): 80 in 20

Measured: both
Supervisor Extension:

Controlling Adjunct: none

VuStats Objective:

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n

For the compliance testing, two Skill groups with group numbers 90 and 91 were configured to
be measured. In addition, two agents with agent ID’s 7700 and 7701 were used as available
agents for the above Skill groups. Use the command list agent LoginlID to show the agents
configured and the Skills associated with these agents.

list agent-loginID
AGENT LOGINID

Login ID Name Extension Dir Agt AAS/AUD COR Ag Pr
SO
Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lwv
Skil/Lv
7700 Sales Agent 7000 1 1vl
90/01 10/01
7701 Support Agent 7001 1 1vl

91/01 11/01

5.3. Save Avaya Aura® Communication Manager Configuration

From the Command Line enter Save Translation, in order to commit the changes that have been
introduced to memory on Communication Manager.
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6. Configure Avaya Call Management System

This section provides the CMS configuration required for supporting Enterprise Server
integration, which includes the following:

e Configure real-time adapter parameters

e Activate the real-time adapter

6.1. Configure Real-Time Adapter Parameters

Three rt_socket real-time adapters are installed in CMS to support Enterprise Server integration.
The parameters associated with the adapters are described below along with the values assigned
shown in the screenshot. It is advised, however, that CMS adapter configuration should only be
performed by the Avaya Professional Services organization. Questions about adapter
configuration should be directed to Avaya Professional Services.

PUTTY can be used to open an SSH session to CMS. Enter the appropriate credentials and
navigate to /export/home/pserv/rt_socket. Open the file called rta.conf. Sessions 1, 2, and 3 in the
screenshot below specify the parameter values for the Agent, Skill, and VDN adapters
respectively.

HOST: hostname or IP address of the Enterprise Server. If a hostname is
used, the name needs to be added to /etc/hosts file as well.
PORT: TCP port
ACD: ACD being monitored
OPTS: list of options include —E for end of record string
REPORT: custom report name for this adapter
MONITOR_LISTS: objects ids to monitor
REFRESH: refresh rate
- Session 1 ———=————————————————————————————

HOST1=WIN2012RMGNetworks the receiving server's host name in /etc/hosts
PORT1=7011 # the receiving server's port

=

ACD1=1 # ACD being monitored

OPTS1="-E ==EQOD==" # applicable command line options
REPORT1l=agent symon # respective custom report name

MONITOR LIST1="1-999" # skills to monitor

REFRESH1=5 # respective report refresh rate

DEST APP1="" # destination app for rt socket or Generic-RTA
e et Sesgilen 2 s=c=cemsccssocmosoooooosoosososs
HOST2= WIN2012RMGNetworks

PORT2=7012

ACD2=1

OPTS2="-E ==EOD=="

REPORT2=skill symon

MONITOR LIST2="1-999"

REFRESH2=5

DEST APpP2="" # destination app for rt socket or Generic-RTA
- Session 3 —————-——--—-——-————————————————
HOST3= WIN2012RMGNetworks

PORT3=7013

ACD3=3

ORPME§I="=lT ==mQD=="

REPORT3=vdn symon
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MONITOR LIST3="25900-25999"
REFRESH3=5

DEST APP3="" # destination app for rt socket or Generic-RTA
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6.2. Activate Real-time Adapters

This section describes how to activate the rt_socket adapters. Log in to CMS using an SSH client
such as PUTTY and enter the appropriate credentials. Change directory to
lexport/home/pserv/rt_socket. Run the “./menurta” command to access the RT_Socket Menu.
From the menu, choose 2 to stop all sessions. Each session corresponds to one real-time interface
for CMS.

—————— RT Socket Menu —--—---

Start RT Socket Interface
Stop RT Socket Interface
Check Status

Display License Info

View Maintenance Log

Show Version

Change Input Parameters
Display Configuration
Exit

O 0w Jo Ul b whN

Choice ==> 2

Which rt socket session do you want to stop? [1-32] [all]
stopping rt socket session: all

Stopping rt socket session 1, please wait...

Stopping rt socket session 2, please wait...

Stopping rt socket session 3, please wait...

Press Enter to return to menu:

Once all sessions are stopped, press Enter to return to the RT_Socket menu screen. Choose 1
from the menu to start all sessions.

—————— RT Socket Menu ------

Start RT Socket Interface
Stop RT Socket Interface
Check Status

Display License Info
View Maintenance Log

Show Version

Change Input Parameters
Display Configuration
Exit

O 0 JdJo Ul wN

Choice ==> 1

Which RT Socket session do you want to start? [1-32] [all]
Starting session 1, please wait...

Starting session 2, please wait...

Starting session 3, please wait...

Press Enter to return to menu:

Once all sessions are started, press Enter to return to the RT_Socket menu screen and then 0 to
exit.
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7. Configure Enterprise Server

This section describes how to configure Enterprise Server.

7.1. Launch Portal Administrator

Start Portal Administrator by clicking on the Applications on Windows 2012 Server. The
screen below shows all the programs or Apps installed for RMG Networks, simply click on the

Portal Administrator program.

Apps

e SQL Setver Instalation Center (6

SOL Server Installation Center (6

% Data Profle Viewer
.v Deploymernt Wizard

_hannel Mapper
Jata Studhio
Design Studo
esign Studko Lite
Me< senger

s Portal Administraice
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7.2. Configure TCP/IP Collector

Enterprise Server uses three data feeds from CMS. Each data feed needs a TCP/IP Collector
defined in Enterprise Server. To create a TCP/IP collector, click the Add TCP/IP icon in the
Collectors section of the left pane. After the Add TCP/IP Collector screen pops up, enter the
name of the collector, in this case Symon Agents, and click Next.

= PortalAdmin - Server : Local _ (O] =]
File Caolleckor  Security  Maintenance  Wiew Help

SRS

Collectors

Add TCP/IP Collector Ed

Add OnT arget Hews

Add OnT arget L.
= Enter a descriptive name far your

TCRAP collectar. Thiz will display
an the collector for quick
= reference.

Symon Agents

Add OnT arget W

Add TCRAR % Back II MHemxt » I Cancel

|

My Data Sources

Ready I_W i
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On the next screen enter the port number configured in Section 6.1 for this adapter and click
Next.

= PortalAdmin - Server : Local

File Colleckor  Security  Maintenance  View Help
IR KD

Collectors

Add TCP/IP Collector [ x|

Add OnTarget

il

Add OnTarget Stock
SR Enter the TCF port that your
collectar will be “liztening’" an. I_
This must match the part that 7om i
= TEPAR will b transmitting on.
&dd OnT arg athe If this collectar iz rezponzible for

establishing a connection to an I 1P Add
|IP addrezs pleaze enter the IP 1655
addieszz. |f no IP address iz

entered the collector will only
listen on the part zpecified.

< Back Cancel
Wiy Diata Sources
Ready l_ W A
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On the next screen enter the delimiter (“|”) and click Next.

= PortalAdmin - Server : Local

File Collector  Security  Maintenance  Wiew  Help

H =2 2
==l
Callectors

Add TCP/IP Collector

Add OnTarget M

. s

Add OnT ar
4d OnTarg Enter the field delimiter for the

dataztream. Thiz muzt match the o
deliriter that the TCPAP will be - Idelu‘mter

] transmitting.

Add OnTarge

< Back Cancel

My Data Sources

Ready l_ ’W S
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On the next screen enter the End of Data marker and click Next. In this compliance test
==EOD==is sent as the End of Data marker by the rt_socket adapters.

=7 Portal&dmin - Server : Local

File Caolleckor  Security  Maintenance Wiew Help

=TGR
Caollectars
s Add TCP/IP Collector Ed
&dd OnT arget
I your TCP datastream has an end of data marker you may
= ’@ chooze to remaove old keyz. vou must provide the end of data
= marker text string for thiz to function correctly.
&dd OnT arget
End of Data Marker does exist and | would like to remove old keys. '
5
End of Diata marker iz |==EEID==|
Add OnT arge

<Back| I MHeut » I I Cancel |

_—
My Data Sources
Ready I_W i
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On the next screen set the Section Header. The Section Header is the first field in each data
record. It will be used to identify a group of fields to be monitored. The three collectors, “Symon
Agents”, “Symon Skills”, and “Symon VDN” use “AGENT”, “SKILL”, and “VDN” as the
section headers respectively. Enter the section header value. Click Add to List, and then click
Next.

= PortalAdmin - Server : Local

File Collector  Security  Maintenance  Wiew  Help
=YK
———— i«

Callectors

Add TCP/1IP Collector E3

Enter the exact string to search for in
the header. AGENT

’@ Enter zection haader infarmation. I — Sections to Moritor

Add OnT arget

"Enler a section header

Add OnTarg

Bemove selected zection |

< Back | Mext » | Cancel
e
My Data Sources | |
Ready l_ ’W A
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On the next screen add the fields that will be monitored within the section, the example below
shows the Section Agent that was selected on the previous page. Select the Section Header for
this field, enter a Field Name, select a Data Type, define the order, and click Add. Repeat this
process on the same page until all the fields have been added. The screen below shows a partial
list of the fields for “Symon Agents”. Please note that the section header is also defined as the
first field in the Section.

= PortalAdmin - Server : Local
File Collector  Security  Maintenance  Wiew  Help
IR
- 1
Collectors
-] TCP/IP Collector E3
5
&dd OnT arget Mews : .
Enter the figld names fnrleach zection in the order FigldMarmes | QOrder |
that TCP/P will be zending them. |f pou are
= ! ; abe AGEMT 1
= unzure what figlds will be sent, pou need ta
conzult the switch administratar. wx ACD z
Add OnT arget Stock ax LOGID 3
Section Header: IﬁGENT j # SPLIT 4
e WORKMODE 5
Add OnT arget Weather Field M arme: I
['ata Type: Ilnteger 'I
Order: I 7T Key |
il
< Back Finish Cancel
My Data Sources
Ready LI i

Note: Check the Key box if this field will be used by the collector to associate incoming data with
this report. At least one key is required for each section. In this case, the LOGID field is
configured as a key.

Click Finish. The newly configured collector will show up in the middle pane with the state
being “Inactive” (not shown).
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Repeat the process for all the data feeds. The screenshot below shows that three TCP/IP

Collectors, “Symon Agents”, “Symon Skills”, and “Symon VDN”, have been added to the
system.

&1 PortalAdmin - Server : Local |_ (O] x|
File Collector Security Maintenance  View Help

H| ¢ 22|
= ! ,@ Agent Adherence - Active Table Name |
R ,E| Agent Performance - Active AGENT
Add OnTarget b E CM3 Hiskorical - Active

Q,:, Published Yariables - No State

= ,E| Queue Perfarmance - Ackive

= ,@ Routing Point Performance - Open
Symaon Sgents - Open
,E| Symon 3kills - Open
,@ Syrnon WDM - Open
Q,:, System - Mo Skate

Add OnTarget Stock.

fdd TORAR

My Data Sources

Ready [ [
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Right-click on the newly added collector and then select Activate.

&1 PortalAdmin - Server : Local [_ (O] x|
File Caolleckor Security Maintenance Wiew Help
=TI
Collectors
e - il agent: Adherence - Active Table Mame |
-1
7 ,@ Agent Performance - Active AGENT
Add OnTarget News Ei? CMs Historical - Active
[, Published Yariables - Mo State
= ,@ Queue Performance - Active
= ,@ Raouting Poink Perfarmance - Open
Add OnT arg Svman Agents Ackivate
,E| Symon Skills - O pojate
,@ Swmon VDN - O s
= ey System - No Stz Properties. .
Add OnT arget add »

Add TCRAP

My Data Sources

Ready l_ W i

The state will change to Open then to Active (not shown).
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7.3. Publish Keys for TCP/IP Collector

From the list of collectors double click "Symon Agents™ collector to show the section header
"AGENT". Click the section header. The FIELDS window is displayed.

&1 PortalAdmin - Server : Local |_ (O] x|
File Collector Security Maintenance  View Help
IR

Collectors

- | ,EJ Agent Adherence - Active
g,l? Agent PEFFU"TGHCB - Active FIELDS Unpublizh Table | Save | igw Keys |
M35 Historical - Active
% ztﬂf:i;ao:';ba':;'_Ngiit\:e Available Fields Published Fields |
,@ Routing Point Perfarmance - Open E Al fields are |:||_lt||i:5:}'|l3|:| rr ABMCALLS
9 P
Add OnT arget ,EJ Syran Agents - Open Sdd :: iEgTIME
we ACOCALLS
| 3 syman skills - Open Eemave |
> ,EJ Symon YDM - Open — ## ALDTIME
. Q,:, System - Mo State #x ADWTIME
Add OnT arget ' eathe abe AGEMT
# AGTIME
sbe AUXREASON
sbe DIRECTION
#e DURATION
we HOLDTIME
abe Key field - AGENTNAME
#x LOGID
e wx SPLIT
&dd TCR/AP abe'wORKMODE
#e WIORKSPLIT
My Data Sources
Ready [ [
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From the FIELD window click the View Keys button. The KEYS window shown below is

displayed. Check the Publish All Keys box, and click Save.

&1 PortalAdmin - Server : Local H=]E3
File  Collector  Zecurity  Maintenance  Wiew Help
IR
Collectors

< - | |3l agent adherence - Active
= ,@ Agent Performance - Active KEYS Save | Wiew Fieldsl

Add OnTarget Mews BB? S Histarical - Active = =
. % ;ﬂf:i;i’:;:':;_Ngcfit\:e Available Keys Published Keys | 1D |
2 ,E| Routing Point Performance - Open /[ evs are automatically Add z: 32312

Add OnTarg ,@ Symon Agents - Cpen om 9503

AGENT
,E| Symon Skills - Open ml
- ,@ Symon YDM - Open
Add OnT arget Qtl st - o state
Add TCPAP
My Data Sources il—l —'I
Ready [ [mwom v
Repeat the steps for "Symon Skills" and "Symon VDN" collectors.
Note: All keys are now automatically published by the collector.
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8. Verification Steps

This section describes the steps to verify proper configuration of CMS and Enterprise Server. As
per Section 7.1 the RMG Network programs can all be found by clicking on the Applications
page on the Windows 2012 Server.

etver Instatation Center (6 SOL Server Error and Usage Rep . Calculator Q Adrministrative Tooks
SOL Server Installaton Center (6 . Notepad = _ommand Promgt
% Data Profle Viower \ SQL Server Management Studio ‘ Paint
.. Deployment Wizard i
. Download Microsoft SQL Server J',  Channel Mapper

- Execute Package Uthity "_' Jata Studio

. Import and Export Data (32-bil Design Studo ] 3 q Task Manager
. Impart and Export Data (64-0it) Design Studko Lite ‘.: This 8L

on Wizard Messenger ’ Windows PowerShell
B Reporting Services Configuratio s Portal Administraice

E SO Sarver Corguration Mana

8.1. Verify CMS Adapters

Log in to CMS using an SSH client such as PUTTY and enter the appropriate credentials. Change
directory to /export/home/pserv/rt_socket. Run the “./menurta” command to access the
RT_Socket Menu.

—————— RT Socket Menu ------

Start RT Socket Interface
Stop RT Socket Interface
Check Status

Display License Info
View Maintenance Log

Show Version

Change Input Parameters
Display Configuration
Exit

O 0 Jo Ul b wN
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From the RT_Socket Menu screen, choose 3 to check the status of the sessions. Each session
corresponds to a rt_socket interface to Enterprise Server. Ensure that all three sessions defined
for Enterprise Server are running.

Checking status of all configured sessions...
RT Socket session 1 is running and is connected

RT Socket session 2 is running and is connected
RT Socket session 3 is running and is connected

Press Enter to return to menu:

8.2. Verify Enterprise Server

This section describes how to verify proper functionality of Enterprise Server. Open the Portal
Administrator from the list of RMG Networks programs, listed on the Windows 2012 server.

8.2.1. Verify Collector State

The Collectors can have the following states:

Inactive — Collector is administratively inactive.

Open — Collector is administratively active but not receiving data.
Active - Collector is administratively active and receiving data.

[ ]
[ ]
[ ]
e No State — Collector has no state.

In the middle pane make sure that the three collectors used by this test are in “Active” state.

File  Collector  Security Maintenance
SIS
——Ix

Wiew Help

Collectars

TN - Active
A\w:\,'},a ,EI agent
o | FIELDS
Add Aura CCM s fugrs COM Deactivate
* Aura CCM Delete #Available Fields
= Bagra RER Access.., All fields are published
(B, Published [Fropertes.,
& skillFonz -
!. Systermn - Add &

E widn 7013 - Inactive
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8.2.2. Verify Collector Data Using Debug
Right-click on a collector used for this test with an “Active” state and select Properties.

File Collector Security Maintenance View Help

SRR

Collectars

it ,@ agent7011 - Active

FIELDS
Add fura COM w Bura COM Deactivate
#* Aura COM Delete fvailable Fields
= Aura REM Access.., Al fields are published
(T Published [Fropertesn,
& skill7onz -
!. System - Add &

,@ widn 7013 - Inactive

Add TCP/IP

A window will pop up to ask the user to deactivate the collector if a change is to be made to the

collector. Click OK to move forward. The TCP/IP Properties screen will be displayed. Select
the Debug Tracking Page tab.

,@ agent?O017 - Active
e FIELDS

w5 fgra CCM - Inactive

s Ara CCMZ - Inactive

= Ayra REM Data Collector - Inactive

!. Published Variables - Mo State TCRAP Setupl TCPAP Section Setup | TCP/P Field Setup | Debug Tracking Page
@ skillT0N2 - Inactive

T System - Mo State Start DebugLog |

B dn7013 - Inactive Lotofi= | [DebugTCPIPFie.tt

(1]4 I Cancel
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Click the Start Debug Log button to show the data this collector is receiving. Verify that the
data is exactly the same as the output of the corresponding CMS custom report.

The following example is a snapshot of the Agent data. Repeat the process for all three

collectors.
TCP/IP Collector Properties -
TCRAP Setup] TCP/IP Section Setup] TCPAP Field Setup  Debuag Tracking Page ]
| Stop Debug Log Clear
Log to File | [DebugT CRIPFile bt
MT Frn | FEO00 901 ACDIINI 14| 90| [ 1400 o oo a o o
N 77| Far =R T i =1 [ 00 0 0 o O O 0==E0b==
MT ool FF000 901 ACDIINI 191 90| [ 190000 o o aF o o
NT 7| FEO 91 avalLl === 91| F= 00 o 0 0 0 0==E0D==
NT ool 000 90) AvalLl | O 90 [ a1 a 24 o o o o
MT 7o FEO 91 avalLl === 91| F== 000 o 0 0 0 0==E0D==
N 7700l 77000 301 Ayl | S 90 [ B 100024 O o o o
MT 7| RO 91 AVAILL =] 91 F== 000 o 0 0 0 0==E0D==
k. | Cancel
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8.2.3. Verify Collector Data Using Portal Data Viewer

Start the Portal Data Viewer by clicking Start - All Programs > RMG Networks - Portal
Data Viewer.

AppPS

SQL Server Error and Usage Rep . Calcuiat

SQL Server Installation Center (O
Data Profile Viewe: SQL Server Management Studio
Deployment Wizard
Downicad Mrosoft SOL Sarver
Bxecute Package Utility
mport and Export Data (32-bat Design Studio
DOST and Export Data (64-bit o Desion Studko Lite
Messerger

sorting Services Configuratio Portal Administrstor

Server Configuration Mana s% Porta Data Viewer

Select a particular collector to view the real-time update of data. Verify that the data is the same
as the output of the corresponding CMS custom report. The following example is a snapshot of
the Agent data. The status of both agents 7700 and 7701 can be clearly observed. Repeat the
process for all the three collectors.

-3 Fortal Dath Viewer: 1ozal) (ACroool SGY. Saraer) ECAE N
& d
<3 X'
o TR
4 pyereT Fbrerun toget ‘wacty ez e = azimoce
Sen 1 7001180485158 agent| o [REES ) e 3 ™0 AR
ciial |} ik
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9. Conclusion

These Application Notes describe the configuration steps required for Enterprise Server R12.5 to
interoperate with CMS R18.0.x via custom developed real-time rt_socket interfaces. Compliance
testing based upon the specified configuration has been completed successfully.

10. Additional References

This section references the product documentation relevant to these Application Notes.

[1] Administering Avaya Aura® Communication Manager, Release 7.0, June 2015, Document
Number 03-300509, available at http://support.avaya.com.

[2] Avaya Call Management System Administration, Release 18, October 2015, available at
http://support.avaya.com

Documentation related to Enterprise Server may be directly obtained from RMG Networks.
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configurations, technical data, and recommendations provided in these Application
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or implied warranty. Users are responsible for their application of any products
specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along
with the full title name and filename, located in the lower right corner, directly to the
Avaya DevConnect Program at devconnect@avaya.com.
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