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Abstract 
 

 

These Application Notes describe the configuration steps required to integrate Inisoft Syntelate 

XA 2.0 with Avaya IP Office 11.0.  

 

Syntelate XA integrates with IP Office using the Telephony Application Programming Interface 

(TAPI) to control the Avaya endpoints. 

 

Readers should pay attention to Section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe the configuration steps required to integrate Inisoft Syntelate 

XA 2.0 with Avaya IP Office 11.0.  

 

These Application Notes describe the Syntelate connection to IP Office using the Telephony 

Application Programming Interface (TAPI) to control the Avaya endpoints when answering 

incoming calls. TAPI3 is used and it also allows Syntelate agent desktop to hold, transfer and 

conference these calls. 

 

The Syntelate XA solution consists of Syntelate XA Designer and Syntelate XA Studio both of 

which runs on an IIS web server. There is also a generic Database server and Syntelate XA 

Desktop. Syntelate XA Designer is a graphical tool used to define the call flow and custom 

desktop screen.  

 

When Syntelate XA Desktop is launched, to connect to IP Office, configuration is retrieved from 

Syntelate server.  Syntelate XA Desktop is an agent web application that allows inbound and 

outbound calls to be made using a web browser-based interface 

2. General Test Approach and Test Results 
The connection to the IP Office was tested by placing incoming calls and allowing the Syntelate 

XA Desktop to answer and process the calls. All calls are handled by the Syntelate XA desktop. 

Serviceability testing was carried out to observe the response of the Syntelate XA desktop when 

various LAN failures were simulated and restart of the Syntelate server. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 

 

Avaya recommends our customers implement Avaya solutions using appropriate security and 

encryption capabilities enabled by our products. The testing referenced in these DevConnect 

Application Notes included the enablement of supported encryption capabilities in the Avaya 

products. Readers should consult the appropriate Avaya product documentation for further 

information regarding security and encryption capabilities supported by those Avaya products. 

 

Support for these security and encryption capabilities in any non-Avaya solution component is 

the responsibility of each individual vendor. Readers should consult the appropriate vendor-

supplied product documentation for more information regarding those products. 

 

For the testing associated with these Application Notes, the interface between Avaya systems 

and Syntelate XA did not include use of any specific encryption features as requested by Inisoft. 
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2.1. Interoperability Compliance Testing 

Interoperability compliance testing included feature and serviceability testing.  The feature 

testing focused on the following functionality: 

• Make/Receive internal phone calls. 

• Make/Receive PSTN calls. 

• Long duration calls 

• Screen pop 

• DTMF 

• Feature call like Call Pickup, Do Not Disturb and Call Forwarding 

• Incoming Hunt Group Calls either from internal or PSTN 

• Hold and Resume, Blind or Supervised Transfer/Conference phone calls (incoming 

calls). 

• Serviceability testing by simulating LAN failures. 

 

The serviceability testing also focused on verifying the ability of the Syntelate XA solution to 

recover from adverse conditions, such as server restart and network disconnects. 

2.2. Test Results 

All test cases were successfully executed and verified. All applicable test cases passed 

successfully.  

2.3. Support 

For technical support on the Syntelate XA, contact Inisoft via phone, email, or internet. 

• Phone:  +44 (0)800 668 1290  

• Email:  support@inisoft.co.uk 

• Web:    www.Syntelate.com   

mailto:support@inisoft.co.uk
http://www.syntelate.com/
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Figure 1 shows the network topology during compliance testing. The Syntelate XA server was 

placed on the Avaya Telephony LAN. The TAPI provides the Syntelate XA desktop CTI 

capability on IP Office. The Syntelate XA Desktop can control an Avaya H.323 phone via a web 

browser on the agent’s desktop. 

 

 
 

Figure 1: Network solution of Syntelate XA and IP Office 
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3. Equipment and Software Validated 
The following equipment and software were used for the sample configuration: 

 

Avaya Equipment / Software Release / Version 

IP Office 500 v2 11.0.4.1.0 build 11 

 

IP Office Manager 

 

11.0.4.1.0 build 11 

Avaya 9608 H323 Deskphone 6.8.2 

Avaya J179 Series H323 Deskphone 6.8.2 

Avaya 1408 Digital Deskphone R48 

Avaya 9508 Digital Deskphone R60 

Inisoft Equipment / Software Release / Version 

Inisoft Syntelate XA running on Microsoft 

Windows 2012 R2 server with 

TAPI3 driver 

2.0 

 

1.0.0.44 

Inisoft Syntelate XA Desktop running on 

Microsoft Windows 10 Enterprise 
2.0 

 

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone 

IP Office 500 V2 only. 
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4. Configure Avaya IP Office 
The configuration and verification operations illustrated in this section were all performed using 

IP Office Manager running on Windows 10 PC.  The information provided in this section 

describes the configuration of IP Office for this solution. For all other provisioning information 

such as initial installation and configuration such as trunks, please refer to the product 

documentation in Section 9. 

 

This section provides the procedures for configuring IP Office. The procedures include the 

following: 

 

• Launch IP Office Manager 

• Verify IP Office license 

• Verify IP Office LAN address  

• Verify security settings 

• Administer system password 

• Administer users 

• Administer hunt group 

4.1. Launch IP Office Manager 

On the IP Office Manager PC, click on Start → Programs → IP Office → Manager to 

launch the Manager application. Log in to the Manager application using the appropriate 

credentials. 
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The home screen is shown below: 

 

 

  



 
LYM; Reviewed: 

SPOC 1/21/2020 

Solution & Interoperability Test Lab Application Notes 

©2019 Avaya Inc. All Rights Reserved. 

8 of 21 

Syntelate_IPO11 

 

4.2. Verify IP Office License 

In the Manager window, go to the Configuration Tree and double-click License to open 

the list of licenses installed in the IP Office system. On the right pane, verify the CTI Link Pro 

license is Valid.   
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4.3. Verify IP Office LAN IP Address 

In the Manager window, go to the Configuration Tree and double-click System and LAN1 tab 

on the right pane. Make a note of the IP Address, which will be used later to configure TAPI on 

the Syntelate XA server i.e., 10.1.30.10 in this compliance testing. 

 

 

4.4. Verify Security Settings 

In the Manager window, click File → Advanced → Security Settings (not shown) and select 

the IP Office system to login with the appropriate credentials. 
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On the Configuration Tree, go to Security → System and select Unsecured Interfaces tab on 

the right pane. Verify TAPI/DevLink3 is ticked.  Configure the appropriate System Password if 

desired for TAPI integration in Section 6.1 by selecting the Change button below. 

 

 

4.5. Administer Users 

In the Manager window, go to the Configuration Tree and double-click User to open the 

list of users on the IP Office system (not shown).  Right click in the User list window and select 

New (not shown).  In the User window that appears, set Name to “ExtnX” where X is the 

number of the agent extension desired, (e.g., 301) and Extension to the agent extension number 

to be used. The remaining fields are default. 
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In the Telephony tab of the User window, uncheck Call Waiting On and click OK (not shown).  

Repeat the steps from beginning of this section for each Syntelate agent extension needed. For 

the purpose of this compliance testing, another agent extension 302 was created. 

 

 

4.6. Administer Hunt Group 

In the Manager window, go to the Configuration Tree and double-click Group to open the list of 

hunt groups on IP Office. Right click in the Group list window and select New (not shown).  In 

the Group window tab, enter a desired Name and Extension available. Select a desired Ring 

Mode and leave the rest as default.  

 

 
 

Click on the Queuing tab, and check the Queuing On.  Leave the rest as default. 
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Add the users created in Section 5.5 to the User List by clicking on the Edit button (not shown). 

On the pop up screen, click on Append to add members to the hunt group which will be shown 

on the right panel.  

 

 



 
LYM; Reviewed: 

SPOC 1/21/2020 

Solution & Interoperability Test Lab Application Notes 

©2019 Avaya Inc. All Rights Reserved. 

13 of 21 

Syntelate_IPO11 

 

5. Configure Inisoft Syntelate XA 
The configuration of the Syntelate XA server consists of installing and configuring IP Office 

TAPI3 and to configure the Workzone on the Syntelate XA server. 

5.1. Installing and Configuring IP Office TAPI3 Service Provider 

Avaya provides the IP Office TAPI and DevLink installers for DevConnect members. The latest 

drivers can be obtained from the DevConnect Program Portal at 

http://www.devconnectprogram.com/ using a web browser and log in using a valid DevConnect 

member account. Then click Downloads → IP Office™.  Select from the Choose Interface → 

DevLink Pro (Third Party TAPI and Wave Drivers).  Locate and download the latest drivers 

which is available from the User CD 4.2.88.  Member implementation engineer will then deploy 

the files onto the Syntelate XA server. 

 

On the Syntelate XA Windows server, go to Control Panel and click on Phone and Modem (not 

shown). Select the Advanced tab and double-click Avaya IP Office TAPI3 Service Provider. 

Enter the LAN IP Address from Section 5.3. Check Third Party and enter the System Password 

from Section 5.4. Check also WAV Users and ACD Queues.  

 

 

http://www.devconnectprogram.com/
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5.2. Configure Syntelate XA Server 

Installation and configuration of the Syntelate XA server is done by member implementation 

engineer. The following briefly shows how the configuration is done. 

 

Configuration of the Syntelate XA server is carried out by opening a web browser to the 

Syntelate XA server’s IP address. Open a URL to 

http://<SyntelateXAServerIP>/XAIPOffice/en-GB/Designer (Note this will be different on 

each customer site). 

 

From the main page, click on Workzone Editor. 
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The following Workzones are already configured. In this compliance testing, Kapture 

Workzone is created.  Click on the edit icon on the appropriate Workzone to show the 

configuration details. 

 

 
 

The information on the connection to IP Office is located in the CTI configuration (JSON) 

window as shown below. Scroll down through this window to see the relevant information. The 

following displays the CTI configuration “CtiSource” as IP Office.  
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6. Verification Steps 
The connection on the Syntelate XA side is verified by using the desktop to make and receive 

calls. 

6.1. Verify the Connection from Syntelate XA Desktop 

From the agent PC, open a URL to the Syntelate XA server IP address with the appropriate 

address. The example below is http://<ServerIP>/XAIPOffice/en-

GB/Desktop/SelectWorkzone/. A new window should appear looking for the username and 

password of the user setup on the domain. Enter the appropriate Username and Password and 

click OK. 
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However, if windows authentication is enabled and using the URL earlier will decide which 

Workzone to connect base on the windows login.  Enter the appropriate extension in IP Office 

for Agent ID as per Section 5.6. Click on LOG IN to continue. 

 

 
 

The initial screen shows the Agent state as being Not ready and the CTI state is Idle. 
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Pressing the Ready button on the screen above will place the agent CTI state in Waiting mode 

as shown below. 

 

 
 

A call is then placed to the Hunt Group from simulated PSTN ISDN PRI and can be answered 

using the Answer button. The caller number is displayed on the left of the blue bar.  
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Once the call is answered, information on the caller is displayed and the call can be held, Blind 

Transferred or Consulted (for Supervised Transfer later if desired). Once the call is completed 

the COMPLETE CALL is pressed and the call is hung up. 
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7. Conclusion 
These Application Notes describe the configuration steps required to integrate Syntelate XA 2.0 

with IP Office 11.0. All feature and serviceability test cases were completed successfully. 

8. Additional References  
This section references the product documentation that is relevant to these Application Notes.   

 

Documentation for Avaya products may be obtained via http://support.avaya.com  

[1] Administering Avaya IP Office™ Platform with Manager, Release 11.0, February 2019. 

[2] Deploying IP Office Essential Edition (IP500 V2), Document ID 15-601042 Issue 34b, 

15th February 2019. 

[3] IP Office TAPI Link Installation, Document ID 15-601034 Issue 12a, 14th January 2013. 

 

Documentation related to Syntelate may directly be obtained from inisoft.  

[4] Syntelate XA – User Notes v13-3 

[5] Syntelate v4 User Document, 2014 

 

  

http://support.avaya.com/
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