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Application Notes for AMC Driver for Avaya Aura®
Application Enablement Services — Issue 1.0

Abstract

These Application Notes describe the configuration steps required to integrate 3rd party
business applications using the AMC Driver for Avaya Aura® Application Enablement
Services (AES) with a contact center environment provided by Avaya Aura® Communication
Manager.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required to integrate 3rd party business
applications using the AMC Driver for Avaya Aura® Application Enablement Services (AES)
with a contact center environment provided by Avaya Aura® Communication Manager. The
AMC Driver for AES provides CTI integration to business applications from Microsoft, Oracle,
Salesforce and SAP. The AMC Contact Canvas Server (CCS), which includes the Driver,
provides call control, agent session control and screen pop to help make contact center agents
more efficient and to realize higher levels of customer satisfaction. CCS and the AMC Driver
can also be used for adjunct routing. AES passes the adjunct route request to CCS which
leverages Visual Basic (VB) scripting to execute a data dip within the business application and
invokes AMC’s advanced routing gateway to provide a precise route. For this compliance test,
the AMC Driver was used to integrate 5 different CRM adapters with Communication Manager.

The AMC Driver for AES uses a TSAPI connection and requires Basic license for standard
integration or Advanced licenses necessary to monitor VDNs if CCS provides adjunct routing.
AMC’s CCS is built upon component architecture using a Driver/Adapter pattern; Drivers
integrate contact channels and Adapters integrate business applications, such as Salesforce. This
provides the flexibility to upgrade existing channels and applications or to move to or
incorporate new or different channels and applications, and the scalability to integrate contact
centers of all size, small, medium, large and enterprise / multi-site.

2. General Test Approach and Test Results

To verify interoperability of the AMC Driver with AES and Communication Manager, 5
different CRM applications were used. SAPWeb/CRM?7 is one of the business applications used.
This business application allowed the functionality available in the AMC Driver to be verified,
including logging in and out of a skill, placing and disconnecting calls, exercising basic
telephony features, agent session control, and screen pop. The features listed in Section 2.1 were
covered.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in this DevConnect
Application Note included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.
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Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with this Application Note, the interface between Avaya systems and
AMC Driver did not include use of any specific encryption features as requested by AMC
Technology.

2.1. Interoperability Compliance Testing

The interoperability compliance test verified the following feature functionality available to
agents with the AMC Driver for AES.

= Logging in and out of a skill/split.

= Monitoring agent states (e.g., Ready or Not Ready).

= Agent synchronization with agent hardphones.

= Establishing calls with other agents and non-monitored devices and verifying the correct
call states.

= Screen pop consisting of customer or business partner information using ANI for calls.

= Basic telephony features such as call hold/resume, blind/supervised transfer, and 3-way
conference.

= Restarting the AMC Driver.

2.2. Test Results

All test cases were executed and passed. The following observation was noted during the
compliance test:

Best practice — in order to avoid possible synchronization issues between the hardphone and
softphone, agents should perform actions in this order: logging in via hardphone = going
ready ->receiving or making a call 2 logging into CRM during the call.

2.3. Support
Technical support on the AMC Driver can be obtained through the following:

= Phone: +1 (800) 390-4866
= Email: support@amctechnology.com
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3. Reference Configuration

The following diagram illustrates a sample configuration of a contact center environment
integrated with CRM Servers using the AMC Driver for Application Enablement Services. The
configuration includes Avaya Aura® Application Enablement Services, a pair of virtual Avaya
Aura® Communication Manager Servers with a G430 Media Gateway running Avaya Aura®
Communication Manager, and Avaya IP endpoints serving as agent stations. In addition, the
agent’s interaction center included CRM Web client and separate servers containing the AMC
Multi-Channel Integration Server/CCS with the AMC Driver and the CRM server.

Device Type Value
Skill Group Number 1
Skill Group Extension 13001
VDN 14001
Agent IDs 11001, 11002, 11003
Agent Station Extensions 10001, 10002, 10003
Salesforce Microsoft

Dynamics 365

SAP Hybris Cloud for customer
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Aura® Communication Manager 7.1.3
Avaya Aura® Application Enablement Services 7.1.3.0.1.7-0
Avaya G430 Media Gateway
. MGP 39.5.0
Avaya Aura® Media Server 7.8.0.333
Avaya 96x1 Series H.323 IP Deskphone 6.6604
AMC Driver Avaya Aura® Applicat_ion 6500
Enablement Services/Avaya Interaction Center
SAPCRMT7EHP3 6.5.0.0
Oracle Siebel - On Premise 6.5.0.0
Salesforce.com 6.5.0.0
Microsoft Dynamics 365 6.5.0.0
SAP Hybris Cloud for Customer 6.5.0.0
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5. Configure Aura® Avaya Communication Manager

This section provides the procedures for configuring Avaya Aura® Communication Manager.
The procedures include the following areas:

Verify Communication Manager license
Administer CTI link

Administer agent hunt group
Administer vector and VDN

Administer agent station

Administer agent IDs

5.1. Verify Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Communication Manager license
has proper permissions for features illustrated in these Application Notes. Use the “display
system-parameters customer-options” command to verify that the Computer Telephony
Adjunct Links customer option is set to “y” on Page 4. If this option is not enabled, then
contact the Avaya sales team or business partner for a proper license file.

display system-parameters customer-options Page 4 of 12
OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 012 y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? vy Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASATI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? vy DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? y DS1 Echo Cancellation? y
Attendant Vectoring? y

(NOTE: You must logoff & login

to

effect the permission changes.)
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5.2. Administer CTI Link

Add a CTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields.

add cti-link 3 Page 1 of 3
CTI LINK
CTI Link: 3
Extension: 10093
Type: ADJ-IP
COR: 1
Name: TSAPI Service - AES7x

5.3. Administer Agent Hunt Group

Administer an agent hunt group. Agents will log into this split to handle calls coming into the
call center. Use the “add hunt-group n” command, where “n” is an available hunt group number.
Configure the hunt group as shown below.

add hunt-group 1 Page 1 of 4
HUNT GROUP

Group Number: 1 ACD? vy
Group Name: Sales Queue? y
Group Extension: 13001 Vector? y

Group Type: ead-mia

TN: 1

COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display: grp-name

Queue Limit: unlimited

Calls Warning Threshold: Port:
Time Warning Threshold: Port:
SIP URI:
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Navigate to Page 2 and set the Skill field to ‘y’.

add hunt-group 1

Skill?

AAS?

Measured:

Supervisor Extension:

Controlling Adjunct:

VuStats Objective:

Multiple Call Handling:

Timed ACW Interval (sec):

Page 2 of 4
HUNT GROUP

y Expected Call Handling Time (sec): 180

n Service Level Target (% in sec): 80 in 20
both

11003

none

none

After Xfer or Held Call Drops? n

5.4. Administer Vector and VDN

Modify an available vector using the “change vector n” command, where “n

6.9

is an existing

vector number. The vector will be used to route calls to agents logged into skill 1.

change vector 1 Page 1 of 6
CALL VECTOR

Number: 1 Name: Sales

Multimedia? n Attendant Vectoring? n Meet-me Conf? n Lock? n
Basic? y EAS? vy G3V4 Enhanced? y ANI/II-Digits? y ASATI Routing? y

Prompting? y LAI? y G3V4 Adv Route? y CINFO? y BSR? y Holidays? y

Variables? y 3.0 Enhanced? y

01 wait-time 2 secs hearing ringback

02 queue-to skill 1 pri m

03 wait-time 900 secs hearing music

04 disconnect after announcement none

05
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Add a VDN using the “add vdn n” command, where “n” is an available extension number. Enter
a descriptive Name and the vector number from above for Vector Number. Retain the default
values for all remaining fields.

add vdn 14001 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 14001
Name*: Call Center
Destination: Vector Number 1
Attendant Vectoring? n
Meet-me Conferencing? n
Allow VDN Override? n
1

COR:
TN*: 1
Measured: both Report Adjunct Calls as ACD*? n
Acceptable Service Level (sec): 20

VDN of Origin Annc. Extension*:
1st Skill*:
2nd Skillx*:
3rd Skill*:

SIP URI:

* Follows VDN Override Rules

5.5. Administer Agent Station
Below is the configuration of the agent station. Repeat this step for each agent in the call center.

add station 10001 Page 1 of 5
STATION
Extension: 10001 Lock Messages? n BCC: O
Type: 9641G Security Code: * TN: 1
Port: S00002 Coverage Path 1: COR: 1
Name: Agent 1 Coverage Path 2: CoS: 1
Hunt-to Station: Tests? y

STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 10001
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

Customizable Labels? y
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5.6. Administer Agent IDs

Add an Agent Login ID for each agent in the call center using the “add agent-loginID n”
command, where “n” is a valid agent ID that adheres to the dial plan. Specify the password used
by the agent to log into the split. Repeat this step for each agent in the call center.

add agent-loginID 11001 Page 1 of 3
AGENT LOGINID
Login ID: 11001 AAS? n
Name: Agent #1 AUDIX? n
TN: 1 Check skill TNs to match agent TN? n
COR: 1
Coverage Path: LWC Reception: spe
Security Code: 1234 LWC Log External Calls? n
Attribute: AUDIX Name for Messaging:
LoginID for ISDN/SIP Display? n
Password: 1234
Password (enter again): 1234
Auto Answer: none
AUX Agent Remains in LOA Queue: system MIA Across Skills: system
AUX Agent Considered Idle (MIA): system ACW Agent Considered Idle: system
Work Mode on Login: system Aux Work Reason Code Type: system
Logout Reason Code Type: system
Maximum time agent in ACW before logout (sec): system
Forced Agent Logout Time: :
WARNING: Agent must log in again before changes take effect
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On Page 2, specify the skill number to which the agent will log in. In the example, the agent
will log into skill 1.

add agent-loginID 11001 Page 2 of 3
AGENT LOGINID
Direct Agent Skill: Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL SN RL SL SN RL SL
1: 1 1 16: 3¢ 46:
23 17: 32: 47
3: 18: 33: 48:
4: 19¢ 34: 49:
5: 20: 35: 50:
6: 21: 36: 51:
7: 22: 37: 52:
8: 23: 38: 53:
9: 24: 39: 54:
10: 25: 40: 55:
11: 26: 41: 56:
12: 27: 42: 57:
13: 28: 43: 58:
14: 29: 44 : 59:
15: 30: 45: 60:
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6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Avaya Aura® Application Enablement
Services. The procedures include the following areas:

e Verify TSAPI license

Launch OAM interface
Administer TSAPI link

Disable security database

Restart TSAPI service

e Obtain Tlink name

e Administer user for AMC Driver

6.1. Verify TSAPI License

Access the Web-based License Manager interface by using the URL “https://<ip-
addr>/WebLM/” in an Internet browser window, where <ip-addr> is the IP address of the
Application Enablement Services server. In this compliance testing, the Web-based License
manager is accessed through the Avaya Aura® System Manager. From the home page, select
Services - Licenses.

Aura® System Manager 7.1 ([IEEENE

P e

Administrators Avaya Breeze™ Backup and Restore
Directory Synchronization Communication Manager Bulk Import and Export

ication Server 1000 Configurations

Groups & Roles Com
User Management Conferencing Events
User Provisioning Rule Device Services Geographic Redundancy
Equinox Conference Inventory
Media Server Replication
Meeting Exchange Reports
Messaging Scheduler
Presence Security
Routing Shutdown
Session Manager Solution Deployment Manager
Web Gateway Templates

Work Assignment
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On the WebLM home page displayed below, select Licensed Products >APPL_ENAB->
Application_Enablement in the left pane to display the Licensed Features screen in the right

pane.

Verify that there are sufficient licenses for TSAPI Simultaneous Users as shown below. Also
verify that there is an applicable advanced switch license for the switch type.
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Licenses *

WebLM Home

Install license

Licensed products

APPL_ENAB

~ Application_Enablement

View license capacity
View peak usage
AVP
»AVP
CE
» COLLABORATION_ENVIRONMENT
COMMUNICATION_MANAGER
»Call_Center
» Communication_Manager
Configure Centralized Licensing
MESSAGING
»Messaging
MSR
»Media_Server
SYSTEM_MANAGER
»System_Manager
SessionManager
»SessionManager
V55
»Voice_Portal

Uninstall license

Application Enablement (CTI

- Release: 7 - SID: 10503000

You are here: Licensed Products = Application_Enablement = View License Capacity

License installed on: August 11, 2017 6:42:55 AM +00:00

License File Host IDs:

Licensed Features

13 Items & Show All v
Feature (License Keyword)

Device Media and Call Control

W1-FD-SE-A1-20-FC-01

Expiration date | Licensed capacity

t 2500

VALUE_AES_DMCC_DMC permanen
AES ADVANCED LARGE SWITCH . y
VALUE_AES_AEC_LARGE_ADVANCED permanen
AES HA LARGE X N
VALUE_AES_HA_LARGE permanen
AES ADVANCED MEDIUM SWITCH . y
VALUE_AES_AEC_MEDIUM_ADVANCED permanen
Unified CC API Desktop Edition . 2500
VALUE_AES_AEC_UNIFIED_CC_DESKTOP ~ Formanen
CVLAN ASAI X 1
WALUE_AES_CVLAN_ASAI permanen
AES HA MEDIUM X N
VALUE_AES_HA_MEDIUM permanen
AES ADVANCED SMALL SWITCH . y
VALUE_AES_AEC_SMALL_ADVANCED permanen
DLG t 1
WVALUE_AES_DLG permanen
TSAPI Simultaneous Users

permanent 2500

WALUE_AES_TSAFI_USERS
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6.2. Launch OAM Interface

Access the OAM web-based interface y using the URL “https://<ip-addr>" in an Internet
browser window, where <ip-addr> is the IP address of the Application Enablement Services

server. Log in using the appropriate credentials.

6.3. Administer TSAPI Link
To administer a TSAPI link, select AE Services> TSAPI->TSAPI Links from the left pane.
The TSAPI Links screen is displayed as shown below. Click Add Link.

AE Services | TSAPI | TSAPI Links

CVLAN TSAPI Links

DLG
" bk | owchcomneaion |

DMCC - — -
Add Link Edit Link Delete Link

SMS

TSAPI

= TSAPI Links
= TSAPI Properties

TWS

The Add TSAPI Links screen is displayed next. The Link field is only local to the Application
Enablement Services server and may be set to any available number. For Switch Connection,
select the relevant switch connection from the drop-down list. In this case, the existing switch
connection “Duplex” is selected. For Switch CTI Link Number, select the CTI link number
from Section 5.2. Retain the default values in the remaining fields and click Apply Changes.

Add TSAPI Links

Link 3

Switch Connection
Switch CTI Link Number

ASAI Link Version

Security

Apply Changes Cancel Changes Advanced Settings
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6.4. Disable Security Database

Select Security->» Security Database->Control from the left pane to display the SDB Control
for DMCC and TSAPI screen. Uncheck Enable SDB TSAPI Service, JTAPI and Telephony
Service and click Apply Changes.

AVAyA Application Enablement Services

Management Console

» AE Services

Communication Manager SDB Control for DMCC, TSAPI, JTAPI and Telephony Web Services
Interface

High Availability [ Enable SDB for DMCC Service
) Licensing [ Enable SDB for TSAPI Service, ITAPI and Telephony Web Services

» Maintenance Apply Changes

» Networking

~ Security
Account Management
Audit
Certificate Management
Enterprise Directory
Host A&
PAM
Security Database

= Control
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6.5. Restart TSAPI Service

Select Maintenance->Service Controller from the left pane to display the Service Controller
screen. Check the TSAPI Service and click Restart Service.

Maintenance | Service Controller

} AE Services

Communication Manager Service Controller
Interface
High Availability Controller Status
= = . Runni
} Licensing [] AsAl Link Manager unning
i Runnin
~ Maintenance [ omee service . g
; O cviLan service Running
Date Time/NTP Server ]
[ oLG service Running

Security Database . :
D Transport Layer Service Running

Service Controller . .
TSAPI Service Running

Server Data

» Networking For status on actual services, please use Status and Control
» Security Start Stop Restart Service Restart AE Server Restart Linux Restart Web Server
» Status

} User Management

b Utilities

» Help
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6.6. Obtain Tlink Name

Select Security->Security Database—> Tlinks from the left pane. The Tlinks screen shows a
listing of the Tlink names. A new Tlink name is automatically generated for the TSAPI service.
Locate the Tlink name associated with the relevant switch connection, which would use the
name of the switch connection as part of the Tlink name. Make a note of the associated Tlink

name, which will be used later for configuring the AMC Driver.

In this case, the associated Tlink name is “AVAYA#DUPLEX#CSTA#AES7X”. Note the use

of the switch connection “DUPLEX” from Section 6.3 as part of the Tlink name.

Security | Security Database | Tlinks
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SPOC 9/12/2018

} AE Services

Communication Manager Tlinks

Interface

High Availability Tink Name

}+ Licensing
} Maintenance

» Networking

® AVAYAZDUPLEX#CSTAZAESTX
O AVAYAZDUPLEX#CSTA-S2AESTX

Delete Tlink

¥ Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

= Control

CTI Users

= Devices

= Device Groups
= Tlinks

= Tlink Groups
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6.7. Administer User for AMC Driver
Select User Management->User Admin->Add User from the left pane to display the Add

User screen.

Enter desired values for User Id, Common Name, Surname, User Password, and Confirm
Password. For CT User, select “Yes” from the drop-down list. Retain the default value in the

remaining fields. Click Apply at the bottom of the screen (not shown below).

User Management | User Admin | List All Users
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» AE Services

Communication Manager

Interface

High Availability
} Licensing
» Maintenance

» Networking

» Security

} Status

* User Management

Service Admin
User Admin
= Add User

= Change User Password
» List All Users

= Modify Default Users

= Search Users

) Utilities
» Help

Edit User

* User Id

* Common Name
* Surname

User Password
Confirm Password
Admin Note
Avaya Role
Business Category
Car License

CM Home

Css Home

CT User
Department Number
Display Name
Employee Number

Employee Type
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7. Configure AMC Driver for Application Enablement
Services

This section covers the procedure for configuring the AMC Driver and integrating it with
Application Enablement Services using a TSAPI link.

= Verify that the Avaya Aura® Application Enablement Services TSAPI Client MS
Windows 7.1 has been installed on the AMC Contact Canvas server.
= Modify the config.ini in the c:\Program Files\AMC Technology\McIs directory as
follows. Note that the complete file is not shown below. Some of the key parameters for
integration with Application Enablement Services include:
— the Module Class and Module parameters which specify the driver under the
Avaya CT/AES comment,
— the Avaya AES license under License Manager, and
— the CTIModule section which includes the Channel (default value of CT1 is
recommended), the ServerlD or Tlink name obtained in Section 0, and the user
login credentials configured in Section 6.7.

FHEHAH A AR AR AR AR A R R
# MCIS Configuration file: Config.ini with ACT/AES Driver and SFDC -

# Avaya Certification lab in Singapore

# MCIS Release 6.5.2
G o o o i

#H#

# Global Keys

# Applies to every module that does not explicitly set their local value
###

[Global]

# MessagelLibrary=AMCMessages.dll

# EventManager=EventManager

# TraceMaxSize=1024

TraceEnabled=1

Tracelevel=4

TracePath=C:\Program Files (x86) \AMC Technology\MCIS\Server\Logs

### Avaya CT/AES
ModuleClass=CentreVuCTI,CentreVuCTI.CentreVuCTIModule
Module=CTIModule,CentreVuCTI

#H4#

# License Manager

#

44

[LicenseManager]

# TraceEnabled=1

# Tracelevel=2

# TraceMaxSize=1024
MCIS=DMBVHKJLDEFGEJDGFDBATCJAJGBEFDMMLGOPKNTR
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AA-DOTNET=DMBVHRJPDXFEEGDJFGBDVEFAJGBEFDMMLGOPKNTR
CTI_CentreVu=DZBLHUJKDCFDEEDIFBBFTBDAJGBEFDZMLGOPKNTR

## For ACT

[CTIModule]

Tracelevel=4

Channel=CTI1
#ServerID:LUCENT#G3_SWITCH#CSTA#AMCWZ3509
ServerID=AVAYA#DUPLEX#CSTAH#AES7X
UserName=CRTADM

#UserName=AMC

Password=***x*x%x*x*%
#Password=Connector#123
AllowDTMF=Yes

DTMFPause=5

#ForceStateRefresh=1

UseAutoIn=1

###

# IciAdapter

#

###

[TciAdapter]
#ProxyForEvents=http://localhost:8080
Tracelevel=6

ConfigDBHost=(local) \SQLEXPRESS
ConfigServerName=AMCW12CCSVASU
ConfigDBUser=sa
ConfigDBPass=Amcwl2ccsvasu
EventHandlingLevel=6
NEventHandlingLevel=6
NewHandleOnWarmTransfer=False
NewHandleOnConference=False
WaitForCallStateUpdateDelay=1500
DropCreatedItemAfterFailedDial=False
DropCreatedItemAfterFailedConsult=False
CheckCallStateAfterConosult=True
CheckCallStateAfterDial=True
UseExtensionForAlternate=False
Defaul tNotReadyReasonCode=3
DataStore=DataStore
ContactDataKeyName=CAD
ListenForImmediateChannelArrivalEvent=True
ListenForNewWorkEvent=False
UpdateTransferHandleTelephony=False
AllowWorkCenterList=False
PostImmediateChannelArrivalDelay=0
WrapupMode=2
WaitCallStateAfterDail=3000
LetDropEventCleanItem=True
NotReadyReasonCode=6 ,Break
NotReadyReasonCode=7 ,Lunch
NotReadyReasonCode=8,Meeting

Defaul tNotReadyReasonCode=0001..
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= Administer a user domain account in the Active Directory for DCOM communication
between agents and CMService. In this example, the user is amc\devservice.

= Navigate to the Component Services in the Windows Server 2012 to access the window
shown below. Double-click on CMService to open the properties window.

mponent Services

File

Ackion Help

indow

Wiew

e = |Em| X 2 B2 %

(L] Consale Root

EI@ Companent Services

=[] Computers
El@ My Campuker

Fo AccStore Class

28 AdminTonlService

8 fgentDashboardMadule

= B AMCPipeCannector

- Com- Appli_cations ackground Intelligent Transfer Service
‘2 DCOM Config 8 Cluster Configuration Server

= E|str|l?utid Transactic g Cluster Node Eviction Asvnchronous Processor
-]
Hnning Frocesses luster Mode Eviction Processor

[]—-@ Ackive Directory Users and Comp
[]—-% Ewent Viewer (Local)

Services (Local)

9 Cluster Service Node Evict Notifications
% Cluster Service Startup Matifications
Miateway

B CMManager

ervice
OM+ Event System

8 ComEvents, ComServiceEvents
ComEvents, ComSystemappEventData
ommand line Trigger Consumer
 CustReq Class

B Defrag FAT engine

efrag MTFS engine

8 drraifc

B Evert Object Change

went Object Change 2
b HC

. ﬂ

(ol x|
—isid

@HTML Application

@IIS Admin Service

FYI1S Certobj

@115 W3 Cortral

Y115 WAMREG admin Service

Byiisct]

@Internet Explorer{ier 1,0}

@ios

&Iogagent

@Logical Disk Manager Administrative Service

&Logical Disk Manager Femote Client

@Media Plawver

@Microsoft Agent Server 2.0

&Microsoft Docurnent Explarer

@Microsoft Help and Suppaort Services

@y Microsaft IMART

@Microsoft Yolume Shadow Copy Service software provider
&Microsoft WBEM Active Scripting Event Consumer Provider
&Microsoft WEEM Unsecured Aparkment

@Microsoft WMI Provider Subsystem Hosk

@Microsoft WMI Provider Subsystem Secured Host
@Microsoft.Aspnet.Snapin.AspNetManagementUtility.2
&MMC Application Class

&Mobsync
|

= |nthe CMService Properties window, navigate to the Identity tab and specify the
amc\devservice user along with the password.

CMService Properties

Generall Locationl Seculityl Endpoints  1dentity |

21

Which uzer account do you want ta wse ta run this application?

"1 The interactive user,

1 Tihe |aunching user.

Iamc\dev&ervice

Browsze. .. |

Pazzword:

Confirm pazsword: I..ooooooo--o...

' The system account [services only).

]

Cancel | Spply
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= Start the CMServices from the Services management window.

omponent Services _ 1Ol x|
3 Fle  Action View Window Help |_|- 2] ]
|<::--b|| B|E2E|» a1 »
D Console Root Mame / | Description I Skatus | Startup Type I Log On As =
EI@ Companent Services .MET Runtime Cptimization Service v2.0.50...  Microsaft ..., Marual Local System
E‘[:l Computers %AdminToolService Started Marual Local System
E‘El My Computer o % tlerter Motifies sel... Disabled Lacal Service
0 com+ .ﬁ.ppll.catlons %Application Experience Lookup Service Process ap...  Started Automatic Local System
(13 promM Canfig Application Layver Gateway Service Provides s...  Started tanual Local Service |
[Z7 pistributed Transactic . )
_ %Appllcatlon Management Processes i... tanual Local System
D Running Processes . . .
L %ASP.NET State Service Provides <. Marual Metwork Service
[]--@ Active Direckory Users and Comp . .
) %Automatlc Updates Enables th... Started Automatic Local System
[l Event Viewer (Local)
. %Avaya WPM Service Started Automatic Local System
Services (Local)
%Background Inteligent Transfer Service Transfers f... Manual Local System
%ClipBook Enables ... Disabled Local System
%COI\'H Event System Supports 5., Started Autornatic Local System
%COI\'H System Application Managest... Started Manual Local System
%Computer Browser Maintains a... Started Autornatic Local System
%Cryptographic Services Provides th... Started Automatic Local System
DCOM Server Process Launcher Provides la...  Started Automatic Local System
%DHCP Client Registers a... Started Automatic Metwork, Service
%Distributed File System Integrates ... Manual Local System
%Distributed Link Tracking Client Enables cli...  Started Autamatic Local Swstem
%Distributed Link Tracking Server Enables th. .. Disabled Local Swstem
%Distributed Transaction Coordinator Coordinate...  Started Automatic Metwork Service
%DNS Clignt: Resolves a..,  Started Automatic Metwork Service
| | _’I Extended >\ Standard
= Restart 1S by running the iisreset command in a command prompt window for
SAPWeb/CRMY7.
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8. Configure SAPWeb/CRM7

As there are 5 CRM adapters tested, this section will describe only the procedure for adding
agents to SAPWeb/CRM7. From the CCS server, start the Agent Configuration Manager to
set up the agents. Navigate to File>Open->Agents as shown below.

T T =4

File | Edit View Window
| MNew
Open Database Connections
Import / Export Agents MCMS Servers
Close | Agents

Exit | Workcenters

Connected to (ocal\SQLEXPRESS y

From the Edit Agent Wizard window, select CCS server below and click Next.

Edit Agent Wizard
This wizard modifies the configuration far an Agent

Flease choose the server which this agent is configured to use:

MCMS Server Name | Host | Port

amcw 1 2ccavasu amcw 1 2ccsvasu

= Back Mext = Cancel
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In the next window, specify the Agent User Id (e.g., tester2) and click Next.

£ Edit Agent Wizard
Edit Agent Wizard

This wizard modifies the configuration for an Agent

Select the User Id for the agent you wish to configure

Agent Uger [d

[ew: |

Existing: ©

[ Delete selected agent

Mext =

|_ I:I-

Cancel

In the last window, the Extension, AgentID, and AgentlDPassword configured in Sections

Error! Reference source not found. and 5.6 are specified. Click Finish.

£ Edit Agent Wizard - tester2

Edit Agent Wizard - tester2
This wizard modifies the configuration for an Agent

Telephony (CTI1)

< Back Finish

(==

Mame Walue Flease fill in the configuration
10001 information for this channel
AgentlD 1100
AgentlDPazsword 1234
[ueues 14001

[ Skip this channel

Cancel
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Aura® Communication Manager, Avaya Aura® Application Enablement Services, the AMC
Driver and SAPWeb/CRM?7.

9.1. Verify Avaya Aura® Communication Manager

On Communication Manager, verify the status of the administered CTI link by using the “status
aesvcs cti-link” command. Verify that the Service State is “established” for CTI link 3
administered in Section 5.2 as shown below.

status aesvecs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs

Link Busy Server State Sent Rcvd

3 8 no aes7x established 15 15
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9.2. Verify Avaya Aura® Application Enablement Services

On Application Enablement Services, verify the status of the TSAPI link by selecting Status->
Status and Control = TSAPI Service Summary from the left pane. The TSAPI Link Details
screen is displayed. Verify the Status is “Talking” for the TSAPI link administered in Section
6.3 as shown below.

Status | Status and Control [TSAPT Service Summary

» AE Services

Communication Manager TSAPI Link Details
Interface
High Availability [enatie page refresh every“sacunns
» Licensing
- Mal-"tena"ce . S i = _ S
Link ID
» Networking
» Security Duplex Talking Wed Jul 4 16:54:21 2018 GOnline

¥ Status

Online Offline

Alarm Viewer
For service-wide information, choose one of the following

Lags TSAPI Service Status || TLink Status User Status
Log Manager

Status and Control

= CVLAN Service Summary

= DLG Services Summary

= DMCC Service Summary

= Switch Conn Summary

= TSAPI Service Summary
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9.3. Verify AMC Driver and SAPWeb/CRM7

To verify that AMC Driver and SAPWeb/CRM?7 are operational, log into the SAP Web client
and change the agent state from “Not Ready” to “Ready”. Place a call to the VDN that routes the
call to the agent and verify that the SAPWeb client receives the call and that the call can be
answered. Prior to performing these steps, check that the AMC Driver has established a
connection for the Application Enablement services by reviewing the CTIModule.log file.

Enter the appropriate URL in an internet browser to access the SAP Web client login screen
shown below. Log on using the appropriate credentials. Click Log On.

@,’ No switch to HTTPS occurred, so it is not secure to send a

password
System: C13
Client: *
User: * [tester2 ]
Password: * [m—'i
Language: [English v

Change Password

Copyright © 2015 SAP AG. All rights reserved. w

Select a business role: . FS{IC _AGFNT-InteractionCenter Agent
|. IV1IC_AGENT-InteractionCenter Agent :I
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Verify that the agent is logged in and the default state is “Not Ready”.

[
action Center

Reject | Hold | Retrieve || Hang Up || Transfer | Warm Transfer || Consult | Conference || Toggle | End | @] Dial Pad || Reset CTI || Clear Interaction | DTMF Pad || Log Off

Personalize System News Log Off

(JReady (o) Not Ready

First Name/Last Name:
Account
Account ID:
Street/House Number:
City:
Pestal Code/Region
Country
Transaction ID:
Contact Type
Telephone
E-Mail Address
Fax:
Relationship

Search Account || Reset | | Clear | |[

All

Has Contact Persan

Component ID
Product ID
dentification

Search | [Clear

Saved Searches > 1| Go || Advanced || T
Identify Account <] -2~
LB
x
Account Installed Base | Object

B You are logged on to the communication mgmt software system

Change the state to “Ready” as shown below.

laction Center

Reject | Hold || Retrieve | Hang Up || Transfer | Warm Transfer | Consult || Conference || Toggle | End | (&) Dial Pad || Reset CTI | Clear Interaction | DTMF Pad || Log Off

Personalize System News Log Off

Saved Searches >

Identify Account

Account

Installed Base | Object

First Name/Last Name:
Account:
Account ID:
StreetiHouse Number.
City.
Postal Code/Region
Country
Transaction ID:
Contact Type
Telephane
E-Mail Address
Fax:
Relationship

Search Account || Reset | | Clear| [

All

Has Contact Person

Compenent ID
Product ID
Identification

Search | Clear

Place a call to the VDN that routes the call to the agent. Verify that the call is delivered to the
agent and the call can be answered and disconnected.
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10. Conclusion

These Application Notes describe the configuration steps required to integrate 3rd party business
applications in a call center environment consisting of Avaya Aura® Communication Manager
using the AMC Driver for Avaya Aura® Application Enablement Services (AES). The AMC
Driver used a TSAPI link to provide CTI integration to CCS and all the CRM adapters used,
including call control, agent session control and screen pop. All test cases were completed with
an observation noted in Section 2.2.

11. Additional References

This section references the Avaya documentation relevant to these Application Notes. The
following Avaya product documentation is available at http://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Release 7.1.3, May 2018, Issue 7.
[2] Administering and Maintaining Avaya Aura® Application Enablement Services, Release
7.1.3, May 2018, Issue 5.

The following AMC Technology is available upon request from member.

[3] AMC Voice Driver for Avaya Aura® Application Enablement Services (AES) Implementation
Guide Contact Canvas™6.5.

[4] AMC Application Adapter for mySAP™ CRM Interaction Center WebClient Implementation
Guide Version 6.5.

[5] AMC Contact Canvas Server Implementation Guide Contact Canvas 6.5.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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