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Issue 1.0

Abstract

These Application Notes describe the procedures for configuring Prognosis for Unified

Communications 10.5 to interoperate with Avaya Aura® Session Manager and System
Manager.

Prognosis for Unified Communications 10.5 provides real-time monitoring and management
solutions for IP telephony networks. Prognosis for Unified Communications 10.5 provides
visibility of Avaya and other vendor’s IP Telephony solutions from a single console and
enables a significant reduction in complexity when managing complex IP telephony
environments.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the compliance tested configuration used to validate Prognosis
for Unified Communications 10.5 (herein after referred to as Prognosis) with Avaya Aura®
System R7.0 and Avaya Aura® Session Manager R7.0.

The Prognosis product uses three methods to monitor Avaya Aura® Communication Manager
systems.

e Real Time Transport Control Protocol (RTCP) Collection - Prognosis collects RTCP
information sent by the Avaya IP Media Processor (MEDPRO) boards, media servers,
media gateways and IP Telephones.

e Call Detail Recording (CDR) Collection - The Prognosis collects CDR information by
SFTP to the Avaya Aura® Session Manager.

e SNMP Collection — The Prognosis uses SNMP to collect configuration and status
information from Avaya Aura® System and Avaya Aura® Session Manager.

2. General Test Approach and Test Results

The general test approach was to use Prognosis web interface (webui) to display the hardware
details of the System Manager and Session Manager. Calls were placed between Avaya SIP
endpoints with other endpoints and Prognosis webui was used to display the RTCP and CDR
information collected.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

For feature testing, Prognosis GUI was used to view the configurations of System Manager and
Session Manager such as the memory and cpu utilizations, disk usage and status. For the
collection of RTCP and CDR information, the endpoints include Avaya H323, SIP, digital and
analog telephones. The types of calls made included intra-switch calls, inbound and outbound
trunk calls.

For serviceability testing, reboots were applied to the Prognosis and Session Managers to
simulate system unavailability. Loss of network connectivity to both Prognosis and Session
Managers were also performed during testing.
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2.2. Test Results

All test cases passed successfully with the following being observed:

e PBX name configured on Prognosis needs to have the name matched with that configured on
System Manager. Otherwise the right PBX will not be monitored.

e Standard Flat format is supported for Session Manager CDR as default. The other format are
Enhanced Flat File and Enhanced XML File which supports incomplete calls or SIP user to
user calls records can be supported through customization by Prognosis.

e The correct voice streams were shown when a call is made through the media server.
However, the “Type” field is marked with “Unknown” instead of Media Server.
Enhancement to be made in the later release. Similar observations was made for Compliance
Testing with Communication Manager.

2.3. Support
For technical support on Prognosis, contact the Integrated Research Support Team at:

e Hotline: +61 (2) 9921 1524
e Email: support@prognosis.com
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3. Reference Configuration

Figure 1 illustrates the test configuration used to verify Prognosis interoperability with System
Manager and Session Manager. It consists of a duplex pair of Communication Manager system
(System A) with two Avaya G650 Media Gateways, an Avaya G430 Media Gateway with Avaya
S8300D Server as a Local Survivability Processor (LSP) and an Avaya G250-BRI Media
Gateway. An Enterprise Survivable Server (ESS) was also configured for failover testing. A
second Communication Manager system (System B) runs on an Avaya S8300D Server with an
Avaya G450 Media Gateway. Both systems have Avaya IP, digital and analog telephones users
configured for making and receiving calls. IP Trunks connect the two systems together to allow
calls between them. System Manager and Session Manager provided SIP support to the Avaya
SIP telephones. Prognosis was installed on a server running Microsoft Windows Server 2008 R2
with Service Pack 1. Both the Monitoring Node and Web Application software are installed on
this server. The Avaya 4548GT-PWR Ethernet Routing Switch provides Ethernet connectivity to
the servers, media servers, media gateways and IP telephones.
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Figure 1: Test Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® Communication Manager 7.0 SP3.1
(System A)

G650 Media Gateway

- TN2312BP IP Server Interface (x 2) HWO07, FW058
- TN799DP C-LAN Interface (x 4) HWO01, FW044
- TN2602AP IP Media Processor (x 2) HWO02 FW066
- TN2302AP IP Media Processor (x 2) HW20 FwW121
- TN2464BP DS1 Interface HWO05, FW025
- TN2464CP DS1 Interface HWO02 FW025
- TN793CP Analog Line HWO09, FW012
- TN2214CP Digital Line HWO08, FW016
G250 Media Gateway 30.27.1

Avaya Aura® Communication Manager 7.0SP3.1
running on Avaya S8300D Server

(G450 Media Gateway — System B)

G450 Media Gateway 37.21.0

- MM722AP BRI Media Module (MM) HWO01 FWO008
- MM712AP DCP MM HWO07 FWO015
- MM714AP Analog MM HW10 FW099
- MM717AP DCP MM HWO03 FW015
- MM710BP DS1 MM HW11 FWO053
Avaya Aura® Communication Manager 7.0 SP3.1
running on Avaya S8300D Server

(G430 Media Gateway - LSP)

G430 Media Gateway 37.21.0

- MM712AP DCP MM HWO04 FW015
- MM714AP Analog MM HW12 FW098
- MM711AP Analog MM HW31 FW098
- MM710AP DS1 MM HWO05 FW022
Avaya Aura® Communication Manager 7.0SP3.1

(ESS)

Avaya Aura® System Manager

7.0.1.0.064859

Avaya Aura® Session Manager 1

7.0.1.0.701007

Avaya Aura® Session Manager 2

7.0.1.0.701007

Avaya Aura® Messaging

6.3.141.348-1.258129

96xx Series IP Telephones 2.6.14 (SIP)

- 9640 3.250A (H323)
- 9620

96x1 Series IP Telephones 7.0.0.39 (SIP)
-9641G 6.6029 (H323)
-9611G
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Equipment/Software

Release/Version

1600 Series IP Telephones
- 1616
- 1603SW

1.390A (H.323)

Digital Telephones
- 1416
- 1408

Rel 4 SP7

Avaya Analog Phones

Avaya 4548GT-PWR Ethernet Routing
Switch

V5.6.1.052

Prognosis running on Windows 2008 R2
SP1

10.5
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5. Configure System/Session Manager

This section describes the steps needed to configure System and Session Manager to
interoperate with Prognosis. This includes configuration of the SNMP v3 user profile for System
Manager and the CDR user account on both Session Managers. The default SNMP v2c user
profile will be used for Session Managers and no configuration is needed here. Configuration of
Communication Manager is mentioned in Reference [7] and will not be detailed here.

5.1. Configure SNMP

System Manager 7.0 support SNMPV2 for notifications and GET/SET operations will work only
for V3. The following shows the steps to create SNMPv3 User Profiles and assigned the profile
to System Manager and Session Managers.
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Step | Description

1. | Using a web browser, enter https://<IP address of System Manager> to connect to the
System Manager Server being configured and log in using appropriate credentials.

Aura System Manager /{

Recommendad accass to System Manager is via
FOON

3 N | far Single

If 1P address access s your only opton, then
note that authentication will fail in the following

cases:
~ - Log On Cancel
® First bme login with "admin” account
* Expred/Resat passwords Chanae Oxaasard

Use the "Change Password” hyperink on this
page to change the password manually, and
then login.
0 Supported Browsers: Intemet Explorer 9.x, 10.x or 11.x or Frefox 36.0,
Also note that sngle sign-on between servers in 37.0 and 38.0.
the same security domain is not supported when
accassing via IP address

This system is restncted solely to authonzed
users for legitimate business purposes only, The
actual or attempted unauthonzed access, use,
or modification of this system is strictly
prohbited.

Unauthonzed users are subject to company
discplinary procedures and or cnmmal and ownl
penalties under state, federal, or other
appicable domestic and foreign laws,

The use of this system may be montared and
racorded for adminstratwe and sacurity reasons.
Anyone accessng this system expressly
consents to such monitorng and recordng, and
is advised that if it reveals possible evidence of
criminal activity, the evidence of such activity
may be prowded to law enforcement officals.

All users must comply with all corporate
nstructions regarding the protection of
information assets.

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 27
SPOC 7/1/2016 ©2016 Avaya Inc. All Rights Reserved. PROG-SM7_SMGR7




Step

Description

On the home screen (not shown), select Services = Inventory.

o Mo J Servioen [ Jierenbiey o

Inventory

Sub Pages

Action Descrpmien Helyp

Mwiage

Mg this ventony 1o Blen erts rdgiaarad i Systom Masager. Esaute the Sscovery [rrenrtory registratios

Crogte Profbes and Discseer SA5CS
the Commyricaton Marager devioes

treates bagin profies hx dedres loge profies can be vaed to Sooew

Conbgurs Ehmert typee for serom

Subest

Conbgwe witret for dhczeety Carbgaire witest tor duever
Corfouaths
Mmage "
L v " v - Servicnatdty agerns
Serwice ablity Creste SRV yser profles 30 target profes 504 1000 e profies to the Servicesbiity ageats s
apents o
Smavonizaton  Somronige Commenecation Manager, Mesagng and 12 Offics 4ot Sy croninatis
Connectis . . izt Muiager
n v e Conaection Psel far Comeny 0N Manag A =
Pockrg o Fours Conaection f OOTen A ICALION Managet Connactiae Poolng
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Step

Description

Select and expand on the Manage Serviceability Agents > SNMPv3 User Profiles
(not shown) and click New to add a new user profile. Enter the details for the User
Profile according to security level required. The user profile will be defined in the
Prognosis configuration Section 6 Step 4. For more secured configuration, the profiles
can be adjusted here, and the corresponding Prognosis configuration in Section 6 Step
4 must then be adjusted as well.

e User Name: avayasnmp [Enter a descriptive name desired]
Authentication Protocol: [Select MD5 or SHA]
Authentication Password: [Enter and confirm password]
Privacy Protocol: [Select DES or AES]

Privacy Password: [Enter and confirm password]
Privileges: Read

Click Commit to submit. Below is the configuration setup in this compliance testing.

v Mow | Sorwess [ Ieetory | Menspe Screcestelily Ageals £ SV ] User Prodiics [+]

New User Profile Commit, | Bach

User Detadls

Reanired

Comk Bk
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Step

Description

4. | Navigate to Inventory - Manage Serviceability Agents = Serviceability Agents.
Check that the System Manager Agent Status is active. Select the System Manager
(smgr.sglab.com) and select the Manage Profiles tab.

o Meees [ Serviems / [ Marvape Agervis / rarete ‘o
Serviceability Agents
Agent List
Gererste Test Lym Regar Serarsabi®y Agert
"m,“ O Ehiw 4 v - - - m_n»-
;\: :: :: .n.n D R L A RN T WAL ML
5.

Howe / Services / Inventary / Momage Serviceability Agents / Serviceability Agents
Manage Profile Comm#! Back
SNMP Target Profiles SHMPY] User Profiles
5‘,"."""'",' Agents Selected Agents o
b Bament Inventory
Mansgement L ltam O Fikmr; Frasie
s 5:'-:!_0“ e— 1P Addvmes System Kame Systwm QLD Statws |
sregraglad com 1011046 Avaye Aurp Syaten Manager 1361416009133 nove
| Cammt | | Back
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Step | Description

6. | Click down arrow beside Assignable Profiles section if it is not expanded. Select the
User Profiles created in Step 3 earlier. Click Assign to assign it to the System
Manager. The user profile will moved to the Removable Profiles section. Click
Commit to submit the changes.

o Move | Services [ Tvewntory | Marage Servicesbiling Agents | Servicashilig Agesris o

Manage Profile Coondt] Bach

»
Sedected Agents SUMP Lerpet Prullhes 5
25

Assignable Profiles «

[E==]

1len O
¢ User Mamie Ambentiobos Patocol Porwcy Protocal Privdeges
v sevsanrn rce ool “

Seact.

Removable Profiles «

User Name Aatheatication Presacal Prisacy Peataral Prisimges

I Commnk I Bact

7. | SSH into the System Manager and log in as valid user. Verify that the SNMP service is
running using the command “service snmpd status”. Otherwise, run the command
“service snmpd restart/start” to start SNMP service daemon.

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 27
SPOC 7/1/2016 ©2016 Avaya Inc. All Rights Reserved. PROG-SM7_SMGR7




5.2. Configure CDR user account for Session Manager

Step

Description

1.

From the home screen (not shown), navigate to the Session Manager by clicking
Elements = Session Manager.

+ onw | Blosmnts [/ Sevsnm Mensoer | Daskbosd

© Sevien Munager
Owrshboard ey

Seurien Masoper Session Manager Dashboard
Swps provees te svered sistur wnd haskh PP———
Adwintracson Tom ase prove wral ¥ wrd Wkt sprmTery of et = arer
Crmnimunbcation
Prafibe | dtar Sussson Manager Instanoes
o meteerh Servioe Stats Shitemees Setem = A of 4:27 PN
Combaguretnn
N[22 W ETA T Altemy B Show| M 4 e
Cambiguratnn Acliy -
S iin Pasomgry Tywe o8| o e Secuty | Rerviin . |Swiky Eall | Mg betrmaany | U008 i SHEE  Lywenn
© Awlatun Fass Medife | State Mustioring | . Ropcat Sturaps  Mode
ComnFuguratunn — ot
ey
o Systewn Statun and we W QM0 U Non n I v v Normal |
- e
Acoes
sl coe @ JUTLR U Nrew os/4 v v Mot
¢ Perfrmanoe Lacsis
Select | A, M

Click Session Manager - Session Manager Administration. On the right pane, click
Session Manager Instances tab and select sm1. Click Edit to make changes.

< Bessiin Mansger o 1w | Demeats | Sesdon Mecager [ Sewisn Mansgee Adausistonsian

e
‘Satston Mandr Session Manager Administration

TA Dage Bhint vou 80 ddw
ghobal setings

Administration wredter Session Muager istasces il Corfigine Mier

Setabal Sellngs. sebitth Munager Lt

Meancis 3

Sesshon Manager Instances
Fw View Defcce

Narne  Licenes Made | Primary Communicanan Profies Secondary Cammumication Profiies Pinsiman Actien Communicatsa Pmfiss

Normal S o s

w2 Normal o

e Ernafie
"

Deacnptfes

Sdect | hooe
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Step | Description

3. | On the right pane (not shown) under the CDR section, make sure the Enable CDR is
checked and set the password for CDR_User. Select Data File Format as Standard
Flat File for the default CDR file format. The other formats i.e., Enhanced Flat File and
Enhanced XML File are supported but will required customization by Prognosis engineer
to accommodate the different formats. For more details, refer to [5] in Additional
References Section.

CDR «
Enable CDR
uUser CDR_User

Data File Format | Standard Flat File E

Include User to User Calls

Include Incomplate Calls

5.3. Download Sip Entities and Entity Links XML files.

The Sip Entities and Entity Links XML files are required for input into Prognosis for
configuration of System and Session Manager. These files can be downloaded from System

Manager.

Step | Description

1. | On the System Manager home screen (not shown), select Element = Routing. Click
Routing = SIP Entities and select Export all data in the More Actions drop-down
menu. Save the zip file into the local hard disk. Extract the files “<user
name>EntityLinks.xml” and “<user name>SipEntities.xml ”. Rename the files without the
user name. Upload the renamed files “EntityLinks.xml’ and “SipEntities.xml” into the
Prognosis Server in Section 6 Step 4.

o Mhesss ) Deivmarts / Hestsny | S10 Cotanes o

SIP Entities

Ther o

Sebact 41, M
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6. Configure Prognosis

This section describes the configuration of Prognosis required to interoperate with
System/Session Manager. Configuration of Prognosis to interoperate with Communication
Manager is mentioned in Reference [7] and will not be detailed here.

Step | Description
1.| Log into the Prognosis server with administrative privileges. Launch the Prognosis
Administration by clicking Start - All Programs - Prognosis = Prognosis

Administration. Log in with the appropriate password.
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Step | Description
2.| Click Add System.

W' Prognosis | Administration

A | Mome = WNGHPOHTZPE! - Prognosis node - WIN-OHPGHT2JPBM .
= Details

IF Adess lLe14

Versionr Prognosss 10.50

Operating Systenn Windows Server 2008 R2
- 4 Status Connectod

UC & Infrastructure Configuration

v Databases
ACDRy

MV-Contact Cender Ebve

¢ © ¢

AV MedFra DSP Unlization

A Network Hogs Histoncal

AV-Reporting

o ¢

#¥-Heporting 15 Min

O AV-Reparming & Hourly

3 A-Rmaartine Datly

3.| Click Add to add a new System Manager.

System/Session Managers

[mraya System/Session Manager ] I
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Step | Description
4. | In this test configuration, the following entries are added for System Manager with the
Display Name SMGR7 and with the IP addresses as 10.1.10.46.
The following settings were configured during the compliance test.
Basic Details:
e IP address: 10.1.10.46
e Display Name: SMGR7
e Customer Name: Avaya
e Site Name: DevConLab
Configuration:
Browse for the Sip Entities and Entity Links XML files downloaded in
Section 5.3 and copied into the Prognosis server.
SNMP Connection Details:
Enter the settings configured in Section 5.1 Step 3.
Leave the Databases and Thresholds as checked. Click Add at the bottom (not
shown) to effect the addition.
Basic Detalls
|PAddress:* 01086
Display Name: SMGRT
System Manager Version: 0
Customer Name: "x-:.n
Site Mame: DavConlab
Configuration
Sip Entities XML File- r— Beowss l
Entity Links XML File: f Browse |
SNMP Connection Details
Use SNMP Version 2¢
o' Use SNMP Version 3
Authentication Protocol: | Mos v
Authentication User Name: * favayasomp
Authentication Password: * [~ -
Encryption Method: | DES v;l
Encryption Passwoed: * |
Databases and Thresholds
i Start standard databases and thresholds
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Step | Description
5. | Return to the home screen; check that SMGRY7 is created under the server name in the
middle pane. Click on the SMGRY7 to update the Session Manager.
n pfognosls Administrason
¢ [ TWINGHPGHTZIPOY - Prognasis node - WIN-OHPGHT2JPBM
. ; " Detally
W Adress: 103.10.12¢
Veruon Frogneais 10.4.0
Operating Systere Windoves Server 2008 R2
’ Status Comes tug)
UT & infrastructure Configuration
=0
« Databasaes
&  A-CDRy m
@ M-Condact Cuntel Bl =
©  ANedFro DS Ledizaton m
¥ A Network Hope Hisoescal ﬂ
@ AV-Regorsmg n
W AV leportng 15 Nin
O AV-Rispomag & Hourly
W Niwporeng Daly
O A¥-Regorng Houry
W N Reporng Weekly
6.| Check that the Sip Entities and Entity Links XML files are LOADED. Click Edit on
SM1.
Update Avaya System Manager
Session Managers
Name SIP Address Management IP  Monitor
SM1 10.1.10.60 ™ I
SM2 10.1.10.42 o
Basic Datails
IP Address * ]7-0 1.10.46
Display Name: SMGR7
System Manager Version: 0
Customer Name: lAvaya
Site Name: |DevConLab
Configuration
Sip Entities XML File: |LOADED Browss_ I No file salected.
Entity Links XML File- |LOADED Browse__| Nofile selected
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Step | Description
7.| The following settings were configured during the compliance test for SML1.
Session Manager Details:
e Management IP: 10.1.10.59
e Site Name: Science Park [Descriptive name of location]
CDR Configuration Details (SFTP):
e User Name: CDR_User
e Password: As configured in Section 5.2
e Mode: SFTP
e Port: 22 [As default]
e Remote Directory: / [As default]
SNMP Connection Details:
Select User SNMP Version 2c and the Community String “avayal23”. This
is the default SNMP version and community string for Session Manager.
However, if the Session Manager SNMP V3 is configured with System
Manager web console, check the “Use System Manager SNMP”. Follow
similar steps as in Section 5.1 Steps 4-6.
Click Update to make the changes. Repeat the above for SM2 with Management IP
as 10.1.10.41.
Update Avaya Session Manager
Session Manager Details
Display Name: SM1
SIP Address: 10.1.10.60
ManagementIP; [ilD1 1058
Customer Name: Avaya
Site Name: [Science Park
CDR Configuration Detaills (SFTP)
UserName: (3] [COR User
Password: [
Mode: [ sFTe vl
Pot: o2
Remote Directory: (7] |
[CUse Systemn Manager SNMP
SNMP Connaction Details
(®: Lse SNMP Version 2¢
(U Use SNMP Version 3
Community String: [*
[t Y Sy g |
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Step

Description

8. | Access the configuration of the System Manager in Step 5. Verify that the Monitor

column for the Session Manager is set to “Yes” and the Management IP reflects the IP
Address set earlier.

Update Avaya System Manager

Session Managers

Name

SIP Address

Management IP

Monitor

SM1 10.1.10.60

10.1.10.59

Yes

SM2 10.1.10.42

10.1.10.41

Yes

Basic Details

IP Address: *

Display Name:

System Manager Version:
Customer Name:

Site Name:

Configuration

Sip Entities XML File:
Entity Links XML File:

[10.110.46
SMGR7
0

|Avaya

{DevConLab

LOADED
LOADED

Browse...
Browse...

9.| SSH into the Session Managers and log in as valid user and su to the root user. Verify

daemon.

that the SNMP service is running using the command “service snmpd status”.
Otherwise, run the command “service snmpd restart/start” to start SNMP service

@ root@sm1l:~

[root@sml ~]#% se
nmpd (pid 1459) is
[root@sml ~1#%

pd status

[root@sm2

[root@sm2 ~]#% D

snmpd (pid 9360) is rur

~]1#% service snmpd status

ing...
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Prognosis.
The following steps are done using the Prognosis webui.

Step | Description

1. | After logging into Prognosis webui as in Section 6 Step 1, expand the server “WIN-
OHPGHT2JPBM?” in the middle pane and verify that the System Manager Display Name
SMGRY is created under the server name. Then select View Systems on the top right

icon.

W Prognosis | Adminstraton

# | Home # WN (rECHTZFE! - Prognosis node - WIN-OHPGHT2JPBM
Dotalls
P hodvess L0
Versiom Prognosts 150

Operating Systee: Witkdows Serves 2000 B2

Staties s inl

"

UL & Infrastructure Configuratior
v Databeases

W AV-CDRy

W AV-Contact Center Elie

W AVNadPre DSF Utilizatico

@ AV Network Hopa Mestoei o

e
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2. | Check that the System Managers and Session Managers are created on the left pane.
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Step | Description
3. | Verify the System Manager and the two Session Managers Status are Up.
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Step | Description

4. | Verify the hardware details can be viewed for System Manager and all Session Managers.
Only SM1 (Session Manager 1) is shown below.
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Step | Description

5. | Make a call between two Avaya IP SIP telephones that belong to an IP Network Region

that is being configured to send RTCP information to the Prognosis server. Verify that the

Voice Streams section shows voice streams reflecting the quality of the call.

Avaya Voice Streams by Session Manager
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Step

Description
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6. | Make several calls and look at the call summary. Verify that calls are recorded on the
CDR data retrieved from each Session Manager. Compare with the records in the Session
Manager CDR files and verify that they match. The CDR files can be retrieved by

remotely logging into the Session Manager using the SFTP protocol with the account
created in Section 5.2 Step 3.
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8. Conclusion

These Application Notes describe the procedures for configuring the Prognosis to interoperate
with Avaya Aura® System Manager and Avaya Aura® Session Manager. In the configuration
described in these Application Notes, Prognosis obtained the configuration and status
information through SNMP. Prognosis also processed the RTCP information to monitor the
quality of IP calls and collected CDR information from each Session Manager as records.
During compliance testing, all test cases were completed successfully with observations in
Section 2.2.

9. Additional References
The following Avaya documentations can be obtained on the http://support.avaya.com.

[1] Avaya Aura® Communication Manager Feature Description and Implementation, Release
7.0.1, Issue 2, May 2016, Document Number 555-245-205.

[2] Administering Avaya Aura® Communication Manager, Release 7.0.1, Issue 2, May 2016,
Document Number 03-300509.

[4] Administering Avaya Aura® Session Manager, Release 7.0.1, Issue 2, May 2016.

[5] Maintaining Avaya Aura® Session Manager, Release 7.0.1, Issue 2, May 2016.

[6] Administering Avaya Aura® System Manager, Release 7.0.1, Issue 2, May 2016

[7] Application Notes for Integrated Research’s Prognosis for Unified Communications 10.5
with Avaya Aura® Communication Manager R7.0.

[8] Avaya Aura® System Manager 7.0.1 SNMP Whitepaper, Issue 1.0, May 2016.

The following Prognosis documentations are provided by Integrated Research. Documents are
also provided in the online help that comes with the software Package.

[9] Prognosis Deployment and Installation Guide 10.5, 22" Feb 2016

[10] Prognosis for Unified Communications Avaya Aura Communication Manager User Guide,
Prognosis 10.5, 21 Dec 2015

[11] Prognosis for Unified Communications Avaya Aura System and Session Manager User
Guide, Prognosis 10.5, 21 Dec 2015
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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