AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Avaya Aura ®
Communication Manager R7.0, Avaya Aura ® Session
Manager 7.0 and Avaya Session Border Controller for

Enterprise R7.0 to support BT Global Services SIP Trunk
Platform (NOAS) - Issue 1.0

Abstract

These Application Notes describe the steps used to configure Session Initiation Protocol (SIP)
trunking between BT Global Services SIP Trunk and an Avaya SIP enabled Enterprise
Solution. The Avaya solution consists of Avaya Session Border Controller for Enterprise,
Avaya Aura® Session Manager and Avaya Aura® Communication Manager as an Evolution
Server. BT is a member of the Avaya DevConnect Service Provider program.

Readers should pay attention to section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps used to configure Session Initiation Protocol (SIP)
trunking between BT Global Services SIP Trunk and an Avaya SIP-enabled enterprise solution.
The Avaya solution consists of the following: Avaya Aura ® Communication Manager R7.0
(Communication Manager); Avaya Aura ® Session Manager R7.0 (Session Manager); Avaya
Session Border Controller for Enterprise R7.0 (Avaya SBCE). Note that the shortened names
shown in brackets will be used throughout the remainder of the document. Customers using this
Avaya SIP-enabled enterprise solution with BT Global Services SIP Trunk are able to place and
receive PSTN calls via a dedicated Internet connection and the SIP protocol. This converged
network solution is an alternative to traditional PSTN trunks. This approach generally results in
lower cost for the enterprise customer.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise site using an Avaya SIP
telephony solution consisting of Communication Manager, Session Manager and Avaya SBCE.
The enterprise site was configured to connect to the BT Global Services SIP Trunk Platform.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The interoperability test included the following:
e Incoming calls to the enterprise site from PSTN phones using the BT Global Services SIP
Trunk, calls made to SIP and H.323 telephones at the enterprise.
e Outgoing calls from the enterprise site completed via BT Global Services SIP Trunk to
PSTN destinations, calls made from SIP and H.323 telephones.

e Calls using the G.711A, G.729A and G.711MU codecs.

e Fax calls to/from a group 3 fax machine to a PSTN connected fax machine using T.38.
DTMF transmission using RFC 2833 with successful VVoice Mail/Vector navigation for
inbound and outbound calls.

User features such as hold and resume, transfer, conference, call forwarding, etc.

Caller ID Presentation and Caller ID Restriction.

Direct IP-to-IP media between the Avaya SBCE and the SIP and H.323 telephones.
Call coverage and call forwarding for endpoints at the enterprise site.

Transmission and response of SIP OPTIONS messages sent by BT Global Services SIP
Trunk Platform requiring Avaya response and sent by Avaya requiring BT response.
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2.2. Test Results

Interoperability testing of the sample configuration was completed with successful results for BT
Global Services SIP Trunk with the following observations:

The SIP Trunk between the Avaya Galway Lab and the BT Sandbox was unstable and
became non-operational several times during testing. This was deemed to be a network
issue and not related to the functionality of the BT Global Services SIP Trunk Platform.
When testing incoming calls, it was found that Communication Manager shuffling
prompts a re-INVITE from the network. Communication Manager sends a 200 OK in
response, but the network did not respond with ACK and the call dropped after 32
seconds. This was resolved by setting “Delayed SDP” on the Avaya SBCE so the
shuffling re-INVITE contained an SDP. This prevents the re-INVITE being sent from the
network. This issue is under investigation by BT Global Services.

The network responded to an outbound call to an invalid PSTN number with 404
“Service Unavailable-No ports available”. This behaviour did not create an issue and a
tone was heard on the calling phone. It is noted however, as the commonly used response
is 404 “Not Found”.

To test the call failure when there is no matching codec, Communication Manager was
configured to use G.726 only. Although this was not a valid codec in the Service
Provider’s SDP, it was accepted by the network though speech quality was poor.
Communication Manager was then configured to use G.729B. The network responded,
but with G.729A. The Communication Manager cancelled the call and a tone was heard
on the calling phone.

The BT Sandbox did not have a voicemail system in operation at the time of test. Instead
DTMF was successfully tested using IVR.

Various call types were not available for testing on the BT sandbox. Although these calls
could not be tested, called party numbers were successfully formatted as required.

The test of Blind Call Transfer to a PSTN number on an outgoing call did not work
initially but succeeded on a subsequent attempt. This is noted as an example of
intermittent failures encountered during testing. It’s possible that these failures are related
to the SIP Trunk failures noted above.

There are no mobile phones available on the BT sandbox so EC500 was successfully
tested with a fixed phone.

Testing of Confirmed Answer was unsuccessful

When attempting a consultative transfer of an inbound call to a PSTN number from one-
X Communicator, no ringback tone was heard on the first attempt. Ringback was heard
on a subsequent attempt. This is noted as another example of the intermittent failures
described above.

Network Call Redirection and User to User Information using REFER was not supported
by the BT sandbox at the time of testing.

When testing failover to an alternative network SBC, outgoing calls took approximately
32 seconds to establish through the stand by SBC. Subsequent calls did not attempt to
establish via the non-operational SBC and were established within an acceptable period
of time, but there was no audio. An attempt was made to reduce the initial setup time by
reducing SIP timer T1 on the Avaya SBCE but this did not function according to RFC
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3261. Fault Report AURORA-7344 was raised to have this investigated by the Avaya
SBCE support team.

2.3. Support

For technical support on BT Global Services products please contact BT Global Services on
0800 028 5314 or visit their website at www.globalservices.bt.com
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3. Reference Configuration

Figure 1 illustrates the test configuration. The test configuration shows an Enterprise site
connected to BT Global Services SIP Trunk. Located at the Enterprise site is an Avaya SBCE,
Session Manager and Communication Manager. Endpoints are Avaya 96x0 series and Avaya
96x1 series IP telephones (with SIP and H.323 firmware), Avaya 16xx series IP telephones
(with H.323 firmware), Avaya analogue telephones and an analogue fax machine. Also included
in the test configuration was an Avaya one-X® Communicator soft phone and Avaya
Communicator for Windows running on laptop PCs.
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Figure 1: Test Setup BT SIP Trunk to Avaya Enterprise
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software | Release/Version
Avaya
Avaya Aura® Session Manager 7.0.0.0.700007
Avaya Aura® System Manager 7.0.0.0.16266
Avaya Aura® Communication Manager 7.0-441 Build 0.22477
Avaya Session Border Controller for 7.0.0-21-6602
Enterprise
Avaya G430 Media Gateway 37.19.0
Avaya 96x0 Phone (SIP) 26145
Avaya 9608 Phone (SIP) 7.0.0 R39
Avaya 96x0 Phone (H.323) 3.230A
Avaya 9608 Phone (H.323) 6.3116
Avaya 1616 Phone (H.323) 1.380B
Avaya One-X Communicator 6.2.7.03-SP7
Avaya Communicator for Windows 2.1.2.75
Avaya 2400 Series Digital Handsets N/A
Analogue Handset N/A
Analogue Fax N/A
BT Global Services
Genband S3 Session Border Controller 8.3.7.1
NOAS Call Server 4.38.0.1
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5. Configure Avaya Aura® Communication Manager

This section describes the steps for configuring Communication Manager for SIP Trunking. SIP
trunks are established between Communication Manager and Session Manager. These SIP trunks
will carry SIP signalling associated with the BT Global Services SIP Trunk. For incoming calls,
the Session Manager receives SIP messages from the Avaya SBCE and directs the incoming SIP
messages to Communication Manager. Once the message arrives at Communication Manager
further incoming call treatment, such as incoming digit translations and class of service
restrictions may be performed. All outgoing calls to the PSTN are processed within
Communication Manager and may be first subject to outbound features such as automatic route
selection, digit manipulation and class of service restrictions. Once Communication Manager
selects a SIP trunk, the SIP signalling is routed to the Session Manager. The Session Manager
directs the outbound SIP messages to the Avaya SBCE at the enterprise site that then sends the
SIP messages to the BT Global Services network. Communication Manager configuration was
performed using the System Access Terminal (SAT). Some screens in this section have been
abridged and highlighted for brevity and clarity in presentation. The general installation of the
Servers and Avaya G430 Media Gateway is presumed to have been previously completed and is
not discussed here.

5.1. Confirm System Features

The license file installed on the system controls the maximum values for these attributes. If a
required feature is not enabled or there is insufficient capacity, contact an authorized Avaya sales
representative to add additional capacity. Use the display system-parameters customer-options
command and on Page 2, verify that the Maximum Administered SIP Trunks supported by the
system is sufficient for the combination of trunks to the BT Global Services SIP Trunk platform,
and any other SIP trunks used.

display system-parameters customer-options Page 2 of 12
OPTIONAL FEATURES
IP PORT CAPACITIES SED
Maximum Administered H.323 Trunks: 4000

Maximum Concurrently Registered IP Stations: 2400

Maximum Administered Remote Office Trunks: 4000

Maximum Concurrently Registered Remote Office Stations: 2400

Maximum Concurrently Registered IP eCons: 68

Max Concur Registered Unauthenticated H.323 Stations: 100
Maximum Video Capable Stations: 2400

Maximum Video Capable IP Softphones: 2400
Maximum Administered SIP Trunks: 4000

Maximum Administered Ad-hoc Video Conferencing Ports: 4000
Maximum Number of DS1 Boards with Echo Cancellation:

OO NMNODOCDODODOOO WOO
o

[ee}
(@}
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On Page 5, verify that IP Trunks field is setto y.

display system-parameters customer-options

Page 5 of 12

OPTIONAL FEATURES

Emergency Access to Attendant? y IP Stations? y
Enable 'dadmin' Login? y

Enhanced Conferencing? vy ISDN Feature Plus? n

Enhanced EC5007? y ISDN/SIP Network Call Redirection? y

Enterprise Survivable Server? n ISDN-BRI Trunks? y

Enterprise Wide Licensing? n ISDN-PRI? y

ESS Administration? y Local Survivable Processor? n

Extended Cvg/Fwd Admin? y Malicious Call Trace? y

External Device Alarm Admin? y Media Encryption Over IP? n

Five Port Networks Max Per MCC? n Mode Code for Centralized Voice Mail? n
Flexible Billing? n

Forced Entry of Account Codes? y Multifrequency Signaling? y

Global Call Classification? y Multimedia Call Handling (Basic)? y

Hospitality (Basic)? y Multimedia Call Handling (Enhanced)? y

Hospitality (G3V3 Enhancements)? y Multimedia IP SIP Trunking? y
IP Trunks? y

IP Attendant Consoles?

<

5.2. Administer IP Node Names

The node names defined here will be used in other configuration screens to define a SIP
signalling group between Communication Manager and Session Manager. In the IP Node
Names form, assign the node Name and IP Address for the Session Manager. In this case,
Session_Manager and 10.10.9.31 are the Name and IP Address for the Session Manager SIP
interface. Also note the procr IP address as this is the processor interface that Communication
Manager will use as the SIP signalling interface to Session Manager.

display node-names ip
IP NODE NAMES

Name IP Address
Session_Manager 10.10.9.31
default 0.0.0.0
procr 10.10.9.12
procro6 H
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5.3. Administer IP Network Region

Use the change ip-network-region 1 command to set the following values:

e The Authoritative Domain field is configured to match the domain name configured on
Session Manager. In this configuration, the domain name is avaya.com.

e By default, IP-IP Direct Audio (both Intra- and Inter-Region) is enabled (yes) to allow
audio traffic to be sent directly between endpoints without using gateway VoIP resources.
When a PSTN call is shuffled, the media stream is established directly between the
enterprise end-point and the internal media interface of the Avaya SBCE.

e The Codec Set is set to the number of the IP codec set to be used for calls within the IP
network region. In this case, codec set 1 is used.

e The rest of the fields can be left at default values.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: avaya.com
Name: default Stub Network Region: n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.1p Priority:
Video 802.1lp Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

(&)
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5.4. Administer IP Codec Set

Open the IP Codec Set form for the codec set specified in the IP Network Region form in
Section 5.3 by typing change ip-codec set 1. Enter the list of audio codec’s eligible to be used in
order of preference. For the interoperability test the codecs supported by BT Global Services
were configured, namely G.711A, G.729A and G.711MU.

change ip-codec-set 1 Page 1 of 2

IP CODEC SET
Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
G.711A n 2 20
G.729A n 2 20
G.711MU n 2 20

a s> WNh R

BT Global Services SIP Trunk supports T.38 for transmission of fax. Navigate to Page 2 and
define T.38 fax as follows:

e Set the FAX - Mode to t.38-standard

e Leave ECM at default value of y

change ip-codec-set 1 Page 2 of 2
IP CODEC SET

Allow Direct-IP Multimedia? n

Packet
Mode Redundancy Size (ms)
FAX t.38-standard 0 ECM: y
Modem off 0
TDD/TTY Us 3
H.323 Clear-channel n 0
SIP 64K Data n 0 20

Note: Redundancy can be used to send multiple copies of T.38 packets which can help the
successful transmission of fax over networks where packets are being dropped. This was not
experienced in the test environment and Redundancy was left at the default value of 0.
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5.5. Administer SIP Signaling Groups
This signalling group (and trunk group) will be used for inbound and outbound PSTN calls to the
BT Global Services SIP Trunk platform. During test, this was configured to use TCP and port
5060 though it’s recommended to use TLS and port 5061 in the live environment to enhance
security. Configure the Signaling Group using the add signaling-group x command as follows:
e Set Group Type to sip.
e Set Transport Method to tcp.
e Set Peer Detection Enabled to y allowing Communication Manager to automatically
detect if the peer server is a Session Manager.
e Set Near-end Node Name to the processor interface (node name procr as defined in the
IP Node Names form shown in Section 5.2).
e Set Far-end Node Name to the Session Manager (node name Session_Manager as
defined in the 1P Node Names form shown in Section 5.2).
e Set Near-end Listen Port and Far-end Listen Port to 5060 (Commonly used TCP port
value).
e Set Far-end Network Region to the IP Network Region configured in Section 5.3
(logically establishes the far-end for calls using this signalling group as network region
1).
e Leave Far-end Domain blank (allows Communication Manager to accept calls from any
SIP domain on the associated trunk).
e Set Direct IP-IP Audio Connections to y.
e Leave DTMF over IP at default value of rtp-payload (Enables RFC2833 for DTMF
transmission from Communication Manager).

The default values for the other fields may be used.

add signaling-group 1 Page 1 of 2
SIGNALING GROUP

Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tcp
QO-SIP? n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? vy
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near-end Node Name: procr Far-end Node Name: Session_ Manager
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Network Region: 1

Far-end Domain:

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? y Initial IP-IP Direct Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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5.6. Administer SIP Trunk Group

A trunk group is associated with the signaling group described in Section 5.5. Configure the
trunk group using the add trunk-group x command, where X is an available trunk group. On
Page 1 of this form:

e Set the Group Type field to sip.

e Choose a descriptive Group Name.

e Specify a trunk access code (TAC) consistent with the dial plan.

e The Direction is set to two-way to allow incoming and outgoing calls.

e Set the Service Type field to public-netwrk.

e Specify the signalling group associated with this trunk group in the Signaling Group

field as previously configured in Section 5.5.
e Specify the Number of Members supported by this SIP trunk group.

add trunk-group 1 Page 1 of 21
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y

Group Name: OUTSIDE CALL COR: 1 TN: 1 TAC: 101
Direction: two-way Outgoing Display? n

Dial Access? n Night Service:

Queue Length: 0

Service Type: public-ntwrk Auth Code? n

Member Assignment Method: auto
Signaling Group: 1
Number of Members: 10

On Page 2 of the trunk-group form, the Preferred Minimum Session Refresh Interval (sec)
field should be set to a value mutually agreed with BT Global Services to prevent unnecessary
SIP messages during call setup. During testing, a value of 300 was used that sets Min-SE to 600
in the SIP signalling.

add trunk-group 1 Page 2 of 21
Group Type: sip

TRUNK PARAMETERS
Unicode Name: auto
Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval (sec): 300

Disconnect Supervision - In? y Out? y

BG; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 57
SPOC 8/3/2016 ©2016 Avaya Inc. All Rights Reserved. BTGS_CM70_SM




On Page 3, set the Numbering Format field to private. This allows delivery of CLI in formats
other than E.164 with leading “+”. In test, CLIs were sent as Communication Manager extension
numbers and were reformatted by the Session Manager in an Adaptation described in Section
6.4. This format was successfully verified in the network.

add trunk-group 1 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

On Page 4 of this form:

e Set Support Request History to y.

e Set Send Diversion Header to y. Note — History-Info and Diversion headers may not
both be required but were sent during compliance testing.

e Setthe Telephone Event Payload Type to 101 to match the value preferred by BT
Global Services (this Payload Type is not applied to calls from SIP end-points).

e Set the Identity for Calling Party Display to From to ensure that where CLI for
incoming calls is withheld, it is not displayed on Communication Manager extension.

add trunk-group 1 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phone? y
Prepend '+' to Calling/Alerting/Diverting/Connected Number? n
Send Transferring Party Information? y

Network Call Redirection? n

Send Diversion Header? y
Support Request History? y
Telephone Event Payload Type: 101

Convert 180 to 183 for Early Media? n

Always Use re-INVITE for Display Updates? n
Identity for Calling Party Display: From

Block Sending Calling Party Location in INVITE? n

Accept Redirect to Blank User Destination? n

Enable Q-SIP? n

Note: - The above screenshot shows Network Call Redirection set to n. This was temporarily
set to y for some of the last tests that involved testing of 302 Moved Temporarily and REFER
messages. When set, REFER messages are sent that are not acted on by the BT Global Services
SIP Trunk platform and so are unnecessary additional signalling.
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5.7. Administer Calling Party Number Information

Use the change private-unknown-numbering command to configure Communication Manager
to send the calling party number in the format required. In test, calling party numbers were sent
as Communication Manager extension numbers to be modified in the Session Manager.
Adaptations are used in Session Manager to format the number as described in Section 6.4.
These calling party numbers are sent in the SIP From, Contact and PAI headers as well as the
Diversion header for forwarded calls. The numbers are displayed on display-equipped PSTN
telephones with any reformatting performed in the network.

change private-numbering 0 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp (s) Prefix Len
4 2 1 4 Total Administered: 1

Maximum Entries: 540

5.8. Administer Route Selection for Outbound Calls

In the test environment, the Automatic Route Selection (ARS) feature was used to route
outbound calls via the SIP trunk to BT SIP Trunk. The single digit 9 was used as the ARS access
code providing a facility for telephone users to dial 9 to reach an outside line. Use the change
feature-access-codes command to configure a digit as the Auto Route Selection (ARS) -
Access Code 1.

change feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code: *69
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 8
Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
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Use the change ars analysis command to configure the routing of dialled digits following the
first digit 9. A small sample of dial patterns are shown here as an example. Further
administration of ARS is beyond the scope of this document. The example entries shown will
match outgoing calls to numbers beginning 0. Note that exact maximum number lengths should
be used where possible to reduce post-dial delay. Calls are sent to Route Pattern 1.

change ars analysis 0 Page 1 of 2
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: O
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
0 11 14 1 pubu n
00 13 15 1 pubu n
1 3 3 1 pubu n
118 5 6 1 pubu n
2 4 4 2 pubu n
7000 4 4 1 pubu n

Use the change route-pattern x command, where X is an available route pattern, to add the SIP
trunk group to the route pattern that ARS selects. In this configuration, route pattern 1 is used to
route calls to trunk group 1. Numbering Format is applied to CLI and is used to set TDM
signalling parameters such as type of number and numbering plan indicator. This doesn’t have
the same significance in SIP calls and during testing it was set to unk-unk.

change route-pattern 1 Page 1 of 3
Pattern Number: 1 Pattern Name: Session Manager
SCCAN? n Secure SIP? n Used for SIP stations? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 1 0 n user
2: n user
38 n user
4: n user
58 n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM Sub Numbering LAR
012M4wW Request Dgts Format
l: yyyyyn n rest unk-unk none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5: yyyyyn n rest none
6: Yy Yyyyyn n rest none
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5.9. Administer Incoming Digit Translation

This step configures the settings necessary to map incoming DDI calls to Communication
Manager extensions. The incoming digits sent in the INVITE message from BT can be
manipulated as necessary to route calls to the desired extension. During test, the incoming DDI
numbers were changed in the Session Manager to Communication Manager Extension number
using an Adaptation as described in Section 6.4. When done this way, there is no requirement for
any incoming digit translation in Communication Manager. If incoming digit translation is
required, use the change inc-call-handling-trmt trunk-group x command where X is the Trunk
Group defined in Section 5.6.

change inc-call-handling-trmt trunk-group 1 Page 1 of 3
INCOMING CALL HANDLING TREATMENT
Service/ Number Number Del Insert
Feature Len Digits

public-ntwrk

Note: One reason for configuring the enterprise in this way is to ensure that the message waiting
indicator is successfully sent to SIP extensions when a voice mail message is available and
unread.

5.10. EC500 Configuration

When EC500 is enabled on a Communication Manager station, a call to that station will generate
a new outbound call from Communication Manager to the configured EC500 destination,
typically a mobile phone. The following screen shows an example EC500 configuration for the
user with station extension 2396. Use the command change off-pbx-telephone station-mapping
X where x is Communication Manager station.

e The Station Extension field will automatically populate with station extension.

e For Application enter EC500.
e Enter a Dial Prefix (e.g., 9) if required by the routing configuration.
e For the Phone Number enter the phone that will also be called (e.g. 0035389434nnnn).
e Set the Trunk Selection to 1 so that Trunk Group 1 will be used for routing.
e Setthe Config Set to 1.
change off-pbx-telephone station-mapping 2391 Page 1 of 3
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Application Dial CC Phone Number Trunk Config Dual
Extension Prefix Selection Set Mode
2391 EC500 = 0191224nnnn ars 1

Note: The phone number shown is for a fixed phone in the BT Global Services Lab. To use
facilities for calls coming in from EC500 mobile phones, the number received in Communication
Manager must exactly match the number specified in the above table.

Save Communication Manager configuration by entering save translation.
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6. Configuring Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The Session Manager is
configured by opening a web browser to the System Manager. The procedures include the
following areas:
e Loginto Avaya Aura® System Manager
Administer SIP domain
Administer Locations
Administer Adaptations
Administer SIP Entities
Administer Entity Links
Administer Routing Policies
Administer Dial Patterns
Administer Application for Avaya Aura® Communication Manager
Administer Application Sequence for Avaya Aura® Communication Manager
Administer SIP Extensions

6.1. Log in to Avaya Aura® System Manager

Access the System Manager using a web browser and entering http://<FQDN >/SMGR, where
<FQDN?> is the fully qualified domain name of System Manager. Log in using appropriate
credentials (not shown) and the Home tab will be presented with menu options shown below.
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6.2. Administer SIP Domain

To add the SIP domain that will be used with Session Manager, select Routing from the Home
tab menu and in the resulting tab select Domains from left hand menu. Click the New button to
create a new SIP domain entry. In the Name field enter the domain name of the enterprise site or
a name agreed with BT Global Services; this will be the same as specified in the Authoritative
Domain specified in the IP Network Region on Communication Manager. Refer to Section 5.3
for details. In test, avaya.com was used. Optionally, a description for the domain can be entered
in the Notes field (not shown). Click Commit to save changes.

o Mowe | loments | Souting / Demain o

Domain Management

Note: If the existing domain name used in the enterprise equipment does not match that used in
the network, a Session Manager adaptation can be used to change it (see Section 6.4).
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6.3. Administer Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
the purposes of bandwidth management. One location is added to the sample configuration for
all of the enterprise SIP entities. On the Routing tab select Locations from the left hand menu
(not shown). Under General, in the Name field, enter an informative name for the location.
Scroll to the bottom of the page and under Location Pattern, click Add, then enter an IP
Address Pattern in the resulting new row, * is used to specify any number of allowed characters
at the end of the string. Below is the location configuration used for the test enterprise.

Mosoe / Clements / Routing / Locatns L
?
Location Details
Genera
* Name: Galway
Notes:
Dial Plan Transparency in Survivable Mod
Enabled:
Listed Directory Number:
Associated CM SIP Entity:
Overall Managed Bandwidth
Managed Bandwidth Units:  xoit/sec v
Total Bandwidth:
Multimedia Bandwidth:
Audio Calls Can Take Multimedia Bandwidth:
Per-Call Bandwndth Parameters
Maximum Multimedia Bandwidth (Intra-Location): 2000 Kbit/Sec
Maximum Multimedia Bandwidth (Inter-Location): 7000 Kbit/Sec
* Minimuem Multimedia Bandwidth: 64 Kbit/Sec
* Default Audio Bandwidth: 80 Kbt/sec V|
Alarm Threshold
Overall Alarm Threshold: 80 V%
Multimedia Alarm Threshold: 50 v a%
* Latency before Overall Alarm Trigger: 5 Minutes
* Latency before Multimedia Alarm Trigger: 5 Minutes
| : Pa I
Add Remave
1 tem o Filtar: Enadla
1P Address Pattern Naote
10,140
Salact : All, ¥
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6.4. Administer Adaptations

Calls from BT Global Services are received at the enterprise in E.164 format with leading “+” on
the Request URI. An Adaptation specific to Communication Manager is used to convert the
called party number to a pre-defined extension number before onward routing to Communication
Manager SIP Entity and removes the requirement for incoming digit manipulation on
Communication Manager.

On the Routing tab select Adaptations from the left-hand menu. Click on New (not shown).
e Inthe Adaptation name field, enter a descriptive title for the adaptation.
e In the Module name drop down menu, select DigitConversionAdapter. This is used for
simple digit conversion adaptations.
e Inthe Module parameter Type drop down menu, select Single Parameter.
e In the Module Parameter box, type fromto=true. This will apply the adaptation to the
From and To headers as well as the Request URI.

+ Mome [ Dements / Routing / Adaptaticns [+]

Adaptation Detalls ==

* Adaptation Name: £ 104 to_Extn
* Modufe Name: DigrComversonsdapeer  w)

Module Parameter Type:  hame-value Paamae v)

Egress UR] Parameters:

Notes

Note: When the Adaptation is viewed, Module Parameter Type appears as Name-Value
Parameter and a box appears showing the parameters entered. For this adaptation, only fromto
with a value of true is shown.

Scroll down and in the section Digit Conversion for Outgoing Calls from SM, click on Add.
An additional row will appear (not shown). This allows information to be entered for the
manipulation of numbers coming from the network. This is where the called party number is
translated from E.164 format to the extension number for termination of calls on Communication
Manager. In addition, the calling party number is adapted to diallable format for display on
Communication Manager extensions.
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The screenshot below shows a translation for each called party number. This is not normally
necessary where the extension number forms part of the national number. When this is the case,
a simple deletion of the leading digits is required.

e Under Matching Pattern enter the DDI number as received from the network.

e Under Min and Max enter the Minimum and Maximum digits of the incoming DDI
number.

e Under Delete Digits enter the number of digits to delete to leave only the extension
number remaining, during test all had to be deleted as the extension number did not form
part of the national number.

e Under Insert Digits enter digits to be inserted. During test, this was the full extension
number. If the extension number forms part of the DDI number, there will be no entry
required here.

e Under Address to Modify choose destination from the drop down box to apply this rule
to the To and Request-Line headers only.

10 Rama o Futer: Cralee

BT 2 o Phane Delete - S Address tn O =
L ‘atter 1l » nsert Db dop y
stching n " x Context Digits nsert Digits modiy aptatron Data otes

destinaton v |

Select 1 4

Note: In the above screenshots the DDI numbers are partially obscured. In addition, the leading
“+” 1s replaced by “00” for international calling party numbers and “+44” is replaced by “0” for
national calling party numbers.

An additional Adaptation is required to convert extension numbers to E.164 format. Calls from
Communication Manager are received at the Session Manager with the extension number in the
From header. An Adaptation specific to BT Global Services is used to convert the calling party
number to E.164 format with leading “+” before onward routing to BT Global Services SIP
Trunk platform.
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On the Routing tab select Adaptations from the left-hand menu. Click on New (not shown).
¢ Inthe Adaptation name field, enter a descriptive title for the adaptation.
e In the Module name drop down menu, select DigitConversionAdapter. This is used for
simple digit conversion adaptations.
e Inthe Module parameter Type drop down menu, select Single Parameter.
e In the Module Parameter box, type fromto=true. This will apply the adaptation to the
From and To headers as well as the Request URI.

Home / Elements / Routing / Adaptations [+]

Adaptation Details Commnt

* Adaptation Name: Extn
* Module Name: DiptCoaversionadaptes v
)

Module Parameter Type: N

Name Value

Egress URI Parameters:

Notes:

Scroll down and in the section Digit Conversion for Outgoing Calls from SM, click on Add.
An additional row will appear (not shown). This allows information to be entered for the
manipulation of numbers coming from Communication Manager. This is where the calling party
number is translated from the extension number to E.164 format for display on the terminating
PSTN phones as the diallable DDI number assigned to the extension. In addition, the called party
number is adapted to E.164 format with leading “+” for both national and international numbers.

Note: Avaya Aura ® Session Manager 7.0 has the capability of removing unwanted or
proprietary headers which can be used to reduce message size. This feature wasn’t used in
compliance testing and isn’t described in this document. If required however, add to the above
Adaptation as follows:

e Under the Module Parameter Type drop down menu, there is a box showing the
previously entered parameter of fromto with value true, click to Add an additional
parameter.

¢ Inthe Name box, type eRHdrs.

e In the Value box, type the list of headers to be deleted. The following list is shown as an
example: ""P-AV-Message-ld, P-Charging-Vector, Av-Global-Session-1D, P-
Location, Endpoint-View, P-Conference, Alert-Info™.
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The screenshot below shows a translation for each calling party number. This is not normally
necessary where the extension number forms part of the national number. When this is the case,
a simple additional of the leading digits to build up the E.164 format is required.

e Under Matching Pattern enter the extension number as received from Communication
Manager.

e Under Min and Max enter the Minimum and Maximum digits of the incoming DDI
number.

e Under Delete Digits enter the number of digits to delete to remove any digits that will not
form part of the E.164 number, during test all had to be deleted as the extension number
did not form part of the national number.

e Under Insert Digits enter digits to be inserted. During test, this was the full E.164
number with leading “+”. If the extension number forms part of the DDI number, only
the necessary prefix digits will be required.

e Under Address to Modify choose origination from the drop down box to apply this rule
to the From header only.

Ada Remove
7 Items o Filters Enabils

Phone Delete Address to
Matching Fatiern Mm Max o Insert Digits Adaptation Data Notes
Context Digits moddy

~d4 testingbon

*loe 1 " 2 + destinabion

0
>
a
e leljelle]|ellel]e

Select : A, None

e

Note: In the above screenshots the DDI numbers are partially obscured. In addition, the
international dialling prefix of “00” is replaced by “+” for international called party numbers and
“0” is replaced by “+44” for national called party numbers.
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6.5. Administer SIP Entities
A SIP Entity must be added for each SIP-based telephony system supported by a SIP connection
to the Session Manager. To add a SIP Entity, select SIP Entities on the left panel menu, and then
click on the New button (not shown). The following will need to be entered for each SIP Entity.
Under General:
e Inthe Name field enter an informative name.
e Inthe FQDN or IP Address field enter the IP address of the Session Manager or the
signalling interface on the connecting system.
e Inthe Type field use Session Manager for a Session Manager SIP entity, CM for a
Communication Manager SIP entity and SIP Trunk for the Avaya SBCE SIP entity.
¢ Inthe Adaptation field (not available for the Session Manager SIP Entity), select the
appropriate Adaptation from the drop down menu.
e Inthe Location field select the appropriate location from the drop down menu.
e Inthe Time Zone field enter the time zone for the SIP Entity.

In this configuration there are three SIP Entities:
e Avaya Aura® Session Manager SIP Entity.
e Avaya Aura® Communication Manager SIP Entity.
e Avaya Session Border Controller for Enterprise (Avaya SBCE) SIP Entity.

6.5.1. Avaya Aura® Session Manager SIP Entity

The following screens show the SIP entity for Session Manager. The FQDN or IP Address field
is set to the IP address of the Session Manager SIP signalling interface.

Home / Elements / Rowting / SIP Entities [+
<R |
SIP Entity Details
ywoneral
* Nome: Session_Manager
* FQDN or IP Address: 10.10.9.31
Type: ~
Notes:
Location: Galway v|
Outbound Proxy: v
Time Zone: Europs/Dublin vi
Credentlal name:
M.
SIP Link Monitoring: Use Sesson Manager Configuraton V|
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The Session Manager must be configured with the port numbers on the protocols that will be
used by the other SIP entities. To configure these scroll to the bottom of the page and under
Port, click Add, then edit the fields in the resulting new row.
e Inthe Port field enter the port number on which the system listens for SIP requests.
e Inthe Protocol field enter the transport protocol to be used for SIP requests.
e Inthe Default Domain field, from the drop down menu select the domain added in
Section 6.2 as the default domain.

TCP Failover port:
TLS Fallover port:

Ado Remove
3 ftems &7 Fiitar; Enable

Linton Ports Protocal  Default Domaein Notes

Select : All, Moo

6.5.2. Avaya Aura® Communication Manager SIP Entity

The following screen shows the SIP entity for Communication Manager which is configured as
an Evolution Server. The FQDN or IP Address field is set to the IP address of the interface on
Communication Manager that will be providing SIP signalling. Set the Location to that defined
in Section 6.3.

Home / Elements / Routing / SIP Entities

SIP Entity Details

General

* Name: CM_Entity
* FQDN or IP Address: 10.10.9.12

Type: [v|

Notes:

Adaptation: E.164_to_Extn V|
Location: |Galway| “|
Time Zone: Europe/Dublin ﬂ
* SIP Timer B/F (in seconds): 4
Credential name:
Securable: [ ]

Call Detail Recording: none |v|
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Other parameters can be set for the SIP Entity as shown in the following screenshot, but for test,
these were left at default values.

Loop Detection
Loop Detection Mode: |On v

Loop Count Threshold: |5

Loop Detection Interval (in msec): (200

SIP Link Monitoring
SIP Link Monitoring: |Use Session Manager Configuration V|

Supports Call Admission Control: []
Shared Bandwidth Manager: [ |

Primary Session Manager Bandwidth Association: ||

Backup Session Manager Bandwidth Association: v

6.5.3. Avaya Session Border Controller for Enterprise SIP Entity

The following screen shows the SIP Entity for the Avaya SBCE. The FQDN or IP Address
field is set to the IP address of the Avaya SBCE private network interface (see Figure 1). Set the
Adaptation to that defined in Section 6.4, the Location to that defined in Section 6.3 and the
Time Zone to the appropriate time zone.

Home [ Elements / Routing / SIP Entities

SIP Entity Details

General
* Name: ASBCE
* FQDN or IP Address: 10.10.9.71
Type: ﬂ

Notes:

Adaptation: |Extn_to_E164 v|
Location: |Galway ||
Time Zone: Europs/Dublin ﬂ
* SIP Timer B/F (in seconds): |4
Credential name:
Securable: []

Call Detail Recording: |2gress V|
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6.6. Administer Entity Links
A SIP trunk between a Session Manager and another system is described by an Entity Link. To
add an Entity Link, select Entity Links on the left panel menu and click on the New button (not
shown). Fill in the following fields in the new row that is displayed.
e Inthe Name field enter an informative name.
e Inthe SIP Entity 1 field select Session Manager.
e Inthe Port field enter the port number to which the other system sends its SIP requests.
e Inthe SIP Entity 2 field enter the other SIP Entity for this link, created in Section 6.5.
e Inthe Port field enter the port number to which the other system expects to receive SIP
requests.
e Select the Trusted tick box to make the other system trusted.
e Inthe Protocol field enter the transport protocol to be used to send SIP requests.

Click Commit to save changes. The following screen shows the Entity Links used in this
configuration.

tHame [/ tlements / Reating / Entity Links (4]

Entity Links

Nans e SIP Estity 1 Protocol Port SIP Emtity 2 DNS Overnide Part Comnection Policy Deny New Service Notes

' 9
ooo

Note: The Messaging_Link Entity Link is used for the Avaya Aura ® Messaging system and is
not described in this document.

6.7. Administer Routing Policies
Routing policies must be created to direct how calls will be routed to a system. To add a routing
policy, select Routing Policies on the left panel menu and then click on the New button (not
shown).
Under General:

e Enter an informative name in the Name field

e Under SIP Entity as Destination, click Select, and then select the appropriate SIP entity

to which this routing policy applies
e Under Time of Day, click Add, and then select the time range
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The following screen shows the routing policy for Communication Manager.

tome / €5 / / g Palicies

Helo ?
Routing Policy Details Commit
General

* Name: CM_Terminating
Disabled: [
* Retries: 0

Notes:

SIP IEntity as Destination

Select

Name FQDN or IF Address Type Notes

CM_Entity 10.10.9.12 o
Time of Day

Add Remove View Gaps/Overtaps
1 item Filver: Enabie
Ranking « Name Mon Tue Wed Thu m Sat Sun Start Time tod Time Notes
24/7 00:00 23159 Time Range 24/7

Select : All, None

The following screen shows the Routing Policy for the Avaya SBCE interface that will be routed
to the PSTN via the BT Global Services SIP Trunk platform.

Home / E} / Routing / & Polces

Routing Policy Details

General
* Name: PSTN
Disabled:

* Retries:

(=]

Notes:

SIP Entity as Destination
Salect

Namo FQDN or TP Addrass

Type Nates
ASace 7

0.40.2.71 SIP Trunk

Time of Day

Ada Remova Vaw Gaps/Overiaps

§ e O Fitar: Enabie
"[] [Ranking . Mame |Mon Tue Wed (Tha FM  Sat  (Sun |StartTime  |EndTime Notes
: 47 J v J $:59 Tene Range 2477
Salect 1 All, Nooa
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6.8. Administer Dial Patterns

A dial pattern must be defined to direct calls to the appropriate telephony system. To configure a
dial pattern select Dial Patterns on the left panel menu and then click on the New button (not
shown).
Under General:

e Inthe Pattern field enter a dialled number or prefix to be matched.

¢ In the Min field enter the minimum length of the dialled number.

e Inthe Max field enter the maximum length of the dialled number.

¢ Inthe SIP Domain field select ALL or alternatively one of those configured in Section

6.2.

Under Originating Locations and Routing Policies:

Click Add, in the resulting screen (not shown).

Under Originating Location, select the location defined in Section 6.3 or ALL.
Under Routing Policies select one of the routing policies defined in Section 6.7.
Click Select button to save.

The following screen shows an example dial pattern configured for the Avaya SBCE which will
route the calls out to the PSTN via the BT Global Service SIP Trunk platform.

Home [/ Elements / Routing / Dial Pattesns 1+

Dial Pattern Details

* Pattern: 0
* Min: 10
" Max: 17
Emergency Call:
Emergency Priority:
Emergency Type:
S1P Domain: | -ALL v|

Notes:

Add | Ramove
1 item Fiiter: Enalia

outing Policy

Oviginating Location Name .. Originating Location Notes Rowting Policy Name Rank i
Disabled

Routing Policy Destination Routing Policy Notes
PSTN

Select 1 AL, Nons
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The following screen shows the test dial pattern configured for Communication Manager.

tame / thements / Routing / Dial Patterns ©
LR
Dial Pattern Details
General
* Pattern: +445511nnnn0 x
* Min: 12
' Max: 12

Emargency Call: |
Emergency Priority:

Emergency Type:

SIP Domain: -ALL- V.
Notes:
Originating Locations and Routing Policies
Add Remove -
l.mm < Filtar: Enable
Originating Location Neme . Origineting Locstion Notes | Routing Policy Name Rank Rn:’::::hr::'" Routing Policy Destinution Routng Policy Notus
ALL- CM_Terminating 0 CN_Enbtey

Select : A, None

Note: The above configuration is used to analyse the DDI numbers assigned to the extensions on
Communication Manager. Some of the digits of the pattern to be matched have been obscured.

6.9. Administer Application for Avaya Aura® Communication Manager
From the Home tab select Session Manager from the menu. In the resulting tab from the left
panel menu select Application Configuration = Applications and click New (not shown).

e In the Name field enter a name for the application.

e Inthe SIP Entity field select the SIP entity for Communication Manager.

e Inthe CM System for SIP Entity field select the SIP entity for Communication Manager
and select Commit to save the configuration.

1ome Routing ™| Sesssion Manager ®
« Home [ Elements / Session Manager [/ Application Contiguration / Applications
Application Editor
Application
*Name CM_Apo ol
E:“_" [Qem_gnsty
M View/Add
System foe  CMI1_Element V| M
SIP Entity Systems
Dascripbon
Apphications
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6.10. Administer Application Sequence for Avaya Aura®

Communication Manager
From the left panel navigate to Session Manager = Application Configuration 2>
Application Sequences and click on New (not shown).
e Inthe Name field enter a descriptive name.
e Under Available Applications, click the + sign in front of the appropriate application
instance. When the screen refreshes the application should be displayed under the
Applications in this Sequence heading. Select Commit.

ome / Llements / Session Manoger [ Appboatson Configaration / Apphcation Sequences
Application Sequence Editor

Application Sequence
*Name CM_App_Seg

Descripbion

Applications in this Sequence

1 Item
Sequence
Order (Tirst o MName SIF Entsty
fast)

- » = CM_App CM_Enhty

Mandatary Description

Selact = All, Nons

Available Applications

1 tam

Mammn SIP Entity

+ CM _App N

ity

6.11. Administer SIP Extensions
SIP extensions are registered with the Session Manager and use Communication Manager for
their feature and configuration settings. From the Home tab select User Management from the

menu. Then select Manage Users and click New (not shown).
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On the Identity tab:

e Enter the user's name in the Last Name and First Name fields.
e Inthe Login Name field enter a unique system login name in the form of user@domain

e.g. 2291 @avaya.com which is used to create the user's primary handle.

e The Authentication Type should be Basic.
e In the Password/Confirm Password fields enter an alphanumeric password.
e Setthe Language Preference and Time Zone as required.

Manage Usars
Pubdfic Contacts

Mome  Huutmg ®  Sessien Manager

. sar Mpnagoment ®

© User Mansgemaont « Meme [ Users [ User Managemest | Manage Users

New User Profile

Commumication Profile Membership Comatty

User Provisioning Rule «

Usar Provisionng Rula: v

Identity «

* Last Nama: S0
Last Naeme (Latin Tranalstion): SIP
* First Nama: 10608
First Narme (Latin Transistion); 23508
MOdle Name:
Dascroton
* Login Nama: 2291 8avaya.com
Authernicanon Type: ;I
PIASENOIC. sesasvens
Confam Sasiminis. senennsne
Locadzes Dispiay Name:

Endpcint Disgday Name:

Tie:
Languape Preferance: 'Englsh (Urstad Kinpdom) e |
Time Zona: |(0:0)GHT : Dubls, Ededrgh, L _:}_)7

Employee ID: |
Department:

Company:

[Ccn'r—:: L3 Cuvmru:] [Coa-nr]
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mailto:2291@avaya.com

On the Communication Profile tab, enter a numeric Communication Profile Password and

confirm it.

identity ¥ mw Membership Contacty

Communication Profile «

Comemurecation Profile Password

Confirm Password. ssssss

| = -
| ‘At'-'-J {Done 3 Cance

Type Handbe Domain

Expand the Communication Address section and click New. For the Type field select Avaya
SIP from the drop-down menu. In the Fully Qualified Address field, enter an extension number
and select the relevant domain from the drop-down menu. Click the Add button.

Communication Address =

Type Handle Domain
Mo Records found
< >
Type: |Avaya SIP v
* Fully Qualified Address: (2291 @ [avaya.com ﬂ
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Expand the Session Manager Profile section.

e Make sure the Session Manager Profile check box is checked.

e Select the appropriate Session Manager instance from the drop-down menu in the
Primary Session Manager field.
e Select the appropriate application sequence from the drop-down menu in the Origination
Sequence field configured in Section 6.10.
e Select the appropriate application sequence from the drop-down menu in the

Termination Sequence field configured in Section 6.10.

e Select the appropriate location from the drop-down menu in the Home Location field.

[*]Session Manager Profile =

SIP Registration
* Primary Session Manager

Secondary Session Managar
Survivability Server
Max. Simultaneous Devices

Block New Registration Whan
Maximum Registrations Active?

Application Sequences
Origination Sequence
Termination Seguence
Call Routing Settings
* Home Location
Conferance Factory Set

Call History Settings

Enable Centralized Call
History?

Primary Secondary | Maximum

QSession_Manager 4
£
Q,
Q,
1 |v]
|
CM_App_Seq ]
CM_App_Seq ﬂ
Galway ]
(None) v

>
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Expand the Endpoint Profile section.
e Select Communication Manager SIP Entity from the System drop-down menu.
e Select Endpoint from the drop-down menu for Profile Type.
e Enter the extension in the Extension field.

e Select the desired template from the Template drop-down menu.

e Inthe Port field IP is automatically inserted.
e Select the Delete Endpoint on Unassign of Endpoint from User or on Delete User

check box.

e Select Commit (Not Shown) to save changes and the System Manager will add
Communication Manager user configuration automatically.

] CM Endpoint Profile =
* System

* Profile Type
Use Existing Endpoints

* Extension

* Template

Set Type

Security Code

Port

Voice Mail Number
Preferred Handle
Calculate Route Pattern

Sip Trunk

Enhanced Callr-Info display for 1-line phonas

CM1_Element v

Endpoint B4
O

Q2201 Endpoint Editor

9608SIP_DEFAULT CM_7_0  |v]

IP

(None) v

aar

Delete Endpoint on Unassign of Endpoint from

Usar or on Delete Usar

Override Endpoint Name and Localized Name

Allow H.323 and SIP Endpoint Dual Registration
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7. Configure Avaya Session Border Controller for Enterprise

This section describes the configuration of the Avaya Session Border Controller for Enterprise
(Avaya SBCE). The Avaya SBCE provides security and manipulation of signalling to provide an
interface to the Service Provider’s SIP Trunk that is standard where possible and adapted to the
Service Provider’s SIP implementation where necessary.

7.1. Access Avaya Session Border Controller for Enterprise

Access the Session Border Controller using a web browser by entering the URL https://<ip-
address>, where <ip-address> is the private IP address configured at installation. A log in
screen is presented. Log in using username ucsec and the appropriate password.

_A. V o c Log In
Username: ]

This system is restricted solely to authorized users for legitimate
business purposes only. The actual or attempted unauthorized

Session Border Controller access. use or modifications of this system is strictly prohibited
E Unauthorized users are subject to company disciplinary procedures
fOI' Enterprlse and or criminal and civil penalties under state, federal or other

applicable domestic and foreign laws.

The use of this system may be monitored and recorded for
administrative and security reasens. Anyone accessing this system
expressly consents to such monitoring and recording, and is advised
that if it reveals possible evidence of criminal activity, the evidence of
such activity may be provided to law enforcement officials.

All users must comply with ali corporate instructions regarding the
protection of information assets.

© 2011 - 2015 Avaya Inc. All rights reserved.

Once logged in, a dashboard is presented with a menu on the left-hand side. The menu is used as
a starting point for all configuration of the Avaya SBCE.

Marms  Incderms  Status ~

Session Border Controller for Enterprise AVAYA

Dashboard Dashboard

T, . T D

Backup/Resiore

System Teme 026421 AN GHIT EMS
System Management
Global Paramaters Vrtson 700318600 GSSCE_ Ve
Global Profes Budd Date Sun Aug 5 2108 40 EOT 2045
PPN Servces Lconse Stato ==

Oamain Posces >
TR R Aggregate Lcanang Overagas 0
TLS Management
3 Pask Leengng Overage Count 0
Devce Specific Setings

Last Loggedt n at 1052015 0951 36 GMT
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7.2. Define Network Management

Network information is required on the Avaya SBCE to allocate IP addresses and masks to the
interfaces. Note that only the Al and B1 interfaces are used, typically the Al interface is used for
the internal side and B1 is used for external. Each side of the Avaya SBCE can have only one
interface assigned.

To define the network information, navigate to Device Specific Settings = Network
Management in the main menu on the left hand side and click on Add.

Session Border Controller for Enterprise AVAYA
Dashboard Network Management: GESCP_V9
Adminstraton
BackupHestare - e -
System Managemen —m Woetvci ke
Global Parameters GIScR Aad |
Globel Profies Sutnet Mask 7

FFM Servces mema 101001

Domain Folicies

Edernat 1921861228
TLS Management

4 Dayee Specile Setungs

Network
Managoment

Enter details for the external interface in the dialogue box:

e Enter a descriptive name in the Name field.

e Enter the default gateway IP address for the external interface in the Default Gateway
field.

e Enter the subnet mask in the Subnet Mask field.

e Select the external interface to be used from the Interface drop down menu. In the test
environment, this was B1.

e Click on Add and an additional row will appear allowing an IP address to be entered.

e Enter the external IP address in the IP Address field and leave the Public IP and Gateway
Override fields blank.

e Click on Finish to complete the interface definition.

Extornal

Name
Detaut Gateway 192 168 122 8
Suteat Mask [265 265 256 1208

Intectace 21 v

Putae 1P Gateway Overnde

_Fimish |
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Click on Add to define the internal interface. Enter details in the dialogue box (not shown):

e Enter a descriptive name in the Name field.

e Enter the default gateway IP address for the internal interface in the Default Gateway
field.

e Enter the subnet mask in the Subnet Mask field.

e Select the internal interface to be used from the Interface drop down menu. In the test
environment, this was Al.

e Click on Add and an additional row will appear allowing an IP address to be entered.

e Enter the internal IP address in the IP Address field and leave the Public IP and Gateway
Override fields blank.

e Click on Finish to complete the interface definition.

The following screenshot shows the completed Network Management configuration:

Session Border Controller for Enterprise AVAYA
Dashboard Network Management: GESCP_VE
Admrsstraton
BxckupHesware .
3 Tawm et loterfocns | Notworks
System Managemen it
Global Parameters GISCR W Aad
Global Profles
FFM Serves
Domain Policies
Edornar 192861228 255 255 255 124 81
TLS Management
4 Deyee Specific Setngs
Network
Managoment

Select the Interface Configuration tab and click on Toggle State to enable the interfaces.

Session Border Controller for Enterprise AVAYA
Dashboard Network Management: GSSCP_V9
Admrestrabon
BackupRestore
m Iinartoces || Natworks
Systom Managament 1
Global Pararmetess GSSCP.V9 A4 VILAN
Giobal Profiles imsitace Name VUAN Tay St
PPM Services AY
Domain Pokces -
A2
TLS Managerment
¢ Devee Specfic Sesings o}
Network az
Management

Note: to ensure that the Avaya SBCE uses the interfaces defined, the Application must be
restarted.

e Click on System Management in the main menu (not shown).

e Select Restart Application indicated by an icon in the status bar (not shown).
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7.3. Define Interfaces

When the IP addresses and masks are assigned to the interfaces, these are then configured as
signalling and media interfaces. Testing was carried out with TCP used for transport of
signalling between the Session Manager and the Avaya SBCE, and UDP for transport of
signalling between the Avaya SBCE and the BT Global Services SIP Trunk. This document
shows the configuration for TCP and UDP, if additional security is required, it’s recommended
to use TLS and port 5061.

7.3.1. Signalling Interfaces

To define the signalling interfaces on the Avaya SBCE, navigate to Device Specific Settings 2>
Signaling Interface (not shown) in the main menu on the left hand side. Details of transport
protocol and ports for the external and internal SIP signalling are entered here.

e Select Add and enter details of the external signalling interface in the pop-up menu.

e Inthe Name field enter a descriptive name for the external signalling interface.

e Inthe IP Address drop down menus, select the external network interface and IP
address. Note that when the external network interface is selected, the bottom drop down
menu is populated with the available IP addresses as defined in Section 7.2. In the test
environment, this was a single IP address 192.168.122.57.

e Enter the UDP port number in the UDP Port field, 5060 is used for the BT Global
Services SIP Trunk.

Name Extemnal

[External (51 VLAN0) V)

1P Address " - )
19216812257 v

TCP Port
Leeve bisnk 10 Soule
UDP Port 6060 ]
Lawve Sank iz Saacle _s:"}E'," A——

i L 1
Le Ll ”ze —

TLS Protés Nome v

Enable Shared Contral

Sharad Control Port

Finish

The internal signalling interface is defined in the same way; the dialogue box is not shown:
Select Add and enter details of the internal signalling interface in the pop-up menu.

In the Name field enter a descriptive name for the internal signalling interface.

In the IP Address drop down menus, select the internal network interface and IP address.
Select TCP port number, 5060 is used for the Session Manager.
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The following screenshot shows details of the signalling interfaces:

Signaling Interface: GSSCP_VE

GSSCP_ V9

Mod#fying o deleting an existing sgnahng interface will require an application restan before taking effect Application restats can be
ssued roen Syeter Mansaenen|

s mregetal TLSPort  TLS Profile
Netveors o .
Intemal 10 1L‘"<) " ! 5060 _ B Nina
miermal (AY, VLAN O
External 152.168.122 57 - ~ . Moo =

Setamal (B1, VLAK D)

Note. In the test environment, the internal IP address was 10.10.9.71.

7.3.2. Media Interfaces

To define the media interfaces on the Avaya SBCE, navigate to Device Specific Settings =
Media Interface in the main menu on the left hand side. Details of the RTP and SRTP port
ranges for the internal and external media streams are entered here. The IP addresses for media
can be the same as those used for signalling.

e Select Add and enter details of the external media interface in the pop-up menu.

e Inthe Name field enter a descriptive name for the external media interface.

e Inthe IP Address drop down menus, select the external network interface and IP
address. Note that when the external network interface is selected, the bottom drop down
menu is populated with the available IP addresses as defined in Section 7.2. In the test
environment, this was a single IP address 192.168.122.57.

e Define the RTP Port Range for the media path with BT Global Services SIP Trunk,
during testing this was left at the default values.

| Exteensl

[External (B1. VLANG) I

1P Address AN A
| 192.168 122 57 e
Port Range 35000 |-[40000 |
_ Finsh

The internal media interface is defined in the same way; the dialogue box is not shown:
e Select Add and enter details of the internal media interface in the pop-up menu.
¢ Inthe Name field enter a descriptive name for the internal media interface.
e Inthe IP Address drop down menus, select the internal network interface and IP address.
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The following screenshot shows details of the media interfaces:

GSSCP_V9
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7.4. Define Server Interworking

Server interworking is defined for each server connected to the Avaya SBCE. In this case, BT
Global Services SIP Trunk is connected as the Trunk Server and the Session Manager is
connected as the Call Server.

To define server interworking on the Avaya SBCE, navigate to Global Profiles = Server
Interworking in the main menu on the left hand side. To define Server Interworking for the
Session Manager, click on Add (not shown). A pop-up menu (not shown) is generated. In the
Name field enter a descriptive name for the Session Manager and click Next.

* Nope
Held Support RFC26&3-c«0000
RFCI264 - aesendorly

100 Handing % None sop No SD¢
181 Handing ® Mook ) SOP ) No SDR
182 Handing * None S0P No S0P
183 Hanating L spp No SO¢
Ralor Hardlng

URI| Group Nonw v

Send Hold -

Detaynd Offer v
Jox Handing

Devarsion Hoadar Support
Dwlxynd SDP Handlng

Re-imvie Handing

Prack Handing
Allow 18X S0P
.38 Suppont C4
URI Scheone - SiP TEL ANY
Via Heasr Fommat * RFC3261
RFC2543
Bock | | Newt
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Configuration of interworking includes Hold support, T.38 fax support and SIP extensions.
¢ Inthe General dialogue box shown in the previous screenshot, check the T.38 Support
box. During testing, the rest of the parameters were left at default values.
e Click on Next and Next again to go through the next two dialogue boxes. During testing,
these were left at default values.

M et o gt

~ Privacy Erablec
'
Min-SE I sacurds. |90 - S54000 User Name
ina Timor midseconds, {50 - 1000} P-Asseriec identty

WY
Max Tevar miésacends, (200 - 8000| P-Profeccad-idaedty

n Privacy Header

Trans Expre sty [1-6

Imvte Expre seconds, [ 180 - 300) Back Next

Back Mot

In the final dialogue box, select None from the Extensions box. And click on Finish

Interworking Profile X

- Single Side

Record Routes O Both Sides
O Dialog-Initiate Only (Single Side)
) Dialog-Initiate Only {Both Sides)

Include End Point IP for Context Lockup  []

Extensions
Diversion Manipulation O
Diversion Condition None e

Diversion Header URI

Has Remote SBC 1
Route Response on Via Port J
DTMF
® Mone
DTMF Support O SIP NOTIFY
) sIP INFO
| Back | | Finish |

To define Server Interworking for BT Global Services SIP Trunk, click on Add (not shown). A
pop-up menu (not shown) is generated. In the Name field enter a descriptive name for the BT
Global Services SIP Trunk and click Next.
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In the dialogue bow that appears, settings are as follows:
e Check the Delayed SDP Handling box. This inserts an SDP into the empty INVITE sent
by the Communication Manager when shuffling.
e Check the T.38 box

Interworking Profile X

® Nene
Hold Support ) RFC2543 - ¢=0.0.0.0
) RFC3264 - a=sendonly

180 Handling ® None O SDP O No SDP
181 Handling ® None O SDP O No SDP
182 Handling ® None O SDP O No SDP
183 Handling ® None O SDP O No SDP
Refer Handling ]

URI Group None A

Send Hold i

Delayed Offer i
3¢ Handling ]

Diversion Header Support

Delayed SDP Handling
Re-Invite Handling
Prack Handling O
Allow 18X SDP

T.38 Support
URI Scheme ®sip O TEL O ANY
Via Header Format . RFC3261

) RFC2543

| Back | | Next |

e Click on Next and Next again to go through the next two dialogue boxes. During testing,
these were left at default values.
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In the final dialogue box, select None from the Extensions box and click on Finish.

Interworking Profile X

BG; Reviewed:
SPOC 8/3/2016

) None

Single Side

Both Sides

Dialog-Initiate Only (Single Side)
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Include End Paint IP for Context Lookup  []

Extensions
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Diversion Header URI
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7.5. Define Servers

A server definition is required for each server connected to the Avaya SBCE. In this case, BT
Global Services SIP Trunk is connected as the Trunk Server and the Session Manager is
connected as the Call Server. To define the BT Global Services SIP Trunk Server, navigate to
Global Profiles = Server Configuration in the main menu on the left hand side. Click on Add
and enter an appropriate name in the pop-up menu (not shown). Click on Next and enter details
in the dialogue box.
e Inthe Server Type drop down menu, select Trunk Server.
e Click on Add to enter an IP address
e Inthe IP Addresses / FQDN box, type the first BT Global Services network SBC
interface address.
e Inthe Port box, enter the port to be used for the SIP Trunk. During testing, 5060 was
used.
¢ Inthe Transport drop down menu, select UDP.
e Click on Add and repeat the above for the alternative network SBC. Click on Next.

Edit Server Configuration Profile - General

Server Type Trunk Server v

Add |
P Address { FQDN Transpon
1192768221 26 5060 UoP V] Deste
192168221 23 (5060 | Wop v
| Back | | Next

e Click on Next and Next again to go through the next two dialogue boxes. During testing,
these were left at default values.

Add Server Contiguration Profie - Asthentication Add Seever Configuration Profile - Heartheat

Enable Acthentcation Enable Heartbaat o
Usar Name -
Matnod OPTIONS W
Roum
e — e Frequency 300 seconds
Pasyword
From URI png@192. 168 122 57
Cormbrm Password FOA K o, g
To LRI ping@ 192 168 22126 | [
Back | Next
[ Back | [ st |
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Note: Although the Heartbeat configuration was left at default values for most of the testing, the
screenshot shows values used when verifying the SIP Trunk. For details, refer to Section 9.

The final dialogue box is the Advanced settings:
e In the Interworking Profile drop down menu, select the Interworking Profile for the
BT Global Services SIP Trunk defined in Section 7.4.

e Click Finish.
Add Server Configuration Profile - Advanced X
Enable DoS Protection [
Enable Grooming ]
Interworking Profile [BT hd
Signaling Manipulation Script
Connecticn Type SUBID e
Securable ]
| Back | | Finish |

BT Global Services use two network SBCs for resilience. A separate Trunk Server configuration
is required for the alternative SBCs. Repeat the above process using the IP address of the
alternative SBC, in the test environment this was 192.168.221.23.

Use the process above to define the Call Server configuration for the Session Manager if not
already defined.

e Ensure that Call Server is selected in the Server Type drop down menu in the General
dialogue box (not shown).

e Ensure that the Interworking Profile defined for the Session Manager in Section 7.4 is
selected in the Interworking Profile drop down menu in the Advanced dialogue box (not
shown).

The following screenshot shows the completed entry for the Session Manager:

Server Configuration: CPE
Add Raname | Clane Oelete

[ Genro || Awhemicoon || Hoarbent || Advances
CPE

Sarver Typs Call Server
BT_Trunk_SEC1

P Address | FQDN Port Transport
BT Trunk SBC2

s 10.10.9.31 £D60 TCP
Edn
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7.6. Define Routing

Routing information is required for routing to BT Global SIP Trunk on the external side and the
Session Manager on the internal side. The IP addresses and ports defined here will be used as the
destination addresses for signalling.

To define routing to BT Global Service SIP Trunk, navigate to Global Profiles = Routing in
the main menu on the left hand side. Click on Add and enter an appropriate name in the dialogue
box (not shown), click on Next and enter details for the Routing Profile:

e Inthe Load Balancing drop down menu, select the method of load balancing required.
During testing this was set to Priority. If an even distribution across the network SBCs is
required, Round Robin could be used.

e Click on Add to specify an IP address for the first network SBC.

e Assign a priority in the Priority / Weight field

e Select the Server Configuration defined in Section 7.5 in the Server Configuration drop
down menu. This automatically populates the Next Hop Address field

e Repeat for the alternative network SBC. Click Finish.

URI Group ’ v/ Time of Day default v
Load Balancing Priceity V| NAPTR

Trangport Noog v Neaxt Hop Prority M

Next Hop In-Dialog | Ignore Route Haader

‘,’"0"" ! Sarver Configueation  Next Hop Address
Waight
1 BT _Trunk v| [192.168.221 265060 (UDP) v @ v
BT _Trunk v| [152168 221235060 (UDF) v| UDF
Back Fansh

Repeat the above process for the Routing Profile for Session Manager without load balancing:

Profile : LAN - Edit Rule X

URI Group Time of Day
Load Balancing [ Priority v| NAPTR

Transport None % Mext Hop Priority

Next Hop In-Dialog ] Ignore Route Header |

Priority / Weight ~ Server Configuration Next Hop Address. Transport
[1 | [cPE v| [10.10.9.31:5060 (TCP) v| [None v| Delete
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7.7. Topology Hiding

Topology hiding is used to hide local information such as private IP addresses and local domain
names. The local information can be overwritten with a domain name or IP addresses. The
default Replace Action is Auto, this replaces local information with IP addresses, generally the
next hop or external interfaces. Topology hiding has the advantage of presenting single Via and
Record-Route headers externally where multiple headers may be received from the enterprise,
particularly from the Session Manager. In some cases where Topology Hiding can’t be applied,
in particular the Contact header, IP addresses are translated to the Avaya SBCE external
addresses using NAT.

To define Topology Hiding for BT Global Service SIP Trunk, navigate to Global Profiles -
Topology Hiding in the main menu on the left hand side. Click on Add and enter details in the
Topology Hiding Profile pop-up menu (not shown).

e Inthe Profile Name field enter a descriptive name for BT Global Service SIP Trunk and
click Next.

e Click on Add Header and select from the Header drop down menu.

e Select IP or IP/Domain from the Criteria drop down menu depending on requirements.
During testing IP was used for the From header so that the domain name of
“anonymous.invalid” for CLI restricted calls was not overwritten. See note.

e Leave the Replace Action at the default value of Auto unless a specific domain name is
required. In this case, select Overwrite and define a domain name in the Overwrite
Value field.

e Topology hiding was defined for all headers where the function is available.

Topology Hiding Profiles: BT
Add Rename || Clone | Delste

Topalagy Hiding Chek hare 1o 3dd a desciption
Profilas

detaidt Topology Hiding

cisco_th_profile Haader Cntena Replace Achon Overwnte Value
ASH Request-Line IPDoman Auto
BT From P Auto
Referrad-By P Auto -
Record-Raoute IPDoman Aulo
Va3 IPDomain Auto -
SoP P Auto -
To IPDomain Auto
Refer-To IP/Domain Auto -

Note: As mentioned above, IP was used for the Criteria for some headers so that domain names
were not overwritten. This is used specifically for CLI Restricted calls where it may be desirable
to preserve “anonymous.invalid” as the domain name. If BT Global Services prefer to receive the
external IP address of the Avaya SBCE, then set the Criteria to IP/Domain for all headers.
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To define Topology hiding for the Session Manager, follow the same process. This can be
simplified by cloning the profile defined for BT Global Service SIP Trunk. Do this by
highlighting the profile defined for the Session Manager and clicking on Clone.

Enter an appropriate name for the Session Manager and click on Next. Make any changes where
required, in the test environment the settings were left at the same values.

Topology Hiding Profiles: ASM

Add Rename || Clone || Delste |

Topology Hding Click hese 1o add o descripban
Profies

Topology Hiding

cafaul
cisco_th_profile e Critenia Replace Action Overwrite Value
ASM Requast-Ling IPDoman Auto ~
BT From P Auto -
Referrad-By P Auto —
Record-Route IPiComan Auto
Via IPDoman Auto
SDP P Auto =4
To |PYDoman Aute
Refer-To IPi0oman Auto -

7.8. Server Flows

Server Flows combine the previously defined profiles into two End Point Server Flows, one for
BT Global Services SIP Trunk and another for the Session Manager. This configuration ties all
the previously entered information together so that calls can be routed from the Session Manager
to BT Global Services SIP Trunk and vice versa.
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To define a Server Flow for the BT Global Services SIP Trunk, navigate to Device Specific
Settings = End Point Flows.

Click on the Server Flows tab.

Select Add Flow and enter details in the pop-up menu.

In the Name field enter a descriptive name for the server flow for BT Global Services
SIP Trunk, in the test environment BT_Trunk was used.

In the Received Interface drop-down menu, select the internal SIP signalling interface
defined in Section 7.3. This is the interface that signalling bound for the BT SIP Trunk is
received on.

In the Signaling Interface drop-down menu, select the external SIP signalling interface
defined in Section 7.3. This is the interface that signalling bound for BT SIP Trunk is
sent on.

In the Media Interface drop-down menu, select the external media interface defined in
Section 7.3. This is the interface that media bound for BT SIP Trunk is sent on.

In the Routing Profile drop-down menu, select the routing profile of the Session
Manager defined in Section 7.6.

In the Topology Hiding Profile drop-down menu, select the topology hiding profile of
the BT SIP Trunk defined in Section 7.7 and click Finish.

Edit Flow: BT_Trunk X

Flow Name |BT_Trunk x |
Server Configuration
URI Group
Transport
Remote Subnet |* |
Received Interface
Signaling Interface
Media Interface
End Point Palicy Group |defau|l—|0w v
Routing Profile
Tepology Hiding Profile BT v
Signaling Manipulation Script
Remote Branch Office Any v
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To define a Server Flow for the Session Manager, navigate to Device Specific Settings = End
Point Flows.

Click on the Server Flows tab.

Select Add Flow and enter details in the pop-up menu.

In the Name field enter a descriptive name for the server flow for the Session Manager,

in the test environment CPE was used.

In the Received Interface drop-down menu, select the external SIP signalling interface
defined in Section 7.3. This is the interface that signalling bound for the Session Manager
is received on.

In the Signaling Interface drop-down menu, select the internal SIP signalling interface
defined in Section 7.3. This is the interface that signalling bound for the Session Manager
is sent on.

In the Media Interface drop-down menu, select the internal media interface defined in
Section 7.3. This is the interface that media bound for the Session Manager is sent on.

In the Routing Profile drop-down menu, select the routing profile of BT SIP Trunk
defined in Section 7.6.

In the Topology Hiding Profile drop-down menu, select the topology hiding profile of
the Session Manager defined in Section 7.7 and click Finish.

Edit Flow: CPE X

Flow Name [CPE %]
Server Configuration

URI Group

Transport

Remote Subnet |* |
Received Interface

Signaling Interface

Media Interface

End Point Policy Group | default-low hd
Routing Profile WAN W

Tepology Hiding Profile S

Signaling Manipulation Script MNaone »

Remote Branch Office

Finish

= =
= =

I (
£
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The information for all Server Flows is shown on a single screen on the Avaya SBCE.

Session Border Controller for Enterprise AVAYA
Dasntoans End Point Flows: GSSCP_V8
Admimsirsbon
Hackup/Restore — E——
System Management e | 4 P |
Global Parameters s [Add

Glodal Proties Hovte oy (o 5 see 1 deerptos
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Servir Configuration: BT _Tiunk

Saqpretheg End rem

TLS Management iy Fow eme Gooup mertaco #Holcy Gooup
4 Dewwe Spetific Setings 1 BT _Teunk . Indamal Extema atauitdow LAN
Network Managemem |
Meda Intertace Servar Configuration: CPE

Sgnakng Interface

End Point Flows

Session Flows ! coe - Emomal Intemal detautow AN
DIZ Servees

Promy  Fow Name
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8. Configure BT SIP Trunk Equipment

The configuration of the BT Global Services equipment used to support the SIP Trunk is outside
the scope of these Application Notes and will not be covered. To obtain further information on
BT Global Services equipment and system configuration please contact an authorised BT
representative.

9. Verification Steps

This section provides steps that may be performed to verify that the solution is configured
correctly.
1. From System Manager Home tab click on Session Manager and navigate to Session
Manager = System Status = SIP Entity Monitoring. Select the relevant SIP Entities
from the list and observe if the Conn Status and Link Status are showing as up.

o Marager | Mser Mansgement

« Moow [ Dements [/ Sesstun Manager [ System Status / SIP Extity Manitanng [+]

Session Manager Entity Link Connection Status

Thes page dsplays detadled connection status for all entity Snks from a
T

Entity | nks for Sesslon Managern: Session Manager
Status Detalls for the selected Session Manager:
| Summacy view |
Iems  Rafvest Fiiter: Enabik
SIP Extity ame 3P Entty Reactwea Port Prote Dawy ’: Rezaon Code Lo Ssatus

. CM_Eoliy 10.10.9.12 5060 ™ FALSE up 200 Ox e

) ASICE 10,109.71 5060 e FaLsr ue 200 oK e

. Measaging 10.10.2.82 3000 Ll FALSE ue 200 0% e

2. From Communication Manager SAT interface run the command status trunk n where n
is a previously configured SIP trunk. Observe if all channels on the trunk group display
in-service/idle.

status trunk 1
TRUNK GROUP STATUS

Member Port Service State Mtce Connected Ports
Busy

0001/001 TO0001 in-service/idle no
0001/002 TO0002 in-service/idle no
0001/003 TO0003 in-service/idle no
0001/004 TO0004 in-service/idle no
0001/005 TO0005 in-service/idle no
0001/006 TO0006 in-service/idle no
0001/007 TO0007 in-service/idle no
0001/008 TO0008 in-service/idle no
0001/009 TO0009 in-service/idle no
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3. Verify that endpoints at the enterprise site can place calls to the PSTN and that the call
remains active.

4. Verify that endpoints at the enterprise site can receive calls from the PSTN and that the

call can remain active.

Verify that the user on the PSTN can end an active call by hanging up.

Verify that an endpoint at the enterprise site can end an active call by hanging up.

7. Should issues arise with the SIP trunk, use the Avaya SBCE trace facility to check that
the OPTIONS requests sent from the Session Manager via the Avaya SBCE to the
network SBCs are receiving a response.

oo

To define the trace, navigate to Device Specific Settings = Advanced Options =
Troubleshooting = Trace in the main menu on the left hand side and select the Packet
Capture tab.
e Select the SIP Trunk interface from the Interface drop down menu.
e Select the signalling interface IP address or All from the Local Address drop down
menu.
e Enter the IP address of the network SBC in the Remote Address field or enter a * to
capture all traffic.
e Specify the Maximum Number of Packets to Capture, 10000 is shown as an example.
e Specify the filename of the resultant pcap file in the Capture Filename field.
e Click on Start Capture.

Trace: GSSCP_V8

Do [T yo—
Giobal Proties Sublin Fuacty
PPM Services
lace v
Doman Polcies
LS Management SOCH DN Al s
+ Davice Spexitic Setungs fio \ddioss

Network Managernsa s

Mecia Interiace Peotocol Al v

Signaing Interface

’ 3 \ m Number of Fackels %o Capture
“aptire Fhename 3P Tros Tam e }

TURN'STUN Seevice Stan Captare oy

SN

Sysing Managesment

Advancod Options

+ Troublashooteg

Detugang
Trace
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To view the trace, select the Captures tab and click on the relevant filename in the list of traces.

Trace: GSSCP_V8

N | roche captue || Capes |

GSSCP V9 Py
Fila Name Filo Sire (bytas) Last Modifind

November 5, 2015 11.53.44 AM

$ 096 ‘
e GMT

The trace is viewed as a standard pcap file in Wireshark. If the SIP trunk is working correctly, a
SIP response in the form of a 200 OK will be seen from the BT network.

10. Conclusion

These Application Notes describe the configuration necessary to connect Avaya Aura®
Communication Manager R7.0 as an Evolution Server, Avaya Aura® Session Manager R7.0 and
Avaya Session Border Controller for Enterprise to BT Global Services SIP Trunk. BT Global
Services SIP Trunk is a SIP-based Voice over IP solution providing businesses a flexible, cost-
saving alternative to traditional hardwired telephony trunks. The service was successfully tested
with a number of observations listed in Section 2.2.
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11. Additional References

This section references the documentation relevant to these Application Notes. Additional Avaya
product documentation is available at http://support.avaya.com.

[1] Migrating and Installing Avaya Appliance Virtualization Platform, Release 7.0, Nov
2015.

[2] Upgrading and Migrating Avaya Aura® applications to 7.0, Release 7.0, Nov 2015.

[3] Deploying Avaya Aura® applications, Release 7.0, Oct 2015

[4] Deploying Avaya Aura® Communication Manager in Virtualized Environment, August
2015

[5] Administering Avaya Aura® Communication Manager Release 7.0, August 2015.

[6] Deploying Avaya Aura® System Manager Release 7.0 Nov 2015

[7] Upgrading Avaya Aura® Communication Manager to Release 7.0, Release 7.0, August
2015

[8] Upgrading Avaya Aura® System Manager to Release 7.0, Nov 2015.

[9] Administering Avaya Aura® System Manager for Release 7.0 Release 7.0, Nov 2015

[10] Deploying Avaya Aura® Session Manager on VMware , Release 7.0 August 2015

[11] Upgrading Avaya Aura® Session Manager Release 7.0, August 2015

[12] Administering Avaya Aura® Session Manager Release 7.0, August 2015,

[13] Deploying Avaya Session Border Controller for Enterprise, Release 7.0, August 2015

[14] Upgrading Avaya Session Border Controller for Enterprise, Release 7.0, August 2015

[15] Administering Avaya Session Border Controller for Enterprise, Release 7.0, Nov 2015

[16] RFC 3261 SIP: Session Initiation Protocol, http://www.ietf.org/
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™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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