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Abstract 
 
 

These Application Notes describe the configuration steps to integrate Tetherfi Multimedia 

Agent Client 4.0 to interoperate with Avaya Proactive Outreach Manager 3.1.3.  

 

Tetherfi Multimedia Agent Client is a web-based CTI solution. This thin client provides a 

single unified agent desktop capable of servicing Voice, SMS, Email, Chat, Video and Social 

Media Channels. Tetherfi Multimedia Agent Client communicates with Avaya Proactive 

Outreach Manager using the Avaya Proactive Outreach Manager Web Services and Agent 

Desktop API.  

 

Readers should pay attention to Section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use 

cases are adequately covered by this scope and results. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe the configuration steps required for Tetherfi Multimedia 

Agent Client 4.0 to interoperate with Avaya Proactive Outreach Manager (POM) 3.1.3. 

 

Tetherfi Multimedia Agent Client (TMAC) is a thin client single unified agent desktop 

capable of servicing Voice, SMS, Email, Chat, Video and Social Media Channels. TMAC 

integrates to Avaya Application Enablement Services (AES) through Telephony Server 

Application Programming Interface (TSAPI) for events and call control and through System 

Management Service (SMS) for dynamic update of wallboard skills list and real-time skill 

statistics. Contact Center agents login to this desktop to handle all interactions across 

channels for inbound and outbound. TMAC will login to Avaya AES via TSAPI API and to 

Avaya POM to get notifications for Nail call /Preview/ Predictive/ Progressive calls via POM 

Agent Desktop API and POM Web Services. These Application Notes concentrate on the 

integration of TMAC with Avaya POM. 

 

Configuration of TMAC Agent users’ is done from Omni Channel Management (OCM), a 

web interface that shares the same database with TMAC. OCM is used to perform updates of 

contacts on POM through POM Web Services and also used to configure below in POM: 

1- Campaign Start/Stop 

2- Manual contact upload 

3- Manual Purging 

4- Job Linking 

5- Reports (Extracted from POM Database to OCM) 

 

During the compliance testing, Avaya POM was configured as CC Elite to allow 

communications with Avaya Aura® Communication Manager and Avaya AES. Avaya POM 

was installed on Avaya Aura® Experience Portal (AAEP). Outbound calls from POM were 

routed via a SIP trunk to Avaya Aura® Session Manager. Calls were made with agents using 

TMAC for control and deskphones for voice. 

 

These Application Notes focus on the integration between TMAC and POM and assume the 

integration between the TMAC with Avaya AES for screen pop and call control is already in 

place as documented in reference [5]. 

2. General Test Approach and Test Results  
The feature test cases were performed manually. As there are two distinct connections to the 

Avaya solution, i.e., AES and POM, both connections were tested as part of the compliance 

testing. The integration between the TMAC with AES is documented in reference [5]. 

Outbound calls were made using POM and calls handled by agents running the TMAC. For 

compliance testing, agents were logged in from the respective phones as CC Elite expert 

agents. The connection to AES was tested by placing incoming calls to various VDN’s and 

which were routed through CC Elite skills and were handled by agents using the TMAC. 

 

Serviceability test cases were also performed by manually disconnecting/reconnecting the 

ethernet cable on the client PC, POM and AES server, and restarting the POM service on the 

POM server. 
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DevConnect compliance testing is conducted jointly by Avaya and DevConnect members.  

The jointly defined test plan focuses on exercising APIs and/or standards-based interfaces 

pertinent to the interoperability of the tested products and their functionalities. DevConnect 

compliance testing is not intended to substitute full product performance or feature testing 

performed by DevConnect members, nor is it to be construed as an endorsement by Avaya of 

the suitability or completeness of a DevConnect member’s solution. 

 

Avaya recommends our customers implement Avaya solutions using appropriate security and 

encryption capabilities enabled by our products. The testing referenced in these DevConnect 

Application Notes included the enablement of supported encryption capabilities in the Avaya 

products.  Readers should consult the appropriate Avaya product documentation for further 

information regarding security and encryption capabilities supported by those Avaya 

products. 

 

Support for these security and encryption capabilities in any non-Avaya solution component 

is the responsibility of each individual vendor.  Readers should consult the appropriate 

vendor-supplied product documentation for more information regarding those products. 

 

For the testing associated with these Application Notes, the interface between Avaya systems 

and the TMAC utilized enabled capabilities of HTTPS for browser. 

2.1. Interoperability Compliance Testing 

The interoperability compliance test included feature and serviceability testing. 

The feature testing focused on verifying TMAC for the following:  

 

AES testing: 

• Agents Login and Logout. 

• Agent states: Ready, Not Ready and changing Aux Reason code.  

• Make/receive phone calls.  

• Receive skillset calls.  

• Hold/transfer/conference phone calls (incoming calls).  

 

POM testing: 

• Agent Login and Logout.  

• Agent state: Ready, Not Ready and changing Aux Reason code. 

• Nailing the agent and new call notifications. 

• “Nail up” calls from POM to the agent were automatically answered by TMAC. 

• Preview/Predictive/Progressive Campaign Calls. 

• Campaign Dashboard display. 

• Updating contact details. 

• Callbacks. 

• Adding contacts to Do Not Call (DNC) lists. 

• Call features such as: Hold/Resume, Consult, Transfer and Conference. 

• Redial customer. 

• Search customer details for ACD call. 
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The serviceability testing focused on verifying the ability of TMAC to recover from adverse 

conditions such as disconnecting the ethernet cables on the Client PC, AES and POM server, 

and restarting of the POM service on the AAEP/POM server. 

2.2. Test Results  

All feature test cases were successfully completed. The following observations were noted: 

 

• Call Blending could not be tested as CMS interface is required with RQT connection. 

• POM HA was also not tested. 

2.3. Support 

Technical support on Tetherfi can be obtained through the following: 

 

• Phone: +65-6715 7048 

• Email: support@tetherfi.com 

• Web: https://www.tetherfi.com 
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3. Reference Configuration 
Figure 1 illustrates the configuration used for testing. In this configuration, outbound call is 

made via the SIP interface between Avaya Aura® Session Manager and Avaya Aura® 

Experience Portal Media Processing Platform. In this compliance testing, TMAC is hosting 

various components as shown below including the MS SQL Express server for its database. 

 

 

 
 

Figure 1: Test Configuration 
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

Equipment/Software Version 

Avaya Aura® Communication Manager 8.1.2 

Avaya Aura® Media Server 8.0.2 

Avaya Aura® Session Manager 8.1.2 

Avaya Aura® SBCE 8.1.0 

Avaya Aura® Application Enablement Services 8.1.2 

Avaya Aura® Experience Portal 

• Experience Portal Manager (EPM) 

• Media Processing Platform (MPP) 

 

7.2.3 

7.2.3 

Avaya Proactive Outreach Manager 

• POM .net Agent Desktop API 

• POM Web Services 

3.1.3 SP2 

3.1.3 

3.1.3 SP2 

96x1 Series IP Deskphones 

• H.323 

• SIP 

 

• 6.8304 

• 7.1.10.0 

Running on Windows Server 2016 are the 

following: 

Tetherfi Omni Channel Management (OCM)  

Tetherfi Multimedia Agent Server 

• AES CTIServer 

• POM CTIServer 

Microsoft SQL Express 2016 

 

 

3.3.11.6 

 

4.0.1.13 

4.0.1.13 

2016 

Tetherfi Multimedia Agent Client 

running on Windows 10 Enterprise 
4.0.6.11 

Tetherfi Omni Channel Manager  

running on Windows 10 Enterprise 
3.3.11.6 

Table 1: Equipment/Software Validated 
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5. Configure Avaya Communication Manager 
The configuration of Computer Telephony Integration (CTI) links and the SMS service on 

Communication Manager to AES is assumed to be in place. Refer to reference [5] for more 

details. Setup of Agent Stations, Agent Login ID, VDNs, Hunt Groups, Trunks and Call 

Center features is assumed to be configured and will not be detailed here.   

6. Configure Avaya Aura® Experience Portal and Proactive 
Outreach Manager 

This section covers the administration of Experience Portal. Configuration for Avaya POM is 

also covered in the section as Avaya POM was co-resident on Experience Portal. The 

configuration of the SIP trunk to Communication Manager is assumed to be in place and will 

not be documented here. 

 

Below are the POM configurations steps shown in subsequent pages: 

• Login to the Experience Portal  

• Verify POM Applications 

• Configure Avaya POM 

• Add POM server 

• Configure POM server 

• Configure CTI 

• Start POM server 

• Configure Contacts 

• Configure Campaigns 

• Configure Campaign Manager 

• Add User for Web Services 

• Administer POM Global Configuration 
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6.1. Login to the Experience Portal  

Experience Portal is configured via the Experience Portal Manager (EPM) web interface. To 

access the web interface, enter http://[IP-Address]/ as the URL in an internet browser, 

where IP-Address is the IP address of the EPM. Log in using the Administrator user role. The 

screen shown below is displayed. 

 

Note: Some of the screens in this section are shown after the Experience Portal had been 

configured.  
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6.2. Verify POM Applications 

Note that the applications needed for Avaya POM were configured during Avaya POM 

installation. To view the list of application, navigate to System Configuration → 

Applications. 
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6.3. Configure Avaya POM 

When Avaya POM is installed on Experience Portal, a sub menu is added to EPM. On the left 

pane, select POM Home under POM. All configurations for Avaya POM are performed 

from the POM Home page. 
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6.4. Add POM Server 

From POM Home, hover over Configurations on the top right and select POM Servers 

from the drop-down menu (not shown); click Add to add Avaya POM server. On Add POM 

Server page, type in a name in POM Server Name and type in Avaya POM IP Address in 

POM Server IP Address and select Continue. Note that since Avaya POM was installed on 

the same server as Experience Portal, IP Address of Experience portal was used. 

 

 
 

On the Edit POM Server page, checked the check box for Trust this certificate (not 

shown) and select Save. During compliance test, POM was pre-configured. The screen below 

displays the POM Server that was configured.  

 

  



 
LYM; Reviewed: 

SPOC 4/15/2021 

Solution & Interoperability Test Lab Application Notes 

©2021 Avaya Inc. All Rights Reserved. 

12 of 32 

TMAC_POM313 

  

6.5. Configure POM Server 

Outbound settings will need to be configured for Avaya POM to place outbound calls. 

Navigate to Configurations → POM Servers → Outbound Settings (not shown). 

 
 

On the Voice Servers Page, click on the Name of Voice Server; EPM, in this case. 

 

 
 

On the Edit Voice Server page, type in the User Name then Password, as configured for 

Experience Portal. 
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This user name and password are obtained from the Web Service Authentication Section 

Outcall of System Configuration → EPM Server → EPM Settings. 
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6.6. Configure CTI 

From POM Home, navigate to Configurations → CC Elite Configurations and select Add 

CTI Detail under CTI Configuration (not shown). On the Add CTI Detail (not shown) 

page, configure as follows: 

• CTI group name: Enter name of CTI group. 

• CM IP address: Enter Communication Manager IP Address. 

• CM Login/password: Enter username and password of Communication Manager. 

• AES IP address: Enter in AES IP Address. 

• CTI group role: From drop down menu, select Active. 

 

Screen capture below displays the configuration that was used during the compliance test. 

 

 
 

On the Configure CTI setup details, CMS setup details and POM Skills page (not shown), 

select Add Skill. Type in the skill configured in Communication Manager for CC Elite Skill 

Number, type in a name in POM Skill Name and select Outbound from the Skill Type 

drop-down menu. 

 

 
  



 
LYM; Reviewed: 

SPOC 4/15/2021 

Solution & Interoperability Test Lab Application Notes 

©2021 Avaya Inc. All Rights Reserved. 

15 of 32 

TMAC_POM313 

  

6.7. Start POM server 

Once POM Server is completely created, start it by navigating to Configurations → POM 

Servers → POM Manager (not shown). On the POM Manager page, select the check box of 

Avaya POM server name and click Start. Note that in the picture below POM server was 

already started, if it is stopped the Start button is available to start POM server. 

 

 

6.8. Add User for Web Services 

From Experience Portal home page, navigate to User Management → Roles (not shown) 

and select Add. Type in a name in Name and tick Web Services. This will be needed for 

TMAC to access POM features and functionality through its program. Creation of other POM 

users required will be required to administer, supervise, report or manage the Campaign but 

will not be documented here. 
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6.9. Configure Contacts 

From POM Home, navigate to Contacts → Contact Lists (not shown) and select Add. Type 

in a name in Name and brief Description (if any) and select Save. 

 

 
 

A message will indicate Contact List is created successfully. On the next page, select Upload 

Contacts now (not shown). Click on Browse to browse to the location of .csv for the 

contacts and select Upload. 
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6.10. Configure Campaigns 

Campaigns are created to launch calls for various programs. Below are a sample campaign 

creation steps. 

 Configure Campaign Strategy 

From POM Home, navigate to Campaigns → Campaign Strategies and select Add (not 

shown). Type in a Name as shown below and select Continue. A template can be used by 

checking the Use template box. 

 

 
 

The Campaign Strategy Editor page will pop up. Configure a Campaign Strategy as 

needed. Below is an example of the strategy configured during compliance testing. 
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 Configure Campaign Manager 

From POM Home, navigate to Campaigns → Campaign Manager and select Add (not 

shown). Type in a name in Name field and select Continue. 

 

 
 

On the Define Campaign page, select the strategy added in previous section for Campaign 

Strategy.  
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Select the Contact List from Section 6.9 and select Finish (not shown). DNC Group (Do 

Not Call) can also be added to the Campaign for DNC Lists before it is started. 
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6.11. Administer POM Global Configuration 

From POM Home, navigate to Configurations → Global Configuration. Scroll down to 

Agent settings section. Parameters such as Nailup call CLID can be adjusted for display on 

Agent Deskphones.  

 

 
 

Scrolling down further to Advance settings, note the default port 9970 which will be used for 

Agent manager base port for the POM Web Services configured in Section 7.1. 
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7. Configure Tetherfi Multimedia Agent Client 
The installation of TMAC and its components is performed by Tetherfi engineers and will not 

be detailed here.  The following steps are presented in these Application Notes for 

informational purposes.  Note that configuration of TMAC for AES is also required but will 

not be detailed here.  Refer to reference [5] for more information.  

 

This section highlights the configuration of TMAC for POM which includes the following 

areas: 

• Configurations setup for POM 

• Configure Agents using OCM 

7.1. Configurations setup for POM 

Launch a web browser and enter http://<IP address of  TMAC Server>/TMC to access the 

CTI Server configuration.  

 

Note the following parameters are configured: 

• POMServerIP: Enter IP address of the POM Server.  This is the same as the 

Experience Portal Manager (EPM) IP address as POM is co-resident with EPM. 

• POMServerPort: Enter Agent Manager Base port. The default port 9970 is used and 

can be viewed on the POM Global Configuration as in Section 6.11. 

• POMAgentPassword: Recommended to be empty as individual agents will be 

configured via the Omni Channel Management. 

• POMLocale: Locale is set to En-US in these Compliance Testing. 

• POMTimeZone: Enter Time Zone.    

• POMZoneName: Enter Zone Name. 

• POMOrgName: Enter Organization Name (Optional). 

• POMServerRESTURL: https://<POM Server IP address>. 

• POMServerRESTUserName: Enter Web Services User Name in Section 6.8. 

• POMServerRESTPassword: Enter Web Services User Password in Section 6.8. 
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7.2. Agents configured using OCM 

Launch a web browser and enter http://<IP address of TMAC Server>/OCM to access the 

OCM module for configuration of TMAC Agents.  

 

 
 

 

Click on the monitor icon on the top right bar and select TMAC → Agent Settings below. 

 

 
Below is a list of the 3 agents already created for testing. Select the pen for the first agent. 
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The first agent settings on the Info tab is shown below. Note the Lan ID name and Avaya 

Login ID which is the agent-ID configured on Communication Manager. 
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Select the Channel Count & Features tab. The Voice channel is shown as selected. 
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Scrolling down further, features selected are to Allow Supervisor to logout and send 

notification. 
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8. Verification Steps 
This section provides the verifications steps to verify that the TMAC agent client is able to 

work with Avaya POM. 

8.1. Verify Tetherfi Multimedia Agent Client 

Launch a web browser on the agent PC and enter address http://<IP address of TMAC 

server/TMAC_UI>/ to access the TMAC.  Log in to an agent LAN ID account in Section 

7.2 with the station extension number. 

 

 
 

On the next screen that pops up, the login screen is displayed.  For clarity, the panel below 

shows the left panel. The right panel is shown on the next page. 
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Note that the display shows AutoDialer Agent – Outbound. 

 

 
 

Click on the Default (orange) above to select Available on the top right bar to receive or 

make call. 
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Start a POM Campaign and verify the agent receives the call. The screenshot below shows a 

Nailup call for Outbound Call for preview before agent launch a call. Note that customer 

details are also presented with the outbound calling number. 

 

 
 

Once the agent dial call to customer using the off hook green button on top left, and customer 

answer the call; all the buttons including on hook, hold, transfer and conference are 

highlighted. 

 

 
 

Verify from the POM monitor that a campaign is running and 11001 is an active agent in 

Preview Call State as shown below. 

 

 
 

Verify also that the agent can hold, transfer or conference the outbound call. 
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9. Conclusion 
These Application Notes describe the configuration steps required for Tetherfi Multimedia 

Client 4.0 to interoperate with Avaya Proactive Outreach Manager 3.1.3. All feature test 

cases were completed successfully with observations noted in Section 2.2. 

10. Additional References  
This section references the Avaya and Tetherfi documentations that are relevant to these 

Application Notes. 

 

The following Avaya product documentations can be found at http://support.avaya.com.  

[1] Administering Avaya Aura® Communication Manager, Release 8.1.x, Issue 8, November 

2020. 

[2] Administering and Maintaining Avaya Aura® Application Enablement Services, Release 

8.1.x, Issue 8, December 2020. 

[3] Using Avaya Proactive Outreach Manager, Release 3.1.3, Issue 1.3, August 2020 

[4] Administering Avaya Aura Experience Portal, Release 7.2.3, Issue 1, September 2019. 

[5] Application Notes for Tetherfi Omni Channel Management Multimedia Agent Client with 

Avaya Aura® Communication Manager 6.3 and Avaya Aura® Application Enablement 

Services 6.3 

[6] Administering Avaya Aura® Session Manager, Release 8.1.x, Issue 6, Aug 2020. 
[7] Administering Avaya Aura® System Manager, Release 8.1.x, Issue 6, Apr 2020. 

 

Tetherfi product documentations can be obtained from Tetherfi contacts in Section 2.3. 

[1] Tetherfi Multimedia Agent Client Application Operations Manual, Version 1.01, dated 5th 

February 2021 

[2] Tetherfi Multimedia Agent Client Application User Guide, Version 1.0.06.25, dated 23rd 

Dec 2020 
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