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Abstract

These Application Notes describe the steps required to connect Speakerbus ARIA iDUCX
virtual deskstation to Avaya Aura® Session Manager R8.1 and Avaya Aura® Communication
Manager R8.1 as a SIP User. Avaya Aura® Communication Manager features can be made
available in addition to the standard features supported on the Speakerbus ARIA iDUCX
virtual deskstation.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps required to connect Speakerbus ARIA iDUCX virtual
deskstation to Avaya Aura® Session Manager R8.1 and Avaya Aura® Communication Manager
R8.1 as a SIP user. Also described, is how Avaya Aura® Communication Manager features can
be made available in addition to the standard features supported by Speakerbus ARIA iDUCX
virtual deskstation. In this configuration, the Off-PBX Stations (OPS) feature set is extended
from Avaya Aura® Communication Manager to the Speakerbus iDUCX virtual deskstation,
providing the softphone with enhanced calling features.

The table below provides a summary of the supported features available on Speakerbus ARIA
iDUCX virtual deskstation with the Avaya SIP offer. Some features are supported locally in
Speakerbus ARIA iDUCX virtual deskstation, while others are only available with
Communication Manager and Session Manager with OPS. In addition to basic calling
capabilities, the Internet Engineering Task Force (IETF) has defined a supplementary set of
calling features, often referred to as the SIPPING-19 [5]. This provides a useful framework to
describe product capabilities and compare features supported by various equipment vendors.
Additional features beyond the SIPPING-19 can be extended to Speakerbus ARIA iDUCX
virtual deskstation using OPS.

Some OPS features listed in the following table can be invoked by dialing a Feature Name
Extension (FNE). A speed dial button on the Speakerbus ARIA iDUCX virtual deskstation can
also be programmed to an FNE. Other features, such as Exclusion/Privacy and Call Forwarding,
are available by using the AST (Advanced SIP Telephony) FNU (Feature Name URI).
Communication Manager automatically handles many other standard features via OPS, such as
call coverage, trunk selection using Automatic Alternate Routing (AAR) and Automatic Route
Selection (ARS), Class of Service (COS), Class of Restriction (COR), and voice messaging.
Details on operation and administration of OPS can be found in References [2] and [3]. The
Avaya SIP solution requires all SIP telephones to be configured on Communication Manager as
OPS. Items in the table below shown in bold were tested using an FNU or FNE.

FEATURE SUPPORTED COMMENTS
Locally | With Avaya
at the SIP Offer
phone
Basic Calling Features
Extension to Extension Call Yes Yes
Basic Call to legacy phones No Yes
Speed Dial Buttons Yes Yes
Message Waiting Support Yes Yes
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FEATURE SUPPORTED COMMENTS
Locally at the With Avaya SIP
phone Offer

SIPPING-19 Features

Call Hold Yes Yes

Consultation Hold Yes Yes

Unattended Transfer Yes Yes

Attended Transfer Yes Yes

Call Forward All Yes Yes Local menu option on
ARIA iDUCX and FNU

Call Forward Busy/No answer Yes Yes Local menu option on
ARIA iDUCX and FNU

Call Forward Cancel Yes Yes Local menu option on
ARIA iDUCX and FNU

Find me No Yes Via OPS Coverage Paths

Incoming call screening No Yes Via OPS Class Of
Restriction

Outgoing call screening No Yes Via OPS Class Of
Restriction

Call Park/Unpark No Yes Via OPS FNE

Call Pickup No Yes Via OPS FNE

Automatic Redial No Yes Via OPS FNE

OPS — Selected Additional Station-Side Features

Conference on answer No Yes Via OPS FNE

Directed call pickup No Yes Via OPS FNE

Drop last added party No Yes Via OPS FNE

Exclusion/Privacy Yes Yes Local hard key on
ARIA iDUCX using
FNU

Last number dialed Yes Yes Via OPS FNE

Priority Call No Yes Via OPS FNE, ARIA
iDUCX doesn't support
distinctive ring indication

Send All Calls No Yes Via OPS FNE

Send All Calls Cancel No Yes Via OPS FNE

Transfer to Voicemail No Yes Via OPS FNE

Whisper Page No Yes Via OPS FNE

Table 1
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2. General Test Approach and Test Results

To verify interoperability of the Speakerbus ARIA iDUCX virtual deskstation with
Communication Manager and Session Manager, calls were made between Speakerbus ARIA
iIDUCX virtual deskstation sofphones and Avaya SIP, H.323 and Digital stations exercising
common PBX features. The telephony features were activated and deactivated using buttons and
menu options on Speakerbus ARIA iDUCX virtual deskstation, FNEs, and FNUSs.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya’s formal testing and Declaration of Conformity is provided only on the
headsets/Smartphones that carry the Avaya brand or logo. Avaya may conduct testing of non-
Avaya headset/handset to determine interoperability with Avaya phones. However, Avaya does
not conduct the testing of non-Avaya headsets/Smartphones for: Acoustic Pressure, Safety,
Hearing Aid Compliance, EMC regulations, or any other tests to ensure conformity with safety,
audio quality, long-term reliability or any regulation requirements. As a result, Avaya makes no
representations whether a particular non-Avaya headset will work with Avaya’s telephones or
with a different generation of the same Avaya telephone.

Since there is no industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and Speakerbus ARIA iDUCX virtual deskstation did not include use of any specific encryption
features as requested by Speakerbus.

Note: Compliance testing was carried out using UDP as the transport for signaling.
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2.1. Interoperability Compliance Testing
Interoperability compliance testing covered the following features and functionality:

Registration of Speakerbus ARIA iDUCX virtual deskstation with Session Manager
Calls between Speakerbus ARIA iDUCX virtual deskstation and Avaya SIP, H.323, and
digital stations with correct calling/called name presentation

Direct IP-IP Media (shuffling)

Hold/Retrieve operations

Supervised and blind transfers

Bridged appearances

Barge in and Privacy

Voicemail and message waiting indicators (MWI)

Extended telephony features using Communication Manager Feature Name Extensions
(FNESs) shown in bold in Table 1

Call forwarding (busy and no-answer) and Send All Calls using Call Forwarding and
Send All Call FNU's

Serviceability testing after a Speakerbus ARIA iDUCX virtual deskstation restart and
loss of IP connection

2.2. Test Results
All the test cases passed successfully with the following observations.

1.

In a particular scenario, where there are three Speakerbus ARIA iDUCX virtual
deskstation softphones each having the bridged appearances of the other two softphones,
there are issues observed with ‘Barge In” and ‘Privacy’.

e Ifacall is made from User 1 to User 3 and then User 2 barges into the call (either to
User 1 ext or to User 2 ext), hangs up and barges in a second time, upon hanging up
for the second time in succession all calls are dropped. This behavior is the same for
Avaya SIP phones. Avaya is investigating this issue.

e With the same call in place (User 1 to User 3) and User 1 presses the ‘Privacy Key’.
When User 2 tries to barge into User 1’s call, User 2 is refused as expected but when
User 2 tries again it results in all calls being dropped. This behavior is the same for
Avaya SIP phones. Avaya is investigating this issue.

2. G.711 is the only Codec currently supported on the Speakerbus ARIA iDUCX virtual

deskstation softphone.

3. Conference is currently not supported on the Speakerbus ARIA iDUCX virtual

deskstation.

2.3. Support

For technical support of Speakerbus products contact the Speakerbus Service Desk:
Web: http://www.speakerbus.com
Email: support@speakerbus.com

Telephone:  +1 (646) 289-4700 in North America
+44 (0) 870 240 7252 in Europe
+65 6590 9228 in Asia
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http://www.speakerbus.com/

3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of a Communication Manager, Session Manager along with a Media Gateway and a
Media Server. System Manager was used to provision Communication Manager and Session
Manager. Speakerbus ARIA iDUCX virtual deskstations were connected to the LAN and
connect to Session Manager via the Speakerbus ICB server. SIP, Digital and H.323 telephones
were used to place calls to and receive calls from the Speakerbus ARIA iDUCX virtual
deskstation. Avaya Aura® Messaging was used to provide and test voicemail and Message

Waiting facilities.
[ System Manager ]

- ~
R i Media Server
Windows PC running PENEIROE.
Speakerbus iDUCX - <
Softphone
] - ~
[ Speakerbus ICB ] ------ SIP Ling = ===~ [ Session Manager Avaya Endpoints
) ! )
Windows PC running
Speakerbus iDUCX ;
Softphone [ Messaging J G450

Figure 1: Avaya Aura® Communication Manager and Avaya Aura® Session Manager
with Speakerbus solution

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 72
SPOC 6/9/2020 ©2020 Avaya Inc. All Rights Reserved. iDUCX_SM81



4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment/Software

Release/Version

Avaya Aura® System Manager

System Manager 8.1.1.0
Build No. —8.1.0.0.733078
Software Update Revision No:
8.1.1.0.0310912

Feature Pack 1

Avaya Aura® Session Manager

Session Manager R8.1
Build No. - 8.1.1.0.811021

Avaya Aura® Communication Manager

R8.1.1.0.0 - FP1
R018x.01.0.890.0
Update 1D 01.0.890.0-25763

Avaya Aura® Media Server

8.0.0.169

Avaya Media Gateway G430 41.16.0/1
Avaya 96x1 H323 Deskphone 6.8304
Avaya 96x1 SIP Deskphone 7.1.2.0.14
Avaya J179 H323 Deskphone 6.8.304
Avaya J129 SIP Deskphone 3.0.0.0.20
Avaya 9408 Digital Deskphone V2.0
Speakerbus Equipment/Software Release/Version
Speakerbus iICMS with iManager V3.750.5.0
Speakerbus iCS Server V2.627.2.0
Speakerbus iGS Server V1.201.1.0
Speakerbus iCB Server V1.322.1.0
Speakerbus iWS V2.200.1.0
Speakerbus iDUCX Virtual Deskstation V3.422.1.0
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5. Configure Avaya Aura® Communication Manager

No specific changes were made on Communication Manager to facilitate the connection of the
Speakerbus ARIA iDUCX virtual deskstation with Session Manager. The Speakerbus ARIA
iIDUCX virtual deskstation softphone utilizes some of the features provided by Communication
Manager. These features along with the dial plan, SIP trunk and coverage path are displayed in
this section to provide the reader with some helpful information on how the Communication
Manager was setup for compliance testing.

Every site will have a unique setup, the information contained in the System Parameters Features
or the System Parameters Customer Options will be suited to that particular site. The information
provided in this section serves to show how this system was setup during compliance testing and
IS not an instruction guide to setup the Communication Manager for Speakerbus ARIA iDUCX
virtual deskstation to work. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 10.

Configuration and verification operations on Communication Manager illustrated in this section
were all performed using Communication Manager System Administration Terminal (SAT). The
Communication Manager information displayed in this section can be summarized as follows:
e System Parameters and Features
SIP Trunk
Call Routing for Speakerbus ARIA iDUCX virtual deskstation
Feature Access Codes (FACs)
Feature Name Extensions (FNEs)
Class of Service (COS)
Class of Restriction (COR)
e Coverage Path

Note: Any settings not in Bold in the following screen shots may be left as default.

5.1. Verify System Parameters and Features

Each Communication Manager system will have its own setup with different System Parameters
and Features configured depending on the requirement of the customer. Here is a snapshot of
some of these values that were configured on the DevConnect lab for compliance testing.

5.1.1. Verify System Parameters Customer Options

The license file installed on the system controls these attributes. If a required feature is not
enabled or there is insufficient capacity, contact an authorized Avaya sales representative Use the
display system-parameters customer-options command to determine these values. On Page 1,
verify that the Maximum Off-PBX Telephones allowed in the system is sufficient. One OPS
station is required per Speakerbus ARIA iDUCX virtual deskstation.
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display system-parameters customer-options Page 1 of 12
OPTIONAL FEATURES

G3 Version: V18 Software Package: Enterprise
Location: 2 System ID (SID): 1
Platform: 28 Module ID (MID): 1

USED
Platform Maximum Ports: 6400 82
Maximum Stations: 2400 22
Maximum XMOBILE Stations: 2400 0
Maximum Off-PBX Telephones - EC500: 9600 0
Maximum Off-PBX Telephones - OPS: 9600 18
Maximum Off-PBX Telephones - PBFMC: 9600 0
Maximum Off-PBX Telephones - PVFMC: 9600 0
Maximum Off-PBX Telephones - SCCAN: 0 0
Maximum Survivable Processors: 313 0

(NOTE: You must logoff & login to effect the permission changes.)

On Page 2 of the System-Parameters Customer-Options form, verify that the number of
Maximum Administered SIP Trunks supported by the system is sufficient.

display system-parameters customer-options Page 2 of 12
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 4000 0

Maximum Concurrently Registered IP Stations: 1000 2
Maximum Administered Remote Office Trunks: 4000 0

Max Concurrently Registered Remote Office Stations: 1000 0
Maximum Concurrently Registered IP eCons: 68 0

Max Concur Reg Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 2400 0

Maximum Video Capable IP Softphones: 1000 1

Maximum Administered SIP Trunks: 4000 50

Max Administered Ad-hoc Video Conferencing Ports: 4000 0

Max Number of DS1 Boards with Echo Cancellation: 80 0

(NOTE: You must logoff & login to effect the permission changes.)
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5.1.2. Define System Features

Use the change system-parameters features command to administer system wide features for
SIP endpoints. Those related to features listed in Error! Reference source not found. are shown in
bold. These are all standard Communication Manager features that are also available to OPS
stations. On Page 18, set the Whisper Page Tone Given To field to all.

display system-parameters features Page 18 of 19
FEATURE-RELATED SYSTEM PARAMETERS

INTERCEPT TREATMENT PARAMETERS
Invalid Number Dialed Intercept Treatment: tone
Invalid Number Dialed Display:
Restricted Number Dialed Intercept Treatment: tone
Restricted Number Dialed Display:
Intercept Treatment On Failed Trunk Transfers? n

WHISPER PAGE
Whisper Page Tone Given To: all

6400/8400/2420J LINE APPEARANCE LED SETTINGS
Station Putting Call On Hold: green wink
Station When Call is Active: steady
Other Stations When Call Is Put On Hold: green wink
Other Stations When Call Is Active: green
Ringing: green flash
Idle: steady

Pickup On Transfer? y

On Page 19 make sure Directed Call Pickup is set to y.

display system-parameters features Page 19 of 19
FEATURE-RELATED SYSTEM PARAMETERS
IP PARAMETERS
Direct IP-IP Audio Connections? y IP Audio Hairpinning? n
Synchronization over IP? n Allow SIP-H323 Video in SDES? n
Initial INVITE with SDP for secure calls? vy
SIP Endpoint Managed Transfer? n

Expand ISDN Numbers to International for 1XCES? n

CALL PICKUP
Maximum Number of Digits for Directed Group Call Pickup: 4
Call Pickup on Intercom Calls? y Call Pickup Alerting? y
Temporary Bridged Appearance on Call Pickup? y Directed Call Pickup? y
Extended Group Call Pickup: simple
Enhanced Call Pickup Alerting? n

Call Pickup for Call to Coverage Answer Group? Yy
Display Information With Bridged Call? n
Keep Bridged Information on Multiline Displays During Calls? y
PIN Checking for Private Calls? n
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5.2. Configure SIP Trunk

In the Node Names IP form, note the IP Address of the procr and the Session Manager
(sm81xvmpg). The host names will be displayed throughout the other configuration screens of
Communication Manager and Session Manager. Type display node-names ip to show all the
necessary node names.

display node-names ip
IP NODE NAMES

Name IP Address
IPOffice 10.10.40.25
aes8lxvmpg 10.10.40.38
ams81lvmpg 10.10.40.39
default 0.0.0.0
g430 10.10.40.15
procr 10.10.40.37
procrb6 38
sm81lxvmpg 10.10.40.32

In the IP Network Region form, the Authoritative Domain field is configured to match the
domain name configured on Session Manager in Section 6.1.1. In this configuration, the domain
name is devconnect.local. The IP Network Region form also specifies the IP Codec Set to be
used. This codec set will be used for calls routed over the SIP trunk to Session manager as ip-
network region 1 is specified in the SIP signaling group.

display ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: devconnect.local
Name: Default region
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
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In the IP Codec Set form, select the audio codecs supported by the Speakerbus ARIA iDUCX
virtual deskstation. The Speakerbus ARIA iDUCX virtual deskstation currently supports G.711
only but these other codecs were added as default. Note that IP codec set 1 was specified in IP
Network Region 1 shown above. Multiple codecs may be specified in the IP Codec Set form in
order of preference; the example below includes G.711A (a-law), which is supported by
Speakerbus ARIA iDUCX virtual deskstation. Note the Media Encryption includes a setting of
none to allow for unencrypted media.

display ip-codec-set 1 Page 1 of 2

Sw N

IP MEDIA PARAMETERS

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
: G.711A n 2 20
: G.711MU n 2 20
: G.729A n 2 20
Media Encryption Encrypted SRTCP: enforce-unenc-srtcp

N =

: l-srtp-aescml28-hmac80
: none

Prior to configuring a SIP trunk group for communication with Session Manager, a SIP signaling
group must be configured. The configuration of the Signaling group used to send calls from
Communication Manager to Session Manager for SIP users is as follows.

Set the Group Type field to sip.

Set the Transport Method to the appropriate setting, in this case it was set to tls.

The Peer Detection Enabled field should be set to y allowing the Communication
Manager to automatically detect if the peer server is a Session Manager.

Specify the node names for the procr and the Session Manager node name as the two
ends of the signaling group in the Near-end Node Name field and the Far-end Node
Name field, respectively. These values are taken from the IP Node Names form shown
above.

Set the Near-end Node Name to procr. This value is taken from the IP Node Names
form shown above.

Set the Far-end Node Name to the node name defined for the Session Manager (node
name sm81xvmpg).

Ensure that the recommended TLS port value of 5061 is configured in the Near-end
Listen Port and the Far-end Listen Port fields.

In the Far-end Network Region field, enter the IP Network Region configured above.
This field logically establishes the far-end for calls using this signaling group as network
region 1.

Far-end Domain was set to the domain used during compliance testing.

The DTMF over IP field should remain set to the default value of rtp-payload. This
value enables Communication Manager to send DTMF transmissions using RFC 2833.
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e The Direct IP-IP Audio Connections field is setto y.
e Initial IP-IP Direct Media is set to n.
e The default values for the other fields may be used.

change signaling-group 1 Page 1 of 2
SIGNALING GROUP

Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tls
O-SIP? n
IP Video? n Enforce SIPS URI for SRTP? n

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? vy
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near-end Node Name: procr Far-end Node Name: sm8lxvmpg
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1

Far-end Domain: devconnect.local

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? Y Initial IP-IP Direct Media®? n
Alternate Route Timer(sec): ©

The Trunk Groups used to send calls between Communication Manager and Session Manager
was setup as follows. Enter a descriptive name in the Group Name field. Set the Group Type
field to sip. Enter a TAC code compatible with the Communication Manager dial plan. Set the
Service Type field to tie. Specify the signaling group associated with this trunk group in the
Signaling Group field and specify the Number of Members supported by this SIP trunk group.
Accept the default values for the remaining fields.

change trunk-group 1 Page 1 of 21
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y
Group Name: SIP TRK COR: 1 TN: 1 TAC: *11
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group: 1
Number of Members: 10
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On Page 2 of the trunk-group form the Preferred Minimum Session Refresh Interval (sec)
field was set to a value of 600 to prevent unnecessary SIP messages during call setup. Session
refresh is used throughout the duration of the call, to check the other side has not gone away.

This may be changed if required by Speakerbus.

change trunk-group 1 Page 2 of 21
Group Type: sip

TRUNK PARAMETERS
Unicode Name: auto
Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval (sec): 600

Disconnect Supervision - In? y Out? y

XOIP Treatment: auto Delay Call Setup When Accessed Via IGAR? n

Settings on Page 3 can be left as default. However, the Numbering Format in the example
below is set to private.

change trunk-group 1 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Suppress # Outpulsing? n Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
Hold/Unhold Notifications? y
Modify Tandem Calling Number: no

Show ANSWERED BY on Display? y
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Settings on Page 4 are as follows.

change trunk-group 1 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phone?

Prepend '+' to Calling/Alerting/Diverting/Connected Number?
Send Transferring Party Information?

Network Call Redirection?

Build Refer-To URI of REFER From Contact For NCR?

Send Diversion Header?

Support Request History?

Telephone Event Payload Type:

RS BRK BK

Convert 180 to 183 for Early Media?

Always Use re-INVITE for Display Updates?
Identity for Calling Party Display:

Block Sending Calling Party Location in INVITE?
Accept Redirect to Blank User Destination?
Enable Q-SIP?

-Asserted-Identity

85 8B WB B

Interworking of ISDN Clearing with In-Band Tones: keep-channel-active
Request URI Contents: may-have-extra-digits

5.3. Configure Call Routing for SIP phones

For compliance testing all calls beginning with 11 with a total length of 4 digits were to be sent
across the SIP trunk to Session Manager as all SIP phones begin with 11. Automatic Alternate
Routing (aar) was used to route the calls.

5.3.1. Administer Dial Plan

Use the change dialplan analysis command to define the dial plan used in the system. This
includes all telephone extensions, OPS Feature Name Extensions (FNESs), and Feature Access
Codes (FACs). To define the FNEs for the OPS features listed in Error! Reference source not
found., a Feature Access Code (FAC) must also be specified for the corresponding feature. In the
sample configuration, telephone extensions are four digits long and begin with 1 and 2, FNEs are
also four digits beginning with 1, and the FACs have formats as indicated with a Call Type of
fac, these begin with either a * or a # as shown in Section 5.4.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
1 4 ext
2 4 ext
3 4 udp
4 4 udp
9 1 fac
* 3 fac
# 3 fac
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 150f 72

SPOC 6/9/2020 ©2020 Avaya Inc. All Rights Reserved. iDUCX_SM81




5.3.2. Administer Route Selection for SIP Phones

Use the change aar analysis x command to further configure the routing of the dialed digits.
Calls to SIP phones begin with 11 and are matched with the AAR entry shown below. Calls are
sent to Route Pattern 1, which contains the outbound SIP Trunk Group.

change aar analysis 4 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Regd
11 4 4 1 levO0 n

Use the change route-pattern n command to add the SIP trunk group to the route pattern that
AAR selects. In this configuration, Route Pattern Number 1 is used to route calls to trunk
group (Grp No) 1. This is the SIP Trunk configured in Section 5.2.

change route-pattern 1 Page 1 of 4
Pattern Number: 1 Pattern Name: SIPPhones
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 1 0 n user
2: n user
33 n user
4: n user
5: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01 2M4wW Request Dgts Format
l: yyyyyn n unre levO-pvt none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5: yyyyyn n rest none
6: yYyyyyn n rest none
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5.4. Define Feature Access Codes (FACs)

A FAC (feature access code) should be defined for each feature that will be used via the OPS
FNEs. These are the FAC’s that were used during compliance testing, these will be configured
differently for every site. The FACs used in the sample configuration are shown in bold.

change feature-access-codes Page 1 of 12
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code: *11
Abbreviated Dialing List2 Access Code: *12
Abbreviated Dialing List3 Access Code: *13
Abbreviated Dial - Prgm Group List Access Code: *10
Announcement Access Code: *27
Answer Back Access Code: #02
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 8

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Automatic Callback Activation: *05 Deactivation: #05
Call Forwarding Activation Busy/DA: *03 All: *04 Deactivation: #04
Call Forwarding Enhanced Status: *73 Act: *74 Deactivation: #74

Call Park Access Code: *02
Call Pickup Access Code: *09

CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code: *14

Change COR Access Code:

Change Coverage Access Code:

Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: Close Code:
display feature-access-codes Page 2 of 12

FEATURE ACCESS CODE (FAC)
Contact Closure Pulse Code:

Data Origination Access Code:
Data Privacy Access Code:
Directed Call Pickup Access Code: *29
Directed Group Call Pickup Access Code:
Emergency Access to Attendant Access Code:

EC500 Self-Administration Access Codes: *61 *62 3 *64
Enhanced EC500 Activation: *60 Deactivation: #60
Enterprise Mobility User Activation: Deactivation:
Extended Call Fwd Activate Busy D/A All: *06 Deactivation: #06

Extended Group Call Pickup Access Code:
Facility Test Calls Access Code:
Flash Access Code:
Group Control Restrict Activation: Deactivation:
Hunt Group Busy Activation: *30 Deactivation: #30

ISDN Access Code:

Last Number Dialed Access Code: *08

Leave Word Calling Message Retrieval Lock: *15

Leave Word Calling Message Retrieval Unlock: #15:
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display feature-access-codes

Page 3 of 12

FEATURE ACCESS CODE (FAC)
Leave Word Calling Send A Message: *16
Leave Word Calling Cancel A Message: #16
Limit Number of Concurrent Calls Activation: *18 Deactivation: #18
Malicious Call Trace Activation: *17 Deactivation: #17
Meet-me Conference Access Code Change:
Message Sequence Trace (MST) Disable:
PASTE (Display PBX data on Phone) Access Code: *28
Personal Station Access (PSA) Associate Code: *20 Dissociate Code: #20
Per Call CPN Blocking Code Access Code: *24
Per Call CPN Unblocking Code Access Code: #24
Posted Messages Activation: Deactivation:
Priority Calling Access Code: *07
Program Access Code: *00
Refresh Terminal Parameters Access Code: #28
Remote Send All Calls Activation: #11 Deactivation:
Self Station Display Activation:
Send All Calls Activation: *01 Deactivation: #01
Station Firmware Download Access Code:
display feature-access-codes Page 4 of 12
FEATURE ACCESS CODE (FAC)
Station Lock Activation: *71 Deactivation: #71
Station Security Code Change Access Code: *22
Station User Admin of FBI Assign: Remove:
Station User Button Ring Control Access Code:
Terminal Dial-Up Test Access Code:
Terminal Translation Initialization Merge Code: *21 Separation Code: #22
Transfer to Voice Mail Access Code: *23
Trunk Answer Any Station Access Code:
User Control Restrict Activation: Deactivation:
Voice Coverage Message Retrieval Access Code:
Voice Principal Message Retrieval Access Code:
Whisper Page Activation Access Code: *25
3PCC H323 Override SIP Station Activation: Deactivation:
PIN Checking for Private Calls Access Code:
PIN Checking for Private Calls Using ARS Access Code:
PIN Checking for Private Calls Using AAR Access Code:
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5.5. Define Feature Name Extensions (FNES)

The OPS FNEs can be defined using the display off-pbx-telephone feature-name-extensions
set 1 command. The following screens show in bold the FNEs defined for use with the sample
configuration.

display off-pbx-telephone feature-name-extensions set 1 Page 1 of 3

EXTENSIONS TO CALL WHICH ACTIVATE FEATURES BY NAME
Set Name: PG

Active Appearance Select:
Automatic Call Back: 1301
Automatic Call-Back Cancel: 1302
Call Forward All:
Call Forward Busy/No Answer:
Call Forward Cancel:
Call Park: 1303
Call Park Answer Back: 1304
Call Pick-Up: 1309
Calling Number Block:
Calling Number Unblock:
Conditional Call Extend Enable:
Conditional Call Extend Disable:
Conference Complete:
Conference on Answer:
Directed Call Pick-Up: 1310
Drop Last Added Party:

display off-pbx-telephone feature-name-extensions set 1 Page 2 of 3
EXTENSIONS TO CALL WHICH ACTIVATE FEATURES BY NAME

Exclusion (Toggle On/Off) :
Extended Group Call Pickup:
Held Appearance Select:
Idle Appearance Select:
Last Number Dialed: 1305
Malicious Call Trace:
Malicious Call Trace Cancel:
Off-Pbx Call Enable:
Off-Pbx Call Disable:
Priority Call:
Recall:
Send All Calls: 1306
Send All Calls Cancel: 1307
Transfer Complete:
Transfer On Hang-Up:
Transfer to Voice Mail:
Whisper Page Activation: 1311
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5.6. Configure Class of Service (COS)

The COS used for compliance testing is displayed below. Use the change cos 1 command to set
the appropriate service permissions to support OPS features (shown in bold). For the sample

configuration a COS of 1 was used.

display cos-group 1
CLASS OF SERVICE

Auto Callback

Call Fwd-All Calls

Data Privacy

Priority Calling

Console Permissions

Off-hook Alert

Client Room

Restrict Call Fwd-Off Net
Call Forwarding Busy/DA
Personal Station Access (PSA)
Extended Forwarding All
Extended Forwarding B/DA
Trk-to-Trk Transfer Override
QSIG Call Offer Originations
Contact Closure Activation

S B8B83 B3B8 80K B3B3 B3B3 D3O

COS Group:

S OKKK IBIKK B IR KKKK P

8BS BB B8BB8BBKBBBBBBKRNDN

COS Name:

S BB B8 B8BBKBBBBDBKBBW

S BB B8BB8BBKDBDBBDBKK S

8B BB B8BB8BBKBBBBRBB U

8BS BB B BB BKDBDBBBKBK O

8B BB B8BB8BBKBBBBRKKNKIDJ

8B BB B B8B8BBKDBDBBIBDKKK ®

PG Default

8B B BB B8BBKDBDBBKBBBB WO

[uy

8B BB BBBBKDBDBBKBBK O

Page

[uy

8B B BB B8BBKDBDBBKBKBB R

1 of 2

[uy

8BS B BB B8BBKDBDBBKBKKN
—

8BS BB BB BBKDBDBBKKDBBB W
—

B BB BB B8BBKDBDBBKKBK
8BS BB BB BBKDBDBBKKKDBDU

display cos-group 1

VIP Caller

Masking CPN/Name Override
Call Forwarding Enhanced
Priority Ip Video

Ad-hoc Video Conferencing
MOC Control:

Match BCA Display To Principal

DCC Activation/Deactivation
Bridging Exclusion Override

5 O

8B BB B3BBBKDB

85 B

8B BB B3BBBKDB

85N

8B BB B3BBBKDB

5w

8B BB B3BBBKDB

5o

8B BB B3BBBKDB

CLASS OF SERVICE

5o

8B BB B3BBBKDB

5 o)

8B BB B3BBBKDB

[ RN

8B BB B3BBBKDB

5

8B BB B3BBBKDB

jo JNe}

8B BB B3BBBKDB

Page

2 of 2

10 11 12 13 14 15

n

8B BB B3BBBKDB

n

8B BB B3BBBKDB

n n n

=

8B BB B3BBBKDB
8 BB B3B8 BKDB
8 BB B3B8 BKDB
8 BB B3B8 BKDB
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5.7. Configure Class of Restriction (COR)

The COR that was used during compliance testing is shown below. To use the Directed Call
Pickup feature, the Can Be Picked Up By Directed Call Pickup and Can Use Directed Call
Pickup fields must be set to y.

display cor 1 Page 1 of 43
CLASS OF RESTRICTION

COR Number: 1
COR Description: PG Default

FRL: O APLT? vy
Can Be Service Observed? y Calling Party Restriction: none
Can Be A Service Observer? y Called Party Restriction: none
Time of Day Chart: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? n
Restriction Override: none Facility Access Trunk Test? y
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Fully Restricted Service? n
Group II Category For MFC: 7 Hear VDN of Origin Annc.? n
Send ANI for MFE? n Add/Remove Agent Skills? y
MF ANI Prefix: Automatic Charge Display? n
Hear System Music on Hold? y PASTE (Display PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? y
Can Use Directed Call Pickup? y

Group Controlled Restriction: inactive

5.8. Coverage Path

The coverage path configuration is shown below. The default values shown for Busy, Don’t
Answer, and DND/SAC/Goto Cover can be used for the Coverage Criteria.

display coverage path 1
COVERAGE PATH
Coverage Path Number: 1
Cvg Enabled for VDN Route-To Party? n Hunt after Coverage? n
Next Path Number: Linkage

COVERAGE CRITERIA

Station/Group Status Inside Call Outside Call
Active? n n
Busy? 4 4
Don't Answer? \% \% Number of Rings: 4
All? n n
DND/SAC/Goto Cover? % %
Holiday Coverage? n n

COVERAGE POINTS
Terminate to Coverage Pts. with Bridged Appearances? n

Pointl: h6 Rng: 4 Point2:
Point3: Point4:
Point5: Point6:
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6. Configure Avaya Aura® Session Manager

This section describes aspects of the Session Manager configuration required for interoperating
with Speakerbus. It is assumed that the Domains, Locations, SIP entities for each Session
Manager, Communication Manager and Aura Messaging, Entity Links, Routing Policies, Dial
Patterns and Application Sequences have been configured.

Session Manager is managed via System Manager. Using a web browser, access https://<ip-
addr of System Manager>/SMGR. In the Log On screen, enter appropriate User ID and
Password and click the Log On button.

Recommended access to System Manager is via FQDN.

Go to central login for Single Sign-On

IF 1P address access is your only option, then note that authentication will fail
in the following cases:

« First time login with “admin” account
= Expired/Reset passwords Log On Cancel

Use the "Change Password" hyperlink on this page to change the password Change Passwerd
manually, and then login.

Also note that single sign-on between servers in the same security domain is

not supported when accessing via 1P sddress. O supported Browsers: Internet Explorer 11.x or Firefox 65.0, 66.0 and 67.0.

This system is restricted solely to authorized users for legitimate business
purpases only. The actual or attempted unauthorized access, use, or
modification of this system is strictly prohibited.

Unauthorized users are subject to company disciplinary procedures and or
criminal and cil penalties under state, federal, or other applicable domestic
and foreign laws.

The use of this system may be monitored and recorded for administrative and
security reasons. Anyone accessing this system expressly consents to such
monitoring and recording, and is advised that if it reveals possible evidence of
criminal activity, the evidence of such activity may be provided to law
enforcement officials.

All users must comply with all corporate instructions regarding the protection
of information assets.

Once logged in navigate to Elements and click on Routing highlighted below.

AVAyA &Users v F & Services v Widgets v Shortcuts v

Aura® System Manager 80

P x - x . x
System Resource Utilization Application State Notifications
2 Communication Manager > License Status Active
21
Comm Deplayment Type VMware
4 Multi-Tenancy DISABLED
B Conferencing g COBM State DISABLED
Hardening Mode Standard
0
x . x x
Alarms Information Shortcuts
[ Elements Count  Sync Status

e} 1 .

Session Manager
- ce check failed: [The

Presence
" bancels) failed the instan
ul

1 [ ]
System Manager 1 [ ]
8 [}

UCM Applications
Routing

s ConfRefreshConfig # Current Usage:
< <cc logs for more
117250000
USERS
Management Instance check failedt [The
10104060 following SM instance(s) failed the instan 1750
ce test; 10.104057] SIMULTANEOUS ADMINISTRATIVE LOGINS

SM/BSM host name resolution failed; [Th
10.10.40.60 e following SM/BSM failed the Host Nam
e Resolution test: 10.10.40.57]
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6.1. Domains and Locations

Note: It is assumed that a domain and a location have already been configured, therefore a quick
overview of the domain and location that was used in compliance testing is provided here.

6.1.1. Display the Domain

Select Domains from the left window. This will display the domain configured on Session
Manager. For compliance testing this domain was devconnect.local as shown below. If a domain
is not already in place, click on New. This will open a new window (not shown) where the
domain can be added.

AVAYA & Usersv FElements v #Servicesv | Widgets v Shortcuts v

Aura® System Manager 8.1

Home Routing

Routing
Domain Management

Domains
MNew More Actions =
Locations -
1Item o
R N T Mot
Conditions ame me otes
devconnect.local sip devconnect.local

Adaptations Select : All, None

SIP Entities

6.1.2. Display the Location

Select Locations from the left window and this will display the location setup. The example
below shows the location DevConnectLab_PG which was used for compliance testing. If a
location is not already in place, then one must be added to include the IP address range of the
Avaya solution. Click on New to add a new location.

AVAYA & Users v JF Elements v £ Services v | Widgets v  Shortcuts v

Aura® System Manager 8.1

Home Routing
Routing
Location
Cromains
MHew More Actions ~
Locations -
1 Item &
Conditions Name Correlation Motes
DevConnectlab = DevConnact Lab in Galway
Adaptations Select : All, None
SIP Entities
Entity Links
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6.2. Configure UDP Port for Speakerbus Registration

Each Session Manager Entity must be configured so that the Speakerbus ARIA iDUCX virtual
deskstation can register to it using UDP. From the web interface click Routing - SIP Entities
- <Session Manager> (SM81vmpg in the example below).

AVAYA & Users v J Elements v & Services ~ | Widgets v  Shortcuts v

Aura® System Manager 8.1

Routing

Routing

SIP Entities

Domains
Mew More Actions -
Locations -
20 Ttems o
Conditions Name FQDM or IP Address
InAttend 10.10.40.122
Adaptations IP Office 10.10.40.25
10.10.40.158
SIP Entities 10,10.40.32
10.10.40.120

Entity Links Select : All, None

In the Port section, ensure that port 5060 of type UDP is added as shown below. This is the port
the Speakerbus ARIA iDUCX virtual deskstation sends its SIP registration to. Select the
appropriate SIP domain from the drop-down list. Click Commit when done (not shown).

Failover Ports
TCP Failover port: (5060
TLS Failover port: 5061

Listen Ports
Add Remove
3 Items o~
Listen Ports Protocol |Default Domain Endpoint
5060 TCR ¥ devconnect.local ¥ v
3060 UDP ¥ devconnect.local ¥ I <
5061 TLE ¥ devconnect.local ¥ v
Select : All, None
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6.3. Add Primary Speakerbus ARIA iDUCX virtual deskstation User

A user must be added for each Speakerbus ARIA iDUCX virtual deskstation. Click User
Management > Manage Users. Click on New, (not shown).

AN' Ay A & Users v J/Elements v+ & Services Widgets v  Shortcuts «

Aura® System Manager 8.1
Administrators

Home Routing
Directory Synchronization > x

System Resource Ut
23

Groups & Roles

214

User Management

Manage Users

Public Contacts

User Provisioning Rule

_ - , Shared Addresses
var emdata tmp  perfdata sw audit
W Critica IUETGI I | System Presence ACLs
Communication Profile Password Policy ,

Alarms

The Speakerbus ARIA iDUCX virtual deskstation uses ‘bridged appearance’ to enable calls to be
presented and picked up at different Speakerbus ARIA iDUCX virtual deskstation. A site may
have a group of say five Speakerbus ARIA iDUCX virtual deskstation all with each other’s
extensions represented as bridged appearances so as each of them will display and can answer
each other’s calls. This may be different on every site and in some cases perhaps only two out of
the five may have bridged appearances there is no set rule on how the buttons should or would be
configured. What is shown in the next section is one iDUCX which has its own call appearances
and bridged appearances of extensions 1161 and 1162. It also has bridged appearances of 1170
and 1171 and these are ‘Privacy’ extensions used specifically for privacy.

A user of a multi-appearance telephone can activate Privacy, a Manual Exclusion to keep the
participants with appearance of the same extension from bridging on to an existing call. To use
manual exclusion, the user presses the privacy button, either before the user places the call, or
when the user is active on the call. If the user presses the privacy button while others are bridged
onto the call, the system drops the other users. To turn off manual exclusion, the user presses the
privacy button.

Note: The following screens will display an existing user 1160, the screens will show an edited
user instead of a new user but the information that is displayed is the very same as that required
to add a new user.
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Configure as following in the Identity tab.

e First Name and Last Name Enter an identifying name

e Login Name Enter the extension number followed by the
domain, in this case 1160@devconnect.local

e Time Zone Enter the appropriate time zone

User Profile | Edit | 1160@devconnect.local ® Gommit & Continue & Cancel

Identity Ceommunication Profile Membership Contacts

User Provisioning Rule : | |

Address

LocalizedName

* Last Name : | st | Last Name (in Latin alphabet | Lsert |

=)

* First Name :

‘ Speakerbus |

|' Speakerbus | First Name (in Latin alphabst

8]

= Login Name : | 1160@devconnectlocal | Middle Name: ‘ |
Description : | | Email Address: ‘ |

Password: | | veerTpes [ |

Confirm Password : | | Localized Display Name : ‘ Usert Speakerbus |
Endpoint Display Name : | Lser1, Speakerous | Title Of User: ‘ |
Language Preference : | English (Unitsd States) | Time Zone: ‘ (0-0)GMT - Dublin, Edinburgh. L |

Employee ID: | | Department: ‘ |

Company : | |

Click the Communication Profile tab and in the Communication Profile Password and
Confirm Password fields, enter a numeric password. This will be used to register the iDUCX
during login. Click OK to continue.

Comm-Profile Password

Comm-Profile Pazsword : ‘ rer

Re-enter Comm-Profile Pagsword : [ v

Generate Comm-Profile Password

Cancel OK
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Select Avaya SIP from the drop-down list. In the Fully Qualified Address field enter the
extension number as required and select the appropriate Domain from the drop down list. Click

OK when done.

Communication Address Add/Edit

* Type: ‘ Avaya SIP

*Fully Qualified Address: | 160

| et} | deveconnect local

Cancel OK

Place a tick in the Session Manager Profile bar and configure the Primary Session Manager.

User Profile | Edit | 1160@devconnect.local

|dentity Communication Profile Membership Contacts

Communication Profile Password
SIP Registration
PROFILE SET : Primary A4
* Primary Session Manager: ' SMETvmpg o o
Communication Address -
PROFILES Secondary Session Manager: ‘ 0 B
Session Manager Profile [ @)
Survivability Server: ‘ o @
CM Endpaint Profie « Max. Simultanecus Devices: | 1 |
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Configure the Origination Application Sequence, Termination Application Sequence and
Home Location, this location should be that displayed in Section 6.1.2.

Application Sequences

Origination Sequence: | CMAPPSEQ |

Termination Sequence : | CMAPPSEQ |

Emergency Calling Application Sequences

Emergency Calling Origination |

Sequence:

Emergency Calling Termination | |

Sequence:

Call Routing Settings

* Home Location

[

: | DevConnectLab L

Conference Factory Set: | |

Call History Settings

Enable Centralized Call History?: M
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Place a tick in the CM Endpoint Profile bar and configure as follows:
Select the relevant Communication Manager SIP Entity from the

e System

drop-down list
e Profile Type
e Extension

e Template
e Port
e Sip Trunk

Select Endpoint from the drop-down list
Enter the required extension number, in this case 1160
Select DEFAULT_9630SIP_CM_8 1 from the drop-down list

Enter IP

This was set to aar for compliance testing

Click on the Endpoint Editor icon, highlighted, to open the Communication Manger
configuration for this extension. This will allow the buttons to be administered as well as
changes to Class of Service and Class of Restriction and other features.

Identity Communication Profile

Communication Profile Password

Communication Address

Session Manager Profile [ @]

CM Endpoint Profile [ @]

User Profile | Edit | 1160@devconnect.local

Membership Contacts

#* System:

Use Existing Endpoints @

Template: | 95305/p_DEFAULT_CM_6_1

Security Code:
Voice Mail Number: 5666
Calculate Route Pattern :

SIP URI:

Override Endpoint Name and
Localized Name :

Bl Commit & Continue m =) Cancel

* Profile Type:
* Extension: 1150
* Set Type:
Port:
Preferred Handle :
Sip Trunk :
Delete on Unassign frem User or on

Delete User:

Allow H.323 and SIP Endpeoint Dual
Repgistration:
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Click on the General Options tab and enter the following:
Class of Restriction (COR) Eﬁter the COR as configured in Section 5.7

[ ]
e Emergency Location Ext  Enter 1160 (the extension for this user)
e Tenant Number Enter the appropriate Tenant Number
e SIP Trunk Enter aar
e Class of Service (COS) Enter the COS as configured in Section 5.6
e Message Lamp Ext. Enter 1160 (the extension for this user)
e Coverage Path 1 If voicemail is being used then set this to the coverage path
setup for voicemail, as per Section 5.8
Edit Endpoint
Done
[Save 4s Template]
System cm81lxvmpg Extension 1160
Template 9630SIP DEFAULT CM 8 1 ¥ Set Type 0630SIP ﬂ
Port IP Security Code

Name Userl, Speakerbus

General Options (G) ®  Feature Options (F) Site Data (5) Abbreviated Call Dialing (&) Enhanced Call Fwd (E)

Button Assignment (B) Group Membership (M)

*  Class of Restriction (COR) Il *  Class Of Service (COS) 1

*  Emergency Location Ext 1160 *  Message Lamp Ext. 1160

#*  Tenant Mumber 1

#  SIP Trunk Q aar Type of 3PCC Enabled MNone ¥
Coverage Path 1 Coverage Path 2
Lock Message Localized Display Name Userl, Speakerbus

. - Enable Reachability for
L T
Multibyte Language Mot Applicable Station Domain Control
SIP URI

— Primary Session Manager
IPv4: IPv6G:

rSecondary Session Manager
IPv4: IPv6:
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Click on the Feature Options tab. The screen shot below shows the Feature Options that were
used during compliance testing. Ensure that Bridged Call Alerting is ticked as shown below, the
other features are ticked as default.

General Options (G) * _ Site Data (5) Abbreviated Call Dialing (2) Enhanced Call Fwd (E)

Button Assignment (B) Group Membership (M)

Active Station Ringing single v Auto Answer none ¥
Coverage After
MWI Served User Type None T F i T

Per Station CPN - Send
Calling Number

IP Phone Group ID Hunt-to Station
Remote Soft Phone

Mone ¥ Display Language english v

Emergency Calls as-on-local ¥ Loss Group 19
LWC Reception spe ¥ Survivable COR internal A
AUDIX Name MNone ¥ Time of Day Lock Table MNone ¥
Speakerphone Z-way ¥
g.'e‘g:.;{rl:lrtei;i:iclllowed default ¥ Voice Mail Number 6666
EC500 State enabled ¥ Music Source
E;itigni:i?;:one for This None ¥
r Features
Always Use Idle Appearance Preference

IP Audio Hairpinning
Bridged Call Alerting
Bridged Idle Line Preference
Coverage Message Retrieval
Data Restriction

IP SoftPhone

LWC Activation

CDR Privacy

Precedence Call waiting

Direct IP-IP Audio Connections

# Survivable Trunk Dest H.320 Conversion
Bridged Appearance Origination Restriction IP Video

# Restrict Last Appearance Per Button Ring Control
Turn on mute for remote off-hook attempt

IP Hoteling
*Required
Done
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Click on the Button Assignments tab (Main Buttons) and configure Buttons 1, 2 and 3 as call-
appr. For compliance testing several bridged appearances were configured to test ‘Barge In” and
‘Privacy’ buttons 4, 5 and 6 were set to extension 1161 and 7, 8 and 9 were set to 1162.

General Options (G) *  Feature Options (F) Site Data (5) Abbreviated Call Dialing (&) Enhanced Call Fwd (E)

|_ Feature Buttons Button Modules Phone View |
1 | | | | | |
2 | | | | | |
3 | | | | | |
4 Button |1 | B 1161 | | |
5 Button 2 | Bt 1181 | [ |
6 a-app Button 3 | et [1161 | [ |
7 Button |1 | Ext [11682 | [ |
8 a-app Button 2 | Ext [11682 | [ |

Click on Feature Buttons and configure as per screen shot below. There were two SIP Users
configured as ‘Privacy Users’ these were extensions 1170 and 1171. To allow this user (1160)
use Privacy, the privacy extension must be added as bridged appearances on this user’s buttons
as shown below. Buttons 10, 11 and 12 were set to extension 1170 and 13, 14 and 15 were set to
extension 1171. (Click Commit when done (not shown). Other features such as Call Forward
and Call Forward Busy Deactivated as well as Exclusion are also added as buttons as shown.

General Options (G) *  Feature Options (F) Site Data (5) Abbreviated Call Dialing (&) Enhanced Call Fwd (E)
_ Group Membership (M)
|M_ Button Modules Phone View |
9 Button [3 | Ext  [1162 | Ring | |
10 Button [ | Ext  [1170 | Ring | |
11 Button 2 | Ext [1170 | Ring | |
12 Button [3 | Ext  [1170 | Ring | |
13 Button [ | Bt [1171 | Ring | |
14 Button [2 | Ext [1171 | Ring | |
15 Button [3 | Bt [1171 | Ring | |
16 | | | | | |
17 | | | | | |
18 | | | | | |
19 | | | | | |
20 | | | | | |
21 | | | | | |
22 Extension | | | | | |
23 Extension | | | | | |
24 | | | | | |
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Click on Commit at the top of the screen to save the new user.

Communication Profile Password

PROFILE SET : Primary

Communication Address

PROFILES

Identity Communication Profile

v

Session Manager Profile [ @)

CM Endpoint Profile [ @]

User Profile | Edit | 1160@devconnect.local

Membership Contacts

& System:

Use Existing Endpoints :

Template :

Security Code:

Voice Mail Number:

Calculate Route Pattern:

SIP URI:

| asss

Delete on Unassign from User or on

Delete User:

Allow H.323 and SIP Endpoint Dual '

Repistration:

B Commit & Confinue

* Profile Type:

#* Extension:

* Set Type:

Port:

Preferred Handle :

Sip Trunk:

Enhanced Callr-Info Display for 1-line

phones:

Override Endpoint Name and
Localized Name :

o co
| |
[re -o
—

6.4. Configure Privacy Users

Privacy users are configured on System Manager as bridged appearances on the primary user.
Add a ‘Privacy User’ in the same way as the primary user was configured in Section 6.3. Two
privacy users 1170 and 1171 were created to be used by the primary user 1160. Following the
same procedure as Section 6.3, under the Identity tab, enter a suitable Name and Time Zone.

Basic Info

Address

LocalizedMame

Identity Communication Profile

User Profile | Edit | 1170@devconnect.local

Membership Contacts

User Provisioning Rule :

* Last Name:

# First Name :

#* Login Name :

Description :

Password :

Confirm Password :

Endpeint Display Name :

Language Preference :

| Privacy User 1

| Speakerbus

| 1170@devconnect local

| Privacy User 1, Speakerbus

| English (United States)

B Commit & Continue

(= Cancel

Last Name (in Latin alphabet | Privacy User 1

ters):

First Name (in Latin alphabe

t | Speakerbus

8):

Middie Name :

Email Address:

User Type:

Localized Display Name :

Title Of User:

| Privacy User 1, Speakerbus

Time Zone: | (0:0)GMT - Dublin, Edinburgh, L. |
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A Communication Profile and Session Manager Profile are added as per Section 6.3, (not
shown here). Click on CM Endpoint Profile and enter the same Template information, that
being 9630SIP_DEFAULT_CM_8 1. Enter the appropriate Extension number (1170) and click
on the “configure extension” icon, highlighted on the screen below.

User Profile | Edit | 1170@devconnect.local = commisconnee | ([l © <
Identity Communication Profile Membership Contacts
Communication Profile Password
o * System: * Profile Type: | |
Cemmunication Address Use Existing Endpoints: * Extension: | 170 I - l
Template : a95305IP DEEA CM 2 N * Set Type:
Session Manager Profi [ @) | 96305IP_DEFAULT_CM_8_i B | | |
Security Code | | Port: | e = |
CM Endpoint Profile [ @
Voice Mail Number: | | Preferred Handle : | |
Calculate Route Pattern: Sip Trunk: | o |
SIP URI: | Delete on Unassign from User or on
Delete User:
Override Endpoint Name and Allow H.323 and SIP Endpeint Dual
Localized Name : Registration:

The same COR and COS that were selected for the primary user in Section 6.3 can be used for
this privacy user (not shown).
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Click on the Feature Options tab. The screen shot below shows the Feature Options that were
used during compliance testing. Ensure that Bridged Call Alerting is ticked as shown below, the
other features are ticked as default.

General Options (G) * _ Site Data (5) Abbreviated Call Dialing (2) Enhanced Call Fwd (E)

Button Assignment (B) Group Membership (M)

Active Station Ringing single v Auto Answer none ¥
Coverage After
MWI Served User Type None T F i T

Per Station CPN - Send
Calling Number

IP Phone Group ID Hunt-to Station
Remote Soft Phone

Mone ¥ Display Language english v

Emergency Calls as-on-local ¥ Loss Group 19
LWC Reception spe ¥ Survivable COR internal A
AUDIX Name MNone ¥ Time of Day Lock Table MNone ¥
Speakerphone Z-way ¥
g.'e‘g:.;{rl:lrtei;i:iclllowed default ¥ Voice Mail Number 6666
EC500 State enabled ¥ Music Source
E;itigni:i?;:one for This None ¥
r Features
Always Use Idle Appearance Preference

IP Audio Hairpinning
Bridged Call Alerting
Bridged Idle Line Preference
Coverage Message Retrieval
Data Restriction

IP SoftPhone

LWC Activation

CDR Privacy

Precedence Call waiting

Direct IP-IP Audio Connections

# Survivable Trunk Dest H.320 Conversion
Bridged Appearance Origination Restriction IP Video

# Restrict Last Appearance Per Button Ring Control
Turn on mute for remote off-hook attempt

IP Hoteling
*Required
Done
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Click on the Button Assignments tab (Main buttons) and configure Buttons 1, 2 and 3 as call-
appr. For compliance testing, buttons 4, 5 and 6 were configured as brdg-appr to extension
1160 (Primary iDUCX User).

General Options (G) *  Feature Options (F) Site Data (S) Abbreviated Call Dialing (A) Enhanced Call Fwd (E)

‘_ Feature Buttons Button Modules Phone View ‘

| |
| |
| |
Button |1 | Bt [1160 |
Button |2 | Bt [1160 |
| |
| |
| |

Button |3 Ext (1160

= I - T T N

Click on the Feature Buttons tab and ensure that Exclusion is set on one of the buttons, in this
case Button 24 was configured as exclusion.

General Options () *  Feature Options (F) Site Data (S) Abbreviated Call Dialing (&) Enhanced Call Fwd (E)

Group Membership (M)

| Mo outtons SR outton voduies | Phone view |

9

10
11
12
13
14
15
16
17
18
19

20
21

8
2

22 Ad Extension
23 cfwd-bsyda ¥ Extension
24 exclusion ¥

*Required
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7. Speakerbus ARIA iDUCX Virtual Deskstation Configuration

This section provides the procedure for configuring the Speakerbus ARIA iDUCX virtual
deskstation via the iManager Centralised Management System (iCMS). The iCMS comprises of
three components, the iManager web portal application, the iCMS communication service and
the iCMS database. The iManager web portal application consists of a series of configuration web
pages that allow administrators to manage the Speakerbus ARIA iDUCX virtual deskstation.
The procedure for configuring an iDUCX falls into the following areas.

Launch iManager Web Portal

Create/Verify User Policies

Create/Verify Device Policies

Create Network Services (including iGS Server)

Create Site and Call Region

Assign iGS to Call Region

Create CloudBase Collection

Check Device Defaults

Announce iCB Server

Set up iDUCX devices

Observe iDUCX

Create Users

Create Speakerbus iCS PBX (SIP Server)

Assign iCS into a Call Region

Create Avaya PBX (SIP Server)

Create Dial Plan

e Create Call and Privacy Appearances

e Assign User Permissions

e Assign Ownership (of Appearances to Users)

e Assign Default Call Appearances

e Synchronize Deskstations

Note 1: The Speakerbus iCS, iGS and iCB are separate products which should be installed, and
relevant IP addresses known before doing any of the configuration in the next sections. Refer to
Speakerbus support for assistance.

Note 2: This section displays some the configuration screens that may have already been
configured.
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7.1. Launch iManager Web Portal
To access the iManager software interface, open a web browser and type the iManager web
address, http://<ServerlP>/imanager. Enter the appropriate credentials and click Log in.

imanager

7.2. Creating/Verifying User Policies
Select Users = Policies in the left pane and click on New.

. User Policies
Logged in: paul { My Account | Log Out | Terms of Use )

Users Policies
i | New |
d

/1 Defaults Type| LAl

& Tempiates Name |
@ Groups E Avaya Appearances
g Corporate Directory lae] Avaya SM Voicemail
Partitions
ja=s] CUCHM Voicemail
Devices d & Default iDT12 Recording

Enter an identifying Name, in the Type dropdown box select VVoicemail, and enter a valid
address for the voicemail server, in this case a pre-configured hunt group number for voicemail

access is used. Click OK once completed (not shown).

General

Mame | Avaya SM Voicemail |

Type | |

Voicemail Settings:

Address | Go66 |

38 of 72
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Select Users = Policies in the left pane. Select and view the Default Privileges policy, (no
changes to this should be required, however, it is referred to later in these Application Notes).

Users

M Users

=41 Defaults

£ Templates

@ Groups

-;J' Corporate Directory
@ rariitions
Devices

@ Deskstations

B Gafeways

_', CloudBase

S| Policies

=41 Defaults
Call Servers

PBXz

ﬁ PEX Appearances

MNetwork

P sites

Call Regions

Q) Voice Services
a MNetwork Services

-

User Policies
Logged in: paul { My Account | Log Out | Terms of Use )

Users
[ ew | Dotete | ooty [ cony

TFDE|:!’-"- ]

! Avaya Appearances

o] Avaya SM Voicemail

jet) CLICM Voicemail

d & Default iD712 Recording
d b Default iDUCX Recording
ﬂ Default iTurret Recording
a Default Preferences

d & Default SET08 Recording
g iC5 Appearances

ﬂ. Mo recording

v

ﬁ,. Mo recording (aria)
g Voice Services

Security i
& Administrators
@ Roles
System General iTurret
k)
g Preferences Allow Group Talk Barge: b
1'-1_" Audit Log Allow Call Forwarding o
M Reparts Allow # To Complete Dialing [+
%4 System Allow Do Mot Disturb v
‘? Licensing Allow User Page Edifing b
Allow Fixed Key Editing bd
Allowe Alert Profile Editing b
Allow Personal Directory Editing |+
Allow CTI L
Allow SIPTAPI b
Allow Recording Tone Confrol b
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Select Users - Policies in the left pane. Select the Default Preferences policy, click the iTurret

tab and review the default settings (no changes should be needed to these; however they are
referred to later in these Application Notes).

User Policies

Users

a Users

51 Defaults

8 Templates

@ Groups

&3 Corporate Directory
@ Paritions
Devices

@ Deskstations
. Gateways

—' CloudBase

:E| Policies

= Defaults
Call Servers

PEXs

& PBX Appearances
Network

@ sites

Call Regions

@ Voice Services
a Metwork Services
Security

ﬂ Administrators
@ Roles
System
%§ Preferences

1A Audit Log

|lii] Reports
t% System

J Licensing

Logged in: paul { My Account | Log Out | Terms of Use )

Users
[er ] ociee | o | G |

TYDE| LAl]
e _____________________________________________________|
E Avaya Appearances

g Avaya SM Voicemail

lgs| CUCM Voicemail

46 Default iDT12 Recording
.ﬁ. Default iDUCX Recording
5]_. Default iTurret Recording
=| Default Privileges

4 Default SE708 Recording
! iCS Appearances

.ﬁ. No recording

M |

a & No recording (aria)
E Voice Services

Page:n

General iTurret

General: iIEB01:
Display Language | English v | Mute Button Ganging |+
) Group Button Ganging
Time Display Format | 12 Hour v |
Conferencing Mode | Fast v | Bl=re
. X Remaote Party Name |«
Dynamic Keys Call Display | all calls v | b rted Identty (¢
Dynamic Keys Auto-Refresh From Display Name [«
Log Intercom Calls in Call Register b
MW For Missed Calls TECET
Fast flash LED for unanswered calls (seconds) | 0 | D S = 5
Screen Saver Timeout
Altemate flash LED for on-hold calls {seconds) | 0 |
Screen Saver Day / Night Mode
Speaker Playback Duration | [ Off ] r |
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7.3. Creating/Verifying Device Policies

Select Devices = Policies in the left pane. Select the Default RTP Media & SIP policy (no
changes should be needed to these; however, they are referred to later in these Application Notes).

Device Policies

Logged in: pauwl { My Account | Log Out | Terms of Use )

8 Deskstations
B Galeways

B Call Regions
@ Voice Services
ﬂ MNetwork Services

-

& users | New | Delete | Apply | copy |

=| Policies

41 Defaults Type | [ All ] d

& Tempates (Name |
@ Groups _ |=F Default Call Logging

g Corporate Directory 4 b Default Device Recarding

Partiti X
artions I Default Digital E1 Trunk

Devices

= CloudBase i Default iCMS Connection
4§ Default iDT12 Recording

w" Defauits 4 b Default iDUCX Recording
Call Servers [W] Default iTuet Ethernet Ports
PBXs 4 b Default iTurret Recording

Q PBX Appearances =
Metwork E| Default SbRTP

ﬂ Sites \ﬂ. Default SET0S Recording

1! Default Digital T1 Trunk
[W] Default Ethernet Port
1E| Default Gateway RTP

& Default RTP Media & SIP

= Default SHMP
|=F Mo Logging
4 5}'.. Mo Recording

Security H Page: n | @

£\ Administrators

@ Roles General

System -

- Mame | Default RTP Media & SIP |

3@ Preferences

1A Audit Log Type | |

(1] Reports RTP Media Seftings:

{‘% System Time To Live | 120 |

,ﬁ‘ Licensing
DSCP Value o |
RTCP DSCP Valus | o |
SIP RTP Media Settings:
Preferred Codec |G.711 A-Law v |
Preferred Intercom Codec | G.711 A-Law v |
Preferred ARIA Codec | G.711 v
Voice Activity Detection
SIP Signalling Settings:
Allowe UDP SIP Signalling [+
DSCP Valus |0 |
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Staying on Polices, select and view the Default SbRTP policy (no changes should be needed to
these; however they are referred to later in these Application Notes).
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Devices Collections
(ew J Dotee | ooy [ cony_

TFF'E|:!’5- ] '|

|57 Default Call Logging

.ﬂ.. Default Device Recording
N Default Digital E1 Trunk

N Default Digital T1 Trunk

[W Default Ethernet Part

| Default Gateway RTP

), Default iCMS Connection

d b Default iD712 Recording

4 b Default IDUCX Recording
[W] Default iTurret Ethernst Ports
\ﬁ'.- Default iTurret Recording

:= Default RTP Media & SIP

d b Default SET08 Recording
B Default SNMP

|=F Mo Logging

v F‘age:n 2 EE | ||§|
General

Name | Default SbRTP |

Type | |
SHRTP Media Settings:

RTP Payload Code | 96 |
Time To Live | 1 |
DSCP Value E |
Bandwidth | Standard v |
Packet Size | 4 ms v |
Voice Activity Detection Ll

Lost Packet Tolerance (%) | 50

iSeries Compatibility | Version 3.0 ¥

Sample Slip Tolerance (%) | 100 |
|
|

SBRTP Inactivity Timeout | 500 ms v
RTCP Keep Alive
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7.4. Creating Network Services

A network service is an addressable entity that a device uses to contact the relevant service when
and where required. Defining network services here merely defines the network service
configuration, it does not cause it to be used by any devices. Network services can be assigned to
devices via the device configuration or via a policy, depending on the network service type.

To create an NTP Server, select Network - Network Services in the left pane, click New and
select NTP Server from the dropdown menu (later not seen).

- Metwork Services
Logged in: neilh { My Account | Log Out | Tenms of Use }

Users

; Users
_El Policies
+] Defaults
B Templates
@ ‘Groups
&4 Corporate Directory
{. Partifions
Devices.
@ Deskstations
. Gateways
e CloudBase
& Policies
2] Defaults
Call Servers
[ Pexs
@ FEX Appearances
2&| Policies
Network
P sites
E Call Regions
() Voice Services

B Network Savices

General

Type |[ All ]

i@ cMs comms

iCMS Communications Server 10104072

Complete the following fields (not shown):

¢ Name

e Private Address
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To create an iGS Server, select Network - Network Services in the left pane, click NEW and
select iGS Server from the dropdown menu.

= Network Services
Logged in: paul [ My Account | Log Out | Terms of Use )

Users Metwork Services Call Regions

-~

A Users

e [ New | Detete | Apply

! Defaults Type| all] T | Slalus| [All]

& cous T O

&§ Corporate Directory

@ Faritions —|Genml

Devices

@ Deskstations Name | IG5 Server |

, Gateways Type | |

o CloudBase iGS Server Setfings:

22 Policies

) Defaults Authentication Name | MG-2 |

efaults
Call Servers
PEXs Private Address | 10.10.40.77 |
PBX Appearances n

.j; 5 ;‘.’FF | | Pubiic Adaress | |
=| Policies

Network

@ sites

4 Call Regions
:
() voice Seniices

B Network Services

Complete the following fields (not shown):
e Name Enter a descriptive name for the site
e Private Address Enter the ip address of the iGS server

Note: Refer to the Speakerbus iManager Administrator's Guide.

Click OK once completed.
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7.5. Creating Site and Call Region
A site represents the location where the Speakerbus iSeries equipment is installed. To create a
Site, select Network - Sites in the left pane, click New.

Note 1: A Default Site is available and can be used if required.

- Sites
Logged im: paul { My Account | Log Out | Terms of Use )

Users

& Users
_E| Poiicies @ Defautt Sit=

i Defauts
; Feo=l | [N

@ Groups

&9 Corporate Directory
{l Partifions
Devices

G Deskstations

. Gateways

= CloudBase

ﬂ Policies

TJ’ Defaulis

Call Servers

FEXs

@ PBX Appearances
_E| Policies

Network : Genaral

Ed Call Regions
(f) Voice Sensices
i@ Metwork Services

Complete the following fields (not shown):
e Name Enter a descriptive name for the site

e Remote Site Leave unticked for most cases.

Click OK once completed.
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A call region represents part of an organisation's network over which all devices associated with
the call region can communicate call audio and call signaling. To create a Call Region, select
Network - Call Region in the left pane, click New.

Note 2: A Default Call Region is available and can be used if required.

Users

& Users

2E| Policies
3| Defaults
E, Templates

@ Groups

() Partitions
Devices
@ Deskstations
. Gateways
. CloudBase
j Puolicies
1;‘ Defaulis
Call Servers

¥ FExs

j Fuolicies
Hetwork

P sites

&4 Corporate Directory

@ PEX Appearances

(f) Voice Senices

Call Regions
Logged in: neilh - paul { My Account | Log Out | Terms of Use §

o]

Move Deskstations. ..

3 Defult Call Region

I General iC5 534M

i@ Metwork Services

Complete the following fields (not shown):

Note

Name

Partition Checking
Priority for P2P
IGMP Auto-leave

DMVS Intercom Calls

Click OK once completed.
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7.6. Assign iGS Server to a Call Region

iIGS Servers are used to support connections between the ARIA deskstation and ARIA session
controllers (either hosted on iTurret devices or CloudBase Servers (iCB’s)).

To create a Site, select Network - Call Regions in the left pane, select the Call Region already
created (or the default) and select Call Regions in the top bar (as seen below).

- Call Regions > Default Call Region = iG5 Servers
Logged in: paul { My Account | Log Out | Terms of Use §

Call Regions  Woice Service Provisioning

Users

-
w Users

Assign Private Address
& Policias

v

! Defaults Is Assigned |[ All ]
£l Templates Mame
@ Groups P IG5 Server
&4 Corporate Directory
(W) Partitions PEEE:“
Devices
‘ Deskstations
B Gateways
= CloudBase
& Policies
3] Defaults
Call Servers
PEXs
@ PEX Appearances
- &| Policias
Network
D sites

() Voice Zenices
i@ Metwork Services

Select the iGS Server in the list and click Assign Private Address, to assign the iGS to the Call

Region.

Note: Refer to the Speakerbus iManager Administrator's Guide.
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7.7. Create CloudBase Collection

Collections provide a way to group CloudBase servers (iCB) together to form resilience and
capacity within the CloudBase network. All CloudBase servers (and the iDUCX devices running
on those servers) inherit settings from their associated collection. Select Device - CloudBase in
the left pane, click New.

. CloudBase Collections
Logged in: paul { My Account | Log Out | Terms of Use )

Users Collections JEE=E-Tl-T -]
-
Users
b
& Policies m
J Deuts Wame st |CalRegion |
E\ Templates 7 Default CloudBase Collection Local Site: Default Call Region

@ Groups F'age:n @

G Comporate Dirmctnny |
(i Partiions
Devices
G Deckstations
. Gateways
m General P Network Management Recording
& Policies
3 Defaults

Confirm the following fields are set.

General Tab
e Name Enter a descriptive name for the call region
e Site Set with what created in Section 7.5
e Call Region Set with what created in Section 7.5
IP Tab
e NTP Server Set with what created in Section 7.4
Network Tab

e SbRTP Media Policy is set to Default SORTP

e RTP Media Policy is set to Default RTP Media & SIP (use the link to go to the policy to
change the audio codec used, default is G.711 A-law)

e Ethernet Ports Policy is set to Default Ethernet Ports

e Time zone is set to the relevant time zone

Management Tab
e ICMS Communication Policy is set to the default
e iCMS Communication Server is set to Auto-Locate iCMS if using DHCP / DNS
e Enable Live Updates Ticked

Note: Refer to the Speakerbus iManager Administrator's Guide.
Click APPLY once completed.
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7.8. Check Device Defaults

The default configuration is used when a new device is created either from an auto-announce or
from iManager. Select Device - Defaults in the left pane.

- Device Defaults
Logged in: paul [ My Account | Log Cut | Terms of Use §

Users Apply

& Users

| Policias General CloudBase IP Network Management Deskstation Gateway Recording

y] Defaulis Generak

& Templates Site |Der'au|t Cite il ]
8 o | : .

&) Comparale Directary Call Region |Derault Call Region ll [#]
(@ Partitions iG330 Configuration Mode |Device Web Page il
Devices .

Firmware:

@ Deskstations

- Gateways TFTP Server |[ Naone ] VI

= CloudBase Filenames:

2&| Policies Type Enabled Filename

D100 O

Confirm the following fields are set.

General Tab
e Site Set with what created in Section 7.5
e Call Region Set with what created in Section 7.5

CloudBase Tab
e CloudBase Collection Set with what created in Section 7.7
e Starting iDUCX MAC Address Set this with the MAC Address for the first iDUCX

IP Tab
e NTP Server Set with what created in Section 7.4

Network Tab
e SbRTP Media Policy is set to Default SORTP
e RTP Media Policy is set to Default RTP Media & SIP (use the link to go to the policy to
change the audio codec used, default is G.711 A-law)
e Ethernet Ports Policy is set to Default Ethernet Ports
e Time zone is set to the relevant time zone

Management Tab
e ICMS Communication Policy is set to the default
e iCMS Communication Server is set to Auto-Locate iCMS if using DHCP / DNS
e Enable Live Updates should be ticked

Note: Refer to the Speakerbus iManager Administrator's Guide
Click APPLY once completed.
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7.9. Announce iCB Server

A CloudBase server (iCB) is the host for one or more iDUCX deskstation devices. The iCB
server(s) will automatically announce to the iCMS server if the appropriate DHCP record are
created prior to the iCB server(s) being powered up.

Confirm the iCB server you have installed and powered up is visible in the list by going to
Devices 2 Cloudbase - Servers. Verify the following:
e The iCB server has announced into the correct CloudBase Collection
e It has the correct ip address (confirm via SSH connection onto the iCB Server)
e It has the correct MAC address of the server (confirm via SSH connection onto the iCB
Server)
e It has the correct Software version (confirm via SSH connection onto the iCB Server)

Note: Later three items above are not in the screenshot below.

. CloudBase Servers
Logged in: paul { My Account | Log Out | Terms of Use )

u Collection
= ] cotes [
= Users
_&| Policies m
! Defaults Collection |[ All] il Rale |[ Any | il Status |[ Al ]
8 Tempiates Mame  [Coleson ______|Rolks |
@ Groups B ica Default CloudBase Collection
&8 Corporate Directory M
(W) Fariitions | PEEE:“ | ”E
Devices Goneral
G Deskstations
. Gateways
_El Policies
3] Defaults v
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7.10. Set up iIDUCX Devices under the iCB Server
To create a number of iDUCX devices, go to Devices - Cloudbase - Servers, select the iCB

server in the list (as seen in below).

CloudBase Servers

Logged in: paul { My Account | Log Out | Terms of Use e Daeaatey I?I [l e ’ manager
Users s Collections m
au= e L ous ooy |
! Defaults Collection |[ All ] v | Role |[ Any ] v| Status |[ All ] |
8 reps T T
& croups - IcB Default CloudBase Collection | [w1040.232 [o0:0C:20:32:50:08
&4 Corporate Directory
(@ Partitions Fage:n | “@ 1 rows in 1 pages @
Devices Ganeral
@ Deskstations 3 T
- Gateways Generak ICMS Communications:
Mame | ICB | Last Contacted Server |CMS W |E|
_=| Policies Collection [pefaute CloudBase Collection v|@  Lastin Contact
%! Defaults
C:ll Servers MAC Address | 00:0C:29:33:5D:08 |
f— Device Server Role [
@ PEX Appearances DSP ServerRole [
1| Policies Codec Server Role [
Network IP Address
9 Sites Software Version
3 Call Regions T 2
() Voice Services
i@ Network Services Call Region E]
Confirm the following fields are set.
General Tab
e Device Server Role Ticked
e DSP Server Role Ticked
e Codec Server Role Ticked

Once the above are ticked, three more tabs will show called Device Server, DSP Server and

Codec Server.

General | Device Server D5P Semver Codec Server
General:

Mame | ICB |
Callection | ||E|
MAC Address | 00:0D:29:23:1E:FF |

Device Server Role |+
DSP Server Role b
Codec Server Role |+
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Select Device Server tab. Set Device Count to the required number of IDUCX (refer to

Speakerbus documentation for correct count values).

General Device Server | DSP Server

Device Count i

Codec Zerver

Primary DSP Server | [ Auto-Locate ]

d

Backup DSP Server | [ Auto-Locate ]

d

Once this is complete the three Roles icons on the main list should appear as below.

The following under the Status column should also be observed, this means the iCB is out of

sync and needs to sync. Do this by clicking the Synchronise button.

Note: Refer to the Speakerbus iManager Administrator's Guide.

Click APPLY once completed.
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7.11. Observe iCB Server and iDUCX Virtual Deskstation
The iCB Server should register using the CloudBase settings (which have been set up in the

preceding sections above). To view the settings, select Devices = Cloudbase in the left pane. In
the Network tab, verify the following are configured.

SbRTP Media Policy is set to Default SORTP
RTP Media Policy is set to Default RTP Media & SIP (use the link to go to the policy

to change the audio codec used, default is G.711 A-law)

CloudBase Collections

Logged in: paul { My Account | Log Out | Terms of Use )

Users
N Users
Policies
=1 Defaults
@ Templates
@ Groups
& Corporate Directory
@ Pariitions

Devices

@ Deskstations
B Gafeways

:=| Policies

=41 Defaults
Call Servers

PEXs

@ PEX Appearances
Network

D sites

Call Regions

Q) Voice Services

Name

&

ew ] ooete | Aowy |

- Galway CloudBase Collection

g Metwork Services 1 General IP Metwork Management Recording
L

Security || SbRTP Media Policy | Default SRTP v @

ﬂ Administrators ) _ - —

@ Roks RTP Media Policy | Default RTP Media & SIP v |7

System VLAN | [ None ] ¥ |

4 Preferences Time Zone | Europe: London v |

(A Audit Log Dial Tone Locale | UK v |
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Click on the Devices = Deskstations, select the iDUCX required.

Users Deskstations
-
g o Lless
=] Policies
) Defaults Site | [ All ¥ | Call Region | [ Al ¥ | Type| [ A ¥ | status| [All ]
& o — I T o e e, St
& crows g id305-000E42 Galwaylab Gawaylab | iTumel  10.10.40220  00:05.83000E49 3.520.1.0  Speakerbus User
g Gorporate Directory @ id808-0012F4 Galway Lab Galway Lab iTumel | 10.10.40.236  00:05:83:00:12F4 3.520.1.0
Parii
erilions @ id308-001B12 Galwaylab  Galwaylab  |iTumel 101040213 000583001612 352010  Speakerbus User
Devices 8 iducx-000000 Gahway Lab GalwayLab  [iDUCX [10.10.40.235 [02:058300.00:00 |3.422.1.0 Speakerbus User [ X |
* Deskslalions A | (7} iduex 000001 Galwaylab  Gawaylab  |iDUCX 101040208 020583000001 342210  Speakerbus User &
& Gateviays .
: poge — Srovsin 17230 [B
42 ClougBase G gn@ pages (5]

Under the General tab, ensure that the appropriate CloudBase Collection is chosen, this should
be that shown on the previous page.

Devices
B Gateways
—' CloudBase @
:=| Policies
3] Defaults
Call Servers

PEXs

@ PEX Appearances
Network

D sites

Call Regions

@ Voice Services
@ Metwork Services

Security
&, Administrators

@ Roles

System

K Preferences
{2 Audit Log
|l Reports
% System

ﬁ‘ Licensing

Page:n |

[

a9 iducx-000000

£ iducx-000001

General IP MNetwork Management Recording
Mame iducx-000000
Type
MAC Address

Firmware Wersion
Site

Call Region
CloudBase Collection

CloudBase Server

B & & &
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7.12. Create Users
To create a User, select Users = Users, click New.

- Users
Logged in: pawl { My Account | Log Out | Terms of Use )
[uscEct | [ New Users |
New Users...
25| Policies m
/1 Defauits Group [[ All ] [+ pariiion [ All ] [+] site[[ ANl ] [+] sl Region [ All ] [v]
.
a Groups
& Corporate Directory
(@ Pariitions PEEE:“ 2 |I| E I—“E
Devices General iSerias iTurret Intercom Recording
@ Deskstations
. Gateways
et CloudBase
LE| Policies
+ Defaults
Call Servers
& Fexs
@ FBX Appearances
LE| Policies
HNetwork
P Sites
E Call Regions

(&) Voice Senices
i@ Metvork Services

Confirm the following fields are set.

General Tab
e Name Enter a descriptive name for the call region
e Privileges Policy This should be set to the default in Section 7.2
e Preferences Policy This should be set to the default in Section 7.2
iTurret Tab
e Logon Name Enter a relevant logon name (8 — 16 characters in length)
e Logon Password Enter a relevant logon password
e Verify Password Enter a relevant logon password (should match above)
e Voicemail Policy This should be set to the policy in Section 7.2
e All other areas can be left at defaults (refer to the Speakerbus iManager

Administrator's Guide)

Note: Refer to the Speakerbus iManager Administrator's Guide.

Click OK once completed.
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7.13. Create iCS PBX (SIP Server)
To create a PBX, select Call Servers >PBXs, click New.

- PBXs
Logged in: paul { My Account | Log Cut | Terms of Use )
Users

L)

e | New

- =| Policies
=1 Defaults

a Templates Fage: n |

&) Corporate Directory
(W Paritions
Devices

@ Deskstafions

B Galeways

52 CloudBase

:=| Policies

=1 Defaults

Call Servers

K rBxs

@ PEX Appearances

Metwork

@ Groups |

Complete the following fields (not shown):

e Name Enter a descriptive name for the SIP/PBX server

e Type Select Speakerbus from the dropdown list

e Port Enter 5060

e Registrar Address Enter the IP address of the Primary Session Manager

e iCMS Communications Server Enter the appropriate server from the dropdown list
e NTP Server Enter the appropriate server from the dropdown list

Note: Refer to the Speakerbus iManager Administrator's Guide.

Click OK once completed.

PG; Reviewed: Solution & Interoperability Test Lab Application Notes
SPOC 6/9/2020 ©2020 Avaya Inc. All Rights Reserved.

56 of 72
iDUCX_SM81



7.14. Assign iCS to Call Region

To assign an iCS server into the created Call Region (from Section 7.5), select Network - Call
Regions (not shown), select the Call Region to be used and select the iCS tab.

General iCS

iCS Controller [ Mone ] ¥

Multicast Control Channel Address

Multicast Control Channel Port 3560

Multicast Control Channel TTL 1

SBRTP Media Policy Default SbRTP ¥ @

Multicast Pool Start Address

Multicast Pool Size 10

Multicast Pool Port 3500

Multicast Control Channel DSCP 0 |

Complete the following fields:

iCS Controller Set this with the iCS created in Section 7.13
Multicast Control Channel Address Set this with a valid multicast address

Multicast Control Channel TTL Change this value to higher than 1 if traversing
multiple network nodes

SbRTP Media Policy This should be set with Default SORTP
Multicast Pool Start Address Set this with the multicast start address within the
range for the MCC Address above

Note: Refer to the Speakerbus iManager Administrator's Guide.

Click APPLY once completed.

The iCS Server that was added to the above Call Region will now go out of sync, this can be left
to auto-sync or can be manually synchronized as follows. Navigate to Call Servers >PBXs,
then select the iCS server(s) and click the Synchronise button (not shown).
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7.15. Create Avaya PBX (SIP Server)
To create a PBX, select Call Servers >PBXs, click New.

- PBXs
Logged in: paul { My Account | Log Cut | Terms of Use )

Users

; Users

‘S| Policies

=1 Defaults

a Templates
@ Groups

&) Corporate Directory
(W Paritions
Devices

@ Deskstafions
B Galeways
<2 CloudBase
:E| Policies

=1 Defaults

Call Servers

K rBxs

@ PEX Appearances

Metwork

Complete the following fields (shown on next page):

Name

Type

Port

Registrar Address
SIP Domain

Enter a descriptive name for the SIP/PBX server
Select Avaya from the dropdown list

Enter 5060

Enter the IP address of the Primary Session Manager
Enter the appropriate SIP Domain

Note 1: A server locater record (SRV) for the registrar address and SIP domain may be created
on DNS if the registrar address is set to devconnect.local, in the example below it will not be
required. Refer to the Speakerbus iManager Administrator's Guide for the correct configuration

of DNS.

Note 2: If using failover, then a second PBX will be created and added to the Secondary PBX
dropdown box.
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General Inbound Cuibound

General:

Mame | Galway SM |

Type | Avaya ¥

Pot | 5060 |

Avaya PBX Settings:

Regiztrar Address | 10.10.40.32

SIP Domain | devconnect.local

Secondary PBX | [ Mone ] r
Tertiary PEX | [ None ]

Registration Delay (s} | 30

Registration Timeout (s) | 30

Registration Attempis | 3

Ad-Hoc Conferencing [ |

The Outbound and Inbound tabs are left with their default values, Click OK (not shown).

General Inbound Outbound e T R
Internal:
Internal:
Length
Length | 4 | . |4
Prefix |
Prefix | |
Loecal:
Local:
Length | 6
Length | 4 |
Prefix |
Prefix | |
Mational:
Mational: Lot | i1
Lengtn | 10 | Prefix |
Prefix | |
Internaticnal:
International: PR ‘ 00 |
Prefix | | Prefix ‘ |
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7.16. Create Dial Plan
To create a PBX specific dial plan, select Call Servers >PBXs, select the Dial Plan tab, click

New.

Users

& Users
:E| Policies
=41 Defaults
£\ Templates
@ Groups
& Cormporate Directory
@ Pariitions
Devices
g Cesksiations <
B Gateways
_', CloudBase
-S| Policies
=41 Defaults

Call Servers

i pPBX=

PBXs = Galway SM > Dial Plan
Logged in: paul { My Account | Leg Cut | Terms of Use |

[ow

Dial Rule

Mo records to display.

Q PBX Appearances

&l

Under the General tab fill in the Dial Rule. Press OK when completed.

General

Dial Rule | 1xjex

Repeat this for all valid extension formats.
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7.17. Create Call and Privacy Appearances

Three call appearances must be created for each Speakerbus ARIA iDUCX virtual deskstation.
One is for the main appearance, and one for each of the privacy appearances (handset 1 and
handset 2). As previously explained, three extensions are configured in System Manager for this

purpose.

To create the main appearance, click Call Servers >PBX Appearances in the left pane, click

on New.

PBX Appearances

Users

; sers

:E| Policies

=¢1 Defaults

a Templates

@ Groups

&) Corporate Directory
W Paritions
Devices

@ Deskstations
B Galeways

& CloudBase

=| Policies

=1 Defaults

Call Servers

™ rExs

# PBEX Appearances
Network

P sites

Call Regions

_CB Voice Services

Logged in: paul { My Account | Log Out | Terms of Use )

&

(2T e le=0 8 Lser Permissions  Group Permissions
m Apply Assign Ownership... | Clear Ownership

v

PBx|I-:« ] 'lTyp-El:.L‘-. ]
i Matt Cheattle
i Meil Higgs

i Paul Greansy

@ Russell McLean

i Speakerbus User Py
il Speakerbus User PV
i Speakerbus User P2
i Speakerbus User P2
i Speakerbus User 2
i Speakerbus User 3
@ Speakerbus User 4
i Speakerbus User 5
@ Tim Game

Select the PBX created in Section 7.5 (in this case Galway SM), then select the Type of
appearance to be created (which is Call in this case) and configure the following under the

General tab:

e Provide a descriptive name for the appearance in the Name field, such as the extension or

user’s name.

e Setthe Long Label field to the label that will be displayed for the call appearance button
on the iDUCX deskstation. The Address field should also be set to the appearance

extension.

e Set the Maximum Appearance field to the number of call appearances configured on the
station in System Manager (the number of call appearance buttons dictates the number of
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calls on the system the user can have directed to them). When all of the call appearances
are not idle the user is considered busy and no further calls can be routed to them. Up to a
maximum of 10 call appearances may be configured on Communication Manager for
each iDUCX deskstation.

Check the Message Indication checkbox for voice mail purposes and the Allow
Outbound Calls.

The Authentication Name and Authentication Password fields should be set to the
extension and password configured on System Manager in Section 6.3. These are the
credentials that the Speakerbus ARIA iDUCX virtual deskstation will use to authenticate
and register with Session Manager. Use the default values for the other fields. Click OK
(not shown).

General

PBX |

Type |

Call Appearance Settings

Name Speakerbus User 1
Long Label

Maximum PBX Appearances | 3

|
|
Address 1180 |
|
|

Cutbound Calls Allow All A
Message Indication «
Authentication Name 1150 |

Change PBX Authentication Password._

Repeat the procedure for the two corresponding privacy appearances. Click the New button to
add another appearance. In the General tab select the PBX created in Section 7.5, set the Type
field to Privacy 1 and complete the Address, Authentication Name and Authentication
Password fields. The last two fields should be identical to the setup in System Manager for
registration to occur. Press OK (not shown) to commit the created appearance.

General |

PBX [
Type |

Privacy Appearance Settings

Mame
Long Label

Address 1170 |

Authentication MName | 1170 |

Change PBX Authentication Password. ..
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7.18. Assign User Permissions

Appearance permissions must be assigned to the created users. Select Call Servers >PBX

Appearances in the left pane, select the Call Appearance from the list, and select the User
Permissions tab at the top of the page.

PBX Appearances
Legged in: paul { My Account | Log Out | Terms of Use |

Users Group Permissions

-

b Users Delete | Apply Assign Ownership... | Clear Ownership

. | New | Delete | Apply |

) Defaults PEX| [ All ] v | ype| L AN ] v
£} Templates

@orows @ Mait Cheattie

g Ccr;ljc.:-raie Directory @ Neil Higgs

Paritians @ Paul Greaney

Devices

@ Russell McLean
@R Deskstations & @ Speakerbus User PV1

—_. Gateways @ Speakerbus User PV1

—’ C|°.“f|3'353 @ Speakerbus User Pv2

-_§ Palicies i@ Speakerbus User Pv2

/) Defauts
Call Servers @ Speakerbus User 2

FBXs

@ Speakerbus User 3

Page:n 2 E@ @

A PBX Appearances

Select the user to give permissions to and select Allow from the Permissions drop down list and
click Apply.

FBX Appearances QS @e=ilEE 1

Group | [all] i |P‘artiliu-r|| [ All] v | Site| [All] v | Call Region

a Speakerbus User 1
; Speakerbus User 2

Group Permissions

a Speakerbus User 3
; Speakerbus User 4
a Speakerbus User 5

< raoefll > I

General

Permiszion | Allow v |

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 63 of 72
SPOC 6/9/2020 ©2020 Avaya Inc. All Rights Reserved. iDUCX_SM81



7.19. Assign Ownership

Appearance ownership must be assigned to a user as it enables the Speakerbus ARIA iDUCX
virtual deskstation to distinguish between the owner of the call or appearance as opposed to
someone who is bridged on to that appearance. Select Call Servers >PBX Appearances in the
left pane and click on the Assign Ownership button. Filter accordingly and select the user from
the User to assign ownership to drop down list. Click OK.

— PBX Appearances
Logged in: paul { My Account | Log Out | Terms of Use )
Users PBX Appeara User Permissions  Group Permissions
a Users . . "
MNew | Delete | Apply Assign Ownership... | Clear Ownership
88 Poss | New | Delete | Apply |
54 Defaults PBXl [All e | [All
£\ Templates
@ croups @ watt Cheattle Al | London iC5
y ) ; ; -
[ Cur;lac.:rale Directory Q Neil Higgs Filier by Seated Site [All] London iCS
@ Paritions @ Paul Greaney Filter by Seated Region | [all] M | London iCS
Devices <i;> @ Russell McLean Filter by User Group | [All] v | London iCS
Desksiations P
2 - Q Speakerbus User PV1 Filter by Partition | [Al] v | Galway SM
- Bla b @ Speakerbus User PV1 Galway SM
o 4 i i T
J CloudBase Q Speakerbus User PV2 User to assign ownership fo | Speakerbus User 1 | Gatway SM
:=| Policies Q
= Speakerbus User PV2 CIK Cancel Gahway SM
ﬁ Dt A Speakerbus User 1
Cl Servers Q Speakerbus User 2 Galway SM
PBXs Q Speakerbus User 3 Galway SM
A PBEX Appearances
K| < Page:n 2 E| E | |
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7.20. Set Default Appearance
Select Users = Users in the left pane.

Users S~ [

SPEAKER : 1 - ?
Logged in: paul { My Account | Log Out | Terms of Use ) @ RkiGSHoR N L S et ) manager
Users m Group Memberships Voice Services Speed Dials PEX Appearances Aleris  Personal Dir.  Key Layout Tile Layout
:

. Delete | Apply Seat.. | Unseat m Apply Template... New Template...

o [ tew | Detete | nopiy Jf seat.. | unseat |

5 Defauts Group [ All ] ¥ | partiion [ L A1l ] v | sie[ LAl ] ¥ | cail Region| [ All ] v

£} Templates iTurret Logon | Intercom Logon | Dial Number | Seated Device
8 cous 5 Speaters User e | on | oo
g Gorporate Directory & Speakerbus User2 fimothygame 3002 8 i9303-000E49

Partiions & Speakerbus User 3 neilhiggs 3004 £} iducx-000000

Devices & Speakerbus User 4 mattcheatlle 3003 {7} iducx-000001
&Qo @ || & speskerbus Users paulgreaney
- Gateways B

= Page: 5rowsin 1 pages |&
&2 CloudBase 2 n ......................... @ ..................................................................................................................... =

Within the General tab fill in the following:
o Default PBX Appearance Type  Select Call from the drop-down list
e Default PBX Appearance Select the appropriate user from the drop-down list

Click APPLY (not shown) once completed.

General iSeries iTurret Intercom Recording
General:

Mame | Speakerbus User 1 |
Privileges Policy | Default Privileges r |E
Preferences Policy | Default Preferences ¥ |E
Default PEX Appearance Type | Cal ¥ |
Default PEX Appearance | Speakerbus User 1 ¥ |E
Cuiet Office | Disabled ¥ |
Cigco Device Name Prefix | russellmclean |
Additional Info #1 | |
Additional Info #2 | |
iICS Registration Mame
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Within the iTurret tab, provide the logon credentials by clicking on the Change Password
button and enter a Login Name and Password (not shown) and enter the following:

e Voicemail Policy Select the voicemail policy as configured in Section 7.2
e Move to Idle Handset Mode Select Move Call from the drop-down list
e Enable Latching Tick Group Button 1, 2, 3and 4

Click APPLY (not shown) once completed (although, this page will be revisited later to
configure the default call appearance for this user).

General iSeries | iTurret | Intercom Recording

iTurret: Preferences: Device Preferences:

Logon Name Move To Idle Handset | Move Call v | Speaker Source | Gooseneck A |
Auto Hold/Clear | Off v | Handset 1 Volume | 10 b |

- Angwer On Idie Handset | Off v | Handset 2 Volume | 10 b |
Policy | Avaya SM Voicemail M Handset Push Button Mode | Push to mute v | Acoustic Shock Protection Override |«
a0t Double-Tap Speaker To Handset (¢ Handsfree Microphone Type | Gooseneck v |
i E

Auto-Hide Menu
Enable Key Press Tones
Enable Loud Listen Mode

Group Button: 12 3 4
Enable Latching: |« [« [#*] |#*!

Intercom Audio Device Handset v

Repeat the previous steps to add more users.

Once the users are added, set up the PBX appearances for these users and then add them as
Default PBX Appearances, see subsequent sections for further details.

Group Memberships Voice Services Speed Dials PBX Appearances Alerts Personal Dir.  iTurret Layout

Group [[ Al ] [~ Partition [ All ] [~] site [[ Al ] [~ ] call Region [[ All ] T~

Name
# Avaya User1

-
& Avaya User 2

-
- Avaya User 3

Page: [l of1 Rows:3 2Reload [ JFind
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7.21. Synchronise Deskstations
Any changes made to the profile within iManager will be updated on the iDUCX device after OK

or Apply is pressed. However, some changes will require a synchronization to push the new
configuration to the iDUCX without disruption to the user. Select Devices - Deskstations and

select the desired deskstations.

@ taigaton (P)repisearnn [ MANAGES

— Deskstations
Logged in: paul { My Account | Log Out | Terms of Use )

Users Deskstations
B Us
i Users m Unseat Synchronise Feature Keys.

=] Policies

[ Defauits v | status [ L4111 v]
£ Tempiates CallRegion |Type |IPAddress |MAC Address |Firmware | Seated User | Status
e yp
B Grous i+ idS05-000E49 Galway Lab 10.10.40.220 | 00:05:63:00.0E:49 |3.520.1.0 SpeakerbusUser| |
g Corporate Directory i idB08-0012F4 Galway Lab 10104023 |0005830012F4 352010 | | ]
b

arifians i+ id808-001B12 Galway Lab 10.10.40.213 | 00:05:63:00:1B:12 |3.520.1.0 SpeakeusUser| |

Devices & iducx-000000 Gahway Lab 10.10.40.235 3:00.0000 (342210  |SpeakemusUser [(ZX |

Speakerbus User fe

* Deskstalions R || 7 iaueoo001 Galwaylab  Gawaylab  iDUCK  10.10.40.209  02:05:83.00:00:01  3.422.1.0
= Gatouiays Face Y] 51ows in 1 pages
5] Policies

5 Defaults

"c,almsgmn|j¢ 1 "Type‘ja\ 1

sue| [Al]

Call Servers
S rexs

@ PBX Appearances

Network

Click the Synchronise button.

Deskstations

Site| [ All] bl |Dall Regiun| [All] hd |TypeL

i ¢ id@08-000E49

‘¢ id808-0012F4
* id808-001812
88 iducx-000000
) iducx-000001
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of the Avaya
and Speakerbus solution.

8.1. Verify Speakerbus ARIA iDUCX virtual deskstation registration
with Avaya Aura® Session Manager

To verify that the Speakerbus ARIA iDUCX virtual deskstation have successfully registered with

Session Manager, from the System Manager Web interface click Session Manager - System

Status - User Registrations (not shown). This will display a summary of registered stations on
each Session Manager as shown below.

User Registrations
Select rows to send notifications to devices. Click on Details column for complete
registration status.
Customize:
view - | Default |Export Force Unregister ﬁﬂ.gg’;:;s Reboot Reload - Fzilback| As of 2:54 PM Advanced Search
18 Items <~ Show 15 ¥ Filter: Enabl
Details | Address First Name Last Name Actual Location |IP Address Remote Office |Shared Control |Simult. Devices | AST Device ::iis‘ereie -~
Show 1172@devconnect.locsl Privacy User 4 DevConnectisb  10.10.40.208 [J (] 1/1 (] o O
Show 1172@dev P User3  DevConmnectlzb  10.10.40.205 [J O 1/1 O o O
Show 1171@ Privacy User 2 Dav b 1oaog0.21z O () 171 () o o
Show 1170@ B r1  Daw b 10020212 O O 171 O O o
Show 1is2@ Dev 1ab  1o.io.40.205 O O 1/1 O o O
Show 1162@dev 1ab 10040235 O O 11 O o o
Show 11s1@dev DavGonnactiab  10.10.40.220 [ O 171 O o o
Show 1is0@ e Useri Dev b 1000212 O O 1/1 O o O
Show 1101@ 1129 51 110t b 10a0.40:3s O O 171 woy O 0O
Show 11008 SIP Ext 1100 b 10.10.40.210 [OJ O 1/s oy O O
Show  --- IX Workplace S1P 1105 O O o/2 O O o o
Show - sie Ext 1152 O [m] of1 O ] O o
Show - s1P Ext 1153 O (] 0/1 (] ] [m-
Show -- s1p Ext 1150 ] () o/2 () ] o o
Show - Equinox Vantage 1102 O O o/1 O ] O o
Select : All, None Page| 1 2 b

8.2. Verify Speakerbus ARIA iDUCX virtual deskstation status

Open a URL to the ICMS server for example https://10.10.40.127/ARIA/Login. Enter the
appropriate credentials and click on LOG IN.

pe [ Suggested Site mported From 1€ [BY Oceana login (Y ReafTime Login Y Supe gn B RTLOGIN @ Analytics Historical.. @ VCenter @ CardEa

ARIA Deskstation

ENTER LOGON CREDENTIALS

i
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Click on VIRTUAL and select the appropriate Collection and click on CONTINUE.

AR'A Deskstation

CHOOSE A HOSTING PLATFORM

oy

Galway CloudBase Collection '

CONTINUE

LOG OUT

v2.200.1.0
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Once logged in calls can be made, for example to 1001 as shown below.

mattcheattle 116:
(~](«] AupiO EESERTIR) B (#)  (~)(E) DiaLpaD #]  [~] KeYPAGEs [ 3: Aveya Appearance: ~ g

Speakerbus User 4/1
‘Speakerbus User 412

. Speakerbus User 4/2
Speakerbus User 4/3

Sheakerbus User 43
1 ‘Speakerbus User 2/1

Speakerbus User 2/1
‘Speakerbus User 1/1

4 Speakerbus User 1/1
‘Speakerbus User 3/1

Speakerbus User 3/1

7

*
(V] cALLLOG A3 (G €5 x (»)
[A] cALLACTIVITY @E @ E% (»

NO MATCHING CALLS

Calls can also be received as shown below, a call from Speakerbus User 2 was received.

mattcheattle 116:
=) Awwio EEEmRac o 3 @ eroaces e
O Speakerbus User 4/1 (O Speakerbus User 4/1

L an ]
Speakerbus User 412
e e a2
(‘) Speakerbus User 413
Speakerbus User 4/3
1 b & (==

Speakerbus User 2/1
Speakerbus User 2/1
Speakerbus User 171
Speakerbus User 1/1
Speakerbus User 311
Speakerbus User 3/1

[v] caLLLOG A [CFE (38 x (~)

[A] cALLACTIVITY @ oo E9 (»)

NO MATCHING CALLS

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 70 of 72
SPOC 6/9/2020 ©2020 Avaya Inc. All Rights Reserved. iDUCX_SM81



9. Conclusion

These Application Notes describe the compliance tested configuration of the Speakerbus ARIA
iDUCX virtual deskstation Solution with Avaya Aura® Communication Manager and Avaya
Aura® Session Manager. All tests passed with observations noted in Section 2.2.

10. Additional References

This section references the Avaya documentation relevant to these Application Notes. The
following Avaya product documentation is available at http://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Release 8.1

[2] Avaya Aura® Communication Manager Feature Description and Implementation, Release
8.1

[3] Administering Avaya Aura® Session Manager, Release 8.1

[4] Administering Avaya Aura® System Manager, Release 8.1

[5] Speakerbus Administrator’s Guide iManager PN AGiCMS V3.1, Revision 21, January 2016

Product Documentation for Speakerbus can be requested from info@speakerbus.com
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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