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Abstract

These Application Notes describe the configuration steps required for Nuance
SpeechAttendant 12.1 to interoperate with Avaya Aura® Session Manager 7.0 and Avaya
Aura® Communication Manager 7.0 using SIP trunks. Nuance SpeechAttendant automates
call routing by asking callers to speak the name or dial the extension of a destination.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Nuance SpeechAttendant
12.1 to interoperate with Avaya Aura® Session Manager 7.0 and Avaya Aura® Communication
Manager 7.0 using SIP trunks. Nuance SpeechAttendant automates call routing by asking callers
to speak the name or dial the extension of a destination.

In the compliance testing, calls from internal and external callers were routed over SIP trunks to
Nuance SpeechAttendant. Nuance SpeechAttendant played different greeting announcements
based on ANI and/or DNIS, used speech recognition and/or DTMF digits to determine the route
destination, and used SIP REFER to transfer calls to destinations on Avaya Aura®
Communication Manager or on the PSTN.

2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were placed manually from users on the
PSTN and on Communication Manager to SpeechAttendant. Speech and DTMF input were used
from the callers for requesting transfer to internal user and group destinations on Communication
Manager, and to external destinations on the PSTN.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to SpeechAttendant.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing included G.711MU, session refresh, ANI, DNIS, speech recognition, DTMF,
speaking ahead (barge-in), dialing ahead, call forwarding, find me, voicemail, invalid number,
blind transfer, supervised transfer, outgoing call screening, and simultaneous calls.

The serviceability testing focused on verifying the ability of SpeechAttendant to recover from
adverse conditions, such as disconnecting/reconnecting the Ethernet connection to
SpeechAttendant.
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2.2. Test Results
All test cases were executed, and the following were observations on SpeechAttendant:

e The application only supports the G.711MU codec, and does not support codec negotiation
and media shuffling.

e When an internal user destination has call forwarding activated for both internal and external
calls, all transferred calls from SpeechAttendant will follow the forwarding destination for
external calls.

e The difference between SpeechAttendant’s implementation of blind versus supervised
transfer resides in when the application drops from the call after sending REFER with
transfer-to destination as Refer To.

2.3. Support
Technical support on SpeechAttendant can be obtained through the following:

e Phone: (866) 434-2564 or (514) 390-3922
e Email: SpeechAttendant.Support@nuance.com
e Web : www.network.nuance.com
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3. Reference Configuration

As shown in Figure 1, SIP trunks were used between Session Manager and SpeechAttendant,
and the applicable domain name was “dr220.com”.

A five digit Uniform Dial Plan (UDP) was used to facilitate routing with SpeechAttendant.
Unique extension ranges were assigned to users on Communication Manager (6xxxx), and to
SpeechAttendant (52xxx).

The configuration of Session Manager is performed via the web interface of System Manager.
The detailed administration of basic connectivity between Communication Manager, System
Manager, and Session Manager is not the focus of these Application Notes and will not be
described.
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Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® Communication Manager in 7.0 SP1

Virtual Environment (7.0.0.1.0.441.22477)
Avaya G650 Media Gateway NA

Ayaya Aura_® Media Server in 270.236

Virtual Environment

Avaya Aura® Session Manager in 7.0

Virtual Environment (7.0.0.0.0.700007)
Avaya Aura® System Manager in 7.0

Virtual Environment (7.0.0.0.0.4036)
Avaya 9608 IP Deskphone (H.323) 6.6029

Avaya 9620C & 9650 IP Deskphones (H.323) 3.250A

Avaya 9621G & 9641G IP Deskphones (SIP) 7.0.0.39

Nuance SpeechAttendant on
Microsoft Windows Server 2012

12.1.0 HotFix 1210HFO01, 1210HF02
R2 Standard
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5. Configure Avaya Aura® Communication Manager

This section provides the procedures for configuring Communication Manager. The procedures
include the following areas:

e Verify license

e Administer system parameters features
e Administer SIP trunk group

e Administer SIP signaling group

e Administer SIP trunk group members
e Administer IP network region

e Administer IP codec set

e Administer route pattern

e Administer private numbering

e Administer uniform dial plan

e Administer AAR analysis

In the compliance testing, a separate set of codec set, network region, trunk group, and signaling
group were used for integration with SpeechAttendant.

5.1. Verify License

Log into the System Access Terminal (SAT) to verify that the Communication Manager license
has proper permissions for features illustrated in these Application Notes. Use the “display
system-parameters customer-options” command. Navigate to Page 2, and verify that there is
sufficient remaining capacity for SIP trunks by comparing the Maximum Administered SIP
Trunks field value with the corresponding value in the USED column.

The license file installed on the system controls the maximum permitted. If there is insufficient
capacity, contact an authorized Avaya sales representative to make the appropriate changes.

display system-parameters customer-options Page 2 of 12
OPTIONAL FEATURES

IP PORT CAPACITIES USED

Maximum Administered H.323 Trunks: 12000 10

Maximum Concurrently Registered IP Stations: 1800 1

Maximum Administered Remote Office Trunks: 12000 O

Maximum Concurrently Registered Remote Office Stations: 18000 O
Maximum Concurrently Registered IP eCons: 414 0

Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 41000 1
Maximum Video Capable IP Softphones: 24000 20

Maximum Administered SIP Trunks: 24000 O

Maximum Administered Ad-hoc Video Conferencing Ports: 24000 O
Maximum Number of DS1 Boards with Echo Cancellation: 522 0
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5.2. Administer System Parameters Features
Use the “change system-parameters features” command to allow for trunk-to-trunk transfers.

For ease of interoperability testing, the Trunk-to-Trunk Transfer field was set to “all” to
enable all trunk-to-trunk transfers on a system wide basis. Note that this feature poses significant
security risk, and must be used with caution. For alternatives, the trunk-to-trunk feature can be
implemented on the Class Of Restriction or Class Of Service levels. Refer to reference [1] for
more details.

change system-parameters features Page 1 of 19
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n

Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20

AAR/ARS Dial Tone Required? vy

Music (or Silence) on Transferred Trunk Calls? Call-wait
DID/Tie/ISDN/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n
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5.3. Administer SIP Trunk Group

Use the “add trunk-group n” command, where “n” is an available trunk group number, in this
case “52”. Enter the following values for the specified fields, and retain the default values for
the remaining fields.

Group Type:  “sip”

Group Name: A descriptive name.

e TAC: An available trunk access code.
Service Type:  “tie”

add trunk-group 52 Page 1 of 21
TRUNK GROUP

Group Number: 52 Group Type: sip CDR Reports: y
Group Name: Nuance COR: 1 TN: 1 TAC: 1052
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group:
Number of Members: 0O

Navigate to Page 3, and enter “private” for Numbering Format.

add trunk-group 52 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Hold/Unhold Notifications? y
Modify Tandem Calling Number: no
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5.4. Administer SIP Signaling Group

Use the “add signaling-group n” command, where “n” is an available signaling group number, in
this case “52”. Enter the following values for the specified fields, and retain the default values
for the remaining fields.

e Group Type: “sip”
e Transport Method: “tcp”
e Near-end Node Name: An existing C-LAN node name or “procr”.
e Far-end Node Name: The existing node name for Session Manager.
e Near-end Listen Port: An available port for integration with Nuance.
e Far-end Listen Port: The same port number as in Near-end Listen Port.
e Far-end Network Region: An existing network region to use with Nuance.
e Far-end Domain: The applicable domain name for the network.
e Direct IP-IP Audio Connections: “n”
add signaling-group 52 Page 1 of 2
SIGNALING GROUP
Group Number: 52 Group Type: sip
IMS Enabled? n Transport Method: tcp
Q-SIP? n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: Others
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? n
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? y

Near-end Node Name: procr Far-end Node Name: sm7-sig
Near-end Listen Port: 5052 Far-end Listen Port: 5052

Far-end Network Region: 2

Far-end Domain: dr220.com

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? n

Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? y Initial IP-IP Direct Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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5.5. Administer SlI

P Trunk Group Members

Use the “change trunk-group n” command, where “n” is the trunk group number from Section
5.3. Enter the following values for the specified fields, and retain the default values for the

remaining fields.

e Signaling Group:
e Number of Membe

The signaling group number from Section 5.4.
rs: The desired number of members, in this case “10”.

change trunk-group 5

Group Number: 52
Group Name: Nuance
Direction: two-wa
Dial Access? n
Queue Length: O
Service Type: tie

2 Page 1 of 21

TRUNK GROUP

Group Type: sip CDR Reports:
COR: 1 TN: 1 TAC:
% Outgoing Display? n

Night Service:

Auth Code? n

Yy
1052

Member Assignment Method: auto

Signaling Group: 52
Number of Members: 10

TLT; Reviewed:
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5.6. Administer IP Network Region

Use the “change ip-network-region n” command, where “n” is the existing far-end network
region number used by the SIP signaling group from Section 5.4.

For Authoritative Domain, enter the applicable domain for the network. Enter a descriptive
Name. Enter “no” for Intra-region IP-IP Direct Audio and Inter-region IP-1P Direct Audio,
as shown below. For Codec Set, enter an available codec set number for integration with
SpeechAttendant.

change ip-network-region 2 Page 1 of 20
IP NETWORK REGION

Region: 2

Location: Authoritative Domain: dr220.com
Name: Nuance Stub Network Region: n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: no
Codec Set: 2 Inter-region IP-IP Direct Audio: no
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26

Navigate to Page 4, and specify this codec set to be used for calls with network regions used by
Avaya endpoints and by the trunk to the PSTN. In the compliance testing, network region “1”
was used by the Avaya endpoints and by the trunk to the PSTN.

change ip-network-region 2 Page 4 of 20
Source Region: 2 Inter Network Region Connection Management I M
G A t
dst codec direct WAN-BW-limits Video Intervening Dyn A G ©
rgn set WAN Units Total Norm Prio Shr Regions CAC R L e
1 2
2 2
3 all
4
5
6
7
8
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 36

SPOC 1/19/2016 ©2016 Avaya Inc. All Rights Reserved. Nuance-SM7




5.7. Administer IP Codec Set

Use the “change ip-codec-set n” command, where “n” is the codec set number from Section 5.6.
Update the audio codec types in the Audio Codec fields as necessary. Note that
SpeechAttendant only supports the G.711 codec variant. The codec shown below was used in
the compliance testing.

change ip-codec-set 2 Page 1 of 2
IP Codec Set

Codec Set: 2

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
: G.711MU n 2 20

5.8. Administer Route Pattern

Use the “change route-pattern n” command, where “n” is an existing route pattern number to be
used to reach SpeechAttendant, in this case “52”. Enter the following values for the specified
fields, and retain the default values for the remaining fields.

e Pattern Name: A descriptive name.
e Grp No: The SIP trunk group number from Section 5.3.
e FRL: A level that allows access to this trunk, with 0 being least restrictive.
change route-pattern 52 Page 1 of 3
Pattern Number: 52 Pattern Name: Nuance
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 52 0 n user
2: n user
33 n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01 2M4WwW Request Dgts Format
Subaddress
l: yyyyyn n rest none
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5.9. Administer Private Numbering

Use the “change private-numbering 0” command, to define the calling party number to send to
SpeechAttendant. Add an entry for the trunk group defined in Section 5.3. In the example
shown below, all calls originating from a 5-digit extension beginning with 6 and routed to trunk
group 52 will result in a 5-digit calling number. The calling party number will be in the SIP
“From” header.

change private-numbering 0 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp (s) Prefix Len
5 6 52 5 Total Administered: 1

Maximum Entries: 540

5.10. Administer Uniform Dial Plan

This section provides a sample AAR routing used for routing calls with dialed digits 52xxx to
SpeechAttendant. Note that other routing methods may be used. Use the “change uniform-
dialplan 0” command, and add an entry to specify the use of AAR for routing of digits 52xxx, as
shown below.

change uniform-dialplan 0 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node
Pattern Len Del Digits Net Conv Num
52 5 0 aar n

5.11. Administer AAR Analysis

Use the “change aar analysis 0” command, and add an entry to specify how to route calls to
52xxx. In the example shown below, calls with digits 52xxx will be routed as an AAR call
using route pattern “52” from Section 5.8.

change aar analysis 0 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
52 5 5 52 unku n
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include
the following areas:

e Launch System Manager

e Administer locations

e Administer SIP entities

e Administer routing policies
e Administer dial patterns

6.1. Launch System Manager

Access the System Manager web interface by using the URL “https://ip-address” in an Internet
browser window, where “ip-address” is the IP address of System Manager. Log in using the
appropriate credentials.

Aurn System Manager 7.0

Racommandad access to System Manager is via

FQDON

your only option, than note

If IP adon
that suthentication will fall in the follomng cases:
o First time logn with "admin”™ sccount Log On Cancel
o Expired/Reset passwords
s Alos CAMC LSS
Usa the "Change Password™ hyparkink on thes page o
change the password manualy, and then login

6.2. Administer Locations

In the subsequent screen (not shown), select Elements = Routing to display the Introduction
to Network Routing Policy screen below. Select Routing > Locations from the left pane, and
click New in the subsequent screen (not shown) to add a new location for SpeechAttendant.

« Home / Elements / Rouling [+]

Introduction to Network Routing Policy

Network Routing Policy consists of several routing applications like "Domains”, "Locations”, “SIP Entities”, atc

The recommendead order to use the routing applications (that means the overall routing workflow) to configure your
network configuration s as foliows:
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The Location Details screen is displayed. In the General sub-section, enter a descriptive Name
and optional Notes. Retain the default values in the remaining fields.

0/t

4 Mome / E /

ke s Location Details
Locations
M‘mm General

* Name: SA-lLoc

Notes: Nuance SpeechAttendant

Dial Plan Transparency in Survivable Mode

Enabled: | |
Listed Directory Number:

Assoclated CM STP Entity:

Scroll down to the Location Pattern sub-section, click Add and enter the IP address of
SpeechAttendant in IP Address Pattern, as shown below. Retain the default values in the

remaining fields.

Alarm Threshold
Overall Alarm Threshold: 50 vl
Multimadia Alarm Threshold: 80 v %
* Latency before Overall Alarm Trigger: 5 Minutes
* Latency before Mummu;i: qlql::n 5 Minutes
Location Pattern
Add Remove
1ltem D Filter: Enalye
| 1P Address Pattern - Notes
*10.64.101.202
< >
Salact : All, None
Commst
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6.3. Administer SIP Entities

Add two new SIP entities, one for SpeechAttendant and one for the new SIP trunks with
Communication Manager.

6.3.1. SIP Entity for SpeechAttendant

Select Routing = SIP Entities from the left pane, and click New in the subsequent screen (not
shown) to add a new SIP entity for SpeechAttendant.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

Name:

Type:
Notes:
Location:

e Time Zone:

FQDN or IP Address:

A descriptive name.
The IP address of the SpeechAttendant server.
“SIP Trunk”
Any desired notes.
Select the SpeechAttendant location name from Section 6.2.
Select the applicable time zone.

Home | Houting *|
« Mome / tlements / Routing / SIP Entities (<}
Halp
SIP Entity Details
General
5"; [nlmes * Nome: Nuance-SA
[-ﬂﬁuﬂ; * FQDN or 1P Address: 10.64.101.202
lime Ranges Type: SIP Trunk ™l
Routing Policies Notes:
Dial Pattems
Regular Expressions Adaptation: v
Defauits Location: SA-Loc V|
Time Zone: Amenca/New York ™~
* SIP Timer B/F (In seconds): 4
Credential name:
Securable:
Call Detail Recording: egress V|
Loop Detection
Loop Detection Mode: On vl
Loop Count Threshold: 5
Loop Detection Interval (in msec): 200
SIP Link Monitoring
S1P Link Monitoring: Use Session Manager Configuratian V|
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Scroll down to the Entity Links sub-section, and click Add to add an entity link. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Name: A descriptive name.

e SIP Entity 1: The Session Manager entity name, in this case “DR-SM7”.
e Protocol: “UDP”

e Port: “5060”

e SIP Entity 2: The SpeechAttendant entity name from this section.

e Port: “5060”

e Connection Policy: “trusted”

Note that SpeechAttendant can support UDP, TCP, and TLS, and the compliance testing used the

UDP protocol.

Entity Ln

Override Port & Transport with ONS

SRV:
Adg Remove
1 Item Filter: Enable
Connection ey
Name SIP Entity 2 Protocel  Port SIP Emiity 2 Policy New
M7 54 DR-SM7 | v | JoR v]|  *isoe Nuance-54 v] 5060 v
< >
i S§ NS | 1
,,,,, Rer 53
0 Items O Fiter: Enable
Nuri'
Response Code & Reason Phrase Entity Notes
Up/Down
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6.3.2. SIP Entity for Communication Manager

Select Routing = SIP Entities from the left pane, and click New in the subsequent screen (not
shown) to add a new SIP entity for Communication Manager. Note that this SIP entity is used

for integration with SpeechAttendant.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

Name:

FQDN or IP Address:
e Type:

e Notes:

e Adaptation:

e | ocation:

e Time Zone:

A descriptive name.
The IP address of an existing CLAN or the processor interface.
“«OM”

Any desired notes.
Select the applicable adaptation for Communication Manager.
Select the applicable location for Communication Manager.
Select the applicable time zone.

Mome Routing ®

+« Home / tlements / Routing / SI# Entties

SIP Entity Details

General

SIP Entities * Name:
* FQDN or IP Address:

Entity Links
Time Ranges Type:
Routing Policies

Notes:

Adaptation:
Location:

Time Zone:
* SIP Timer B/F (in seconds):

Credential name:

Call Detail Recording:

Loop Detection

Loop Detection Mode:
Loop Count Threshold:

Loop Detection Interval (in msec):

SIP Link Monitoring
SIP Link Monitoring:

DR-CM7-5052
10.64.101.236
™ v

CM7 Port 5052 for Nuance

DR-CM7-Adaptation rJ]
DR-Loc v |

Amenca/New_York v

Securable: |

(T

200

Use Sesson Manager Configuration | V|
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Scroll down to the Entity Links sub-section, and click Add to add an entity link. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Name: A descriptive name.

e SIP Entity 1: The Session Manager entity name, in this case “DR-SM7”.
e Protocol: The signaling group transport method from Section 5.4.

e Port: The signaling group listen port number from Section 5.4.

e SIP Entity 2: The Communication Manager entity name from this section.
e Port: The signaling group listen port number from Section 5.4.

e Connection Policy: “trusted”

s Lir
Y

Override Port & Transport with DNS

SRV
L Remowve
P Reen O Fer; Enable
Connection Deny
Name - SIV Entity 1 Protocal  Port SIP Entity 2 Port N Policy New
Serv
DR-CM7-50%2 CR-SM? v 12 [ v OR-CMT-3082 v . 8082 trusted o]
< >
Select
=34 ) | t
Ada Ramove
0 Itams o Fiter: tnabie
Mark
Response Code & Reason Phrase Entity Naotes
Up/Down
ANCH
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 19 of 36

SPOC 1/19/2016 ©2016 Avaya Inc. All Rights Reserved. Nuance-SM7



6.4. Administer Routing Policies

Add two new routing policies, one for SpeechAttendant and one for the new SIP trunks with
Communication Manager.

6.4.1. Routing Policy for SpeechAttendant

Select Routing - Routing Policies from the left pane, and click New in the subsequent screen
(not shown) to add a new routing policy for SpeechAttendant.

The Routing Policy Details screen is displayed. In the General sub-section, enter a descriptive
Name, and retain the default values in the remaining fields.

In the SIP Entity as Destination sub-section, click Select and select the SpeechAttendant entity
name from Section 6.3.1. The screen below shows the result of the selection.

« Mome / £ / o/ g Policies o
?
Routing Policy Details
General
Name: To-SA
Disabled:
* Retries: 0
Notes:
SIP Entity as Destination
'~;"";" FQUN or IF Address Type Notes
Nusnrce-SA 10.64,101,202 SIP Trunk
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6.4.2. Routing Policy for Communication Manager

Select Routing = Routing Policies from the left pane, and click New in the subsequent screen
(not shown) to add a new routing policy for Communication Manager.

The Routing Policy Details screen is displayed. In the General sub-section, enter a descriptive
Name, and retain the default values in the remaining fields.

In the SIP Entity as Destination sub-section, click Select and select the Communication
Manager entity name from Section 6.3.2. The screen below shows the result of the selection.

« Huoma / El i/ R / R Palicies [+

Routing Policy Details

Genoral

* Name: To-CM7-5052

Disabled:
N S L R T 0 * Retries: 0
Routing Policies
Dial Pa Notes:
SIP Entity as Destination
Salect
Mo FQUM or 1P Address Tvow [ Hotes
DR-CM7.5052 10.64.101.236 M CM7 Port SOS2 for Nusnce
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6.5. Administer Dial Patterns

Add a new dial pattern for SpeechAttendant, and update existing dial patterns for
Communication Manager.

6.5.1. Dial Pattern for SpeechAttendant

Select Routing - Dial Patterns from the left pane, and click New in the subsequent screen (not
shown) to add a new dial pattern to reach SpeechAttendant. The Dial Pattern Details screen is
displayed. In the General sub-section, enter the following values for the specified fields, and
retain the default values for the remaining fields.

e Pattern: A dial pattern to match, in this case “52”.
e Min: The minimum number of digits to match.
e Max: The maximum number of digits to match.
e SIP Domain: The signaling group domain name from Section 5.4.

In the Originating Locations and Routing Policies sub-section, click Add and create an entry
for reaching SpeechAttendant. In the compliance testing, the entry allowed for call originations
from all Communication Manager endpoints in locations “DR-Loc” and “NJ-Loc”. The
SpeechAttendant routing policy from Section 6.4.1 was selected as shown below.

« Home / £ i / Dial F [+]

Dial Pattern Details

General
* Pattern: 52
*Min; 5
*Max: 5
Emergency Call:

Emergency Priority:

Emergency Type:

SIP Domain: -ALL v]
Notes:
Ornginating Locations and Routing Policies
Adc Remova
2 items Filter: Enabie
Routing
E Ongmating Location Name :)':“l::':‘":zﬂ ::D:::"‘: s Rank Policy :::U:::g"'f:llv :"';‘m":"‘
ocatio: ey olicy Name Disabied stimatio olicy Notes
OR-Loc TLY DR Network To-S4 0 Nuance-SA
Ni-Loc TLY NI Network To-54 o Nuarce-54&
< >
Salect : All None
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 22 of 36

SPOC 1/19/2016 ©2016 Avaya Inc. All Rights Reserved. Nuance-SM7



6.5.2. Dial Pattern for Communication Manager

Select Routing = Dial Patterns from the left pane, and click on the first existing dial pattern for
Communication Manager in the subsequent screen, in this case dial pattern “6” (not shown). The
Dial Pattern Details screen is displayed.

In the Originating Locations and Routing Policies sub-section, click Add and create a new
policy as necessary for calls from SpeechAttendant. In the compliance testing, the new policy
allowed for call origination from the SpeechAttendant location from Section 6.2, and the
Communication Manager routing policy from Section 6.4.2 was selected as shown below.
Retain the default values in the remaining fields.

Follow the procedures in this section to make similar changes to the applicable Communication
Manager dial pattern to reach the PSTN. In the compliance testing, SpeechAttendant will add
the prefix “9” for outbound calls to the PSTN, and therefore the existing dial pattern for “9” was
also changed (not shown below).

« Home / Elemants / Routing / Dial Patterns 4]
=
Dial Pattern Details
Ganeral
' Pattern: 6
* Min: s

* Max:

w

Emergency Call:

Dial Patterns

Regular Expressions Emergency Priority:
Emergency Type:

SIP Domain: -ALL- v

Notes: To CM7

Originating Locations and Routing Policies

Ada Remove

Itams o Filtar: Enable
| . 1 t | “ﬂu'llm R Pol | .; o 1
] Originating Location Name '::‘T:” ing Location ::l‘::‘m:nm— Rank Policy D::’::::":"'rv ::;I“ ML",
2 ' Disabled ~y

DR-Loc TLY D& Ntwork To-CN7 0 DR-CM?
Ni-Loc TLY N) Network To-CN? ( DR-CM?
SA-Loe :.‘::‘::.\»--.1.-- -1__"- 0 DR-CM?-5052

Select : All, None
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7. Configure Nuance SpeechAttendant

This section provides the procedures for configuring SpeechAttendant. The procedures include
the following areas:

e Launch Admin Tools

e Administer configuration panel

e Administer phone directory and menu editor
e Administer dialing properties

e Administer ports and entry points

The configuration of SpeechAttendant is typically performed by Nuance Professional Services.
The procedural steps are presented in these Application Notes for informational purposes.

7.1. Administer Configuration Panel

From the SpeechAttendant server, double-click the Admin Tools icon shown below, which was
automatically created as part of installation.

B

Admin Tools

7.2. Administer Configuration Panel
The Admin Tools screen is displayed. Select Configuration Panel.

@ aamint.. = (= I

SpeechAttendant”

Start |
Stop |
Monitor |
Directory Search |
|

|

Prompt Recorder
Phone Directory and Menu Editor
Report Generator
| EOe AL T 31 0=) T4 W1 = O
Backup / Restore |
D ata import |
Help |
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The Configuration password screen is displayed. Select “Level 3 and enter the appropriate
credential.

Access level
|Level 3

Password

Cancel

The Configuration panel — level 3 screen is displayed next. In the upper left pane, set PBX and
Voice board to “SIP”, as shown below.

Scroll the screen in the left pane as necessary, and update the Number of Ports parameter to the
number allowed for by the SpeechAttendant license, in this case “4”.

“
File Tools Help —
=] Vous bowd

for Bl -l

Seting || Cunentvabe Defaut
dashnation $LOCUS_DATAS $LOCUS_DATAS
Aeverzs lockup on CLID enatied ON ON

Autroroed numbers (o DTMF pass thiough INTERNAL ONLY INTERNAL ORLY

Default Transter Opticns SUPERVISED SUPERVISED

Galeway Transier Mods Budged NO NO

Action on mesing phoes numite ANNOUNCE AND OFFE . ANNDUNCE AND OFFER
Achion on srvabd phone rembet TRANSFER TRANSFER

Gateway Transier Corvecton Timeout 3 »

Gateway Transter Mawimum Caf Durshion 3600 3000

Galewiy Tianshe Optiors Sty
Galeway Transter Pause Chaacter P [
Gateway Transier URI type TEL
Gateway Transler SI° URI suffx kecathost SOE0 locabost SO0
Call Anshoet 1nconded channats NOKE
OFF
enlS

0
Action on arader 10 opeator off duly ANNOUNCE AND TRANS
Opeianor acosss bafose fiest naoe seach ON
TOD Operator Extension Nurber
Speed-Dial Key 1
Spted-Dul Key 2
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Scroll the screen in the left pane as necessary, and update the Operator Extension Number
parameter with the extension of an endpoint on Communication Manager for use as the operator.
SpeechAttendant will automatically transfer a caller to the operator when all attempts to
understand the caller requests have failed. Callers can also ask for the operator directly.

P4 T Vake boxd [Detesmnes whether Lisson wil perfom SUPERVISED o UNSUPERVISED
ical transter. In SUPERVASED mode, Liaison wal make sure that the destnabion
[SIF z] [SP z] ‘phone kne i rol busy and that someone arswers [he phone
|
Seting Cunent vahe Defoat “| Defad Trarates Oghore |
Gateway Tiansle Mode Bsdged NO NO <
ACHon on MmEieng PHone numdes ANNOUNCE AND OFFE . ANNOUNCE AND OFFER - ISLP(RV‘SED j
Achon on mvabd phone rumber TRANSFER TRANSFER
Galeway Transler Correcton Tmeow kSl *
Galewiy Transhe Masroum Cab Dusalion 300 6000
Gateway Tianstes Optiors Sting
Gateway Transier Pause Character p P
Galemay Transie URI bype TEL TEL
Gatoway Transiw SIP URI sulbx kcathast 5060 kcabost 560
Cal Anshzer recorded channeds NONE NONE
Whole call sscording enabled OFF OFF
System Languages end)S enl)s
W Operior Extarion Numbe 6500 0
Achion on ¥aralter 1 cpetator off duty ANROUNCE AND TRAN. . ANNDUNCE AND TRANS
Opesator acomss bafore fest name seach ON o8
TOD Dpsraton Extenmon Number 0 0

Scroll the screen in the left pane as necessary, to locate the SIP telephony gateway and SIP
user agent URI parameters. Update the two parameters with the IP address of the Session
Manager signaling interface and the port number from Section 6.3.1, as shown below.

‘"
File Tools Help -
Vors bowd

il

=

[ForSIP.
|Specities the Uniom Rescuce |denshier JURK) for the SIP uee
{agent whan segtitanng with ihe lcaton server,

g the sprbésc wr s @doman

| Cunent vabe

YES

NONE

NONE

sIp
10/64.101,238 5060

PEX/COPY_ANI_TO_OUTCALL
EXTRA HANGLE DIGIT
EXTRA CONNECT DIGHT

SIF auhenicebon reaim. usesd and passmond
S DNIS based on

S location serves LRI

S paooy server URI

SIF ures agent addiess

S use lmgacy 1o stack
SIF corrmct mead on lansle

S 1SS ATP hadge

SIP use angnal caller D on consulaton transfer
SIP TCP enabled
S smouty (TLS)
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7.3. Administer Phone Directory and Menu Editor
From the Admin Tools screen, select Phone Directory and Menu Editor, as shown below.

SpeechAttendant®

Start
Stop
M onitor
Directory Search
Prompt Recorder

Report Generator

Configuration Panel
Backup / Restore
Data import
Help

The Phone Directory and Menu Editor screen below is displayed next. Log in using the

appropriate credentials.
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Phone Directory and Menu Editor

’ ) SpeechAttendant

Administrator I

Password I

0OK | Cancel |
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The Menu Editor screen below is displayed, with default directory entries in the right pane.

File Edit View Tools Help

y BB o @ (E G Y|, T m by
| Mer_\us Content of "'Toplevel Menuk'
-] Toplevel Menu RN =R A 3 - T N 3 Y o i G T R
4

SR | Number [ Phon.. [D.. [ 4. [DTM.. |
Cellular Phones X
Croft, Lara X202 Office X
Kent, Clark X am Office X

Phone Directory Data import

Follow reference [3] to create additional entry points in the left pane and additional directory
entries in the right pane pertinent to customer needs. The screenshot below shows the entry
points and directory entries used in the compliance testing. A mixture of blind and supervised
transfer methods were configured for the directory entries.

Select Tools = Dialing Properties from the top menu.

-
Lt

File Edit View Tools Help

% B &8 -G, B G e, w0y by

| Menus Content of “Toplevel Menub"*
evel Ment
= elllnes 4 A IB 0 = A T A o S R
[ Inbound call from 732-888-3737 SR | Number | Phon.. | D..|A. [ DTM.. |
': Inbound call from 308-848-5601 Applebee, Apple % 65001 Office X
[ Inbound call to 52001 Bertucci, Banana X B5002 Office X
H-E] Inbound call to 52002 Cellular Phones
BT TestD TMF Menu Chil, Cherry 66002 Office
Croft, &pple 202 Office
Davison, David BE004 Office
Extension, Invalid 78989 Office
Inbound call from 732-888-3737
Inbound call from 908-848-5601
Inbound call to 52001
Inbound call to 52002
Kent, Clark Office
TestD TMF Menu
Two Minute Announcement

2
=23

!14 entries

Phone Directory Data import
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7.4. Administer Dialing Properties

The Default dialing properties screen is displayed. Follow reference [3] to update and add
dialing properties entries as necessary for routing of calls pertinent to the customer network.

In the compliance testing, the last entry in the screenshot below was added for routing of calls to
internal destinations consisting of 5-digit extensions.

Mk Fowing rembet [wrrernce nanber [PTMF irpu [Hearbes trom [Trster boe Commant |
) nn nn n? INTERNAL FROM ENTRY Dol nieral !
2 e s nnmm manren LocaL TROM ENTRY | Detowd bocal
3 AT 1NN AT LONG DISTANCE TROM ENTRY Datauk bong detance
4 s sm-A-RnNNNN nnnnnn INTERRATIONSL FROMENTRY Defauk nismanonal
5 |Pmmnnnnm sou MmN mannan INTERNATIONAL FROM ENTRY Detauk niemahcnsl
s | 0 INTERMAL UNSUPERVISED Defok opeitor
T nm wmmn mn NTERNAL FROM ENTRY 5 agt wiesal
8
L
3
L
0
Ll
n
7
13
"
15
16
17 o=
< | 2 ]
Move wo I Move down I
Aule malched Numder dsled
Numbes in deactony | |
Tout Number snncurced
ok | cael | 0w |
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7.5. Administer Ports and Entry Points
From the Menu Editor screen, click the Ports and entry points icon shown below.

File Edit ‘iew Tools Help

P o
st BB @ -G L g o(m E n s
Content of "Toplevel Menul"
# A |B le Jo e |rlau]r|olx]em|nlo]e]a|r]s ]t Julv|w]s]y|z]
SR | Number | Phon.. | D..[&. | DTM.. |

c Applebee, Apple X 65001 Office X
t Bertucci, Banana X 65002 Office X

Edit Add View

—Port assignment ~Port group
B+ Porte WIN-LDONOTKEGKE: 1,234
‘- Unassigned

Ports | DNIS/CLID Summary |

M M E ™

WIN-LDON... WIN-LDON... WIN-LDON... WIN-LDON...

|~ Show only the entry points of | All

Delete G New G
|~ Shaw only the port groups of ] ki Sl

Computer Management... Group Management

The Computer Management screen is displayed. Set the # ports value to the value allowed for
by the license, in this case “4”.

Server Name

WIN-LDONOTKEGKE
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8. Verification Steps

This section provides tests that can be performed to verify proper configuration of
Communication Manager, Session Manager, and SpeechAttendant.

8.1. Verify Avaya Aura® Communication Manager

From the SAT interface, verify the status of the SIP trunk groups by using the “status trunk n”
command, where “n” is the trunk group number administered in Section 5.3. Verify that all
trunks are in the “in-service/idle” state as shown below.

status trunk 52
TRUNK GROUP STATUS

Member Port Service State Mtce Connected Ports
Busy

0052/001 TOO0146 in-service/idle no
0052/002 T00147 in-service/idle no
0052/003 T00148 in-service/idle no
0052/004 T00149 in-service/idle no
0052/005 T00150 in-service/idle no
0052/006 TO00151 in-service/idle no
0052/007 T00152 in-service/idle no
0052/008 T00153 in-service/idle no
0052/009 T00154 in-service/idle no
0052/010 TO00155 in-service/idle no

Verify the status of the SIP signaling groups by using the “status signaling-group n” command,
where “n” is the signaling group number administered in Section 5.4. Verify that the Group
State is “in-service”, as shown below.

status signaling-group 52
STATUS SIGNALING GROUP

Group ID: 52
Group Type: sip

Group State: in-service
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8.2. Verify Avaya Aura® Session Manager

From the System Manager home page (not shown), select Elements - Session Manager to
display the Session Manager Dashboard screen (not shown).

Select Session Manager = System Status = SIP Entity Monitoring from the left pane to
display the SIP Entity Link Monitoring Status Summary screen. Click the SpeechAttendant
entity name from Section 6.3.1.

Home Session Manager x L
.' * Sesslon Manager « Mome / b / { System Status / SIP Entity Monitorng o
| T Helg 7
SIP Entity Link Monitoring Status Summary
This page provides 3 summary of Segsion Manager SIP entity knk
| monitoring status.
| SIP Entities Status for All Manitoring Session Manager Instances
11tems Refresh Fiker: Enable
] Session Managet Type Partially Mot
Do W aontoros e -
STP Entity [ DR-SM2 Core 5 v 5 0 0 10
Monitoring
Select: All, Nonw
All Monitored SIP Entities
10 items Refresh Fikter; Enable
W S5 Entity Nama
[ DR-CM7
[ 1Po1-1Ps00v2
[ 1PO2-1POSE
HNuance-SA
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The SIP Entity, Entity Link Connection Status screen is displayed. Verify that the Conn
Status and Link Status are “UP”, as shown below.

Home Session Manager X

« Home / £ ] S M / Sy Status / SIP Entity Monitoring [+

SIP Entity, Entity Link Connection Status

This page desplays detasiled connection status for all entity links from all
Session Manager mstances to a single SIP entity,

Al Entity Links 1o STP Entity: Nuance SA

;'Sulus Details for the selected Session Manager:

| Summary View

11tems  Refresh Filter: Enable
SIP Entaty Conn, feason Link
Sesson Manager Ruschied 1P Port Profo. Deny Siat Cod Sint
SIP Entity ~ DR-SM7 10,64.101.202 5060 uop FALSE ue 200 OK up

Monitoring

Managed

8.3. Verify Nuance SpeechAttendant

From a PC, launch an Internet browser window and access the SpeechAttendant web-based
status interface by using the URL “http://<ip-address>/OpenSpeech/Attendant/serviet/
aa?action=status”, where “ip-address” is the IP address of the SpeechAttendant server.

The Speech Attendant Login screen is displayed. Log in using the appropriate credentials.

=

-t Speech Attendant
Login

Enter your user name and password,

User
name:

Password: |

| Login |  Forgotyour password ?
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The screen below is displayed next. Verify that the Status for all channels are “Idle”, as shown
below.

SpeechAttendant”
Hosted on WIN-LDONOTKSGKE
P Auts SA 12.3.0 (with £0I) (lateat hot fix matailec I210MMD, 12200000}
Summery status Uptr—e 0 days O hours U misutes 41 seconds,
Served semticral 1 t=tad (1 currently in memery)
Repoms
Sarved requests 3
Alar=s
P Sy Tolaphany M 10 € 10 far for WIN-LDOROTREGKE
LJ Emaronment no cal in progrens
(Y Coréguramon
() sestalition log Wi ot Ages
& L Moretoring on"Sams oS oS DA T w0 ] Reaiea [T M 1T Tadie |
W - < . o =
=P Laphownn Morsr e
L3 Regication Status ide
L) ragication trrors i
= Call Logs

Establish an incoming trunk call from PSTN with SpeechAttendant. Verify that the calling party
hears the appropriate greeting, and that the status screen reflects the active call with pertinent call
information, as shown below.

0
SpeechAttendant
Mosted on WIN-LDONOTKB8GKE
! Auto At 5A 12.1.0 (with EG2) (latest Aot fix instaled 1710ME01, 1210WFD2)
wumMmanry
Sureary status Uptima 0 davs O hours € mnites 41 seconds
Reports Serves 1 total (1 currantly in memary)
sessong
Alarrm
Sarved 3
3 05A Serviet regeests!
1] Envronmens
1] Configumticn
0) trtatation log Teleghany P* | 1 calls o far for WIN-LOONOTKBGKE
L 1 calls i progress {conzurant seak 1. Fri Owe 11 17:85;10 PST 2015)
#-_] Monitaring
Win-io0n0tkB ok
2 Repication Monzor o0 sate (G | oas | am | w0 Reton | Mew. | Adka
::]J "“’“:: S " buw 1 52000 2689455601  Call from 903-848-5601 an Inboard oM progress
e
e
3 Call Logs K
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 34 of 36

SPOC 1/19/2016 ©2016 Avaya Inc. All Rights Reserved. Nuance-SM7



9. Conclusion

These Application Notes describe the configuration steps required for Nuance SpeechAttendant
12 to successfully interoperate with Avaya Aura® Session Manager 7.0 and Avaya Aura®
Communication Manager 7.0 using SIP trunks. All feature and serviceability test cases were
completed with observations noted in Section 2.2.

10. Additional References
This section references the product documentation relevant to these Application Notes.

1. Administering Avaya Aura® Communication Manager, Release 7.0, Issue 1, August 2015,
available at http://support.avaya.com.

2. Administering Avaya Aura® Session Manager, Release 7.0, Issue 1, August 2015,
available at http://support.avaya.com.

3. Nuance SpeechAttendant Nuance OpenSpeech Attendant Administration Guide, April
2014, available at https://network.nuance.com/portal/server.pt.
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