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Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Ascom 162 Wireless
Handsets with Avaya Aura® Communication Manager R7.0
and Avaya Aura® Session Manager R7.0 — Issue 1.0

Abstract

These Application Notes describe the configuration steps for provisioning Ascom’s 62
Wireless Handsets to interoperate with Avaya Aura® Communication Manager and Avaya
Aura® Session Manager.

Readers should pay particular attention to the scope of testing as outlined in Section 2.1, as
well as observations noted in Section 2.2 to ensure that their own use cases are adequately
covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisioning Ascom’s 162 wireless
handsets to interoperate with Avaya Aura® Communication Manager R7.0 and Avaya Aura®
Session Manager R7.0. Ascom’s 162 handsets are configured to register with Avaya Aura®
Session Manager and are also programmed on Avaya Aura® Communication Manager as 9620
SIP endpoints. The Ascom i62 handsets then behave as third-party SIP extensions on Avaya
Aura® Communication Manager. They are able to make/receive internal and PSTN/external
calls. They also have full voicemail and other telephony facilities available on Avaya Aura®
Communication Manager.

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the ability of Ascom 162 wireless handsets to
make and receive calls to and from Avaya H.323, SIP deskphones, and PSTN endpoints. Avaya
Aura® Messaging was used to allow users leave voicemail messages and to demonstrate
Message Waiting Indication and DTMF on the Ascom 162 handsets.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya’s formal testing and Declaration of Conformity is provided only on the
headsets/Smartphones that carry the Avaya brand or logo. Avaya may conduct testing of non-
Avaya headset/handset to determine interoperability with Avaya phones. However, Avaya does
not conduct the testing of non-Avaya headsets/Smartphones for: Acoustic Pressure, Safety,
Hearing Aid Compliance, EMC regulations, or any other tests to ensure conformity with safety,
audio quality, long-term reliability or any regulation requirements. As a result, Avaya makes no
representations whether a particular non-Avaya headset will work with Avaya’s telephones or
with a different generation of the same Avaya telephone.

Since there is no industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality
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2.1. Interoperability Compliance Testing

The compliance testing included the test scenarios shown below. Note that when applicable, all tests
were performed with Avaya SIP deskphones, Avaya H.323 deskphones, Ascom i62 endpoints and
PSTN endpoints.

Basic Calls

Hold and Retrieve

Attended and Blind Transfer

Call Forwarding Unconditional, No Reply and Busy
Call Waiting

Call Park/Pickup

EC500

Conference

Do Not Disturb

Calling Line Name/Identification

Codec Support
DTMEF Support

Message Waiting Indication

2.2. Test Results

The following observations were noted during testing.
1. TLS negotiation between the 162 handsets and Session Manager is currently not

supported. All compliance testing was done using UDP and TCP as the transport
protocol.

On one occasion, there was a “483 Loop Detected” given back to Ascom from Session
Manager after a Subscribe was asked for, this could not be replicated. The issue occurred
with a reboot of Session Manager and with the subsequent subscribing for notify
messages when the Ascom set re-registers with Session Manager, the 483 Loop detected
was sent and the Ascom handset failed to subscribe for notify messages.

An intermittent issue was observed with conference between Ascom sets where on
occasion the handset users cannot hear each other. A calls B and B conferences in C. On
some occasions A cannot hear B or C. This happens for both UDP and TCP but more
often with TCP. The issue also happens with shuffling off as well as on but again very
intermittently. The only way to work around this is to place the users back on hold again
and then re-introduce the conference; this has worked in the lab. This points to an issue
with RTP rather than with the SIP signaling.

There was an issue with an Ascom handset that had a SIP expiration of 3600 seconds
getting notifications after the Session Manager reboot. The MWI notify was sent with a
“no message” in the notify body, when indeed there was a message left. This was left
overnight and a new message was presented but this time with a notify saying “Message
Waiting Yes”.
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2.3. Support

Support from Avaya is available by visiting the website http://support.avaya.com and a list of
product documentation can be found in Section 11 of these Application Notes. Technical support
for the Ascom 162 wireless handsets can be obtained through a local Ascom supplier. Ascom
global technical support:

e Email: support@ascom.se

e Help desk: +46 31 559450

3. Reference Configuration

Figure 1 shows the network topology during compliance testing. The Ascom 162 wireless
handsets connect to the Ascom wireless router which is placed on the LAN. The 162 handsets
register with Session Manager in order to be able to make/receive calls to and from the Avaya
H.323 and SIP deskphones on Communication Manager.

Ascom i62
@ Wircless . — G ’

Handscts Avaya Aura® Communication Avaya Aura® Session  Avaya Aurad System Avaya Aura®
@ e Manager R7.0 Manager R7.0 Manager R7.0 Messaging R6.3

il_= U I <] T
@ Ascom Wireless
Router
1 |

|

Avaya H.323 Deskphone

| & | Avaya G450 Gateway ﬁ
~ |
WIN PDM installed E

on Windows 7 PC Avaya SIP Deskphone

Simulated

PSTN Caller

Figure 1: Network Solution of Ascom 162 Wireless Handsets with Avaya Aura®
Communication Manager R7.0 and Avaya Aura® Session Manager R7.0
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4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

Equipment/Software Release/Version

R7.0.0.0.0

Build 7.0.0.0.16266-7.0.9.9.902

SW Update Revision No. 7.0.0.0.3873

Avaya Aura® System Manager running on
Virtual Server

Avaya Aura® Session Manager running on

Virtual Server R7.0.0.0.700007

Avaya Aura® Communication Manager R7.0

running on Virtual Server Build 017x.00.0.441.0
Avaya Aura® Messaging running on Virtual R6.3

Server Build No — 6.3.3

Avaya G450 Gateway 37.19.0/1

96x1 H323 Deskphone 96x1 H323 Release 6.6.028

Avaya 9641 SIP Deskphone

Avaya 9608 SIP Deskphone 96x1 SIP Release 6.5.0.17

Ascom Win PDM 3.11.1
Ascom 162 Telephone V5.4.2
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with necessary
licensing and connecting to Session Manager via SIP Trunk. For further information on the
configuration of Communication Manager please see Section 11 of these Application Notes. The
following sections go through the following.

e Dial Plan Analysis

e Feature Access Codes
Network Region
IP Codec
Coverage Path/Hunt Group

5.1. Configure Dial Plan Analysis

Use the change dialplan analysis command to configure the dial plan using the parameters
shown below. Extension numbers (ext) are those beginning with 6 and 7. Feature Access Codes
(fac) use digits 8 and 9 or #.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
4 udp

udp

udp

udp

ext

ext

ext

fac

fac

dac

fac

FH O 00 Joy OO WDN
O
O
O

W W bbb DD
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5.2. Configure Feature Access Codes

Use the change feature-access-codes command to configure access codes which can be entered
from Ascom handsets to initiate Communication Manager call features. These access codes
must be compatible with the dial plan described in Section 5.1. The following access codes need

to be setup.
e Answer Back Access Code #21
e Auto Alternate Routing (AAR) Access Code 8
e Auto Route Selection (ARS) - Access Code 1 9
e Call Park Access Code #20
change feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:

Answer Back Access Code:

Attendant Access Code:

Auto Alternate Routing (AAR) Access Code:

Auto Route Selection (ARS) - Access Code 1:
Automatic Callback Activation:

Call Forwarding Activation Busy/DA:#31 All:
Call Forwarding Enhanced Status: Act:
Call Park Access Code:

Call Pickup Access Code:

CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:

Change COR Access Code:

Change Coverage Access Code:

Conditional Call Extend Activation:

Contact Closure Open Code:

Account Code Access Code:

Change COR Access Code:

Change Coverage Access Code:
Conditional Call Extend Activation:
Contact Closure Open Code:

#21

#30

#20
#22

Access Code 2:
Deactivation:
Deactivation:#32
Deactivation:

Deactivation:

Close Code: CDR

Deactivation:
Close Code:
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5.3. Configure Network Region

Use the change ip-network-region x (where x is the network region to be configured) command
to assign an appropriate domain name to be used by Communication Manager, in the example
below devconnect.local is used. Note that this domain is also configured in Section 6.1 of these
Application Notes.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: devconnect.local
Name: default NR
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1lp Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

5.4. Configure IP-Codec

Use the change ip-codec-set x (where X is the ip-codec set used) command to designate a codec
set compatible with the Ascom Handsets, which support both G.711A and G.729A.

change change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711Aa n 2 20
2: G.729A n 2 20
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5.5. Configuration of Coverage Path and Hunt Group for voicemail
The coverage path setup used for compliance testing is illustrated below. Note the following:

Don’t’ Answer is settoy The coverage path will be used in the event the phone set
IS not answered.

Number of Rings is set to 4 The coverage path will be used after 4 rings.

Point 1 is set to h59 Hunt Group 59 is utilised by this coverage path.

display coverage path 1
COVERAGE PATH

Coverage Path Number: 1
Cvg Enabled for VDN Route-To Party? n Hunt after Coverage? n
Next Path Number: Linkage

COVERAGE CRITERIA

Station/Group Status Inside Call Outside Call
Active? n n

Busy?

Don't Answer?

All?

DND/SAC/Goto Cover?

Holiday Coverage?

Number of Rings: 4

Bl SRR
B BKK

COVERAGE POINTS
Terminate to Coverage Pts. with Bridged Appearances? n

Pointl: h59 Rng: Point2:
Point3: Pointé:
Point5: Point6:

The hunt group used for compliance testing is shown below. Note that on Page 1 the Group
Extension is 5999, which is the voicemail number for Messaging and on Page 2 Message
Center is set to sip-adjunct.

display hunt-group 59 Page 1 of 60
HUNT GROUP
Group Number: 59 ACD? n
Group Name: Voicemail Queue? n
Group Extension: 5999 Vector? n
Group Type: ucd-mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display: mbr-name

display hunt-group 59 Page 2 of 60
HUNT GROUP
Message Center: sip-adjunct

Voice Mail Number Voice Mail Handle Routing Digits
(e.g., AAR/ARS Access Code)
5999 5999 8
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6. Configure Avaya Aura® Session Manager

The Ascom i62 handsets are added to Session Manager as SIP Users. In order make changes in
Session Manager a web session to System Manager is opened. Navigate to http://<System
Manager IP Address>/SMGR, enter the appropriate credentials and click on Log On as shown
below.

&8 System Managet

File [Edt View Favortes Took Help
o8 Esmglvmpg A AACCRSA - Legin &) AA0A A AESIvmey &) Avaya-Norel PEP Library 2 | SMGREIYMPG

Recommended access tn Systern Manager & via FQDN

20 40 pentent boqin for Single San-0e oy admin

IF 12 address scomas s your only aption, then note that suthertication wil
fal in the followng cases:

* First tme logn weth "sdevn” account
* Expired/Reset passwords Cancel

Use the “Change Pazowerd” hryperink on this page to change the password
manuslly, sod then login,

occ-oooool -

Alge note that singls sgn-on Detwean servers in (he same sedurtty domain
5 not supoarted when sccessing wa IP address 0 Supported Drowsers: Internet Explorer $0¢, 10.x o 11 x or Firefox 30,0,
37.0 and 38.0

Ths System i¢ rectricted solety to authorzed users for legtmate busnecs
purposas only. The actusl or sttermpled unsuthorced accems, Use, or
modficaben of thes system i stnctly prohibsted

Unauthorzed users are subject to company discplnary procedores and or
trenral and cvil perallies under state, federal, or cther applcable
damestic and foregn laws.

The cse of ths systesn may be montored and recorded for adminstiatue
ond secunty ressons, Anyone actessing this system expressly congents to
such meedornng and recording, and & advised that if & revesis posadis
evidence of cramnel activity, the svdence of such actwity may be prowided
Lo law enforcement offcals,

All yeers must comply with al! corporate mstruchons regarsng the
protection of Rdoemation Easets.

6.1. Configuration of a Domain
Click on Routing highlighted below.

.........
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Click on Domains in the left window. If there is not a domain already configured click on New
to create a new domain name with Type sip. In the example below, there exists a domain called
devconnect.local which has been already configured.

Aura System Manager 7.0

Home Routing %

~ Routing o« Home [ Elements / Routing / Domains

Domains .
Domain Management

Locations
|E| More Actions ~
1 Item
m O |Name Type Notes
[0 devconnect.local I sip Dafault domain for Paul
Select : All, None

Dial Patterns

Regular

Expressions

Clicking on the domain name above will open the following window; this is simply to show an
example of such a domain. When entering a new domain the following should be entered, once
the domain name is entered click on Commit to save this.

tums | Shemerts [/ Bouting / Demeims

Domain Management

1ltem O

LT 1 Muten
I * devconnect. Geal ;- A l Default domain for Pav
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6.2. Configuration of a Location

Click on Locations in the left window and if there is no location already configured,then click
on New to create a new location. However, in the screen below, a location called PGLAB is
already setup and click into this to show its contents.

Home [/ Clerveres | Routing / Locstiens

Location
New Mere -\’.’.ojs -

10 2
= Sarme Corvelation Natws

[ ] PGLAB I r Pauls Lab

Select : Al None
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The Location below shows Name with Location Pattern of 10.10.40.*. Once this is configured,
click on Commit.

tuvw [ Dcmemts | Botieg f Lecativery

Location Details onme]

" Name  PGLAZ

Wotess  PFauls Lab

Dial Mun Tranapatancy in Survivable Mode
Enabled |
Listed Dirsctory Number:
Associated OM SIP Entity:
Overall Mansged Bandwedt}

Managed Bandwidth Unfte:  #5c s |
Total Bandwedth:

Multimedia Rendwidth:

Ausdio Calls Can Take Mulimedie Bandwidth: ¥
e vtk t
" Mirmedia Bandwtdth (Lt a-Location}: 2000 Kiit/Sec
Mut o dwiddth (Erder-tL ) 2000 Wit/ Sec
Mimedia Bamdwndth 64 ML/ Sex
* Dafault Aude Seadwidth: 80 Kbwizec v
Alg ' ]
Owwrall Alarm Threshold: 20 vim
Moultumedia Alarmm Theeshold, 3¢ vim
* Latency befare Ovenall Alarm Trigges: S Mistes
* Latency befece Myltanaiia Alarm Trggen: 5 Mistes
Add  Remave
Liem &
1V Addreve Putters - Notes
* 10,10.40.* l Pave wbnet
Selact : AL None
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6.3. Adding Ascom SIP Users
From the home page click on User Management highlighted below.

Click on New highlighted to add a new SIP user.

User Management

Users
Mare Actiare * Adsmrcnd Japch ©
13twns O Shaw 4 V] - PBer- Tranm
O .T.___ ~ s Necemae ) 41 v
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Under the Identity tab fill in the user’s Last Name and First Name as shown below. Enter the
Login Name. The remaining fields can be left as default.

Comwrewvestom Proflle  Mesmarsbiy  Crrmacts

Identity «

Lot Nt 7200
Last Name (Latin Transieten): 7203
Faot N Sscorv 62

forst Hhamae (Latin Traneieten): ssous &

Modde Nyrre

Owscrghee:

Update Time :

I Logn Mame:  T2038devinnnect joca l

Agtentication Type: =]
(e as tawencd
Source:
Locatzed Daplay Marme:  ToR8 Awan
Endocirt Oapiay Name: 7305 Mo 47

Yitke

Largunge Pretersoca: grgie (Uvred eogiae =1

Under the Communication Profile tab enter Communication Profile Password and click on
Done when added, note that this password is required when configuring the Ascom handset in
Section 8.4. Click on New to add a new Communication Address.

User Profile Edit: 7213@devoonnect.jocal

e D cance
Gy -h....-'u—-
T\cln." .9: -
; 1’:7- Handle Dwareann
Seact | AL Nars
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Enter the extension number and the domain for the Fully Qualified Address and click on Add
once finished. Ensure Session Manager Profile is checked. Enter the Primary Session
Manager details, the Origination Application Sequence, the Termination Application
Sequence and the Home Location as highlighted below.

Communication Address =

M |[Type Handle Domain
«f|  Awvaya SIP 7203 devconnect.local
< >
Select : All, None
Type:
* Fully Qualified Address: 7203 | @ [devconnect.local
o
|
I M Session Manager Profile = I
SIP Registration
# Primary Session Manager Tstresy Secm“iar,',|l,,hmh“um_
[@.sm70vmpa |
14 ] 14
Secondary Session Manager |Q |
Survivability Server |Q |
Max. Simultaneous Devices (1 [v]
Block New Registration When [
Maximum Registrations Active?
Application Sequences
Origination Sequence [CM70APPSEQ
Termination Sequence |CM7OAPPSEQ
Call Routing Settings
* Home Location |[PGLAB
Conference Factory Set [(None)
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Ensure that CM Endpoint Profile is selected for the System and choose the
9620SIP_DEFAULT_CM _7_0 as the Template. Click on Endpoint Editor to configure the
buttons and features for that handset on Communication Manager.

M CM Endpoint Profile =

* System |

* Profile Type

Use Existing Endpoints
¥ Extension

Template

Set Type

Security Code

Port

Woice Mail Number

Preferred Handle
Calculate Route Pattern
Sip Trunk

Enhanced Callr-Info display for 1-line phones

cmi7 ivmpg [+]
Endpoint ]
Ll
a7203
S8205IF DEFAULT CM 7 O ﬂ
96205IP
IP
(Meong) | |
Ll
tgl

Delete Endpoint on Unassign of Endpoint from User or on [

Delete User

Overnde Endpoint Mame and Localized Name

Allow H.323 and SIP Endpoint Dual Registration

i

PG; Reviewed:
SPOC 1/12/2016

Solution & Interoperability Test Lab Application Notes
©2016 Avaya Inc. All Rights Reserved.

17 of 32
Ascomi62_CM70




Under the General Options tab ensure that Coverage Path 1 is set to that configured in Section
5.5. Also ensure that Message Lamp EXxt. is showing the correct extension number.

Edit Endpoint

3ave 22 Tergian)
System m7Mempg Extension
Template Zele= ~] Set Type i
Port Security Code
Name
_ lwstars Oplsems (F S Dade (2 Asbrwviatnd Call Dlalng  +) Dnhanced Call Pod 1) Button Assigmerveen 1 Crimap Mumrebiershay
© Class of Restrictsan (COR) ] x Y Class OF Service (COS 1
“  Emergency Location Ext 7203 ¥ Message Lamgp Ext. J203 I
©  Tenant Number 1
I * SIP Trunk Qg1 ] Type of IPCC Enabled Nore (v
Coverage Path L 1 Covarage Path 2
Lock Message } Localized Desplay Name 7203, A 1
Multibyte Language _;J Enable Reachability for Station Domasn pe—— )|
Comtrol
‘Reguired

Under the tab Feature Options ensure that MWI Served User Type is set to sip-adjunct.
Ensure the Voice Mail Number is set to that configured in Section 5.5.

b crriei et .ﬁ sversshies

Abbrwvistsd Coll Dishing (A Dafianend Call Fod (X

Buttan Assigromant (0

Crogp Mambarndep V|

Active Station Ringing prae v Auto Answer rere ]
| MW! Served User Type woazmenz v | Coverage After Forwarding virtam v )
:u Station CPN - Send Calling s | Display Langusge ercdlan ~J
AUDIX Name 53 | Hum -to Station
é;.lcn:otesa& Phone Emergency =] Loss Group 9
LWC Reception we [¥] Survivable COR el (V]
IP Phone Groop 1D Time of Day Lock Table Nomw v |
Speakerphonn ~]
Short /Prefrced Hugistration =] [ Voice Mait Number 5922 !
ECS00 State wrazed v Music Source
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There must be 3 call appearances setup for the Ascom 162 handsets for Call Waiting to work.
However the number of call appearances must be changed from 3 to 2 in order to allow the call
forward when busy to work properly. Once the Button Assignment is completed, click on Done
to finish.

Ganaral Options (G

Feature Options (F Site Data (5 Abbraviated Call Disling (A Enhanced Call Fwd (¢

Group Membership (M

6 Nons v

* Required

[Cancel

Once the CM Endpoint Profile is completed correctly, click on Commit to save the new user.

I ¥ CM Endpoint Profile = I

* System [cm70w

[v]
* Profile Type |Endpoint [~]

Use Existing Endpoints
« Extension [@.7203
Template |Select/Resec ]
Set Type |9620SIP
Security Code
Port |9.500006
‘foice Mail Number

Preferred Handle |[Neone) ]
Calculate Route Pattern |
Sip Trunk  [tgl
Enhanced Callr-Info display for 1-line phones

Delete Endpoint on Unassign of Endpoint from User or on ]
Delete User

COverride Endpoint Name and Localized Name ¥

Allow H.323 and SIP Endpoint Dual Registration

ICommit & Continuel ICommitI ICanceII
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7. Configure Avaya Aura® Messaging

It is assumed that a fully working messaging system is in place. The necessary configuration for
Communication Manager and Session Manager has already been done. For further information
on the installation and configuration of Messaging please refer to Section 11 of these
Application Notes.

Navigate to http://<Messaging IP Address>. Enter the appropriate credentials and click on
Logon highlighted below.

O A A lsaogs R " e Py () Tk v

Sywlom Manapement Tiinrince (SM]

AVAyA Avaya Aura™ Messaging

o AAMesap gt

Logon

Sysiem Hanapessant Lot

AVAVA ;ku Aura™

System Management Interface
© 2001-2011 Avayn Inc. Al Rights Resarved,
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Click on User Management in the left hand column and click on Add under Add User/Info
Mailbox as highlighted below.

AVAYA

Help Log Off Administration

Administration [ Messaging

Messaging System [Storage)
Lser Management

»

Class of Service
Sites User Management
Topology

Storage Destinations
System Policies
Enhanced List Management =
System Mailboxes

System Administraticn

User Activity Log Configuration
License Status
Users

License mode: Normal

Info Mailboxes
Remote Users
Uninitialized Mailboxes Edit User/Info Mailbox

Login Failures

(Ll | B e Edit a user's properties. Possible identifiers: mailbox number, internal identifier, email address.
Sites

Darmant Mailboxes Identifier:

Full Mailboxes

Web Access Edit

System Status

Alarm Summary Add User/Info Mailbox

“oice Channels [Application)
Cache Statistics [Application)

Add a new user:

Outbound Fax [Storage) Add
Server Settings

Server Rale [ AxC Address Add a new Info Mailbox:
Server Settings [Storage)

External Hosts Add

Trustzd Servers
MNetworked Servers
Request Remote Update

Server Settings [Application)
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Enter a suitable First Name and Last Name. Select the appropriate Site from the drop down
box. Enter the correct Mailbox number and Extension. The Class of Service should be set to

Standard.

AVAYA

Help Leg OfF

Administration / M=s=2ging

Administration

Topology

Storage Destinations

System Policies

Enhanced List Management

Syst=m Mailboxes

Syst=m Administration

Us=r Activity Log Configuration
Reports (Storags)

Users

Info Mailboxes

Remots Uzers

Uninitisliz=d Mailbaxes

Login Failures

Locked Out Uzers

Sitex

Dormant Mailtaxzs
Full Mzilboxes
Wab Access
Syst=m Status
Alarm Summary
Vaice Channels {Apgplication)
Cache Statistics (Agplication)
Qutbzund Fax (Storags)
Server Settings
Server Role / AxC Address
Server Settings {Storage)
Extarnal Hostz
Trust=d Servers
Netwarked Servers
Request Remote Updats
Dial Aul=z
Chuster
Syst=m Parameters
Languages
Log Configuration
General Options v
Mail Options

User Management > Properties for Ascom 7203

User Properties

First name: |Ascc|m |
Last nama: |7203 |
Dizplay name: |Ascc|m 7202 |
ASCII nama: [7202, Ascom |

Mailbox number:

F203
Ascom.7202.7202 i@serverl

7203
7203

[ 1neclude in Auto Attendant directory

Internzal identifier:

Mumeric address:

Extension:

Additional extension 1:
Additicnal extension 2:
Additional extension 3:
Additicnal extension 4:
Additional extension 5:
Additicnal extension 6:

Additional extension 7:

Class of Service:

Standard hd
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Ensure that MWI Enabled is set to ByCOS. Enter a suitable password and click on Save once

finished.

AVAYA

Help Log Off

Administration

Administration / Messaging

Messaaina Svstem (Storage)
Sites
Topology
Storage Destinations
System Palicies
Enhanced List Management
System Mailboxes
System Administration

User Activity Log Configuration
eparts (Storage)
Users
Info Mailboxes
Remote Users
Uninitialized Mailboxes
Legin Failures
Lacked Out Users
Sites
Dermant Mailboxes
Full Mailboxes
Web Access
System Status
Alarm Summary
“aoice Channels [Application)
Cache Statistics (Application)
Outbound Fax (Storage)
Server Settings
Server Role f AxC Address
Server Settings [Storage]
External Hosts
Trusted Servers
MNetworked Servers
Request Remote Update

Server Settings [Application)
Dial Rules
Cluster

e
MWI enabled: ByCOS =
Miscellaneous 1:

" | Miscellaneous 2:
Mew password: T

| | Confirm password: Ty

[ User must change voice messaging password at next login
[l ‘Voice messaging password expired

£ Locked out from voice messaging

Advanced Tasks

Rezet the message waiting indicator for extension: 7213

Reset

User Preferences

Open User Preferences for AscomDect 7213
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8. Configure Ascom i62 Wireless Handsets

The configuration of the 162 Wireless handsets is done using Ascom’s WinPDM software
installed on a PC. Attach the Ascom DP1 USB Cradle to a PC on which the Ascom Device
Manager (WIinPDM) has been installed. Insert the handset to be configured in the DP1 USB
Cradle, start the Ascom Device Manager, select the Numbers tab and click New icon
highlighted below.

[ Fie Device Number Templte Licensze Options Help
| Devices | Numbers | Templates | Licenses|
New Edit Delete
Device types: Search for: in: ibesa'ipb’on v
Descr{pﬁon Number Device type Paramete... Device ID Online Status Saved Last Login Lastrunt...
/é
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Place a new 162 to be programmed into the cradle and the following screen should appear
automatically. Select Edit parameters and click on Next as shown below.

File- Device Number Template License Options Help
||| Devices | Numbers | Templates lml
@' ' r m New Number Wizard
New Edit Delete
Densnpe | Sk Welcome to the Found New Number Wizard
WinPDM has found a new i62 Messenger device with number 7203. Saved Lastlogin  Llastrunt...
What do you wish to do with this number? 2015-10-1... -
() Store in database
Store the parameters in the local database to enable offiine editing.
- Edit the parameters without saving them to the local database.
Apply template
There are no compatible templates to run on this number
() Do nothing
Close this dialog without any further actions.
Click Next to continue
| wext> | [ cancel |
A
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8.1. Configure SIP settings
Select VoIP = General from the left window. In the main window ensure the following are set.

e Replace Call Rejected with User Busy Yes
e VoIP Protocol SIP
e Codec configuration G.711A-law (as set in Section 5.5)
e Codec packetization time 20
e Internal call number length 4
e Endpoint number Ext number of set as set in Section 6.3
e Endpoint ID Can be left blank
}d Edit parameters for 72(
Device type: 162 Messenger
Parameter version: ‘714.323
- Network Name Value
£ Devies Replace Call Rejected with Us... Yes e
@ b :\Udlo
p K VoIP protocol SIP (2]
; <1 e Codec configuration G.711 Adaw e
E' : <1 VoIP Codec packetization time confi.., 20 (2]
T - Offer Secure RTP No e
N B W General
£ Internal call number length 4 (2]
' H-323 = “A 32
- SIP El"dDO!ﬂL number 7203 o
&l |, Customization Erpont i @
G- Ju Services
(- Ju Push-To-Talk
(- | Headset
-y User Profiles
&u | System Profiles
- |, Shortcuts
ok | [ Cancel
— — — |
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Select the VolP->SIP menu point, and enter the values shown below.

Listening Port

SIP proxy IP address

SIP proxy password
Registration identity
Authentication identity
SIP Register Expiration

IP address of Session Manager

5060

Password assigned to the endpoint in Section 6.3
Enter Endpoint number
Enter Endpoint number
120 (recommended value)

SEETEETTOR . O
Device type: ‘
Parameter version: |14.323
B Network Name Value
:f_: <1 Ej{;:iﬁ SIP Transport TCP e
23y . - Outbound proxy mode No (2]
[#- 1| Presence ) -
2 D— Primary SIP proxy 10.10.40.12 e
s 51 Secondary SIP proxy 0.0.0.0 e
= 4 VoIP =
IR P Listening port 5060 e
P SIP proxy ID e
SIP proxy password EELCEEEEE e
I+‘| Send DTMF using RFC 2833 or... RFC2833 e
I£| i Holq type. e Inactn{e e
) - Registration identity Endpoint number e
[+ | User Profiles — - -
el - Authentication identity Endpoint number e
[~ |, Shortcuts
Call forward locally No e
|MOH locally Yes e
Hold on Transfer No e
Direct signaling No e
SIP Register Expiration 120 e
SIP Message behavior Ignore e
| ok || cancel |

For further information about the Ascom 162 WiFi configurations please refer to Ascom’s
documentation in Section 11 of these Application Notes. This section only covers specific

settings concerning SIP.
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8.2. Configure Message Centre

Click on Device - Message centre in the left window. In the right window, enter the Voice
mail number as configured in Section 5.6 and the Message Centre number which is the
extension number of the handset.

(7] Edit parameters for 7203

|

Device type:

Parameter version: 14,323

i62 Messenger

-4
El

§ Device
# Settings
- @ General

# Ca
# Emergency call Numt
PN Log
L, Audio
., Presence
., Location
- 4y VoIP

-4 General
.. H.323
@ SIP
., Customization
., Services
., Push-To-Tak
|, Headset
L, User Profiles
. System Profiles

Network

>

|, Call Services
1, In call functionality
nits

., Messaging
al

m

COlmedm 1bm

m [

Name

Message Centre number
Voice mail number

Voice mail call dears MWI

Value
7203
5993
No

000

Cancel
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9. Verification Steps

The following steps can be taken to ensure that connections between Ascom 162 handsets and
Session Manager and Communication Manager are up.

9.1. Session Manager Registration

Log into System Manager as done previously in Section 6.0, select Session Manager as
highlighted below.

Under System Status in the left window, select User Registrations to display all the SIP users
that are currently registered with Session Manager.

Session Manager Dashboard
TS 3008 rorvadat the seersd azames 3nd heath semmury of s pamurvstersd
Fasicn Marager
Session Manager Instances
Service State = | Shutdown System = - As of 6126 PM
Litem 2 Soom 41 ) . ) )
S —— o T e g I
sm70ymog o 0/0/0 up SR 0 22 v v Normal
Select 1 AL Nooe
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The Ascom 162 user 7203 should show as being registered as highlighted.

S [ ——ts | o Sacager | Wyt Mitee | Vee Seg it staas
'
User Reglstrations
ekt wuet 1 140 ATITCHIAE 18 Sovwin. Cuck 30 Dutads raboren far cormplete
regetiatar watiy
2 B
[FPSR I N S P ———— m Rebact| | fisloed * | Fadback | Axof 6:37 P Adwitoud Searh o
M Reos & Show 41 v] Fytar Cradie
S negieiersd
Detaids Addrwas ot M. Lact Rase  Actasd Lawalion TV Addeess Revncto OMTie  haved Castrol  Susill. Dosiios  AST Dwesis —
P Res  Suory
Show azzeen yca 4] 0 ot 4] a o o
Show Anzeon Dacs (=] (m] o o =) O o
Show Agcorm Weyze [m] o v o o g a
Show  T100@devconmec lotel POLAR 10108255 O 0 Vi =] 4 (ac 8]
{ Show 7700 @descmenr iscal FOLAR 10.1042.5% (] 0 1 8] Boag O O]
Show [a] [u] an fu] [=] [w il =]
Show u] (m] a o 0 O C
Shaw a u] (Y o (w] o
Show a a [ o () g o
Show - a (] o a} =) o a
Show o o o3 o (&) 0 ¢
Show - a a (T a Q g o
Show = o a [N o a g
< >
Belect AL e

9.2. Ascom 162 Registration

The Ascom i62 handset connection to Session Manager can be verified by an absence of an error
message on the handset display just above the red line at the bottom of the display, as shown in
the following illustration, (note this is an example from compliance testing).

..AI“ 2:08 G
201105412
62 3
7203

)

Menu CDIV RSSI
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10. Conclusion

These Application Notes describe the configuration steps required for Ascom’s 62 Wireless
Handsets to successfully interoperate with Avaya Aura® Communication Manager R7.0 and
Avaya Aura® Session Manager R7.0 by registering the Ascom 162 wireless handsets with Avaya
Aura® Session Manager as third-party SIP phones. Please refer to Section 2.2 for test results and
observations.

11. Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.

[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509

[2] Avaya Aura® Communication Manager Feature Description and Implementation,

Document ID 555-245-205
[3] Implementing Avaya Aura® Session Manager Document ID 03-603473
[4] Administering Avaya Aura® Session Manager, Doc ID 03-603324

Please see below for a list of documentation used during the compliance testing information on
Ascom i62 Wireless Handsets. A full list of Ascom’s technical documentation is available
through a local supplier. Please refer to Section 2.3 of these Application Notes for information
on Ascom support.

[5] User Manual Ascom i62 VoWiFi Handset (TD 92599EN)

[6] Configuration Manual Ascom i62 VoWiFi Handset (TD 92675EN)

[7] System Description Ascom VoWiFi System (TD 92313EN)

[8] System Planning Ascom VoWiFi System (TD 92408EN)
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©2016 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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