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Abstract

These Application Notes describe the configuration steps required for Avaya IP Office Server
Edition with Connected Guests iCharge.

Readers should pay attention to section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

Connected Guests iCharge (iCharge) is a graphical hospitality and call logging user interface. It
is commonly used in hotels to provide a means of controlling usage of room facilities. The
iCharge utilizes XML based communication for hospitality control of the IP Office. Hospitality
features are translated into a set of XML commands which are passed via a secure IP port to the
IP Office while call logging feature uses the Station Message Detail Recording (SMDR) records
from Avaya IP Office to track phone calls and produce detailed reports.

Avaya IP Office Server Edition solution consists of a primary Linux Server Edition and a 500V2
expansion. Both systems are linked by IP Office Line IP trunks that can enable voice networking
across these trunks to form a multi-site network. Each system in the solution automatically learns
each other’s extension numbers and user names. This allows calls between systems and support
for a range of internal call features.

2. General Test Approach and Test Results

The general test approach was to configure the iCharge to communicate with the Avaya IP
Office Server Edition (IPO SE) as implemented on a customer’s premises. Feature functionality
testing was performed manually.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The interoperability compliance testing included feature and serviceability testing. The feature
testing evaluated the ability of iCharge to carry out hospitality functions through XML based
communication with IPO SE.

The hospitality feature testing included: Check-In, DDI, Do Not Disturb (DND), Update Name,
Room Transfer, Telephone Service Class, Check-out, and Room/Maid Status.

The call logging feature testing focused on verifying the proper parsing and displaying of SMDR
data call scenarios including internal, voicemail, inbound PSTN, outbound PSTN, hold,
reconnect, transfer, forward and conference.

The serviceability testing introduced failure scenarios to see if Connected Guests iCharge could
resume after a link failure with IPO SE.
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2.2. Test Results

Tests were performed to ensure full interoperability between Connect Guests iCharge and IP
Office Server Edition. The tests were all functional in nature and performance testing was not
included. All the test cases passed successfully with following observations:

Avaya IP Office release 9.1 introduced changes in the SMDR logger related to IP Office
Server Edition. Four fields 31, 32, 33, and 34 in the SMDR log identify calls made
through the IP Office Line IP trunks in Small Community Network (SCN) solution, but
the current version of iCharge does not use these 4 fields to associate calls made through
the IP Office Line IP trunk. Therefore, the iCharge generates report on calls across a SCN
solution by duplicating call record. For example, consider the case of an outgoing PSTN
call initiated from a user in the IPO Server Edition Linux server going through the IP
Office Line and exiting through the PRI trunk in the IPO 500V2 expansion to PSTN. This
is one outgoing external call but the iCharge reports this call as two outgoing external
calls: one call record in the IPO primary and another call record in the 500V2 expansion.
The DDI feature which allocates a hunt group number to a room extension as checked-in
was not working during the testing. This feature is being developed and will be added in
a future release of iCharge.

2.3. Support
Technical support from Connected Guests iCharge can be obtained through the following:

Phone:

Technical Support Department
+44 1425 891 090

Website: http://www.innovationtw.com/support.php
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya IP Office
solution consists of an IP Office Linux primary and a 500V2 expansion which has a TCP/IP link
established to the Connected Guests iCharge server. From the iCharge server, XML commands
were passed via secure IP port on the IP Office Server Edition solution for replication of the
hospitality features. Digital, H323 and Softphones were configured on the IP Office to generate
outbound/inbound calls to/from the PSTN and also simulate Hotel room phones. PRI T1 trunk
from the 500V2 expansion and SIP trunk in the primary were configured to connect to the
simulated PSTN.

IP Office Manager
Avaya IP Office Linux Primary running
5' on Virtualized Environment
- 5 oo = B .

Avaya DevConnect Lab
Network

Avaya 96x1
Deskphone

Avayale00 B | mm e e e
Deskphone

Connected Guests iCharge Server

Avaya S5IP 1140E
Deskphone

==

Trunk

Simulated
PSTN

Avaya 9508 Digital
Deskphone

Figure 1: Avaya IP Office Server Edition Solution and Connected Guests iCharge
Reference Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya IP Office Server Edition Primary Running on
Virtualized Environment

10 SP3 (10.0.0.3 build 53)

Avaya IP Office 500 V2 Expansion

10 SP3 (10.0.0.3 build 53)

Avaya IP Office Manager

10 SP3 (10.0.0.3 build 53)

Avaya 96x1 H323 Telephone 6.641
Avaya 1140E SIP Telephone 04.04.23.00
Avaya 1160 H323 Telephone 1.380B
Avaya 9508 Digital Telephone R15

Avaya IP Office Web Service SDK 10.0.0.3

TigerTMS Equipment

Software / Firmware Version

Generic Server running Windows 7 SP1

Connected Guests iCharge 50.3

5. Avaya IP Office Configuration

Configuration and verification operations on the Avaya IP Office Server Edition solution
illustrated in this section were all performed using Avaya IP Office Manager. The information
provided in this section describes the configuration of the Avaya IP Office for this solution. It is
implied a working system is already in place and all Users/Extensions are configured including
DDI, and Room Status. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 9. The configuration
operations described in this section can be summarized as follows:

e Launch Avaya IP Office Manager (Security)

Security Level

Create DDI Hunt Groups
Configure SMDR
Save Configuration
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5.1. Launch Avaya IP Office Manager (Security)

To Log in as a Security administrator, first Log in as Administrator. From the IP Office Manager
PC, go to Start->Programs-> 1P Office>Manager to launch the Manager application. Select
File >Open Configuration then select the appropriate IP Office. Log in to IP Office using the
Service User Name of Administrator and the appropriate Service User Password and click on
the OK button. During compliance testing the System was called IPOSE110. Note that the
check box Open with Server Edition Manager should be checked if logging on the Server Edition
primary.

& SelectIP Office = |[= =

Marne IP Address Type Wersion Edition
Server Edition 10.0
¥ IPOSELLD 101087110 IPO-Linw-PC 100030 build 5 Server (Prirmary)

Configuration Sersice User Login

IP Office: IPOSELL0 (Primary Systern - IPO-Linux-PC)

Service User Narne Adrninistratar

Service User Password  sesssssssssans|

QK Cancel ‘ l Help
TCP Discovery Progress
Unit/Broadcast Address Open with Server
Edition Manager
10,10.97.110 - Refresh oK || conce
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Once the Configuration is opened select File = Advanced = Security Settings.

" Bwaya IP Office Manager for Server Edition IPOSELL0 [10,0.0.3.0 build 5] =N IR >
File | Edit ‘View Tools  Help
Open Configuration,.,  Chrl+0
Close Configuration . .
I: Sawe Configuration Ctrl+3 :I = Syst | t
il stem Invento
Save Configuration &s.. = ¥ ry
Change Waorking Directory... « | Server Edition Primary
Preferences.. = Hardware Installed o
Offline , | ‘ Control Unit: IPO-LinuePC
|ﬁ Advanced » | Erase Configuration (Default) PN
Backup/Restore 4 Reboot... 508h25:269f40199a652b89392a7 4080
Irmport/Export P Systermn Shutdown...
Euit Audit Trail..
eI - -
-7 Line (4) Security Settings..
#-=2r Control Unit (3) Erase Security Settings (Default) S English) =
- Extensian (10) 1
-§ Userlly Embedded File Managernernt.., 10
EJ"'?’; Graup (2) Farmat IP Office SD Card v
[-@% Short Code (65
_____ @ Se:.,ice ?D)e (®2) Recreate IP Office 50 Card » [t{4); Additional Yoicemail Pro Pors(152), WMPrc
EJ---@ Incoming Call Route (8) ferory Card Cormrnand B2, 4303
----- @1 Directory (0)
£1% Tirne Profile (0 Launch Woicemail Pro Client
i+l IP Route (1) Jystem Status
""" i Account Code (0) Tnitial Configuration mail: 4501 Yoicernail, 4502; 4503, 4504; Extng[_
----- W License (39) - MORE
-§5 User Rights (13) Generate WehLM ID OME
B ARS (D |_| Leare harrad frrrn rmaldinn Cudeaninng Calle: Sebnd 901 Svbad 207 T
----- & Location (0 < | m b
----- m Authorization Code (0) -
Ready 1]

The IP Office Manager popup window displays a warning message regarding the default
password of the user EnhTcpaService, click OK button to continue.

IP Office banager @

The user EnhTepaService has the default password, Outsiders may
i I\ ACCEss yOUr system,
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5.2. Security Level

Once the Security Administration page opens, select Services = Configuration and select
Secure, Medium from the Service Security Level drop-down box and click on the OK button
(not shown). Click on the Save icon =l on the top of the window to save the new setting and
enter the appropriate Service User Name and Service User Password and click on OK button

to complete (not shown).

" fwaya IP Office Manager for Server Edition - Security Administration - IMOSE110 [10.0.0.3.0 build 5] [&dministrator] =n =N ==
File  Edit  Wiew  Help
Security Settings Service: Configuration < | =
=] ,,J Security Service Details |
- General
+ = System [1] Marng Canfiguration
: "3 Services [7) Host Syst IPOSETD
{‘} Security Administration Service Port 50305
7% System Status Interface ) ) -
% Enhanced TSP Service Security Level [Secule, tedium v]
g I\LTLPS Service Access Source [Llnrestricted v‘
eb Services
o B Evtemal
+ {ﬂ Rights Groups [15)
- &y Service Users (8]
To log out of the Security Administration click File = Exit.
" fuwaya IP Office Manager for Server Edition - Security Sdministration - IPOSEL10 [10.0.0.2.0 build 5] [Administratar] [ ]2 3]
File | Edit  Wiew Help
Open Security Settings
Llose Security Settings Service: Configuration < | >
Save Security Settings m m‘
Reset Security Settings
Pref Mame Configuration
Preferences
Host System IPOSET10
Configuration
Service Port G005
| Exit
T - Erhanced TSP Service Secunty Level ISecure, Medium vJ
3 HTTP Service Access Source IUnrestricted VJ
7 web Services
o T Evtemal
+ m Rights Groups [159]
- & Service Users (8]
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5.3. Launch Avaya IP Office Manager (Administration)

From the IP Office Manager PC, click Start->Programs—> IP Office>Manager to launch the
Manager application. Log in to IP Office using the appropriate credentials (not shown) to receive
the IP Office configuration.

R BOOTP 2l
“ Operator (3)
=) Solution
~w User (16)

(-3 Group(2)

[0 8% Short Code (11
@m Directongd(l)

£ Tirne Profile(D)
Bl Account Code(0)
§4 User Rights(4)

""" i Location(l)
(-5 [POSELL0

(-5 QTIPO

@ System Settings

7| Avaya IP Office Manager for Server Edition IPOSEL10 [10.0.0.2.0 build 5] == ==
File  Edit ‘iew Tools Help
LE-HIEEE A SEH
Solution - - -
Configuration | = Server Edition
Hardware Installed ed/ DySIEM SIAIS -

l@ “oicemail Administration

o
e

vg
re
@

“/'3\ Set All Nodes to Select

Eesiliency Administration T

On-hoarding
IP Office WWeb Manager
Help

m

:’3‘ Set All Nodes License Source

Add... L

%, Secondary Server

Description MName Address Primary Link Users Configured Extensions Configured
Solution 16 35
© Primary Server IPOSENO 10.10.97.110 10 10
® Expansion Systern QTIPO 10.10.97.230 Bothway <] 28
Sent 100% of QTIPC )
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5.4. Create User Rights — Barred and BarredDND

In the Manager window, navigate to Solution - User Rights. Right click on User Rights, and
select the New option (not shown). When the New User Rights window appears click on the
User tab. In the Name field set value Barred. Select Apply User Rights value from the drop-
down menu in the Enable do not disturb field.

" fuwaya IP Office Manager for Server Edition IPOSELL0 [10.0.0.3.0 build 5] [r=| -2 | ]
File  Edit  Miew Tools Help

ARE A lv

Solution * User Rights ~ Barred -
‘ Configuration ‘ i= Barred £k - X|wl<|>
@-& BOOTP (20) User | Short Codes | Button Programming | Telephary | User Rights bembership | Woicemail | Forwarding|

¢« Operator {3
= iolution Marne Barred
[H-@  User(l?) . o
-8 Group(2) - *This User Right is comman to all systemns,
(-8 Short Code(11) ocale

..... @ Directony(0) . Mat part. of Lser Right
-7 Tirve Profile(0) ’ ] ’ ot part of User Rignts
----- B Account Code{l) Priority

=-§q User Rightst4)

3 Barred ’5 VI ’Not part of User Rights

3 BarredDND
3 Unbarred Do not disturk

m

||:| Enable do not disturb ’Apply User Rights walue I

-5 [POSELLD
-5 QTIPO
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Click on the Telephony tab followed by the Supervisor Settings tab. In the Outgoing call bar
section check the Enable outgoing call bar check box and select Apply User Rights value
from the drop-down box. Click the OK button.

" Buwaya IP Office Manager for Server Edition IPOSEL10 [10.0.0.3.0 build 5] [r=| -2 sl
File  Edit  Miew Tools Help
2E-HARE Al v
Solutioh * User Rights ~ Barred -

‘ Configuration ‘ i= Barred ek - X wl<|>

=K BOOTP (20)
t-¢ Operator (3}
=% Salution

g User(l?)
(-5 Groupi2)

..... @z Directany(0)

User Rightsi4)
a; Barred

3 Unbarred

----- & Location(D)
B4 IPOSELL0
-3 QTIPO

[-@% Short Code(11)
Tirme Profile{0)
Account Code(D)
§4 BarredDND
i

@3 UnbarredDND

| User | Short Codes | Button Prograrmming I Telephany I User Rights Mernbership | Woicernail | Forwarding|

Intrusian

[ Can Intrude
Cannaot Be Intruded

[ Dery futo Intercorn Calls

Force Login

[T Enable Farce Login

Force Account Code

[] Enable Force Account Cade

Inhibit Off-Switch Forward,/Transfer
[7] Enable Inhibit Off-Switch Foraard/Transfer

Qutgoing Call Bar

’Not patt of User Rights

’Not part of User Rights

’Not part of User Rights

’Not part of User Rights

m

’Not part of User Rights

’Not patt of User Rights

| Enable Outgoing Call Bar

’Apply User Rights value

Coverage Group

’<N0ne> V]

’Not patt of User Rights

Repeat this procedure to create the BarredDND user right, in this user right the Enable do not

disturb filed must be checked in the Apply User Rights value field in the User tab
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5.5. Create User Right — Unbarred and UnbarredDND

In the Manager window, navigate to Solution - User Rights. Right click on User Rights, and
select the New option (not shown). When the New User Rights window appears click on the
User tab. In the Name field, set value Unbarred. Select Apply User Rights value from the
appropriate drop-down boxes.

™ Avaya IR Office Manager for Server Edition IPOSELL0 [10.0.0.2.0 build 5] ==
File  Edit  Miew Tools  Help
AEE A v
Solution = User Rights * Unbarred -
Configuration ‘ i= Unbarred e - Xlvl<|>»

R BOOTP (20

Operator (3)
=) Solution

@ Userf1h)

-5 Group(2)
[#-8% Short Code(11)

----- @& Directory(0)
----- £ Time Profilefl)
----- M Account Codel

--fq User Rightsid)

§4 Barred

-3 BarredDND

; -§4 Unbarred
“efin UnbarredDND
""" & Location{D)

Mame Unbarred

*This User Right is comrmon to all systermns,
Locale

)

’Not part of User Rights

[
Priarity

s

7

’Not part of User Rights

Do not disturb

ID Enable do not disturb

’Apply User Rights walue

- [POSELLD

-2 OTIPO
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Click on the Telephony tab followed by the Supervisor Settings tab. In the Outgoing call bar
section uncheck the Enable outgoing call bar check box and Select Apply User Rights value
from the drop-down box. Click the OK button.

" Awaya IP Office Manager for Senver Edition IPOSELL0 [10.0.0.3.0 build 5] [ro| =] =]
File  Edit Miew Tools Help

2E-HAEE A v

Solution v UserRights = Unbarred 2
Configuration ‘ = Unbarred B - X v <=
‘! BOOTP 20) | User | Shork Codes | Button Programming ﬁelephony" User Rights Membership |\u"0icemai| | Forwarding|
s Operator (3)
2% Solution | Call Settings | [Supervisor Settings || Multi-line Options | i
@ User(17y )
[J'"ﬂ Group(2) Intrusion
(-8 Short Code(11) [T CanIntrude ’Not part of User Rights
----- @ Directory(0)
-7 Time Profile(0) Cannot Be Intruded [Not part of User Rights
----- Bl Account Code(0)
[_]a; User Rights(4) [] Deny Auto Intercom Calls ’Not part of User Rights

3 Barred
a; BarredDMD Force Login
&4 Unbarred [C] Enable Force Login ’Not art of User Rights
B9 UnbarredDMD ! < 2

----- 55 Location(0)
[y IPOSELLD

-5 QTIPG [7] Enable Force Account Code [NDt part of User Rights

m

Force Account Code

Inhibit Off-Switch Forward/Transfer

[T] Enable Inhibit Off-Switch Forward/ Transfer ’Not part of User Rights

Outgaing Call Bar =

ID Enable Outgaing Call Bar ’Apply User Rights value I

Cowverage Group

’<N0ne> v] ’Not part of User Rights

Repeat this procedure to create the UnbarredDND user right, in this user right the Enable do
not disturb filed must be checked in the Apply User Rights value field in the User tab.
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5.6. Create DDI Hunt Groups

In the Manager window, navigate to IPOSE110 - Group, right-click Group and select New in
the popup that appears (not shown). In the subsequent Hunt Group window, set Name to
something appropriate (e.g. DDI Hunt Group). Enter an Extension (e.g. 4333) and for Ring
Mode select Sequential from drop-down box. Ensure that no extensions are added to the User
List as they will be automatically added by the iCharge once a DDI is allocated to an extension.
Click the OK button. Note: repeat this for each DDI required.

™ Bwaya IP Office Manager for Server Edition IPOSEL10 [10.0.0.3.0 build 5] =N =
File  Edit Miew Tools Help

AEE alv

IPOSELL0 = Group + 4333 DD Hunt Group -
Configuration | T Sequential Group DDI Hunt Group: 4333° =R IR AR AR
T"a BOOTP (20} * || Group | Queuing | Crverflouy | Fallback | Yoicermail |V0ice Recarding |Ann0uncements | SIP ‘
#-¢% Operator (3)
=% Solution Mame DOI Hunt Group Profile Standard Hunt Group i
i User(l]
+§u G:;L(p(g) Extension 4333 [] Exclude Fram Directary
=-8% Short Code(1l) : - ) Sostarn Dafault (15
. Directony() Ring Mode Sequential Mo Answer Time (sec) ystern Default (15
= -
40 Time Profile(l) Hold Music Saurce INO Change ']
- Account Codel(l)
+§| User Rights(4) Ring Tone Override MNone - |
: L Agent's Status on No-Answer -
||| &pplies To INnne I
Central System IPOSELLD Advertise Group
+ o Contrql Unit (8 User List
+¢ Extension (10}
+= User (11} Extension Mame System
-ﬂ Group (2)
-l 4333 DDIHunt Grou
o -Bg 4500 HG4500
-9 Short Cade (§5)
G Service (0)
e Incoming Call Route (8)
. Directary (I}
I Time Profile [{)] o
IP Route (1) « n v
Bl Account Cade (0)
. i Q-;I\r;rmp EL)] ; oK I I Lancel I I Help I
Ready I"?
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5.7. Configure Station Message Detail Recording (SMDR)

In the Manager window, navigate to IPOSE VM1 - System - IPOSE110 to display the
Server Edition screen in the right pane. Select the SMDR tab. Select “SMDR Only” from the
Output drop-down list, to display the SMDR sub-section.

For IP Address, enter the IP address 10.10.98.83 which is the IP address of iCharge. For TCP
Port, enter a desired port supported by the iCharge, in this case the port 3001 inputted.

Modify Records to Buffer to the desired value, and check Call Splitting for Diverts. The record
buffer is used by IP Office to cache SMDR records in case of communication failure with the
iCharge. Click OK button to save the configuration.

" Awaya 1P Office Manager for Server Edition IPOSE110 [10.0.0.3.0 build 5] o ===
File  Edit  Miew Tools Help

AEE Al v

IPOSELL0 - Systern - IPOSELLD -
Configuration ‘ 7 IPOSE110" v |

T---a BOOTP (20) -

Spstern | LAM1 | LANZ | DNS Yoicemail | Telephany | Directory Services | Systern Ewvents | SMTR [ SMDR | valp |« | »
Operator (33

=% Solution Output SKDR Only v il
w-§  Userl?)
+,ﬁ Groupi?) SMDR
- @% Short Code(11) Station Message Detail Recorder Carmmunications
& Directary(l) IP Address w1 % . 83
-k Time Profile(0)
-l Account Codefl) TCP Part 3001 £
3 User Rights(4)
Location{l) Records to Buffer (3000 2
[POSELLD S| Call Splitting for Diverts

=3 [POSELL0
#-F4 Line (4)

Repeat the steps above to configure SMDR in the QTIPO expansion, the TCP Port 3002 was
used in the SDMR of the IPO expansion.

" fwaya IP Office Manager for Server Edition QTIPO [10.0.0.3.0 build 5] =N =R ==
File  Edit  Miew Tools  Help

AEE A v

QTIPO v Systern ~ QTIPC -

Configuration || ¥ QTIPO* vi<l»
+’$ BOOTR (20) “ || Systern | LANL | LAMZ | DMNS | Woicemail | Telephony | Directory Services | System Events | SMTP | SMDR | yicht |+ |
g Operatar (3
=-%= Solution Qutput SMDR Only N i

o User(1T)
238 Group(2) SMDR
-0 Shart Code(ll) Station Message Detail Recorder Communications

*® Directory(D) IP Address mo.oow . % .8

2 Time Profile{0)

Account Codefl) TCP Port 3002

i3 User Rights(4)

‘-8 Location(ll L Records to Buffer |3000

= IPOSELL0

¥ QTIPO

- = Systemn (1)
,_.\ QOTIPG

m

-

| Call Splitting for Diverts
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5.8. Save Configuration

Once all the configurations have been made it must be sent to the IP Office. Click on the Save
icon = as shown in the picture below.

E Avaya IP Office Manager for Server Edition IPOSEL10 [10.0.0.3.0 build 5]

fo o =]
File  Edit  ‘iew Tools Help
_ 2EE Alv
IPOSELLD v Systern - IPOSELLD 2
| Configuration IE IPOSE110 o vl<|>

System |LANL | LanZ | DNS [ Voicemail | Telephony | Directory Services | System Events [ smTe [ smDR [ valp [ wal <[

Mame IPOSELLD

; Locale United States (L i
+-gy User Rights(4) —
[ L;:;tilogn(gs) Location <Monex
Contact Information
This Systern is under Integrated Management control n
Once the Save Configuration window opens, click on the OK button.
" Send Multiple Configurations EI@
Select ) Change . Incaming Qutgoing Errar
lifice tode Reboctline Call Barring Call Barring Status PEEE
N 2 Merge v |441pPm 0 0 I
PO EXP210 [Merge > | &41PM I i Ll
[o]4 l l LCancel ‘ I Help
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6. Configure Connected Guests iCharge

The configuration of Connected Guests iCharge system is done by Connected Guests engineer
and is outside of the scope of these Application Notes. To obtain further information on
Connected Guests iCharge system configuration please contacts an authorized Connected Guests
representative.

7. Verification Steps

This section provides the basic tests that can be performed to verify correct configuration of the IP
Office and Connected Guests iCharge solution.

1. Open a browser and enter the ip address of the iCharge system as following format
http://<ipaddress of iCharge>/icharge to launch the iCharge hospitality management page.
Enter the proper user name and password to access to the system.

e = httpy/¥1010.98.83/icharge/ P~ = iCharge

Login

’ Type a Username and Password to Log In...

Username

Password
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The homepage of Connected Guests iCharge is displayed as shown in the screenshot below.

=._ CONNECTED DevConnect Compliance
=== GUESTS

Status Welcome Default Admininstrator Theme Blue ) Language English (United St }'Property DevConnect Comp )

2. To do a check-in a Guests room, from the home page navigates to Front Office >
Check-In. Select Walk-in, Reservation Code and a room extension in the dropdown
menu, enter Surname and First name in the Guests Details tab and click on Check-In
button.

CONNECTED DevConnect Compliance
GUESTS

Status Welcome Default Admininstrator Theme  Blue ) Language  English (United St :. Property ' DevConnect Comy )

Check-In a guest or guests for a reservation or walk-in...
T Extension Additional Message
Reservation Code | 650-000072 ) Attributes Guests Waiting

Room Type <Unknown=> .:I

room [FENE [+]
Do Mot Disturb Off on | ' ! !

Budget Limit Wake-up Calls PIN Attributes
Guest Details Contact Details Reservation Details

Surname BLLT

Title ] Account
itle r DDI Attributes Room Status

O s

Language Code

P —— \
J
Extension Name Display [EigliBEIn
Guest Group

Check-In Back
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1. From the iCharge server, launch the Interface to Avaya IPOffice click on the
Communications tab and verify that the iCharge has passed the correct details onto the

IP office.

:5\ Interface to Avaya IPOffice 2

About I Statusl Cloze

Communications Meggagegl Contmll

R <ACK:

R <ACK:

Ra <ACK:>

Ra <ACK:

Ra <ACK:

Tx: NAME 4303 " acant 4303"

If: [C0] Setting COS to Barred on 4303,
T COS5 4303 Barred

If; [C1] Setting name ta ""br Smith John' on 4302,
Tu: MAME 4302 "br Smith John'!

If: [C1] Setting COS to Unbarred on 4302,
T COS 4302 Unbarred

If: [COS] Setting COS to Unbarred on 4.302.
T COS 4302 Unbarred

Clear | v Fallow Bottom Page

B

Minimize

3. The IPO user 4302 should now reflect the name entered in the Full Name field and the
Working hour User Rights is set to Unbarred that allows making outgoing call.

o
H—

Extnd302: 4302

g - X v | <]

E

User |\-"0icemai| | OMD | Short Codes | Source Mumbers | Telephony | Forwarding | CialIn |\-’0ice Recarding | Button Programming | bderu Frogra *

Marne

Passweard
Confirm Passward
Unique [dentity
Conference PIN
Confirm Audio Conference PIN
Sccount Status
Full Marme
Extension

Ermail Address
Locale

Priority

Systern Phone Rights

Profile

Extnd302
sasssses

|Enabled

I Mr Senith John 4302

4302

l

E

INone

[Basic User

[C] Receptionist
Enable Softphone

Enable one-X Portal Services
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COut of hours User R

Device Type ! Snvaya 9641

User Rights

User Rights wiews ’Working hours User Rights vl
Warking hours time profile “Mone:

Working hours User Rights I Unbarred

ights

2. To quickly show the call record, navigate to the bottom of the page and select Ez Report,
the Report Parameter popup window is displayed (not shown). Select a desired extension
and click OK button, the Report Viewer popup window shows all call records for the
extension. Note that in order to run a full report for call record, navigate to Back Office
—>Advanced Reports.

Report Viewer

Ez Report

Report For Period
Report Run On
Reported By
Report Type
Filter

3/16/2017 - 3/16/2017
3/16/2017 1:51:19 PM
ADMIN

Department - 4302

Outgoing, Incoming, Internal, Tandem, Cost, Bill

Date and Time

Call direction Destination Dialled Digits

Duration

3F1E/2017 12:32:33 PM  Internal E 4303

31672017 1:40:22 PM Internal E 4303

3FLEF2017 1:40:27 PM OQutgoing T 2001 3300

3F1E/2017 1:45:22 PM  Outgoing T 2001 41E96E3408
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8. Conclusion

These Application Notes describe the configuration steps required for Connected Guests iCharge
to successfully interoperate with Avaya IP Office Server Edition Release 10. All feature and
serviceability test cases were completed with an observation noted in Section 2.2.

9. Additional References
This section references product documentation relevant to these Application Notes.

Documentation for Avaya products can be found at http://support.avaya.com.

[1] Administering Avaya IP Office™ Platform with Manager, Release 10, Issue 10.33, October
2016.

[2] Deploying Avaya IP Office™ Platform Servers as Virtual Machines, Release 10, November
20156.

[3] IP Office™ Platform 9.1 Using IP Office System Monitor, Release 10, September 2016.

[4] Administering Avaya IP Office with Manager, Release 10, September 2016.
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©2017 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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