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Abstract

These Application Notes describe how to configure an Avaya Communication Server 1000
and an Avaya Aura® Session Manager to interface with Vision 2020 3.1HA, which is
operating as an attendant answering position. Vision 2020 3.1HA is a software application
from Enghouse Interactive AB installed on a Windows server that interfaces with Avaya
Communication Server 1000 using a SIP connection via Avaya Aura® Session Manager and
provides users with the call functions of an attendant console without having to install a
hardware attendant position.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect Compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.

KP; Reviewed Solution & Interoperability Test Lab Application Notes 1 of 47
SPOC 6/7/2017 ©2017 Avaya Inc. All Rights Reserved. Vision31-CS1K76



1. Introduction

These Application Notes describe the compliance tested configuration for Avaya
Communication Server 1000E R7.6 and Avaya Aura® Session Manager R7.0 with Vision 2020
HA (hereafter referred as Vision) release 3.1 from Enghouse Interactive AB. Vision is a
client/server based application running on Microsoft Windows 2012 Server operating systems.
Vision provides users with an attendant answering position for Avaya Communication Server
1000E that does not require attendant telephony hardware e.g., Avaya 2250 attendant console.
Vision connects to the Avaya Communication Server 1000 using a SIP connection via Avaya
Aura® Session Manager.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise voice network using an Avaya
Communication Server 1000E (Communication Server 1000). The Vision server uses a SIP
connection to the Communication Server 1000 call server via Session Manager. See Figure 1 for
a network diagram. A basic Distance Steering Code configuration (DSC) was configured on the
Communication Server 1000 to route all calls to the Vision attendant position. If a call is made
from the Vision attendant console to the PSTN the call will route from the Vision console via a
SIP trunk to Session Manager then to the PSTN. During compliance testing simulated PSTN
PRI/T1 trunks were used. Vision can perform the usual range of attendant call functions, i.e.,
centralized answering position; extend PSTN calls to users, place PSTN calls on behalf of
internal users, perform internal telephone directory lookups.

During tests, calls are placed to a number associated with the Vision attendant position. Session
Manager routes all calls destined for the Vision server over the SIP connection. The Vision
server then automatically places a call to the telephone the attendant is using for answering
purposes. When the attendant answers the call, the Vision server bridges the two calls. When the
attendant extends the call to another phone, Vision server performs a SIP Re-Invite to connect
caller and called user directly. It is possible to have multiple Vision attendant positions on a
Communication Server 1000 system.

A variety of Avaya telephones were installed and configured on the Communication Server
1000. The Vision attendant client provides a view of contacts, schedules, and communication
tasks and was installed on the same server as the Vision Server, but can be installed on a separate
platform if required.

Note: The Vision server places a call to the attendant’s deskphone, for compliance testing an
Avaya IP phone was used as the attendant’s deskphone. When the attendant is called the Vision
server calls the Avaya IP phone and bridges the call.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
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DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and the Vision 2020 did not include use of any specific encryption features as requested by
Enghouse Interactive AB.

2.1. Interoperability Compliance Testing

The compatibility tests included the following.
Incoming internal and external calls
Outgoing internal and external calls

Blind and announced transfer with answer
Directing calls to busy extensions

Call queuing and retrieval

2.2. Test Results

Tests were performed to insure full interoperability between the Vision and the Communication
Server 1000. The tests were all functional in nature and performance testing was not included.
All the test cases passed successfully.

2.3. Support

For technical support for Enghouse Interactive AB products, please use the following web link.
http://www.enghouseinteractive.com/solutions/

Enghouse Interactive AB can also be contacted as follows.
Phone: +46 (0)8 457 30 00

Fax: +46 (0)8 31 87 00

E-mail: Visionsupport@enghouse.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of a Communication Server 1000, System Manager and Session Manager. The Vision
8020HA server connects the Communication Server 1000 using a SIP Trunk via Session
Manager. An Avaya 1140 IP deskphone was used as the Vision 8030HA Attendant telephone
during compliance testing. A PRI/T1 trunk on Media Gateway Controller (MGC) was configured
to connect to the simulated PSTN.

Avaya Aura® System Manager

Avaya IP 2004P2 Avaya Aura® Session Manager
Deskphone on Virtualized Environment

SIP Trunk

SIP Trunk
Avaya IP 1140E '

DeSkae [ Avaya DevConnect Lab

Network Avaya Communication
Server 1000 CPPM
-t 8"_ T
Enghouse Interactive
Aviya .IP .1140E Vision 8020 3.1HA Server L —
Unlstlm) ¥ g e ——
—— running on Windows 2012 —
Acting as -
Attendant Phone Avaya 3904

Digital Phone

Figure 1: Configuration for Avaya Communication Server 1000, Avaya Aura® Session
Manager and Enghouse Vision 2020 3.1HA
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Communication Server 1000

7.65 SP8

Avaya Aura® Session Manager running on
virtualized environment

7.0.1.2.701114

Microsoft Windows 2012 R2 Server

Avaya Aura® System Manager running on 7.0.1.2 SP2
virtualized environment
Avaya 11xx Series IP Telephone

e 1140 (UNIStim) C95

e 1140 (SIP) 4.03.09
Avaya 2004P2 IP Telephone DCQ
Avaya 3904 Digital Telephone -
Vision 2020 HA Server and Client runningon | 3.1
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5. Configure Avaya Communication Server 1000

The document assumes that route, trunk and dialing plan of the Avaya CS 1000 have been
configured. This section only describes the details on how to configure the Avaya CS 1000
Signaling gateway to connect to the Session Manager via SIP trunk using the Element Manager.

Prerequisites: An Avaya CS1000 server which has been:
e Installed with CS 1000 Release 7.6 Linux Base.
e Joined CS 1000 Release 7.6 Security Domain.
e Deployed with SIP Trunk Application.

For more information on CS 1000 installation, maintenance, and upgrades, see Section 10. The
following software packages are enabled in the key code. If any of these features have not been
enabled, please contact your Avaya account team or Avaya technical support at
http://www.avaya.com.

Package Package Package Description Package Type Applicable
Mnemonic Number (New or Existing | Market
or Dependency)
SIP 406 SIP Service package New package Global
FFC 139 Flexible Feature Codes | Existing package | Global
SIPL_ Nortel 415 Avaya SIP Line Existing package | -
SIPL_3ThirdParty | 416 Third Party SIP Line Existing package | -
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5.1. Log in to Avaya Communication Server 1000 System

Since release 7.6 Avaya CS 1000 Elements is integrated to System Manager, to access the
Element Manager of CS 1000 first log in the System Manager. The screen below shows the
System Manager home page with Communication Server 1000 entry in the Elements table.
Click on the Communication Server 1000 to access to CS 1000 Elements, the Elements
webpage will be opened in the new window.

Aura” System Manager 7.0

Home

Administrators

Directory Synchronization
Groups & Roles

User Management

User Provisioning Rule

Avaya Breeze™

Communication Manager

| communication server 1000 |

Conferencing
Device Services
Equinox Conference
1P Office

Media Server
Meeting Exchange
Messaging
Presence

Routing

Session Manager
Web Gateway

3
=« Elements QQ Services

Backup and Restore
Bulk Import and Export
Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Shutdown

Solution Deployment Manager

Templates

The Elements page is shown in the following screenshot. Click Element Name of the CS 1000
that needs to be accessed as highlighted in the red box.

Aura" System Manager 7.0

“ Metwork
Elements

~= £S5 1000 Services
Corporate Directaory
IPSec
MNurmbering Groups
Patches
SHNMP Profiles

Home Communication Server 1000 %

Host Name: 10.33.1.10  User Name: admin

Elements

Mew elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to
launch its management serice. You can optionally filter the list by entering a search term

Securs FTP Token Add... | | Edit.. | [Delete | E &a e
Software Deployment -
e [ Element Mame Elerent Type Release Address Description *
Administrative Users o ] smgnd 0. bvardey. cam Base 05 7B 10.33.1.10 Base 0S5 3
&g ROMArY, element
Euxtemal Authentication ,H cs1omn 75 10.10.97 90 Newr
SAML Configuration alemant.
Pagsward 5[] EMon car?-sipl CS1000 7B 10.10.97.90 Mewr
Security elernent.
Roles o] card-cores bvwdev.com Linux Base 7B 10.10.97.169 Base 03
Paolicies {member) elernent.
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5.2. Administer an IP Telephony Node

These application notes assume that the basic CS 1000 configuration has already been
administered and that IP Telephony Node has already been created. This section describes the
steps for configuring a Node (Node ID 2001) in CS 1000 IP network to work with Voice4net.
Select System - IP Network - Nodes: Servers, Media Cards and then click on the Node ID
2001 as shown below.

AVAYA CS1000 Element Manager

» Managing: [ll10.97.90 Username: admin

=L o SR R System » IP Network » IP Telephony Nodes

- Home
_ Links IP Telephony Nodes
-Virtual Terminals Click the Mode ID to view or edit its properties.
- System
+Alarms L
- Maintenance 3 Add.... Print | Refresh
+Core Equipment
- Peripheral Equipment "] Node ID=~ Components Enabled lications ELAM IP Mode/TLAM [Pvd  Node/TLAN IPvE  Status
=IE Network [] 2000 1 LTPS, Gateway [ SIPGw ) - . 10.97 168 - synchronized
-Modes: Servers, Media Car =
—Wamtenance and Repors ||:| 2001 1 LTPS, Gateway ( SIPGw ) - . 10.97.170 S Synchronized
- Media Gateways 2003 4 SIP Line, LTPS, Gateway 10.97.158 .
s - A7 Synchronized
-Zones 0 (SIPGw ) -
- Host and Route Tables SIP Line, LTPS, PD, Gateway .
5 g 5 L L
— Network Address Translatic (]| 20041 B (SIPGw) [ Ieren Synchronized
- QoS Thresholds [7] 2005 1 SIP Line - 135.10.97.188 - Synchronized
- Personal Directories
- Unicode Name Directory Show: MNodes || Component servers and cards IPvE address
+Interfaces

-Engineered Values
+Emergency Services

+ Geographic Redundancy
+Software =

The Node Details page will appear. Scroll down under the Applications, click on the Gateway
(SIPGw) link, the Virtual Trunk Gateway Configuration Details page will appear in the next
two screenshots. The node IP address 10.10.97.170 is used to establish SIP trunk with Session
Manager.

AV/-\yA CS51000 Element Manager
~ UCM Network Services - System » IP Network » |P Telephony Nodes » Node Details -
- Home |Node Details (ID: 2001 - LTPS, Gateway ( SIPGw)) |
- Links
- Virtual Terminals
- System . -
+Alarms Mode ID: (0-95959)
;g?rgteETﬁ?gfnem Call server IP address:  10.10.97.90 - TLAN address type: @ IPv4 only E
- Peripheral Equipment E _ IPvd and IPvE
- |P Metwork
- Modes: Servers, Media Car Embedded LAN (ELAN) Telephony LAN (TLAN)
—Wainfenance and Reports
- Media Gateways Gateway P address:  10.10.97.65 : Node IPv4 address: | 10.10.97.170 :
-Zones
-Host and Route Tables Subnet mask: 255 255 265 192 * Subnetmask: 255 255 255 192
- Metwork Address Translati
- QoS Thresholds
- Personal Directories
I_turljflcode Name Directory IP Telephony Node Properties Applications (click to edit configuration)
J:EnnZir?::?ed Values + Voice Gateway (VGW) and Codecs +« SIPLine
+Emergency Senvices * Cluality of Sevice (CloS) e Terminal Proxy Server (TPS)
+ Geographic Redundancy * LAN
+ Software « SNTP + Personal Directories (PD)
— Customers +« MNumbering Zones + Presence Publisher
+ MCDN Aternative Routing Treatment (MALT) Causes « |P Media Senices
+ Routes and Trunks -
- Dialing and Numbering Plans _ « [ +
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In the Node ID: 2001- Virtual Trunk Gateway Configuration Details, enter the information
highlighted in the red-box for the General and SIP Gateway Settings. All other fields are kept
at default. Click Save. Note: SIP domain name bvwdev.com should be matched with SIP
domain created in Section 6.2.

AVAYA CS1000 Element Manager

_UCM Network Services Managing: 135.10.97.90 Username: admin

= A System » |P Network » |P Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration ~
-Home N - .
_Links Node ID: 2001 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals
=SEEL General | SIP Gateway Settings | SIP Gateway Services
+ Alarms
- Maintenance Virk gateway applioation:l Enable gateway service on this node

+ Core Equipment
- Peripheral Equipment

- IP Nefwork . General Virtual Trunk Network Health Monitor
- Nodes: Servers, Media Car¢
- Maintenance and Reports Virk gateway application: | SIP Gateway (SIPGw) W |
";ed'ﬂ Gateways ] Monitor IP addresses (listed below)
-Zones ; . :
-Host and Route Tables SIP domain name: |bvwdev_com | Information will be captured for the IP a
- Network Address Translatio below.

- QoS Thresholds Local SIP port: |5060 * (1-65535) .
Monitor 1P:

- Personal Directories

- Unicode Name Directory
+ Interfaces
- Engineered Values
+Emergency Services Gateway password:
+ Geographic Redundancy

+ Software L
—Customers Application node ID: (2001 * (0-9999)

-Routes and Trunks

Gateway endpoint name: |car2-cores | *

Monitor addresses:

- Routes and Trunks Enable failsafe NRS: []
- D-Channels i ‘ . v
- Digital Trunk Interface v _rtlute. Ea\ngfe N_R?ﬂm-|\l bg epablgd D”"-‘. on thosle servers in

- Dialing and Numbering Plans < >

< >

Enter the IP address 10.33.1.12 of signaling Session Manager in the Primary TLAN IP address
field, port 5061 in the Port field and select TLS in the Transport protocol dropdown menu.

AVAYA CS1000 Element Manager
- UCM Network Services A General | SIP Gateway Settings | SIP Gateway Services A
-Home
- Links . Transport protocol: W
- Virtual Terminals . .
_ System Shared Bandwidth Management:
+Alarms ["] Enable Shared Bandwidth Management
- Maintenance Proxy Or Redirect Server:
+ Core Equipment .
- Peripheral Equipment Froxy Server Route 1:
~ IP Network Primary TLAN IP address: ||10.33.1.12
-Nodes: Servers, Media Carc The IP address can have either IPv4 or IPv6 format based on the valt
- Maintenance and Reporis address type"

- Media Gateways

-Zones Port: ||5061 (1-65535)

-Host and Route Tables

- Network Address Translatio
'
QoS Thresholds Transport protocol || TLS
- Personal Directories Options: [_| Support regisiration
- Unicode Name Directory
+ Interfaces [[] Primary CDS proxy

- Engineered Values
+ Emergency Services
+ Geographic Redundancy Secondary TLAN IP address: |0.0.0.0

+ Software The IP address can have either IPv4 or IPv6 format based on the vall
- Customers address type"
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On the same page, scroll-down the parameters box to the SIP URI Map section. Under the
Public E.164 domain names and Private domain names subsections, leave all fields as blank,
which remove the phone context in Invite message sent from CS 1000.

AVAYA €S1000 Element Manager
_ UCM Network Services - System » IP Network » IP Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration
- Home Node ID: 2001 - Virtual Trunk Gateway Configuration Details
- Links
SEETUEIEE General | SIP Gateway Settings | SIP Gateway Semvices
- System
+.;\1Ia_rr;15 -
+é§lr2 IeEr:]iri]pCfnem Public E 164 domain names Private domain names
- Peripheral Equipment Mational: UDP
- 1P Metwork =
- Nodes: Servers, Media Car Subscriber: CDP
- Maintenance and Reports
- Media Gateways Special number: Special number,
-Zones
-Host and Route Tables Unknown: Wacant number.
- Network Address Translatiy
- QoS Thresholds Unknown
- Personal Directories L
- Unicode Name Directory SIP Gateway Services 1

Afterwards, click Save, the system will bring back the Node ID page (not shown). Then click
Save button on the Node ID page and that will take the user to the Node Saved page (not
shown). Click on the Transfer Now button, when finished it will bring the user to the
Synchronize Configuration Files page. Then click Start Sync button (not shown) to complete
the configuration saved process.

System » IP Network » |P Telephony Nodes » Synchronize Configuration Files

Synchronize Configuration Files (Node ID <2001:)

Mote: Select components to synchronize their configuration files with call server data. This process transfers server INI files to selected
components, and requires a restart® of applications on affected server(s) when complete.

I Start Sync H Cancel H Restart Applications J Print | Refresh
Hostname Type Applications Synchronization Status

SIP Line, LTPS,

Gateway (SIP/H323),
carz-cores Signaling_Server PD, Presence Sync required

Publisher, IP Media

Services

* Application restart i= only required for initial system configuration or if changes have been made to general LAN configurations, SNTP settings, SIP and

H323 Gateway settings, network connectivity related parameters like ports and IP address, enabling or disabling services, or adding or removing application
BEIVErS.
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5.3. Administer D-Channel for SIP Trunk

From the homepage of Element Manager, expand the menu Routes and Trunks - D-Channels
and select the D-Channels tab. The D-Channel 101 as shown below was used for the
compliance test.

AVAYA CS1000 Element Manager
W

- Metwork Address Translatit
- QoS Thresholds D-Channels
- Personal Directories

- Unicode Mame Directory

+Interfaces R
- Engineered Values Maintenance
 ETTEOEE) SEL TS D-Channel Diagnostics (LD 96)

+ Geographic Redundancy Network and Peripheral Equipment (LD 32, Virtual D-Channels)

+ Software MSDL Diagnostics (LD 96)
- Customers TMDI Diagnostics (LD 96)
- Routes and Trunks D-Channel Expansion Diagnostics (LD 48)
Routes and Trunks
[~D-Channzis |

m

1gital TrunkInterface Conﬁguratlon

- Dialing and Numbering Plans

- Electronic Switched Metwork
- - 0 - DCH to Add
_ Flexible Code Restriction Choose a D-Channel Mumber: ¥ andtype: -
- Incoming Digit Translation
- Phones - Channel: 10 Type: DCH Card Type: TMDI Description: TMDI
- Templates
'5990”5 - Channel: 100 Type: DCH Card Type: DCIP Description: CenturyLink
- Views
- Lists N . . e =
e I } Channel: 101 Type: DCH Card Type: DCIP Description: SIPTrk |

Click Edit button on the D-channel 101. The screen below shows the Basic Configuration
section of this D-channel. Select D-Channel is over IP (DCIP) in the D-Channel Card Type,
enter a description in the Designator box and keep all other values at their defaults.

AVAYA €S1000 Element Manager
I  — E  — — — ————— ——————  ——— ——————————————————————————————————————————————————

-Zones - -
~ Host and Route Tables D-Channels 101 Property Configuration
- Metwork Address Translatic

- Q03 Thresholds

- Personal Directories -Basic Configuration
et Mame Directory
+Interfaces Input Description Input Value
- Engineered Values Action Device And Mumber (ADAN):
+ Emergency Services )
+ Geographic Redundancy D channel Card Type :
SREITES Designator: SIPTrk
- Customers
- Routes and Trunks Recovery to Primary: []
- Routes and Trunks
_D-Channels PRI loop number for Backup D-channel:

- Digital Trunk Interface

User : | Integrated Services Signaling Link Dedicated (ISLD)
- Dialing and Numbering Plans

- Electronic Switched Metwork Interface type for D-channel: Meridian Meridian1 (5L1) -
- Flexible Code Restriction .
Country: ETS 300 =102 basic protocol (ETSI

- Incoming Digit Translation & P ( ) M
- Phones D-Channel PRI loop number:

- Templates . )

~Reports 3 Primary Rate Interface:

:\:::gs Secondary PRIZ loops:

- Properties Meridian 1 node type: Slave to the controller (USR) -

- Migration
_Tools Release ID of the switch atthe farend: 25 =

+Backup and Restore

- Central Office switch type: 100% compatible with Bellcore standard (STD)
- Date and Time

+Logs and reports Integrated Services Signaling Link Maximum: Range: 1 - 4000
- Security . . . )
+Passwords Signalling server resource capacity: 3700 Range: 0 - 3700
+Policies .
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Continue to expand the Basic options (BSCOPT) section. Keep all fields at default and click on
Edit button in the Remote Capabilities field.

Frimary D-channel for a backup DCH:
- PIMX customer number: b
- Progress signal: “
- Calling Line ldentification : w
- Output request Buffers: | 32w
- D-channel transmission Rate: | 96 khfs when LCWT is AMI (561 A
- Channel Megotiation option: | Bo alternative acceptable, exclusive. (1) |

- Remaote Capabhbilities:

The Remote Capabilities Configuration page is displayed. Make sure that Message waiting
interworking with DMS-100 (MW1) and Network name display method 2 (ND2) check
boxes checked. Click on Return — Remote Capabilities button to return to the D-Channel page.

Message waiting interworking with DMS- 100 (WA}
Network access data (MAC) []

Network call trace supported {MCT) []

Network name display method 1 (ND1) []

Network name display method 2 (HD2)

Network name display method 3 (ND3) []

Name display - integer ID coding (MDI} []

Name display - object ID coding (NDO) []

Path replacement uses integer values (PRI} []

Path replacement uses object identifier (PROY []

Release Link Trunks over IP (RLTI) [

Remote virtual queuing (RVQ) [ ]

Trunk anti-tromboning operation (TAT) []

User to user service 1{UUS1) [ ]

NI-2 name display option. (NDS) [ ]

Message waiting indication using integer values (QMAT) [
Message waiting indication using object identifier (QMWO) [ ]
User to user signalling {UUl) []

‘ [ Feturn - Remote Capahilities ]|[ Cancel ]

Keep all values at default for the Change protocol time value (time) and Advanced options
(ADVOPT) sections. Click on the Submit button in the bottom of the D-channel configuration
page to save and complete.
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5.4. Administer Zone Bandwidth

To configure a Zone, from the homepage of Element Manager expand the menu System - IP
Network = Zones and select the Zones tab. The Zones page is displayed in the right-hand side
as shown below.

AVAYA CS$1000 Element Manager

- Zones “  Managing: M10.97.90 Username: admin
-Host and Route Tables System » P Network » Zones

- Metwork Address Translatic

- QoS Thresholds
- Personal Directories Zones
- Unicode Name Directory Zones are used to group related information for either bandwidth or dial plan numbering purposes.
i :Enrzzzfr?g;sed Values ) I Bandwidth Zones
+Emergency Senvices Bandwidth zones are used for alternate routing of calls between IP stations and also for bandwidth management.
+ Geographic Redundancy Numbering Zones
Software
’ MNumbering zones are used to route calls through a centralized call server.
- Customers

Click on the Bandwidth Zones link. The Bandwidth Zones page is displayed (screen not
shown) and clicks on the Add button to add a new zone. The Zone Basic Property and
Bandwidth Management page is displayed. Enter number 255 in the Zone Number, select
Zone Intent (ZBRN) as VTRK (this zone is intended to use for virtual trunks) and keep other
fields at their defaults. Click on Save button to save changes and complete to add the new zone.

Zone Basic Property and Bandwidth Management

Input Description Input WValue
Zone Number (FONE): | 255 = |(1-50007

Intrazone Bandwidth (INTRA_BW): | 1000000 {0 - 10000000
Intrazone Strategy (INTRA_STGY): | Best Quality (BQ) W
Interzone Bandwidth (INTER_BWW): 1000000 {0 - 10000000
Interzone Strategy (INTER_STGY): | Best Quality (BCD W
Resource Type (RES_TYPE): | Shared (SHARED)
Zone Intent {(ZBRN): | WVTREK MWTRED

Description (ZDES):

*Required value. [ Save

[ Cancel ]
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5.5. Administer SIP Route

To configure a SIP Route, from the homepage of Element Manager, navigate to Routes and
Trunks = Routes and Trunks. The Routes and Trunks page is displayed in the right-hand
side. In the compliance test, the route and trunks were created in the Customer 1. Expand the
Customer: 1 there is SIP route 101 already created and used for the compliance test as shown in

the screen below.

AVAYA

+ Geographic Redundancy
+ Software

- Customers
- Routes and Trunks
-Routes and Trunks

C81000 Element Manager
o L e T T |

Routes and Trunks

-D-Channels + Customer: 0 Total routes: 2 Total trunks: 32 Add route
- Digital Trunk Interface
- Dialing and Humbering Plans - I(‘.ustomer:1 Total routes: 4 Total trunks: 89 I [ Add route ]
- Electronic Switched Network | _
- Flexible Code Restriction |~ +Route: 10 Type: DID Description: TMDI Add trunk
- Incoming Digit Translation
- Phones + Route: 51 Type: MUS Description: MUS Add trunk
-Templates ; " — = _
e | + Route: 101 Type: TIE Description: SIPTRK | Add trunk
- Views il +Route: 111 Type: TIE Description: SIPL Add trunk
—li=t
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Click on Edit button on the route 101 to show the configuration of this route. All necessary
parameters of the Basic Configuration section are shown in the screenshot below.

AVAYA

-UCM Network Services
-Home
-Links
-Wirtual Terminals
- System
+Alarms
-Maintenance
+ Zare Equiprnent
- Peripheral Equipment
- IP Metwark
- Modes: Serers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zohes
-Host and Route Tables
- Metwork Address Translation |
- QoS Thresholds
- Fersanal Directories
- Unizode Marme Directory
+Interfaces
- Engineered Yalues
+ Emergency Services
+ Geographic Redundancy
+ Boftware
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Humbering Plans
- Electronic Switched Metaork
- Flexihle Code Restriction
- Incoming Digit Translation
-Phones
-Templates
-Repors
- Wiews
-Lists
- Properties
- Migration
-Tools
+Backup and Restare
- Date and Time
+Logs and reports
-Security
+Passwords
+Policies
+Login Options

CS1000 Element Manager

- __________
Customer 1, Route 101 Property Configuration

| -Basic Cenfiguration |
Route data block (RDBEY (TYPE) :

Customer number (CUST)

Route nurmber (ROUT)

Designator field far trunk (DES) :

Trunk type (TKTFY

Incoming and outgoing trunk (ICOG)
Access code for the trunk route (ACODY
Trunk type M311P (M31T1P%

The raute is for a virtual trunk route MTRE)

- Zone for codec selection and bandwidth
rranagerment (ZOME) :

- Mode ID of signaling server of this route
(NODE)

- Protocal ID for the route (PCIDY

- Print correlation ID in COR for the route
(CRIDY

- Enable Shared Bandwidth Management far the
route (SEM)

Integrated services digital network aption (ISDM)
- Mode of operatian (MODE) :

- D channel nurnber (DCH)

- Interface type for route (FC):

- Private network identifier (P

- Metwark calling narne allowed (NCMNAY

- Metwork call redirection (NCRD)

- - Trunk route optimization (TRO):

- Recognition of DTI2 ABCD FALT signal for 5L
(FALT):

- Channel type (CHTY) :

- Call type for outgoing direct dialed TIE route
(ST

-Insert ESM access code {IMACY:

- Integrated service access route (SAR)

- Display of access prefix on CLID (DAPC)
- Mohile extension route (MBXR) ;

- Mohile extension outgoing tepe (MBXOT) :
- Mabile extension timer (MBXT)

Calling number dialing plan (CHDF)

SIFTRE

Incaming and Outaoing JAQY

a0 -

0255 (0 - 80003
2001 (0- 9999
SIP (3IP -

Vv

Route uses ISDM Signaling Link {1SLD} -

1M (0-254)

Meridian M1 (SL1) -
no1o1 (0- 327003

o

o

B-thannel (BCH) e

Unknown Call type (UKWHM) -

v

Mational number (NPA) -

0 (0- 8000 milliseconds)
Unknowen (LW -
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Keep all values at default for the Basic Route Options, Network Options, General Options,
and Advanced Configurations sections as shown in the screenshots below.

AVAYA CS1000 Element Manager
|FE
— UCM Hetwork Services Managing: 135.10.97.90  Username: admin
_Home Routes and Trunks » Routes and Trunks » Customer 1, Route 101 Property Configurstion
-Links -
- virtual Terminals Customer 1, Route 101 Property Configuration
+ System
- Customers
+Routes and Trunks +Basic Configuration
- Dialing and Numbering Plans " -
- Electronic Switched Network I' Basic Route Options I
- Flexible Code Restriction Atendant announcement (STAR) - Mo Attendant Announcement, (NO) -
- Incaming Digit Translation
+Phones Billing number required (BILM)
- Tools Call detail recording (COR)
+Backup and Restare
_Date and Time MNorth American toll scheme (NATL) @ [¥
+Logs and reports Controls artimers (CNTL) :
- Security
+Passwords Cornventional (Tie trunk anly (CHYT)
+Policies Incorming DID digit corversion on this route
+Loagin Options 1o -
hultifrequency campelled ar MFC signaling -
MFC) - Mo MFC (MO)
Process notification netwarked calls (PMNNC)
I - Neﬁork 5pflons|
Electronic switched network pad contral (ESM)
Signaling arrangement (SIG0) . Standard (STD) hd
Route class (RCLS) . Route Class marked as external (EXT)
Off-hook queding (OHG)
Offhook queuethreshold (OHAT) . 0 -
Call back queuing (CBQY
Murmber of digits (MDIZY . 2 -
Authcade (AUTH) @
| - General Options|
W1 is the only contralling party on incoming
calls (CPDC) :
Dial tone an ariginating calls (DLTM}
Hold failure threshold (HOLD) : 02 02 40
Trunk access restriction aroup (TARGY : 01
Alternate trunk route for outgaing trunks (STEF) (- 511
Actual outgaing toll digits to be ignored far
code restriction (OABS)
Display IDC narme (DRAM)
Enahle equal access restrictions (EQAR)
ACD DMIS route (DMIE)
Include DMIS number in COR records (DCDR)
+Advanced 00nfigurations
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The screen below shows the parameters of the Advanced Configurations section of the route

AVAYA CS1000 Element Manager
e |
-UCM Network Services | -Advanced Configurations |
—H_ume Malicious call trace alarm is allowed for
-Links external calls (ALRM)
-Virtual Terminals _ .
+System Allow 2t re-directing number (S8RDN) 1 ARDM (NO) -
- Customers AMI identifier number (AMTH)
+Routes and Trunks

- Dialing and Numbering Plans
- Electronic Switched Metwaork
- Flexihle Code Restriction
- Incaming Digit Translation
+Phones
-Tools
+Backup and Restare
- Date and Time
+Logs and reparts
- Security
+Passwards
+Policies
+Login Options

ACT5 timed reminder recall (ATRR)

Auto terminate (AUTO)

Collect call blocking allowed (CCBA)

Call foreeard restriction (CRWR)
Maximum number of CNI digits (CLEN) @ 10 -

Time {in seconds) that an extension is allowed
ta

fing or be On-hald or Call Park before the frunk 0 -511
ig disconnected (DCTIY :

Morth American distinctive ringing for incoming
calls (DRMNG)

Home local number (HLCL)

Home national number (HMTR)

In-band autamatic number identification route
(AN

Incoming identifier send {ICIS) . [

Internaliexternal definition (DEF) @ Use netwark info (NET) -
Identify originating party (IDOP)
Insert {MNST)
Manual outgoing trunk route (MANG)
Wanual route (MRL)

Music on-hold iMUS) [

- Mugic route number (MET) @ &1 (0-511)

Cutgoing identifier send (QOGIS) . [V
Of-hook timer delay (OHTD) ©
Outpulsing route (OPR)
Fseudo answer (PANS) . [
Periodic clearing sianal (PECL) :
Privacy indicatar ignared {PI
Auxiliary application (ALLKP -
Priarity level (FLEV) . 2 «
Frotocol selection (PSEL) © DM-DM Protocaol Selection (DMDM)
Freference trunk usage threshald (PTUT) : 0 (0-510)
Forttype atfar end (PTYP) . Analog TIE trunks (ATT) -

Route traffic information in ACD Reparts
(RACD)

Radio paging raute (RPA)
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5.6. Administer SIP Trunks

To configure SIP trunks, from the homepage of Element Manager, navigate to Routes and
Trunks = Routes and Trunks. The Routes and Trunks page is displayed in the right-hand
side. In the compliance test, the route and trunks were created in the Customer 1. Expand the
Customer: 1 and the SIP route 101 there are 32 SIP trunks already created as shown below.

AVAYA CS1000 Element Manager
_UCM Network Services Foutes and Trunks » Routes and Trunks
-Home
_Links Routes and Trunks
=¥irual Terminals
+ System
peastomers + Customer: 0 Total routes: 2 Total trunks: 32 Add route
- Routes and Trunks
- Boutes and Trunks - Customer: 1 Total routes: 4 Total trunks: 89 Add route
- D-Channels
- Digital Trunk Interface +Route: 10 Type: DID Description: TMDI Edit Add trunk
- Dialing and Humbering Plans — —
— Electranic Switched Metwark +Route: 51 Type: MUS Cescription: MUS Edit Add trunk
- Flexihle Code Restriction . N — P e e
~Incoming Digit Translatian - Route: 101 Type: TIE Description: SIPTRK Edit Add trunk
+Phones | -Trunk:1-32 Tatal trunks: 32 |
-Tools o T "
+Backup and Restare -Trunk: 1 TH: 100001 00 Description: X0 Edit fulti - Del
=D SR Time ~Trunk:2  TH: 10000101 Description: X0 Edit
+Logs and reports
- Security -Trunk:3 TH: 100001 02 Description: X0 Edit
+FPasswords o ——
+Policies ~Trunk:4  TH: 100001 03 Description: X0 Edit
LG OFiEns ~Trunk:§ TR 10000104 Description: O Edit
-Trunk: 6 TH: 10000105 Description: X0 [Edit]

Click on Edit button on Trunk: 1 to show configuration of this SIP trunk. The configuration of
the trunk 1 is the same for the rest of SIP trunks. The screen below shows the Basic
Configuration of the SIP trunk. Keep all values at default for the Advance Trunk
Configurations section.

AVAYA

- UCM Network Services
-Home
-Links
—wirtual Terminals
+ Systemn
- Customers
- Routes and Trunks
—FBoutes and Trunks
- D-Channels
— Digital Trunk Interface
- Dialing and Humbering Plans
— Electranic Switched Metwark
— Flexible Code Restriction
- Incaming Digit Tranglation
+Phones
- Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security
+ Passwards
+ Policies
+ Login Options

CS1000 Element Manager

Routes and Trunks » Routes and Trunks » Customer 1, Route 101, Trunk 1 Property Configuration

Customer 1, Route 101, Trunk 1 Property Configuration

I—Basic Configuration |

Auto increment member number: [

Trunk data block:
Terminal number:
Designatar field for trunk: <0
Extended trunk:
Member number: 1
Level 3 Signaling:
Card density:
Start arrangement Incoming © Immediate (M)
Start arrangement Outgoing:  Immediate (M)
Trunk group access restriction: 1
Channel |D for this trunk: 1
Class of Service: @
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5.7. Administer CDP Dialing Plan

This section provides the steps on how to create a new Route List Index (RLI) and a new Distant
Steering Code (DSC) for the Coordinated Dialing Plan (CDP) dialing plan.

5.7.1. Configure Route List Index (RLI)

To configure Route List Index, from the home page of Element Manger, navigate to Dialing and
Numbering Plan = Electronic Switched Network. The Electronic Switched Network (ESN)
page is displayed; expand the Customer 01 which the RLI will be created.

AVAYA CS1000 Element Manager

- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incaming Digit Translatian
+Phones
-Tools
+Backup and Restare
- Date and Time
+Logs and repors
- Security
+Passwords
+Palicies
+Login Options

—UCHM Network Services ttanacing: [[l10.97.90 Username: admin
_Home Digling and Mumbering Plans » Electronic Switched Metwork (ESN)
-Links
- Virtual Terminals Electronic Switched Network (ESN)
+ System
- Customers
- Routes and Trunks + Customer 00
- Routes and Trunks
-D-Channels

- Network Control & Services
- Metwark Control Parameters (WCTL)
- ESM Access Codes and Parameters (ESMN)
- Digit Manipulation Block (DET)
- Home Area Code (HHPA)
- Flexihle CLID Manipulation Block ({CWDB)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSMS)
- Route List Black {RLBY
- Incoming Trunk Group Exclusion {ITGE)
- Metwark Attendant Services (NAS)
- Coordinated Dialing Plan {CDP)
- Local Steering Code (LSC)
- Distant Steering Code (DSC)
- Trunk Steering Code {TSC)
- Numbering Plan (NET)
- Access Code 1
- Home Location CGode (HLOC)
- Location Code (LOC)
- Mumbering Plan Area Code (WFPA)
- Exchange (Central Office) Code (N
- Special Murmher {SPM)
- Metwark Speed Call Access Cade (WSCL)
- Access Code 2
- Home Location Caode (HLOC)
- Location Code (LOC)
- Mumbering Plan Area Code (NPA)
- Exchange {Central Office) Code (M
- Special Mumher {SPK)
- Metwark Speed Call Access Code (NSCL)
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Click on the Route List Block (RLB) link, the Route List Blocks page is displayed as the
screen below. In the testing, the Route Link Block Index 101 was created and used the route 101
as configured in Section 5.5.

AVAYA CS1000 Element Manager
W
—LUICM Hetwork Services tanaging: [Il10.97.90  Username: admin
—Home Dialing and Mumbeting Plans = Electronic Switched Metwiork (ESMY » Customer 01 » MNetwork Contral & Services » Route
N List Blocks
-Links
-Virtual Terminals -
+System Route List Blocks
- Customers
- Routes and Trunks I
-Routes and Trunks Please enter a route list index (0- 1009y | toAdd
-D-Channels

- Digital Trunk Interface Bt L b 16 1 m
+ —_—
- Dialing and Numbering Plans (5 LIS SRS LT (=2 I

- Eleciranic Switched Metwork : —
- Flexible Cade Restriction + IR e (Edi

- Inzoming Digit Translation . o
+Phones + Route List Block Index - 11 | Edit

- Tools
+Backup and Restare
- Date and Time
+Logs and reparts

- Security Initial Set: 0
+Passwards Murrber of Alternate Routing Atternpts: 5

+Palicies o - o
Set Minimum Facility Restriction Level . 0

+Login Options
- Data Entry Index -- 0 Edit

Expensive Route: M

Facility Restriction Level: 0

Digit Manipulation Index: g

ISL D-Channel Down Digit Manipulation Index: 0

Free Calling Area Screening Index; 0

Free Special Mumhber Screening Index: 0
Business Metwork Extension Route: MO

+ Route List Block Index —- 12 | Edit

|Rnute List Block Index - 101 | Edit

+ Route List Block Index -- 102 | Edit
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5.7.2. Create a Distant Steering Code (DSC)

In the Customer 01 of the Electronic Switch Network (ESN) page, select Distant Steering
Code (DSC) under Coordinated Dialing Plan (CDP). .

AVAYA CS1000 Element Manager
| s
— UCM Hetwork Sendices Managing [l10.97.90 Username: admin
_Home Dialing and Mumbering Plans » Electronic Switched Metvwoark (ESM)
-Links = -
- Vitual Terminals Electronic Switched Network (ESN)
+System
- Customers
- Routes and Trunks + Customer 00
- Routes and Trunks _ Customer 01
-D-Channels

- Network Control & Services
- Metwoark Control Parameters (MNCTL)
- ESHM Access Codes and Parameters (ESM)
- Digit Manipulation Block {DGT)
- Home Area Code (HNPA)
- Flexible CLID Manipulation Blaock (CMOB)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSMS)
- Route List Block (RLB)
- Incaming Trunk Group Exclusian (ITGE)
- Metwoark Attendant Services (NAS)

- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwaork
- Flexihle Code Restriction
- Incoming Digit Translation
+Phones
-Tools
+Backup and Restare
- Date and Time
+Logs and reparts

i S%Causr:fmrds - Coordinated Dialing Plan {CDP)
2 .
+Policies - Local Steering Code (LSC

- Distant Steering Code (DSC)
- Trunk Steering Code (TSC)
- Humbering Plan {NET}
- Access Code 1
- Home Location Code (HLOC)
- Location Code (LOC)
- Mumbering Plan Area Code (NPA)
- Exchange (Central Officed Code (MR
- Special Mumhber {(SPN)
- Metwark Speed Call Access Code (NSCL)
- Access Code 2
- Home Lacation Cade (HLOC)
- Location Code (LOC)
- Mumhbering Plan Area Code (WPA)
- Exchange (Central Office) Code (MWE)
- Special Mumber (SPN)
- Metwork Speed Call Access Code (NSCL)

+Login Options
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The Distant Steering Code List page is displayed. In the testing, the distant steering code 45
was configured for routing call from CS 1000 to Vision. The distant steering code contains 4

digits and used the route list index 101 as configured in Section 5.7.1 above.

-UCM Network Services
-Home
-Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+ IP Network
+ Interfaces
- Engineered Values
+ Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation

AVAYA CS1000 Element Manager

Managing: E2.10.97.80 Usemame: admin

Dialing and Numbering Plans » Electronic Switched Metwork (ESN) » Customer 01 » Coordinated Dialing Plan

(CDP) » Distant Steering Code List » Distant Steering Code

Distant Steering Code

Distant Steering Code:

Flexible Length number of digits: (0-10)

Display: | Local Steering Code (LSC) W

Remote Radio Paging Access: [

Route List to be accessed for trunk steering code:

Collect Call Blocking: []

Maximum 7 digit NPA code allowed: |:|
Maximum 7 digit NXX code allowed: I:I

| Submit | | Refresh | | Delete | | Cancel
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include
the following areas:

e Launch System Manager

e Administer Domain

e Administer locations

e Administer Adaptation

e Administer SIP entities

e Administer routing policies
e Administer dial patterns

6.1. Launch System Manager

Access the System Manager web interface by using the URL “https://ip-address” in an Internet
browser window, where “ip-address” is the IP address of System Manager. Log in using the
appropriate credentials.

Aura” System Manager 7.0

Recommended access to System Manager is via
FQDM.

Go to central login for Single Sign-0On User ID:

If IP address access is your only option, then note FPassword:
that authentication will fail in the following cases:

& First time login with "admin" account Log On cancel
® Expired/Reset passwaords

" " . . Change Password
Use the "Change Password” hyperlink on this page
to change the password manually, and then login.
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6.2. Administer Domain

In the subsequent screen (not shown), select Elements = Routing to display the Introduction
to Network Routing Policy screen below. Select Routing = Domains from the left pane, and
click New in the subsequent screen (not shown) to add a new domain

Last Logged on at March 11, 2016 1151

AN

Aura” System Manager 7.0 Log off

Home Routing *

m Introduction to Network Routing Policy
Adaptations MWetwork Routing Policy consists of several routing applications like "Domains”, "Locations", "SIP Entities", etc.

SIP Entities The recommended order to use the routing applications (that means the overall routing workflow) to configure your
network configuration is as follows:

4 Home f Elements f Routing (+]
Help ?

The Domain Management screen is displayed. In the Name field enter the domain name, select
sip from the Type drop down menu and provide any optional Notes.

Aura” System Manager 7.0
Home Routing x

4 Home | Elements / Routing / Domains

T Domain Management Commit || Cancel
Adaptations

1Item o
Time Ranges S Type Notes

* |bvwdev.com sip Primary Domain

Routing Policies
Dial Patterns

Regular Expressions

Commit | Cancel
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6.3. Administer Locations

Select Routing - Locations from the left pane, and click New in the subsequent screen (not
shown) to add a new location for Vision.

The Location Details screen is displayed. In the General sub-section, enter a descriptive Name
and optional Notes. Retain the default values in the remaining fields.

Aura  System Manager 7.0

Home Routing *

¥ Routing 4 Home f Elements f Routing / Locations

Locations Location Details

Adaptations

Hel

General

SIP Entities

. . * Name: |BywDewSIL
Entity Links

MNotes:

Time Ranges

Scroll down to the Location Pattern sub-section, click Add and enter the IP address of all
devices involved in the compliance testing in IP Address Pattern, as shown below. Retain the
default values in the remaining fields.

Location Pattern

Add Remaove

4 Items oY Filter: Enable
. O iIP Address Pattern jNotes I
[ O =*|10.10.5.%

0  =*/10.10.97.*

[0  =*|1i0.10.98.*

o -

Select : all, None

Commit | Cancel
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6.4. Administer Adaptation

During compliance test, in order to make the call from and to Communication Server 1000 via
Session Manager, Adaptation to translate IP address into domain name is used for Trio SIP
entity. Here is step on how to create Adaptation. Select Adaptations on the left panel menu and
then click on the New button in the main window (not shown). Enter the following for the Trio
Adaptation.

e Adaptation Name An informative name (e.g., change IP to Domain Trio)
e Module Name Select DigitConversionAdapter
e Module Parameter Type  Select Name-Value Parameter

Click Add to add a new row for the following values as shown below table:

Name Value

fromto true

iodstd Enter the domain name of system,
ex: bvwdev.com

iosrcd Enter the domain name of system,
ex: bvwdev.com

odstd Enter IP address of Trio, ex:
10.10.98.8

osrcd Enter IP Address of Session
Manager, ex: 10.33.1.12

Once the correct information is entered click the Commit button. Here is the screenshot show
Adaptation created for Trio.

Last Logged on at May 22, 20

Aura  System Manager 7.0

Home Routing b

4 Home f Elements f Routing f Adaptations
| oomams | "
Adaptation Details
Adaptations
General
SIP Entities
* adaptation Name: |Trio adapt
Entity Links
Module Name: |DigitConversionadapter El
Routing Policies Module Par._arr;l::l-ar Mame-+alue ParameterEl
Dial pPatterns
Regular Expressions Add Remove
Defaults [ |Name Yalue
true
[ fromto
bvwdey.com
= jodstd
bvwdey.com
= iasred
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(Continue) the screenshot show Adaptation created for Trio:

Aura  System Man

Home Routing *

4 Home f Elements / Routing f Adaptations
| oomains | e
Adaptation Details

Adaptations

General
SIP Entities
* ndaptation Name: Trio Adapt

Entity Links
Module Name: |DigitConversionadapter |Z|

Routing Policies Module Par._arr:::tar Name-value ParameterE

Dial Patterns

Regular Expressions |ﬂ| |Rem0ve|

Defaults ] |Name - Yalue

10.,10.95.5
[ |odstd
10.33.1.12
[ |osred
Select : All, None 4 4 Page| 2 |of2 b
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6.5. Administer SIP Entities

A SIP Entity must be added for Session Manager and for each SIP telephony system connected
to it, which includes Communication Server 1000 and Vision.

6.5.1. SIP Entity for Session Manager

Navigate to Routing - SIP Entities in the left navigation pane and click on the New button in
the right pane (not shown). In the General section, enter the following values. Use default values
for all remaining fields:

e Name: Enter a descriptive name.

e FQDN or IP Address: Enter the FQDN or IP address of the SIP Entity that is used for
SIP signaling.

e Type: Select Session Manager for Session Manager.

e Adaptation: This field is only present if Type is not set to Session Manager

if Adaptations were to be created, here is where they would be
applied to the entity.

e Location: Select the location that applies to the SIP Entity being created,
defined in Section 6.3.
e Time Zone: Select the time zone for the location above.

The following screen shows the addition of the Session Manager SIP Entity for Session
Manager. The IP address of the Session Manager Security Module is entered in the FQDN or IP
Address field.

Aura System Manager 7.0

Home Session Manager * Routing *

* Routing 4 Home f Elements f Routing / SIP Entities
Hel
[——— SIP Entity Details
Adaptations General
SIP Entities * Name: ASM704
Entity Links * FQDN or IP Address: [10.33.1.12

Time Ranges Type: | Session Manager

Routing Policies

Notes:
Dial Patterns

el (R Location: | BwwDevSIL |Z|

Defaults
Outhound Proxy: |Z|

Time Zone: |America/Toronto |Z|

Credential name:

SIP Link Monitoring
SIP Link Monitoring: |Use Session Manager Configuration |Z|
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6.5.2. SIP Entity for Communication Server 1000

Select Routing = SIP Entities from the left pane, and click New in the subsequent screen (not
shown) to add a new SIP entity for Communication Server 1000. Note that this SIP entity is used
for integration with Vision.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

Name:

FQDN or IP Address:

A descriptive name.

as mentioned in Section 5.2.
Select “SIP Trunk” in the dropdown list.
Any desired notes.

Select the applicable location for Communication Server 1000.
Select the applicable time zone.

e Type:

e Notes:
Location:
e Time Zone:

The node IP address of Communication Server 1000 SIP Gateway

Last Logged on at May 24, 2017 9:18

Aura System Manager 7.0

Home Routing »

Log off
# ' ctein

1 Home / Elements / Routing / SIP Entities
SIP Entity Details
* Name: (Car2-cores
* FQDN or IP Address: |10.10.97.170
Type: (55 Trir
Motes: C51000 Mode 2001
adaptation: &
m Location: |BuwDevSIL |Z|
Time Zone: | America/Toronto
* §IP Timer B/F (in seconds): |4
Credential name:
Securable: [
call Detail Recording: [nore  [~]
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6.5.3. SIP Entity for Vision

Select Routing = SIP Entities from the left pane, and click New in the subsequent screen (not
shown) to add a new SIP entity for Vision.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

e Name: A descriptive name.

e FQDN or IP Address: The IP address of the Vision server.

e Type: Select “SIP Trunk” in the dropdown list.

e Notes: Any desired notes.

e Adaptation: Select the adaptation configured in Section 6.4
e Location: Select the applicable location from Section 6.3.
e Time Zone: Select the applicable time zone.

Aura System Manager 7.0

admin

Home | Routing *
c Home / Elements / Routing / SIP Entities
e
omains . .
SIP Entity Details o] G
# FQDMN or IP Address: |10.10.98 8
Notes:
Time Zone: |America/Toronto E|
* 8IP Timer B/F {in seconds): |4
Credential name:
Securable: [
call Detail Recording: | none |Z|
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6.6. Administer Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity Link.

Two Entity Links were created; one to the Communication Server 1000 and one to Vision. To

add an Entity Link, select to Routing - Entity Links in the left navigation pane and click on

the New button in the right pane (not shown). Fill in the following fields in the new row that is
displayed:

e Name: Enter a descriptive name.

e SIP Entity 1: Select the Session Manager from the drop-down menu.

e Protocol: Select applicable transport protocol.

e Port: Port number on which Session Manager will receive SIP requests
from the far-end.

e SIP Entity 2: Select the name of the other systems from the drop-down menu.

e Port: Port number on which the other system receives SIP requests from

Session Manager.
e Connection Policy: Select Trusted to allow calls from the associated SIP Entity.

The screens below show the Entity Link to Communication Server 1000 and Vision. During the
compliance test, TLS transport with port 5061 was used between Session Manager and
Communication Server 1000.

Home / Elements / Routing / Entity Links [ +]
Help ?
Entity Links |commit||cancel|
1 Item ; Filter: Enable
n N DNS
MName SIP Entity 1 Protocol |Port SIP Entity 2 . Port
Ovwerride
* lagm7n_carg-cores_st|  * |QLasM7OA s [=]  *|soe1 *|Q carz-cores O * 5061
4 m L3
Select : all, Hong

The Entity Link to Vision is shown below; UDP transport and port 5060 were used.

Hame / Elements / Routing / Entity Links [+]
Help ?
Entit‘y Links |commit|[cancel|
1Item o Filter: Enahle
MName SIP Entity 1 Protocol |Port SIP Entity 2 Ovzi:f;de Port
# lasM70a_visionHa_sng| % QLAsMTOA uoP[+]  *|[sosn * |QvisionHA O * 5060
4 m 3
Select : all, Mone
KP; Reviewed Solution & Interoperability Test Lab Application Notes 31 of 47

SPOC 6/7/2017 ©2017 Avaya Inc. All Rights Reserved. Vision31-CS1K76



6.7. Administer Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 6.5. Two routing policies were added: an incoming policy with
Communication Server 1000 as the destination, and an incoming policy to Vision. To add a
routing policy, select to Routing = Routing Policies in the left navigation pane and click on the
New button in the right pane (not shown). The following screen is displayed:

e Inthe General section, enter a descriptive Name and add a brief description under Notes
(optional).

e Inthe SIP Entity as Destination section, click Select. The SIP Entity List page opens
(not shown). Choose the appropriate SIP entity to which this routing policy applies
(Section 6.5) and click Select. The selected SIP Entity displays on the Routing Policy
Details page as shown below.

e Use default values for remaining fields.

e Click Commit to save.

The following screens show the Routing Policy for Communication Server 1000.

Last Logged on at May 24, {

L
Aura  System Manager 7.0 # ‘
Home Routing *
1 Home / Elements / Routing / Routing Policies
e
Domains
Routing Policy Details
Adaptations
General
* Name: To-CarZ-Cores
X Disabled: [
* o
SIP Entity as Destination
Defaults
Select
MName FQDMN or IP Address Type Motes
Carz-cares 10.10.97.170 Other C51000 Mode 2001
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The following screens show the Routing Policy for Vision.

Regular Expressions

SIP Entity as Destination

Home Routing *
4 Home / Elements / Routing / Routing Policies
Routing Policy Details
Adaptations
| adoprations NN
SIP Entities -
* Name: To-YisionHA
Entity Links
) Disabled: [
* igs:
Routing Policies Retries: |0
Dial Patterns Notes:

Defaults —
| select |
Name FQDN or IP Address Type MNotes
WisionHa 10.10.98.8 SIP Trunk
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6.8. Administer Dial Patterns

Dial Patterns are needed to route specific calls through Session Manager. For the compliance
test, dial patterns were needed to route calls from Communication Server 1000 to Vision and
vice versa. Dial Patterns define which route policy will be selected for a particular call based on
the dialed digits, destination domain and originating location.

6.8.1. Dial Pattern for Vision

Select Routing - Dial Patterns from the left pane, and click New in the subsequent screen (not
shown) to add a new dial pattern to reach Vision. The Dial Pattern Details screen is displayed.
In the General sub-section, enter the following values for the specified fields, and retain the
default values for the remaining fields.

e Pattern: A dial pattern to match, in this case “45”.
e Min: The minimum number of digits to match.
e Max: The maximum number of digits to match.

e SIP Domain: The signaling group domain name from Section 6.2.

In the Originating Locations and Routing Policies sub-section, click Add and create an entry
for reaching Vision. In the compliance testing, the entry allowed for call originations from all
Communication Server 1000 endpoints in the location “BvwDevSIL”. The Vision routing policy
from Section 6.7 was selected as shown below.

4 Home / Elements / Routing / Dial Patterns
=
Domains
Dial Pattern Details
Adaptations
| doprations [N
SIP Entities
* pattern: |45
Entity Links
) * Min: |4
Time Ranges
Routing Policies * Max: |4
Dial Patterns Emergency Call: [
Regular Expressions Emergency Priority: 1
Defaults Emergency Type:
SIP Domain: | bywdewv.com |Z|
Notes:
Originating Locations and Routing Policies
|Add| |Rem0ve‘
. ’
1 Item o Filter: Enable
Originating Routin Routing | Routing Routing
[C] |originating Location Name 4 | Location Polic llJ\Iame Rank Policy | Policy Policy
Notes Z Disabled |Destination |MNotes
[ BvwDevwSIL To-VisionHa u] WisionHa
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6.8.2. Dial Pattern for Communication Server 1000

Select Routing = Dial Patterns from the left pane, and click New in the subsequent screen (not
shown) to add a new dial pattern to reach Communication Server 1000. The Dial Pattern
Details screen is displayed. In the General sub-section, enter the following values for the
specified fields, and retain the default values for the remaining fields.

e Pattern: A dial pattern to match, in this case “46”.
e Min: The minimum number of digits to match.
e Max: The maximum number of digits to match.
e SIP Domain: The signaling group domain name from Section 6.2.

In the Originating Locations and Routing Policies sub-section, click Add and create an entry
for reaching Communication Server 1000. In the compliance testing, the entry allowed for call
originations from all Vision endpoints in locations “BvwDevSIL”. The Communication Server
1000 routing policy from Section 6.5 was selected as shown below.

q Home / Elements / Routing / Dial Patterns
e
Domains
Dial Pattern Details
General
* pattern: |46
Entity Links
) * min: |4
Time Ranges
Routing Policies *Max: |4
Defaults Emergency Type:
SIP Domain: |bvwdev.com
Notes: |Dial Pattern to CS1K Cores
Originating Locations and Routing Policies
|Add| \Remuve|
1 Item .-;‘_'—“‘ Filter: Enahble
Originating . . Routing . . Routing
[Tl | originating Location Name = | Location Routingleolicy Rank Policy Ruut!ng F'l:llll:\l' Policy
Name . Destination
Notes Disabled Notes
[[] BvwDevsIL To-Car2-Cores a Car2-cores
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7. Configure Enghouse Vision 8030HA

This section shows how to configure Vision 8030HA to successfully connect to Session
Manager. The installation of the Vision 8030HA software is assumed to be completed and the
correct licence is installed.

7.1. Configure SIP Trunk

Using SSH connect to the Vision 8030HA server and login with as root with the appropriate
password.

£stabB7L .18 on an xB6_b64

15t login: root
Joird

At the root@Ilocalhost prompt start the configuration program using the install_setup command.

CentD3 release 6.4 (Final)
Kernel 2.6.3Z2-B4Z2stabB?Z.18 on an xBo_64

localhost login: root
Password:

[root@localhost "1 install_setup_
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Select option 4 to configure the SIP trunk.

---- System Settings ---—-
1. General

. Current DHCPF Network

. Current DHCPF DN3

. SIP trunk

. Additional features

. Update/Import

Change section 1-6 or (E)xit: 4_

Select option 1

-——-— 8IP Trunk Settings ---—-
1. T1 PBX IP addr: 1.2.3.4
2. T1 PBX port: 5SH6H

3. SIP domain:

Change 1-3 or (Black: 1_

Enter the signaling IP address of Session Manager.

---- S3IF Trunk Settings ----
1. T1 PBX IP addr: 1.2.3.4
2. T1 PBX port: 5864

3. SIF domain:

Change 1-3 or (Black: 1

IP or name: [18.33.1.12_
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Select option 3.

---- SIP Trunk Settings ----
1. T1 PBX IP addr: 18.33.1.1Z
A o PBX port: SHG6H

3. SIP domain:

Change 1-3 or (Black: 3_

Enter the SIP domain bvwdev.com as configured in Section 6.2.

--—— SIF Trunk Settings ---—-
1. T1 PBX IP addr: 18.33.1.12
2. T1 PBX port: 5868

3. SIPF domain:

Change 1-3 or (Black: 3

SIP domain: buvwdev.com_

Return back to the previous menu.

---- SIP Trunk Settings ----
1. T1 PBX IP addr: 18.33.1.12
Z. T1 PBX port: 5868

3. SIP domain: buwdew.com

Change 1-3 or |[(Black: b_
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Exit from the setup and reboot the server.

[root@localhost ~1#
[rootB@localhost ~1#
[rootB@localhost ~1#

[root@localhost ™ 1#
[root@localhost ™ 1# shutdown -r now_

7.2. Configure Operator queue
Log on to the partition manager and go to the “Basic Settings” tab.

System Administrators Subscriber Search Stats Logout

Cert Basic Settings Presence Settings Subscribers Routing Queues Agents Power Tools Advanced Configuration

Enter the queue number, in this scenario the queue number was 4500. Click Save when done.

System Administrators Subscriber Search Stats Logout

Cert Basic Settings Presence Settings Subscribers Routing Queues Agents Power Tools Advanced Configuration

Incoming calls

Welcome message: |- W Manage welcome message(s)
| Number to operator: (4500 |

deFauls

Provisi
Subscriber features: [ | prazence diversion
[ voicemail
[ calendar integration

Extra partition features

[] statistics ex port

Save

Browse to the “Queues” tab and select to create a new queue.

System Administrators Subscriber Search Stats Logout

dok Basic Settings Presence Settings Subscribers Routing Agents Power Tools Advanced Configuration

Queue Type Size SLA (Max time) Say est. time Say cur. pos. Opening hours Night action Overflow action Callback IVR feature

Create new Queue

Give the queue a suitable name, and select queue type “Operator Queue”. Click Create when
done.

System Administrators Subscriber Search Stats Logout

dok Basic Settings Presence Settings Subscribers Routing Queues Agents Power Tools Advanced Configuration

Name:

Queue type: |Operat0r Queuve (with auto generated IVR) V|
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Set the queue preferences and click Save.

System Administrators Subscriber Search Stats Logout

dok Basic Settings Presence Settings Subscribers Routing Queues Agents Power Tools Advanced Configuration

Base settings for "Main queue”

Max size:

Say queue position:
Estimated queue time:
Preparation time:
Clerical time:

Max time (SLA):

IES

Qutgoing A-number:

Callback settings
Offer callback:

z
[=]
<

(Activation condition) Min. queue:

(Activation condition) Min. est. gqueue time:

Actions & Overflow

Might action:

Overflow action:

III 1l

IVR feature: NJA v

Agent Optional activation delay (time - count)

Save Cancel

7.3. Configure routing to queue
Go to the “Routing” tab and select Add.

System Administrators Subscriber Search Stats Logout

dok Basic Settings Presence Settings Subscribers Queues Agents Power Tools Advanced Configuration

Main Number Name Routed to

Add

Enter the number to route, give the route a suitable name and select where to route the call. In
this scenario number 4500 is given the name “Main number” and is routed to the “Main queue”.
Click Create when done.

System Administrators Subscriber Search Stats Logout

dok Basic Settings Presence Settings Subscribers Routing Queues Agents Power Tools Advanced Configuration

Create new Main Number

Name |I\-‘Iain number

Route to

KP; Reviewed Solution & Interoperability Test Lab Application Notes 40 of 47
SPOC 6/7/2017 ©2017 Avaya Inc. All Rights Reserved. Vision31-CS1K76



7.4. Setting up attendant
Go to the “Agents tab and select to create a new agent.

System Administrators Subscriber Search Stats Logout

dok Basic Settings Presence Settings Subscribers Routing Queues Power Tools Advanced Configuration

Agent Name [

Supervisor Open Line Attendant rights

| Create new Agent

In the Create new agent section, enter the attendant a login name in the Login name field, in this
scenario “jonny” and enter the attendant a password in the Login password field. Select the rights to
“Operator” in the Operator admin rights dropdown menu.

In the Outgoing A-number section, specify A-number settings in this scenario attendant uses logged in
number for spontaneous calls and original a-number for transfers. Select which queue the attendant will
service, in this scenario “Main queue”. Click Save when done.

System Administrators Subscriber Search Stats Logout
dok Basic Settings Presence Settings Subscribers Routing Queues Agents Power Tools Advanced Configuration
Create new agent

Login name: |j0nny |

Login password: |..ooo |

Real name: |j0nn)f |

Administrated by extension: | |

Operator admin rights: |Operator V| |
Supervisor: Yes v
Open line:
Outgoing A-number
Direct call |Logged in number V|
Consultation v
Blind transfer |OrqmﬁIA—number V|
Queue Optional activation delay (time - count)
Main queue l:l' l:l
M -
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7.5. Running the attendant client
Start the “svara” application and click settings.

Select which telephone number in the Communication Server 1000 to be used as attendant phone
in this case the number is 4602, and click OK.

Workstation settings

Phone nr

Telefonistgrupp

Language English

Partition Cert

Hub-address 192.168.37.17
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Enter the credentials as configured in the step above and click Login.

Ql?\@E/@'»

Search | Extension Details Diversion Message Manager Manager Pro Report More

F2 F3 F& F8
users  v|| | al v|[an (re) v‘
| | | | Name QOrganization | Department | Extension | ~
4 ACD 4697
aa  H323 Network 13300
aa  H323 Network 13400 =
&  Internal 4654
4 4 mq 4500
aa  PSTN 4179673300
aa  PSTN- 4179673402
3300 v
< m [>]
3 | Main queue | [i] 00:00
arkering ] 00:00
I o ag 1] 00:00
= |dle Rec Mute DTMF Auto answer Auto transfer
- & v
9 found 20 May, 16:17 Cert agent 1 Op.no 4602
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of

Communication Server 1000 and Vision with Session Manager.

8.1. Verify Session Manager

Log in to System Manager. Under the Elements section, navigate to Session Manager =
System Status - SIP Entity Monitoring. Click the Session Manager instance (ASM70A in the
example below).

Aura  System Manager 7.0

Home Session Manager *
¥ Session Manager 4 Home f Elements f Session Manager f System Status f SIP Entity Monitoring [+]
?
EE I LET Help 2
Session Manager SIP Entity Link Monitoring Status Summary
This page provides a summary of Session Manager SIP entity link
Communication manitaring status,
Profile Editor
SIP Entities Status for All Monitoring Session Manager Instances
F Network
Configuration Run Monitor
» Device and Location
3 Items | Refresh Filter: Enable
Monitored Entities
Configuration [l Session Manager Type Partial -
g Down U: falty Up Monitored Deny Total
¥ System Status
q ASM7OA C 15 ] 10 1 27
SIP Entity O Jasmroa ore |
Monitoring [ asM7oB Care i 0 4 0 5
Managed [] Branch-aASM70 BSM - --- - ---
Bandwidth Usage
Security Module
Status
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Verify that the state of the Session Manager links to Communication Server 1000 and Vision
under the Conn. Status and Link Status columns is UP, like shown on the screen below.

Aura System Manager 7.0

Home Session Manager x

~ Session Manager 4« Home f Elements / Session Manager f System Status f SIP Entity Monitoring [+]
Help ?
Dashboard P

P T— Session Manager Entity Link Connection Status

This page displays detailed connection status for all entity links from a
Communication Session Manager,

Profile Editor

All Entity Links for Session Manager: ASM70A
b MNetwork
Configuration Status Details for the selected Session Manager:

S (Surmary Ve |

ration

r appli 27 Items | Refresh Filter: Enabla
Configuration ST conn Heason

¥ System Status SERUHarme Resolved IP (R (AT, L Status Code il S

sIp Entitv () ACM-Trunk3-Public 10.33.1.6 S067  TLS FALSE  UP 200 0K up
O Trio 10.10.98.9 sog0 | TCP FALSE  UP 200 OK up
Managed O Breeze 10.33.1.16 S061  TLS FALSE  UP 200 oK up
|©  visionHa 10.10.98.8 sos0 | UDP FALSE  UP 200 OK ue |
Security Module O Presence70 10.33.1.16 S061  TLS FALSE  UP 200 oK up
(O ACM-Trunkl-Private  10.33.16 s061  TLS FALSE  UP 200 OK up
() Avaya-SBCE-A1 10.33.1.51 S061  TLS FALSE  UP 200 oK up
ID Car2-cores 10.10.97.170 S061  TLS FALSE  UP 200 OK up |

Other Session Manager useful verification and troubleshooting tools include:

e traceSM — Session Manager command line tool for traffic analysis. Login to the Session
Manager command line management interface to run this command.

e Call Routing Test - The Call Routing Test verifies the routing for a particular source and
destination. To run the routing test, from the System Manager Home screen navigate to
Elements - Session Manager - System Tools - Call Routing Test. Enter the
requested data to run the test.

9. Conclusion

These Application Notes describe the configuration steps required for Vision 2020 3.1HA from
Enghouse Interactive AB to successfully interoperate with Avaya Communication Server 1000
and Avaya Aura® Session Manager using SIP trunks. Vision passed all compliance testing
successfully; please see Section 2.2 of these Application Notes for results and observations if
any.
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10. Additional References

This section references the product documentation relevant to these Application Notes. Product
documentation for Avaya products may be found at http://support.avaya.com.

Avaya:
1.

2.

3.

Communication Server 1000E Installation and Commissioning, Release 7.6, NN43041-
310

Element Manager System Reference — Administration - Avaya Communication Server
1000, Release 7.6, NN43001-632.

Avaya Communication Server 1000 Co-resident Call Server and Signaling Server
Fundamentals Release 7.6, NN43001-509.

Avaya Communication Server 1000 Unified Communications Management Common
Services Fundamentals -, Release 7.6, NN43001-116.

Avaya Communication Server 1000 - Software Input Output Reference — Administration
Release 7.6, NN43001-611.

Avaya Communication Server 1000 - ISDN Primary Rate Interface Installation and
Commissioning, Release 7.6, NN43001-301.

Implementing Avaya Aura® Session Manager Document ID 03-603473.

Administering Avaya Aura® Session Manager, Doc 1D 03-603324.

Deploying Avaya Aura® System Manager, Release 7.0.

0 Administering Avaya Aura® System Manager for Release 7.0, Release 7.0.

All information on the product installation and configuration Vision Server can be found at
http://enghouseinteractive.com
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their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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