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Avaya Solution & Interoperability Test Lab

Application Notes for Carina Recorder R6.5 with Avaya IP
Office R11.1 — Issue 1.0

Abstract

These Application Notes describe the configuration steps for Carina Recorder R6.5 with
Avaya IP Office R11.1 by sniffing a dedicated network span port. Carina Recorder is a voice
recording solution which can be used to record voice streams for Avaya telephony.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

The purpose of this document is to describe the compliance testing carried out using sniffing
method on Carina Recorder solution with Avaya IP Office. It includes a description of the
configuration of both the Avaya and the Carina solutions, a description of the tests that were
performed and a summary of the results of those tests.

Carina Recorder used the Telephony Application Programming Interface (TAPI) from Avaya IP
Office to monitor agent users and used the port mirroring method to capture media associated
with the monitored users for call recording. The TAPI link will then notify the Carina whenever
the monitored extensions have initiated or received a call, the call is on hold or transferred or the
call has been terminated.

2. General Test Approach and Test Results

The feature test cases were performed manually. Each call was placed and handled manually
from the agent phones with generation of unique audio content for the recordings. Necessary
user actions such as hold and resume were performed from the agent phones to test various call
scenarios.

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet connection to Carina server.

The verification of tests included use of the Carina logs for proper message exchanges and use of
the Carina web playback interface for proper logging and playback of calls.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.
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For the testing associated with these Application Notes, the interface between Avaya systems
and Carina did not include use of any specific encryption features as requested by ComputerTel
(subsidiary of Fournet).

2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability
testing.

The feature functionality testing focused on verifying the following on Carina:
« Handling of TAPI events.

« Proper recording, logging, and playback of calls for scenarios involving inbound, outbound,
internal, external, group calls, local hot desking, hold, resume, transfer, conference, multiple
calls, multiple agents, long duration, call park/unpark, call forwarding, shuffling,
mute/unmute, G.711 Alaw and G.729.

The serviceability testing focused on verifying the ability of Carina recorder server to recover
from LAN disconnection and reconnection.

2.2. Test Results

All test cases were executed and verified. The following are observations on Carina from the
compliance testing.

1. Inbound PSTN call with attended conference with one agent and non-monitored
supervisor was not recording after the call is conferenced. This was subsequently fixed
with patches of Carina software.

2. There are no call recordings between PSTN to Agent-1 after Agent-2 drops off from
conference (blind or attended) for inbound PSTN call. This was fixed subsequently with
patches of Carina software.

3. Agent using Hot-Desking from another IP Phone whose port is supposed to be recorded
is not showing any call recordings. This was corrected with configuration changes.

*For additional details of the patches, contact Carina support as shown in Section 2.3.

2.3. Support

Technical support on Carina Recorder can be obtained through the following:
Phone: +44 (0) 1474 565749
Email: engineering@computertel.co.uk
Web : https://computertel.co.uk/
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3. Reference Configuration

As shown in Figure 1, the RTP stream for agents with H.323 IP Deskphones were mirrored from the

layer 2 switch and replicated over to the local Carina server.

The detailed administration of call center devices is not the focus of these Application Notes and will
not be described. In addition, the port mirroring of the layer 2 switches is also outside the scope of

these Application Notes and will not be described.

In the compliance testing, Carina monitored the local phone extensions used by the agents.

Device Type Extension
Phone Extensions 301, 302, 306
Agent Users 301, 302
Supervisor 306
Simulated
PSTN
SIP
Trunk
. TAPI
Sesésmn Bordet IP500v2 Carina Recording
ontroller
i
r'd
,/
_-7 VvolP
z Tap
Avaya 96x1/J100/1600
H.323 Web Playback Station
Deskphones

Figure 1: Carina Recorder Server Configuration with Avaya IP Office
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration as shown in

Figure 1.
Equipment/Software Release/Version
IP Office 500 V2 11.1
Carina Recorder 6.5
Carina Web Playback 35
Avaya 9621G (H.323) 9.8511
Avaya J179 IP Deskphone (H.323) 9.8511
Avaya 1608-1 IP Deskphone (H.323) 1.312
Note: Compliance Testing is applicable when the tested solution
is deployed with a standalone IP Office 500 V2 only.
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5. Configure Avaya IP Office

This section provides the procedures for configuring the IP Office systems. The procedures include
the following area:

« Verify licenses

» Administer extensions

« Administer security settings

» Create new Service User for TAPI
« Obtain phone IP address

5.1. Verify Licenses

From a PC running the IP Office Manager application, select Start = All Programs - IP
Office = Manager to launch the application. Select the proper IP Office system, and log in
using the appropriate credentials. The Avaya IP Office Manager screen is displayed.

From the configuration tree in the left pane, select License under the IP Office system, in this
case “SGIP500V2”, and a list of licenses is displayed in the right pane. Verify that there is a
license for CTI Link Pro, and with license Status being “Valid”, as shown below.

[l Avaya IP Office Manager SGIP500¥2 [11.1.1.1.0 build 18] [Administrator{Administrator}]

File  Edit Wew Tools Help

AEEME v - 28

SGEIPSO0V2 = License

IP Offices =) @ vii=l]=

=% BOOTR(5) License |Remnt5 Server |

-4 Operator (3} R
IPS00YZ PLDS Host 1D 11134796553
E

PLDS File Status  valid

e (8,
Control Unit (8}
Extension (551 Feature [ Instances [ status | Expiration Date [ source | - add...

User (32} Receptionist + walid Hesver PLDS Nodal

Group (1) Additional Voicemall Pro Ports 150 vald Never PLDS Nodal Remove
B Short Code (69) ¥MPro Recordings Administrators 1 walid Hever PLDS Nodal
B service (1) Essential Ediion Additional Vaicemal ... 4 vald Never PLDS Nadal
ol RAS (2) WMPro TTS {Generic) 40 walid Mever PLDS Nodal
) ncoming Call Route (2) Telewarker 384 vald Never PLDS Nodal
£ wan Port () Mohile warker 584 Walid Mewer PLDS Nodal
;%3 Directory (4) Gffice Warker 384 Valid Hesver PLDS Nodal
£.1°] Time Profile (0) Avaya Softphone Licence 100 Walid Newer PLDS Nodal
@ Firewall Profile (3) WMPro TTS (Scansoft) 40 vald Hever PLDS Nodsl
n f: RWTC(E)H . WMPra TTS Professional a0 vald Never PLDS Nodal
: Lm“” (3;) e (3) 1PSec Turneling 1 vald Mever PLDS Nadal
. License
o Tl (1) Fower User 384 vald Never PLDS Nodal |
Avaya IP endpoints 384 walid Hever PLDS Nodal
£ User Rights (3)
¢ ars (1) 1PS00 Woice Networking Channels 32 vald Never PLDS Nodal
- SIP Trurk Channels 128 wali Hever PLDS Nodal
£ Location (0 k Channel ld dal

PLDS Nodal

29 Authorization Codle (0) 1P500 Universal PRI (Additianal char,.. 100 vald

Wave User 16 Walid PLDS Nodal
3rd Party IP Endpoints 384 walid Mever PLDS Nodal
Centralized Endpoints 384 Walid Mewer PLDS Nodal
Fssential Fritinn 1 walird Mewer PIDS Nndal LI

[K1l
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5.2. Administer Extensions
From the configuration tree in the left pane, under Extension, select the first extension under the

IP Office system from Section 3 that will be used by agents, in this case “301”.
Select the VolIP tab. For Media Security, select “Disabled” as shown below.

Repeat this section to disable media security for all extensions that be used by agents and
supervisor. In the compliance testing, three extensions on IP Office system from Section 3 were

configured.

IP Offices E H.323 Extension: 8016 301 - X v <> Q

|- Extension (S5)
-, 3016 301
-, 8017 302
%, 8021 303
-, 8018 304
-~ 8019 305
-, 8022 306
"%, 8000 311
%, 8004 312
-~ 8001 313
", 8002 314
", 8003 315
"y, 8006 316
"y, 8005 317
", 8013 318
3014319
w3015 320
A& 25321
& 26322
& 27323
& 28324
& 29325
- 30326
- 31327
- 32328
- 49331
- 50332
- 51333
- 52334
- 53335
- 54336
- 55357
& 56338

=

Extension VoIP

TP Address

MAC Address

Codec Selection

Reserve License
TOM->IP Gain
IP->TDM Gain
Supplementary S

Media Security

eeeeeee

o 0 o0 a0

00 00 00 00 00 00

|5ystem Default =1
Unused Selected
= G711 ALAW E4K
G711 LLAW 64K
(G, 729(a) BK CS-ACELP
==
==
[tone 3|
[Defaut |
[Defaut: |
[taore =l

[ame as System (Disabled)

™ valP Silence Suppression

Enabls Faststart For
non-Avaya IP phones

¥ Out Of Band DTHMF
I™ Local Tanes

¥ llow Direct Media Path

OF Carce] Help
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5.3. Administer Security Settings

From the configuration tree in the left pane, select the IP Office system, followed by File =
Advanced - Security Settings from the top menu.

The Avaya IP Office Manager — Security Administration screen is displayed. Select Security
-> System to display the System screen in the right pane. Select the Unsecured Interfaces tab,
and check TAPI1/DevLink3 as shown below.

i Avaya IP Dffice Manager - Security Administration - SGIP500%¥2 [11.1.1.1.0 build 18] [Administrator]

File  Edit  Wiew Help
Security Settings System: SGIPS00V2
= i System Details  Unsecured Interfaces | Eertificatesl
S}'Stem Flegmma I xxxxxxxxxxxxxxxxxxxx Change |
Services [7] Yoicemail Password Chan
ge
m Rights Groups [20] I 4'
-y Service Users [10) Monitar Password Ixx Change | ™ Use Service User Credentials
Application Controls
TFTP Server ¥ 1 Program Code W % TA4PI/Devlink3 v 1y
TFTP Ditectory Read [ Devlink ¥ 1 HTTP Directory Read ¥ I
TFTP Yaicemail v 1y HTTF Ditectary white ¥ 1Yy
rAppIication Suppart
Application | &ctive| Limitations
Legacy ai v
Yoicemail Lite '
Upgrade wizard e
TaP! e
DrevLink e
Metwork Viewer e
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5.4. Create new Service User for TAPI

Continue from previous screen, select Security = Rights Groups and right click New. Enter
appropriate Group Name.

vew Rights Group Details

Group Mame ||

Here Computertel Rights Groups is created as below. Click on Telephony APIs tab on the right
pane. Check DevLinka3.

[l Avaya IP DIfice Manager - Security Administration - SGIPS00YZ [11.1.1.1.0 build 18] [Administrator]

File  Edit ‘ew Help
Security Settings Rights Group: Computertel

B- -ﬁl gcglily | Group Data\lsl Configurationl Security Admin\stralioh' Spstem Gtatus  Telephony APls IHTTPI ‘web Servicesl Extamall
Eheral
[-#57 Spstem [1) IP Office Service Rights I
b Services [7) O Enharced TSPl Access
=& Rights Groups [20] Devlink3
i Administrator Group [ Lacation 4P1

--ig§) Manager Group
i) Dperator Group

i System Status Group
i) TCPA Group

if§ \PDECT Group
i) Security ddmin
i) Backup Admin

8 Uparade Admin
i) System Admin
i Maint Admin
i) Business Partner
i) Computertel

i Maintainer
i) BTAdmin Group
i BTDishup
i Management 4P| Group
i) Directory Group

8 MCM Admin
- i) SMGR Admin
B Service Users (10)
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Next, select Security = Service Users and right click New. Enter appropriate New User Name,
New User Password and Re-enter New User Password.

Mew Service User Details

MNew User Name ||

Mew User Passwiord I

Re-enter Mew User Passwiord I

4 I Cancel |

Under the Rights Group Membership, ensure the Rights Groups created previously,
“Computertel” is checked.

h_'i Avaya IP Dffice Manager - Security Administration - SGIP500¥2 [11.1.1.1.0 build 18] [Administrator]

File  Edit Wiew Help

Security Settings Service User: Computertel

= ;"I Security Service User Details |

----- @ General

%5 System [1] Mame IEomputerteI

B Sevices (7 e

-4 Rights Groups (20) Passward I Change | Clear Cache |
----- 08 Administrator Group &  Stat Enabled -
_____ {88 Manager Group coount Status I nable: J
----- m Operator Group |<N0ne> j
----- 8 System Statuz Group
..... m TCP4 Group Mo Account Expiration I
""" 58 Sy i CEEEETC ]
----- 08 Security Admin = G, 2T =
..... {88 Backup Admin Sun Mon Tue Wed Thu Fri Sat
----- m Upgrade Admin Account Expiration 20 2 02 oA
----- 8 System Admin 1 2 3 4 &5 B 7
----- 08 Maint Admin g8 9 10 11 12 13 14
..... i Business Partner 1% 16 17 18 13 20 2
..... {3 Computensl 2 23 x5 xHEl =
..... i Maintainer 29 30 3 1 2z 3 4
_____ m BT Adrmin Group [ Today: 872772021
----- 8 BTDialup . -
_____ m Management 4P| Group Rightz Firoup Membership
..... m Directary Group [[] Busziness Partner d
_____ {0 MM Bdmin [w| Computertel
i 5 : [] Maintairer

L [ BTAdmin Group

= [] BTDialup
----- &3 EnhTcpaService S 'S;:;i;mg?otlipl Group
----- & IPDECT Service ] MCM Adrmin
""" s Computetel [ SMGR Admin -
----- &3 BusinezsPartrer
----- & Maintaines
----- & BTAdmin
----- &3 BTRemotelPO
----- & DirectoryService
----- & MCadmin
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5.5. Obtain Phone IP Address

From a PC running the IP Office System Status application, select Start - All Programs - IP
Office > System Status to launch the application and connect to the IP Office system. Log in
with an appropriate credentials.

Ml Avaya IP Office System Status

AVAyA IP Office System Status

Help Exit About

Online | Sffline

Logon

Control Unit Address: EElicis]

SCN Gateway Address: JEIVNIT-ES

Services Base TCP Port: =]k}

L B Adninistrator

Password:
M Auto reconnect
. Secure connection

Bl Websocket connection
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The Avaya IP Office System Status screen is displayed, as shown below. Select Extensions —
301 from the side pane.

Avaya IP Dffice System Status - SGIP500¥2 {10.1.30.10) - IP500 ¥2 11.1.1.1.0 build 18

System
& Alarms (7)
Extensions (36}

Extension Number: 301
1P address: 10.1.10.164
306 MAC address: B4-B0-17-88-7C-12
Standard Location: Hone
3 Gatekesper: Primary
322 Telephone Type: 9621
323
224 Firmusare Yersion: 6.8511
325 Media Stream: RTP
326 Layer 4 Protocal; TP
20 Current User Extension Mumber: 301
&0 Currenk User Name: Extrianl
bl Forwarding: off
33 X
133 Twinning: Off
334 Do Mok Disturb: OFf
335 Message Waiting: off
336 Mumber of Mew Messages: o
:3; Phone Manager Type: Hone
339 Licensed: Yes
390 License Reserved: Ho
31 Last Date and Time License Allocated: B26/2021 5:26:14 PM
342 Packet Loss Frackion: Connection Type:
g3 Jtter: Codec:
344
e Round Trip Delay: Remate Media Address:
346 " Current State — Ca ber or Calle T ——
¥ vpe Current State Tirme in State Calling Mumber or Called  Direction Gther Party on Call
347 Mumber
g3 1 [ Ide 01:47:25
g0 z I [ | 1de | I I | |
€ 3 I [ | 1de | I I | |

351
352
353

IP Office System Status

Extension Status

Make a note of the IP addresses associated with each phone extension used by agents and
Supervisor on the IP Office system from Section 3, which will be used later to configure Carina.

12 of 23
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6. Configuration of Carina Recorder

The configuration of Carina is typically performed by ComputerTel installation technicians. The
procedural steps are presented in these Application Notes for informational purposes.

This section provides procedures for the following on configurating Carina Recorder server. The
procedures include the following:

Administer TAPI driver

Launch Carina Web Playback

Verify the server configuration

Verify stations, agents and hunt groups extensions administered

6.1. Administer TAPI driver

From the Carina server, select Start = Control Panel, and click on the Phone and Modem
icon (not shown).

In the displayed Phone and Modem screen, select the Advanced tab. Select the Avaya IP
Office TAPI2 Service Provider entry and click Configure.

% Phone and Modem >

Dialing Fules  Modems Advanced

"'.'Q The following telephony providers are installed on this computer:

Providers:

Microsoft HID Phone TSP
TAP| Kemel-Mode Service Provider
Unimodem 5 Service Provider

Add... ®Remove = WY Configure...
Cancl Apply
LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 23
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The Avaya TAPI2 configuration screen is displayed in the screenshot below. For Switch IP
Address, enter the IP address of the IP Office system. Select the radio button for Third Party and
ACD Queues enter the ComputerTel password of the IP Office system provisioned in IP Office
Section 5.4 into the Switch Password field. Reboot the Carina server.

LYM; Reviewed:
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Avaya TAPI2 configuration

x
Switch IP Address [10.1.30.10
Canicel
" Single User

Uzer Mame
I1zer Pazsword

* Third Party
Switch Passward |
=
[ with Users

Iv ACD Queues

Advanced zettings

Fing Timeaut [5 ta 420 zecondz] |5
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6.2. Launch Carina Web Playback

The web interface is used to configure the extensions. Use https://<server
IP>/webav3/login.html to access the ComputerTel Playback Sign In screen as shown below.
Log in with an appropriate credentials.

ComputerTel Playback

Please Sign in to use web playback.

The following screen is displayed with the Playback tab selected as default.

<« C A Notsecure | 10.1.10.123/webv3/Playback.htmI?&App=Playback&Start TimeCombo=Yesterday B e %t W 2

ComputerTel > Playback ~ Audit  Incident Replay  Dashboard ~  Qualty -

Start Time Yesterday v Agent Duration

From Extension Team

To 5-08-202 23:59.50 Other Parly This Party

Yy @ ®m ¥ X E E @ ©® @ Filters ~ Columns ~
¢ snTme Dumton  RefD  EworFed Mot Dinchon _ CalD__Exsnon _Agemt _ Oferfary _ Logid _localSiais __ThsPary __UniersaicalD |
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6.3. Launch the Carina Web Configurator

The web interface is a GUI that can be used as an alternative to editing the configuration files of
the Main Server and Recording Controller manually. Use https://<server
IP>:8084/ct_web/app/ctconfigurator/login.html to access the Carina CT Config Login screen
as shown below. Login with the appropriate credentials.

& REALCONNECT - CT CONFIG
A

LOGIN

Username tach

Password

Sign in

The CT Configurator screen shown below is loaded and the user can select to edit the
configuration of the CT Controller or CTI Main Server from the menu options as shown.

@ REALCONNECT - CT CONFIGURATOR Y

Management

Server Configuration - All
CT DMCC - Monitor
CT Controller - CT Controller

CTI Main Server
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6.4. Verify the Server Configuration

6.4.1. Main Server Configuration
The Main Server connects to the TAPI Driver to receive TAPI events.

Locate the configuration file “Config.cfg” at “C:\Program Files (x86)\RealConnect\CT Main
Server IP Office\” on the Windows server. Verify the parameters below:

Under CTI:
« ServerlP — IP address of the server running the TAPI Driver, i.e., 127.0.0.1.

[CTI]
ServerIP=127.8.8.1
ServerPort=58880
CTIMode=CTI_TAPI_F
CTISimulateTrunks=YES

The Carina Configurator can also be used to set the same settings in CT1 Main Server >
General below.

] REALCONNECT - CT CONFIG v € &

CTI Main Server General

CTI

RCA File c:\program files\realconnect\CT Mz
Server IP Address 127.0.01
Server Port 8800 -
CTI Mode CTI_TAPI_F s
Logs
Alarm Server IP 127.0.01
Log Level 0 =
LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 17 of 23
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6.4.2. H.323 Protocol Processor
The H323 Protocol Processor decodes the spanned H323 messages for hot desking events.

Locate the configuration file “Voip.ini”” at “C:\Program Files
(x86)\RealConnect\HDVolPProccessor” on the Windows server.

Under H323:
e UselP - Setto “YES” to report IP Addresses instead of MAC addresses of the extensions
e Ip - IP Address of the SWITCH IP Address i.e., 10.1.30.10.
e Port—H.323 protocol port as default.
e UselnfoLevel - Sets the decoding mode for IP Office H.323 extensions

[H323]
UseIP=YES
ip=18.1.38.18
port=1728
Uselnfolevel=2

6.4.3. Recording Controller Configuration

The Recording Controller receives the processed TAPI events from the Main Server and the
H323 events from the H323 Protocol Processor and controls and tags recordings accordingly.

Locate the configuration file “Configp newController.cfg” at “C:\Program Files
(x86)\RealConnect\CT RCController IP Office\” on the Windows server. Under CHANNEL
MAPPING TO TRUNKS, note the extensions and IP address entered below.

CHANNEL MAPPING TO TRUNKS

Format is RecorderID:RecChannel:PABXTrunk:Extension:USER:SMDRTrunk:DefaultMacAddress:DefaultIPAddress

3
3
]
]

RecorderChannel=1:1:8:3681::::10.1.18.164
RecorderChannel=1:2:8:382::::18.1.18.159
RecorderChannel=1:3:8:386::::10.1.108.168
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The Carina Configurator can also be used to change the channel mapping to trunks as described
in CT Controller = Channels below.

@ REALCONNECT - CT CONFIG v € a
CT Controller Channels
Server

1:2:0:302::::10.1.10.159

1:3:0:306::::10.1.10.168

Recorder Channels N 1:1:0:301::::10.1.10.164

REALCONNECT - CT CONFIG v € a
CT Controller Server
Channels cn
Switch Type IPOFFICE
IP Address 127.0.01
Mode CTI_ANY_F =
General
SMDR Server IP 0.0.0.0
Monitor Lines +
Pin User
Do Local Record 0
Recorder Mode REC_CTL_E 3
Notify Win User a
Open SIP Monitor
Database
Server Type MYSQL *
Server 127.0.0.1
Database rc_db
Alias CTUsers
Username Avaya
Password esesseses
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6.5. Verify the Agents and Supervisor Extensions

From Section 6.2 web playback screen, click on the Settings cog wheel on the top right corner.
It shows the agents and supervisor extensions in Section 3 that are administered for monitoring.

Configurations of these extensions on Carina Recorder will not be detailed here and can be found
in the reference [2].

ComputerTel D:'

Users

Teams

Team Users
Rights Template
Levels Template

Tag Groups

Playback

Audit

Incident Replay

Dashboard ~

Quality ~

LYM; Reviewed:
SPOC 9/28/2021

Users Q
UserName User TSRID UseriD UserLevel LevelName DefaultGroup Extension PinCode AutoRecord Aute Stop Allow Mute PABX Name LinkID D¢
Agent 11002 Agent 11002 7 2 Agent 11002 4 v 4
Agent 11003 Agent 11003 & 2 Agent 11003 v < v
Agent 11004 Agent 11004 8 2 Agent 11004 4 v 4
Avaya Avaya 2 g Manager v s v
Ext 10002 Ext 10002 4 2 Agent v v v
Ext 10003 Ext 10003 3 2 Agent v 4 v
Ext 10053 Ext 10053 5 2 Agent v v v
Skilset HG Skillset HG 10 2 Agent v 4 v
Skilset HG1 ~ Skillset HG1 11 2 Agent v v v
Supervisor Supervisor 14 2 Agent 306 4 s 4
Tech Tech 0 100 Technician v v v Default
Unknown Unknown 1 2 Agent 4 s x Default
User 1 User 1 12 2 Agent 301 s < s
User 2 User 2 13 2 Agent 302 v T v
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7. Verification Steps

The following steps can be performed to verify the basic operation of the system components.
Make an inbound call to one of the recorded stations.

Complete a call from the PSTN to a distributed group with answering agent user on the IP Office
system. From the Carina web playback interface, select the Playback tab from the top menu and
enter the Start Time, From and To parameters to begin search.

In the record #3 below, verify that there is an entry in the pane below reflecting the incoming
PSTN call, with proper values in the relevant fields. In this case, Extension contained the agent
user number “302”, and Other Party contained the PSTN number “31010016” used by the
answering agent on the IP Office system.

Repeat to check the outbound and internal call with the records similar to display #1 and #2
below.

> Playback x4 o eox
&« C A Notsecure | 10.1.10.123/webv3/Playback htm|?&App=Playback&StartTimeCombo=Today# et B A&
Compute rTel > Playback ~ Audit  IncidentReplay  Dashboard ~  Quality ~ & Aaya~ &

Start Time Today v Agent Duration
From Extension Team

To Other Party This Party

Y O W 4 X & E @ ©® @ Frtese  Coumnse

. 1 | 25082021 15:08:56 00:00:14 r_c2_250821_150856 rcc il Qutbound 346 302 User 2 931110001 194 Saved

. 2 |2508-2021 15:07:59 00:00:11 r_c2_250821_150759. rcc 0 Inbound 345 302 User 2 321 193 Saved

. 3 |2508-2021 15:06:42 00:00:11 r_c1_250821_150642 rcc 0 Inbound 344 301 User 1 31010016 192 Saved
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8. Conclusion

These Application Notes describe the configuration steps required for the Carina Recorder R6.5
to successfully interoperate with Avaya IP Office R11.1. All feature and serviceability test cases
were completed with observations noted in Section 2.2.

9. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com
[1] Administering Avaya IP Office™ Platform with Manager, Release 11.1.1, Issue 28.1.1, June
2021.

Product documentation for Carina recorder can be obtained from ComputerTel from information
provide in Section 2.3.
[2] Carina User Manual for version 6.5.0.3.
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their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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