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Application Notes for configuring Ascom DECT Handsets
and Ascom IPBS Access Point with Avaya Aura®
Communication Manager R7.0 and Avaya Aura® Session
Manager R7.0 — Issue 1.0

Abstract

These Application Notes describe the configuration steps for provisioning Ascom’s IP DECT
Base Station and Handsets to interoperate with Avaya Aura® Communication Manager and
Avaya Aura® Session Manager.

Readers should pay particular attention to the scope of testing as outlined in Section 2.1, as
well as observations noted in Section 2.2 to ensure that their own use cases are adequately
covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisioning Ascom’s IP DECT
base station and DECT handsets to interoperate with Avaya Aura® Communication Manager
R7.0 and Avaya Aura® Session Manager R7.0. Ascom’s DECT handsets are configured to
register with Session Manager via SIP and are also subscribed to the base station via DECT.
Each handset is configured as a SIP user on Avaya Aura® Communication Manager as Avaya
9620 SIP endpoints. The Ascom DECT handsets then behave as third-party SIP extensions on
Communication Manager able to make/receive internal calls and have full voicemail and other
telephony facilities available on Communication Manager.

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the ability of Ascom DECT sets to make and
receive calls to and from Avaya H.323 and SIP deskphones. Avaya Aura® Messaging
(messaging) was used to allow users to leave voicemail messages and to demonstrate Message
Waiting Indication was working on the Ascom handsets.

Ascom can use both UDP and TCP as the SIP transport protocol; however, if TCP is chosen as
the transport protocol for the Ascom DECT then a SIP Entity and an Entity Link are required for
the Ascom DECT master and standby base stations. The setup of a SIP Entity must use the
“Endpoint Concentrator Connection Policy”.

Starting with Session Manager Release 6.3.9, an “Endpoint Concentrator” can be selected as a
SIP Entity type. This Endpoint Concentrator type, allows up to 1000 connections from a single
IP address. The single IP address can be shared by multiple Windows instances running on a
Virtualized server or multiple DECT handsets sharing the same base station IP address.

A new connection policy, Endpoint Concentrator, can be assigned to a SIP entity link. The
Session Manager (ASSET) allows up to 1000 connections on that SIP entity link. The Endpoint
Concentrator policy is an untrusted policy based on the current Default (endpoint) policy. That
is, the requests arriving over the SIP entity link with the connection policy Endpoint
Concentrator are challenged as for any other endpoint. To identify and administer the SIP entities
hosting multiple endpoints, this release introduces a new entity type, Endpoint Concentrator.

Note: SIP Link Monitoring is not available for SIP entities of type Endpoint Concentrator.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The compliance testing included the test scenarios shown below. Note that when applicable, all
tests were performed with Avaya SIP deskphones, Avaya H.323 deskphones, Ascom DECT
endpoints and PSTN endpoints.

e Basic Calls

e Hold and Retrieve

e Attended and Blind Transfer

e Call Forwarding Unconditional, No Reply and Busy (Controlled on PBX)
e Call Waiting

e Call Park/Pickup

e EC500

e Conference

e Do Not Disturb

e Calling Line Name/ldentification

e Codec Support

e DTMF Support
e Message Waiting Indication

2.2. Test Results

The following observations were noted during testing.
1. A SIP Entity with “Endpoint Concentrator” assigned was setup for both the Master and
Standby Base Stations, the corresponding TCP entity links need to be of type “untrusted”.

2.3. Support

Support from Avaya is available by visiting the website http://support.avaya.com and a list of
product documentation can be found in Section 11 of these Application Notes. Technical support
for the Ascom IP DECT product can be obtained through a local Ascom supplier. Ascom global
technical support:

e Email: support@ascom.se

e Help desk: +46 31 559450
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3. Reference Configuration

Figure 1 shows the network topology during compliance testing. The Ascom DECT handsets
connect to the Ascom DECT base station which is placed on the LAN. The DECT handsets
register with Session Manager in order to be able to make/receive calls to and from the Avaya
H.323 and SIP deskphones on Communication Manager.

Ascom DECT

Avava Aura® Communication Avaya Aura® Session  Avaya Aurad System Avaya Aurad
Handsets

Manager R7.0 \lunq_u R7.0 Manager R7.0 Messaging R6.3

@ %:::r;:;:z:: _r" —r—

Web Sesslon (o
configure DECT

Basestation and >
L
Handsets - Avaya H. 323 Deskphone
2
= | Avaya G450 Gateway
Client to program i Avaya SIP Deskphone
DECT Handsets X
PSTN Caller

Figure 1: Network Solution of Ascom DECT Handsets with Avaya Aura® Communication
Manager R7.0 and Avaya Aura® Session Manager R7.0
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4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

Equipment/Software Release/Version

R7.0.0.0.0

Build 7.0.0.0.16266-7.0.9.9.902

SW Update Revision No. 7.0.0.0.3873

Avaya Aura® System Manager running on
Virtual Server

Avaya Aura® Session Manager running on

Virtual Server R7.0.0.0.700007

Avaya Aura® Communication Manager R7.0

running on Virtual Server Build 017x.00.0.441.0
Avaya Aura® Messaging running on Virtual R6.3

Server Build No — 6.3.3

Avaya G450 Gateway 37.19.0/1

Avaya 96xxH323 Deskphone 96xx H.323 Release 3.1 SP2

Avaya 9641 SIP Deskphone

Avaya 9608 SIP Deskphone 96x1-1PT-SIP-R6_4 1-081114

Ascom DECT Master Base Station

Ascom DECT Standby Base Station IPBS2V8.0.8

Mixture of 4 D41, D62, D81 handsets

D62-Talker 4.3.17
Ascom DECT Handsets D41-Advanced 4.3.17
D81-Messenger 4.3.17
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with the necessary
licensing with a SIP Trunk in place to Session Manager. For further information on the
configuration of Communication Manager please see Section 11 of these Application Notes. The
following sections go through the following.

e Dial Plan Analysis.

e Feature Access Codes.
Network Region.
IP Codec.
Coverage Path/Hunt Group.

5.1. Configure Dial Plan Analysis

Use the change dialplan analysis command to configure the dial plan using the parameters
shown below. Extension numbers (ext) are those beginning with 6 and 7. Feature Access Codes
(fac) use digits 8 and 9 or #.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
4 udp

udp

udp

udp

ext

ext

ext

fac

fac

dac

fac

FH O 00 Joy OO WDN
O
O
O

W W bbb D DD
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5.2. Configure Feature Access Codes

Use the change feature-access-codes command to configure access codes which can be entered
from Ascom handsets to initiate Communication Manager call features. These access codes
must be compatible with the dial plan described in Section 5.1. The following access codes need

to be setup.
e Answer Back Access Code #21
e Auto Alternate Routing (AAR) Access Code 8
e Auto Route Selection (ARS) - Access Code 1 9
e Call Park Access Code #20
change feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:

Answer Back Access Code:

Attendant Access Code:

Auto Alternate Routing (AAR) Access Code:

Auto Route Selection (ARS) - Access Code 1:
Automatic Callback Activation:

:#30
Call Forwarding Enhanced Status: Act:
Call Park Access Code:

Call Pickup Access Code:

CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:

Change COR Access Code:

Change Coverage Access Code:

Conditional Call Extend Activation:

Contact Closure Open Code:

Call Forwarding Activation Busy/DA:#31 All

Account Code Access Code:

Change COR Access Code:

Change Coverage Access Code:
Conditional Call Extend Activation:
Contact Closure Open Code:

#21

#20
#22

Access Code 2:
Deactivation:
Deactivation:#32
Deactivation:

Deactivation:

Close Code: CDR

Deactivation:
Close Code:
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5.3. Configure Network Region

Use the change ip-network-region x (where x is the network region to be configured) command
to assign an appropriate domain name to be used by Communication Manager, in the example
below devconnect.local is used. Note this domain is also configured in Section 6.1 of these
Application Notes.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: devconnect.local
Name: default NR
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1lp Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

5.4. Configure IP-Codec

Use the change ip-codec-set x (where X is the ip-codec set used) command to designate a codec
set compatible with the Ascom Handsets, which support both G.711A and G.729A.

change change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711Aa n 2 20
2: G.729A n 2 20
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5.5. Configuration of

Coverage Path and Hunt Group for voicemail

The coverage path setup used for compliance testing is illustrated below. Note the following:

Don’t’ Answer is settoy

Number of Rings is set to 4
Point 1: is set to h59

The coverage path will be used in the event the phone set
IS not answered.

The coverage path will be used after 4 rings.

Hunt Group 59 is utilised by this coverage path.

display coverage path 1

COVERAGE PATH

Coverage Path Number: 1

Cvg Enabled for VDN Route-To Party? n
Next Path Number:

COVERAGE CRITERIA

Station/Group Status

Active?

Busy?

Don't Answer?

All?

DND/SAC/Goto Cover?

Holiday Coverage?

COVERAGE POINTS

Hunt after Coverage? n
Linkage

Inside Call
n

Outside Call
n

Number of Rings:

Bl SRR
DK BKK

Terminate to Coverage Pts. with Bridged Appearances? n
Pointl: h59 Rng: Point2:
Point3: Pointé:
Point5: Point6:

The hunt group used for compliance testing is shown below. Note on Page 1 the Group
Extension is 5999 which is the voicemail number for Messaging and on Page 2 Message

Center is set to sip-adjunct.

display hunt-group 59 Page 1 of 60
HUNT GROUP
Group Number: 59 ACD? n
Group Name: Voicemail Queue? n
Group Extension: 5999 Vector? n
Group Type: ucd-mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n
ISDN/SIP Caller Display: mbr-name
display hunt-group 59 Page 2 of 60

Message Center:

Voice Mail Number

HUNT GROUP
sip-adjunct

Voice Mail Handle Routing Digits

(e.g., AAR/ARS Access Code)
5999 5999 8
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6. Configure Avaya Aura® Session Manager

The Ascom DECT Handsets are added to Session Manager as SIP Users. In order to make
changes in Session Manager, a web session to System Manager is opened. Navigate to
http://<System Manager IP Address>/SMGR, enter the appropriate credentials and click on Log
On as shown below.

&8 System Managet

File Edt View Favortes Took Help

o8 Esmglvmpg A AACCRSA - Legin &) AA0A A AESIvmey &) Avaya-Norel PEP Library 2 | SMGREIYMPG

Recommended access tn Systern Manager & via FQDN

20 40 pentent boqin for Single San-0e oy admin

IF 12 address scomas s your only aption, then note that suthertication wil
fal in the followng cases:

* First tme logn weth "sdevn” account
* Expired/Reset passwords Cancel

Use the “Change Pazowerd” hryperink on this page to change the password
manuslly, sod then login,

occ-oooool -

Alge note that singls sgn-on Detwean servers in (he same sedurtty domain
5 not supoarted when sccessing wa IP address 0 Supported Drowsers: Internet Explorer $0¢, 10.x o 11 x or Firefox 30,0,
37.0 and 38.0

Ths System i¢ rectricted solety to authorzed users for legtmate busnecs
purposas only. The actusl or sttermpled unsuthorced accems, Use, or
modficaben of thes system i stnctly prohibsted

Unauthorzed users are subject to company discplnary procedores and or
trenral and cvil perallies under state, federal, or cther applcable
damestic and foregn laws.

The cse of ths systesn may be montored and recorded for adminstiatue
ond secunty ressons, Anyone actessing this system expressly congents to
such meedornng and recording, and & advised that if & revesis posadis
evidence of cramnel activity, the svdence of such actwity may be prowided
Lo law enforcement offcals,

All yeers must comply with al! corporate mstruchons regarsng the
protection of Rdoemation Easets.

6.1. Configuration of a Domain
Click on Routing highlighted below.

.........
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Click on Domains in the left window. If there is not a domain already configured click on New.
In the example below there exists a domain called devconnect.local which has been already
configured.

Home Routing %

~ Routing o« Home [ Elements / Routing / Domains

Domains .
Domain Management

Locations
|E| More Actions ~
1 Item
m O |Name Type Notes
[0 devconnect.local I sip Dafault domain for Paul
Select : All, None

Dial Patterns

Regular

Expressions

Clicking on the domain name above will open the following window; this is simply to show an
example of such a domain. When entering a new domain the following should be entered, once
the domain name is entered click on Commit to save this.

tums | Shemerts [/ Bouting / Demeims

Domain Management

1ltem O

LT 1 Muten
I * devconnect. Geal ;- A l Default domain for Pav
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6.2. Configuration of a Location

Click on Locations in the left window and if there is no Location already configured then click
on New, however in the screen below a location called PGLAB is already setup and configured
and clicking into this will show its contents.

Horrw / Clerveres { Soutieg / Locetiens

Location
New More Actions *

1 Itam O

Nal ‘h.m Corvelation Nutes

[ ] PGLAB l r Pauls Lab
Select : Al None
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The Location below shows a suitable Name with a Location Pattern of 10.10.40.*. Once this is
configured, click on Commit.

Owerall Maneg

1ltem &

tuvw [ Dcmemts | Botieg f Lecativery

Location Details

Add Remave

1V Addreve Putiern

jzone]
" Name  PGLAZ
Wotess  Pauls Lab
Cy in Survivable Mode
Enabled |
Listed Dirsctory Number:
Associated OM SIP Entity:
ped Bandwedt)
Managed Bandwidth Unfte:  #5c s |
Total Bandwedth:
Multimedis Bendwedti:
Audio Calls Can Take Mullimedie Bandwidth:
ith ter
L M dia Bandwidth (Intra-Location): 2000 Kint/Sec
Mubtimed fthh (Erder-t 2000 Kint/Sec
i Bandwrdth G4 WML/ Sexc
* Dafault Audes Seadwidth: 80 Kotzec: v
vid
Overall Alarm Thrashold: & vim
Multumerdia Alarm Theshold, 3 vim
* Latency befare Ovenall Alarm Trigges: S Mistes
* Latency befece Multunaia Aarm Trgges: 5 Mistes
Notes

* 10,10,

40 l

Selact ; All, Fone

Pave sbnet
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6.3. Configuration of SIP Entities

Clicking on SIP Entities in the left window shows what SIP Entities have been added to the
system and allows the addition of any new SIP Entity that may be required. Please note the SIP
Entities already present for the Compliance Testing of Ascom DECT Handsets.

e Communication Manager SIP Entity.

e Session Manager SIP Entity.

e Messaging SIP Entity.

There is no SIP Entity required if UDP is chosen for the transport protocol in Section 8.3,
however if TCP is chosen as the transport protocol for the Ascom DECT then a SIP Entity and
an Entity Link are required for the Ascom IPBS. Select SIP Entities in the left window and click
on New in the main window.

Note: A SIP Entity and Entity link are required for both the Master and Standby base stations.

! Bt | Saubu { WP bt

Enter a suitable Name and enter the IP Address of the DECT Base Station. Select Endpoint
Concentrator as the Type. Click on Commit once completed.

T Tre——— p
SIP Entity Details
- Meses AscamOUCT _Makter
e————— 8
aretootil sesen
Sniersble
,.... ....... —
Do e e - bpien (W R o
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Select Entity Links from the left window and select New from the right window in order to add
the new Ascom Entity Link.

Pome [ Clemeons | Rauing [ Cality Lives

Domaimns i
Entity Links
Locations - =
E More Actions *
K19 Eob
Shams O
Entity Links W R ) 1 13 1
Noamee SIP Estity 1 Protoced  Post H1P Entity 2 ONS Oveevide Part Commnection Palicy
Vo Ranpes
SAINmng Em7ovmeg TCR 2060 cmEIempp o} 3060 trusted
gn70vimpg TCP sm7Ovmeg TCR =060 om70vmpg O 3060 truttes
messaging63vmpg em7Ovmeg e 060 muraging€vpg O 5060 trustes

Select 1 ), None

Ensure that TCP is selected for the Protocol and 5060 for the Port. The Connection Policy
must be set to untrusted. Click on Commit once completed.

- Mane [ Bibennans [ Mooy [ Loty tiome

Trmaine
—cwyrer Entity Links [Cr]Ease]
Adaprtater
SIF Catities =

i e o e
Eatity Links Owany

s Caverres Finen
LI SIP Entrty £ Protecol Part EIP Tttty J Part New  Naetes
...... e ety
Rz s
[ " AgczeeMaiter o> " Qom0 TP w]  * 300 * 10 AcomOeCT_Veater (= *30e0 srtrumes v ]

Select | AN, Wine

A SIP Entity and Entity link must be added for both the Ascom Master base station and the
Ascom Slave base station.

M e T

SIP Entities

foern More Amsons *

Nevem PQON v EF Adsbrwes Voo

AsCumUECT _antar

Crefpost Coocomretar .
AMOmUECT SSase Ercipoint Concamratar "
Unpames o
amdempg o
meEgngbEmeg £ Town A4 Masaging 6.
M2dvmpg Seanas Marag 100
Select | AL, Mt
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6.4. Adding Ascom SIP Users
From the home page click on User Management highlighted below.

Click on New highlighted to add a new SIP user.

User Management

Users
Mare Actiare * Adsmrcmd Jasrch @
12 tena Shaw A) v] - P\Rer- Tranm
O .T.___ ~ s Necemae ) 41 v
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Under the Identity tab fill in the user’s Last Name and First Name as shown below. Enter the
Login Name. The remaining fields can be left as default.

o T [ s [ b Mavagrmn s | Basags bey

User Profile Edit: 7213&0evconnect. local

identity «

¢ Lamt Mama: 7203
Last Marve (Latn Tramalatenl: 720
Frmt Nama: Ssco Des

o Mame (Latn Trasslatae Aoy Qe

Mddis Nama:

Cescngbion

dodate Tone

Logn Narme: 721308V onnect Soca

Auttmrtication Type:
oo Syprers
Saurte
Lecaband Dugiay Neme: 715 Ao Gent
Erdpont Dapiey Neme: 713, 3o Dezt
Tithe:

3030056 Brofarence; Prgigs |used Eegda

Under the Communication Profile tab enter a suitable Communication Profile Password and
click on Done when added; note that this password is required when configuring the Ascom
handset in Section 8.4. Click on New to add a new Communication Address.

o e [ A | Wi gt | Wt .

User Profile Edit: 7213@devoonnect iocal

e D cance
Gy -l.....-'.h
T\cll.'. .9: ’
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Enter the extension number and the domain for the Fully Qualified Address and click on Add
once finished. Ensure Session Manager Profile is checked and enter the Primary Session
Manager details, enter the Origination Application Sequence and the Termination
Application Sequence and the Home Location as highlighted below.

Communication Address *
~ l‘y'- Handle Domain
v Avays 512 212 devccnnect. iocal
< >
Select 1 All, None
type: IOTET I |
* Fully Qualfied address: 7213 #® devconnect.ocal ~|
Zn
l M Session Manager Profile ']
SIP Rogistration
" Primary Sessuon Mansger Primary Secondary Maximum
Q.sm70vmpg
14 e 14
Secondary Sesson Manager Q
Survivability Server Q
Max. Smultanecus Devices &1 v)
Block New Registration When i
Maximam Hegistrations Active?
Application Sequences
Originaton Sequence CMTIAPRSEQ QJ
Terminatan Sequence CVIRARRSER =l
Call Routing Settings
* Homw Lotabion  2GLAR ~l
Conference Factory Set  (Nose] >~
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Ensure that CM Endpoint Profile is selected and choose the 9620SIP as the Template. Click on
Endpoint Editor to configure the buttons and features for that handset on Communication
Manager.

M CM Endpoint Profile =

* System |cm70vmpg ]
* Profile Type |Endpoint ]

Use Existing Endpoints O

“ Extension Q7213
Template |Selecc/Reser [v]
Set Type [96205IP
Security Code
Port |€.500011
Voice Mail Number |5999
Preferred Handle |{Nong] v
1

Calculate Route Pattern
Sip Trunk tgl

Enhanced Callr-Info display for 1-line phones

Delete Endpoint on Unassign of Endpoint from User or on ]
Delete User

Override Endpoint Name and Localized Mame =

Allow H.323 and SIP Endpoint Dual Registration
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Under the General Options tab ensure that Coverage Path 1 is set to that configured in Section
5.5. Also ensure that Message Lamp Ext. is showing the correct extension number.

Edit Endpoint

*  Class of Restriction (COR)
*  Emergency Location Ext

Y Tenamt Number

© O OSIP Trunk

E ey

n 7dvimpg Extension i
Sa i~ Sot Type 062051 i
Security Code
all
Sthw Dats 5 Albrwvaatnd Call Dualmg (4 Enhancd Call Fand (£ Muttun & B g L
It * *  Class Of Service (COS) 1
7213 | © Message Lamp Ext. 7213 |
1
Qg1 Type of 3PCC Enabled Mave v

| Coverage Path {

Coverage Path 2

Lock Message

Multibyte Language

‘Hequwed

1 |
O Localized Disglay Name

Control

Enable Reachability for Station Domsain
1]

——_r)

Under the tab Feature Options ensure that MWI Served User Type is set to sip-adjunct.
Ensure the Voice Mail Number is set to that configured in Section 5.5.

Active Station Ringing

b crriei et .ﬁ sversshies

Abbrwvisted Coll Dishing | A Dafiancnd Call Poed (X Buttan Assigromant (0

Crogp Mambarndep V|

—— 3| Auto Answer rore ]
| MW! Served User Type woazmenz v | Coverage After Forwarding virtam v )
:u Station CPN - Send Calling e 15 Display Languege g %]
AUDIX Name 53 | Hum -to Station
&cv-:otcsa&?hoaelw‘tv =] Lo Cronp )
LWC Reception we [¥] Survivable COR el (V]
IP Phone Groop 1D Time of Day Lock Table Nomw v |
Speakerphonn ~]
Short/Prefixad Hmgistration = [ Voice Mail Number 5999 |
ECS00 State wrazed v Music Source
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There must be 3 call appearances setup for the DECT sets for Call Waiting to work. However,
the number of call appearances must be changed from 3 to 2 in order to allow the call forward
when busy to work properly. Once the Button Assignment is completed, click on Done to

finish.

*

Ganaral Options (G

Feature Options (F

Group Membership (M)

m Feature Buttons

1 T v

) call-appr v

3 call-appr v

- None v

5 Nooe v

6 Non= b2
*Required

Site Data (S

Abbraviated Call Disling (A)

Enhanced Call Fwd (£

Cancel

Once the CM Endpoint Profile is completed correctly, click on Commit to save the new user.

[ M M Endpoint Profila = ]
* System |=- ~]
* Profe Type [Fns |
Use Exsting Endpoints
Extension O.7213
Tempiste SeaqResn ~]
Set Type 0620517
Securey Code
part 500011
Volce Mall humber 5099
Oreferrad tandle | [y ~]
Calculate Bodtn Pattern
Sp Trunk  tgl

Enhanced Calr-Info displey for 1-bne phones

Defete Endpoet on Urassgn of Endport from User or on |

Defete User

Overnde Endpaint Name and Locelaed Name

Abow M.323 and SIP Endpoent Dual Regstration

¥
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7. Configure Avaya Aura® Messaging

It is assumed that a fully working messaging system is in place and the necessary configuration
for Communication Manager and Session Manager has already been done. For further
information on the installation and configuration of Messaging please refer to Section 11 of
these Application Notes.

Navigate to http://<Messaging IP Address>. Enter the appropriate credentials and click on
Logon highlighted below.

»

WA g T B omm o e e Tk v
AVAyA Avaya Aura® Messaging
Systes Management Interisce (SH1

Thu Sear AAMssagrgtd

Logon

g (D

Once logged on select Messaging under Administration as shown below.

AVAYA Avaya Aura®

System Management [nt

System Management Interface
£ F001-2011 Avays Inc, Al Rights Reserved,

Copyriaht
TXcapt where exprasely L ad SINSryme, The Product 16 Brotected By copynOnt and OINer [Aws Te40ectng proprstry (ghts
LNashon2ad 1seroduction. Dransfer, and or use can be 3 omeal, &5 wall 35 3 Al affenss undar ths sopicable law

(Third Party Companents™), which may contan

d under thed party agre o
P oOerEs and thae Third Party Tarmes that apply 1o

yan «dentifing Thed P

4

Irademorks
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Click on User Management in the left hand column and click on Add under Add User/Info
Mailbox as highlighted below.

AVAYA

Help Log Off Administration

Administration [ Messaging

Messaging System [Storage)
Lser Management

»

Class of Service
Sites User Management
Topology

Storage Destinations
System Policies
Enhanced List Management =
System Mailboxes

System Administraticn

User Activity Log Configuration
License Status
Users

License mode: Normal

Info Mailboxes
Remote Users
Uninitialized Mailboxes Edit User/Info Mailbox

Login Failures

(Ll | B e Edit a user's properties. Possible identifiers: mailbox number, internal identifier, email address.
Sites

Darmant Mailboxes Identifier:

Full Mailboxes

Web Access Edit

System Status

Alarm Summary Add User/Info Mailbox

“oice Channels [Application)
Cache Statistics [Application)

Add a new user:

Outbound Fax [Storage) Add
Server Settings

Server Rale [ AxC Address Add a new Info Mailbox:
Server Settings [Storage)

External Hosts Add

Trustzd Servers
MNetworked Servers
Request Remote Update

Server Settings [Application)
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Enter a suitable First Name and Last Name. Select the appropriate Site from the drop down
box. Enter the correct Mailbox number and Extension.

AVAYA

Help Log Off
Administration / Messaging

Administration

Messaging System (Storage)
Sites
Topology
Storage Destinations
System Paolicies
Enhanced List Management
System Mailboxes
System Administration

User Activity Log Configuration
Users
Info Mailboxes
Remote Users
Uninitialized Mailboxes
Lagin Failures
Locked Out Users
Sites
Daormant Mailboxes
Full Mailboxes
Web Access
System Status
Alarm Summary
Voice Channels [Application)
Cache Statistics (&pplication})
Outbound Fax [Storage)
c
Server Role [ A=C Address
Server Settings (Storage)
External Hosts
Trusted Servers
MNetworked Servers
Request Remote Update

Server Settings [&pplication)
Dial Rules

»

m

User Management > Properties for AscomDect 7213

User Properties
First name:

Last name:
Display name:

ASCII name:

Site:

Mailbox number:

Internal identifier:

Numeric address:

Extension:

AscomDect
7213
Ascom 7213

7213, AscomDect

Default -

7213

AscomDect.7213.7213

7213

7213

[ 1nclude in Aute Attendant directory

Additional extension 1:
Additional extension 2:
Additional extension 3:
Additional extension 4:

Additional extension 5:

@serverl
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Ensure that MWI Enabled is set to ByCOS. Enter a suitable password and click on Save once

finished.

AVAYA

Help Log Off

Administration

Administration / Messaging

Messaaina Svstem (Storage)
Sites
Topology
Storage Destinations
System Palicies
Enhanced List Management
System Mailboxes
System Administration

User Activity Log Configuration
eparts (Storage)
Users
Info Mailboxes
Remote Users
Uninitialized Mailboxes
Legin Failures
Lacked Out Users
Sites
Dermant Mailboxes
Full Mailboxes
Web Access
System Status
Alarm Summary
“aoice Channels [Application)
Cache Statistics (Application)
Outbound Fax (Storage)
Server Settings
Server Role f AxC Address
Server Settings [Storage]
External Hosts
Trusted Servers
MNetworked Servers
Request Remote Update

Server Settings [Application)
Dial Rules
Cluster

e
MWI enabled: ByCOS =
Miscellaneous 1:

" | Miscellaneous 2:
Mew password: T

| | Confirm password: Ty

[ User must change voice messaging password at next login
[l ‘Voice messaging password expired

£ Locked out from voice messaging

Advanced Tasks

Rezet the message waiting indicator for extension: 7213

Reset

User Preferences

Open User Preferences for AscomDect 7213
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8. Configure Ascom DECT Base Station and Handsets

The configuration of the DECT base station and the DECT handsets are both achieved through a
http session to the web interface of the DECT base station. Open a web session to the IP address
of the DECT base station and click on System administration as shown below.

& hitps:#/10.10.40.181/ - Windows Internet Explorer,

5@: - Ia hitps://10,10,40.181/ I V| @ Certificate Error

File Edit \“iew Favorites Tools Help

{2 Favorites | *{.:‘g £ | SMGRE3VMPG € | RP_SMGR & | Avaya-Nortel PEP Library Suggested Sikes * @ | Free Hotmail @ | Web Slice Gallery -

|88 - | (€ https:{{smaré3vmpg.deveon... | @ https:{10.10.40.181} x | |

ascom
IP-DECT Base Station

Select login:| System administration |
DECT Users Administration

Enter the proper credentials and click on OK to log in.

'!f..,.h|,lﬂ=.’"°-10.-50‘-1‘ B81/login, xm?file ~admin,xmi%3Fxx (% IDadmin. xsl - Windows Intarnet Explorar

G\/ :«v |a hithiee /74071040 181 Hlogin anlii firi [ it [k Vl'h'i' Certificate Error

g

i Pavorites | s @] SMGRE3VMPG 48 | RP_SMGR & | Avaya-Nortel PEP Library [=] co0getod e = 8| Free Hotmail €2 ol ol firy *

[H | = | hteps: ffsmare3vinpo, deveon, | € s httpsiff10,10,40.181flogl... ‘

Connect to 10,10,40,181

(5=~ \'
)
’ﬁl N
The server 10,10,40,181 ab IPES2-14-be-da requires a
username and password,
Liser name: [ﬂ admin al
Pagsword: \ \
[ ] Remember my password
| o || [ Cancol ]
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8.1. Configure DECT Base Station IP address

In order to change the IP Address of the DECT Base Station in order to connect to the local LAN
select LAN in the left column and click on the IP tab. Enter the IP Address information of the
DECT Base Station and click on OK. Ensure also that DCHP mode is set to disabled under the
DHCP tab (not shown).

IP-DECT Base Station

Configuration DHCP VLAN Link 802.1X  Statistics
General
LAN I Active Settings
IP IP Address 101040131 10.10.40.181
LDAP Network Mask 255 255 D55 0 255 255 2550
DECT Default Gateway  |10.10.40 1 10.10.40.1
VolP
DMS Server 5888 5888
Unite
. Alt. DNS Server
Services
Check ARP [}
Administration
Users o< ]
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
Reset

Please refer to Ascom’s documentation listed in Section 11 of these Application Notes for
further information about DECT configuration. The following sections cover specific settings
concerning SIP and the connection to Session Manager.
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8.2. Configure IP-DECT Base Station System Information

Select DECT in the left column and click on the System tab in the main window. Ensure that
Subscriptions is set to With System AC and enter an appropriate Authentication Code. Note
this is not the password for the SIP users on Session Manager; this is a password used to
subscribe to the DECT system itself. Select the appropriate country for Tones, note for these
compliance tests IRELAND was selected. Select Europe for the Frequency and ensure that
Local R-Key Handling is ticked. For Coder select G711A from the drop-down box; note that
this will be the same codec used in Section 5.5. Click on OK to save the changes.

Ascom IP-DECT Base Station

Configuration System | Suppl. Serv. Master Crypto Master  Mobility Master Radic Radio config PARI  SARI  Air Sync

General

LAN System Name DECT

1P Password oy

LDAP Confirm Password YTITYIY]
I DECT Subscriptions With System AC ~

VelP Authentication Code 1234

Unite Tones IRELAND -

Services Default Language English -

Administration Frequency 1880-1900 MHz (Europe) -

Users Enabled Carriers 87 6 543210

Device Overview

DECT Sync Local R-Key Handling

Traffic No Transfer on Hangup =

Gateway Mo On-Hold Display [

Backup Display Original Called |

Update Early Encryption @

Diagnostics Coder G711A ~ Frame (ms) 20 Exclusive [[] SC [[]

Reset Secure RTP Key Exchange No encryption =

Cancel

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 28 of 38
SPOC 2/24/2016 ©2016 Avaya Inc. All Rights Reserved. AscomDECT_CM70




8.3. Configure Session Manager Information

Select DECT in the left column and select the Master tab. Ensure the Protocol is set to
SIP/TCP if TCP is the chosen transport protocol and SIP/UDP if UDP is the chosen transport
protocol and enter the Session Manager IP address for Proxy. Enter the length of digits used for
internal numbers. Note, for compliance testing Enbloc Dialing and Allow DTMF through RTP
were ticked but these settings will depend on the customer site and how the Communication
Manger is configured. All other values can be accepted as default.

Note: If SIP/TCP is selected below a SIP Entity must be added for the Ascom IP Base Station as
per Section 6.3.

Ascom IP-DECT Base Station

Configuration System  Suppl. Serv. | Master | Crypto Master  Mobility Master Radic Radio config PARI  SARI  Air Sync
General
LAN Mode  Active - I
=] Multi-Master
LDAP Master 1D 0
| DECT | [T Enable PARI Function |
VolP Region Code
Unite IP-PBX
Services Protocol SIF/TCP -
SR I Proxy 10.10.40.12
Wz Alt. Proxy
Device Overview Alt. Proxy
DECT Sync Al Proxy
Traffic )
Gateway Domain
T Max. Internal Number Length 4
Update International CPN Prefix
Diagnostics Registration with system password I}
Reset Enbloc Dialing |
Enable Enbloc Send-Key [
Send Inband DTMF ]
I Allow DTMF Through RTP |
Short Disconnect Tone ]
Treat rejected calls as Busy -

Note that these are the choices available to set for Protocol above.

SIFTCF |=
H.323

H.323/TCP
H.323/TLS
SIF/UDP

SIP/TLS
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Scroll down and click on OK as highlighted below to save the new configuration.

Ascom IP-DECT Base Station

Configuration System  Suppl. Serv. | Master | Crypto Master Mobility Master Radio Radio config PARI  SARI  Air Sync
Eemer SIP Interoperability Settings
LAN ) - .
Registration Time-To-Live 120 [sec]
IP
Hold Signalling sendonly with 0.0.0.0 -
LDAP
Hold Before Transfer
| DECT .
VoIP Accept Inbound Calls Mot Routed Via Home Proxy
D_ Register With Number
Unite AR as Line Identity ]
SETEE KPML support [
Administration
Registration For Anonymous Devices
Users
Tefae T fer Registration Name / Mumber /
DECT Sync Deactivate Master If No Connection [
Traffic Conferencing Unit
Gateway Conferencing Unit Number
g Mobility Master
Update
Name
Diagnostics
Password
Reset
IP Address
Alt. IP Address
Status
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Click on the Suppl. Serv. tab and ensure that Enable Supplementary Services is checked. Take
note of the activation and deactivation codes for services such as Call Forwarding, Call
Waiting and Do Not Disturb. Click on OK when finished. These codes are unique to the Ascom
DECT system.

Note that MWI Mode is set to User dependent interrogate number and the MWI Notify
Number is set to the messaging voicemail number for the solution which is 5999.

Ascom IP-DECT Base Station
Configuration System Master Crypto Master Mobility Master Radio Radioconfig PARI  SARI  Air Sync
General
LAN v| Enabse Supplementary Servkes ]
& Activate Deactivate Disable
o Cad Forwarding Unconditional  |"291°S# Lrall
Cal Forwardng Busy ['573# wETH
Unite Call Forwarang No Reply |B15# aaciad
Services Do Not Disturt 422 #A2%
Administration Cail Waking |*438 #43%
Users Call Completion v
Device Overview Call Park -,
e i Interception v
Traftic -
Gateway Cl Service UR| . v
Backup C#l Service URI (Argument) v
Update Son key "
Diagnostics Logout User #1150 [
Reset
Clear Local Setting ‘0=
MWI Mode User dependent interrogate number v
MW Notify Number 5099
Local Clear of MV
Exernal Ige Display v
] (e
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8.4. Adding DECT Users

Click on Users in the left column and click new to add a new DECT user.

Central Phonebook

Administration
Davice Ovarview
DECT Sync
Traffic
Gateway
Backup

Configuration CUsers | Anonymous

General
PARK 31100363621040

LAN PARK 3rd
P pty 2110026026
LDAP Master Id 0
DECT \ | show
Voip
UNITE Import

expon

IP-DECT Base Station

Enter the appropriate information for the new DECT user and once all the information has been
correctly filled in click on OK as highlighted. The Handset is registered with the DECT system,
according to Ascom’s documentation. The Password entered should be the same as that

configured in Section 6.4.

Ascom IP-DECT Base Station
Configuration M Aﬂlzmous
General @ Edit User - Moxzilla Firefox s S— LE‘M
LAN R hitps://10.10.40.181/GW-DECT/mod.cmd_loginxmiZcmd=showuser-new=*8asl=asc_dect edit_useras! |
L User type ;
LDAP ‘
Lo ) User Administrator '
VolP ‘
Unite
Services Long Name Ascom 7213 \
Display Name Ascom 7213
, Administration Rsiing
Uﬁen - Number 7213
Pevice Overdiow Auth. Name 7213 (SIP only)
REGESyne Password Yy}
Irafiie Confirm Password eeee
Gatowny IPEI / IPDI
Backup Idle Display 7213
Dot Auth. Code
Diagnostics
Reset [ OK ] [ Apply I l Cancel ]
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At this point the handset is Not Subscribed to the DECT base station; please refer to the DECT
Handset user guide (see Section 11) in order to correctly subscribe to the base station. Note that
every handset may be slightly different to setup but typically navigate to Menu - Settings >
System - Subscribe. The park number must be entered correctly, note that the password
configured in Section 8.2 is required here.

Ascom IP-DECT Base Station

Configuration CUsen Anomymous
Ganaral ) ctrabog
i PARK 3110028240290 | | oot AAMInsatons
PARK Long Name  Name
e Jed pty 2110024453 User Aderustrators 0
LDAP Master g -
W Users
DECT 2
= U Long Mame Name No Fty Display IPEI/IPDM AC Prod SW  EE Registration
el now 210 210  72% » rall) 085870158109 u62-Talker 431 10 10.40 12
Unhe oo =n 721 7211 - 7211 085530061256 d81-Messenger 4317 10.10 4012
exXpOr 212 7212 7212 + 7212 0300612556 d@1Messenger 4 3.17 10 10.40 12
Administration | Ascom 7213 7213 7213 Nt Sutscrived |

Users o | Users: 4. Registrations. 3

Device Overview

DECT Syne

Trafic

Gataway

Backup

Update

Diagnostics

Reset

To change features such as Call Waiting or Do not Disturb click on the + icon under Fty as
highlighted below. This opens a new window where these services can be selected or deselected.
Click on OK once the appropriate services are selected.

He f vew g Mosila Fretor RS =
AR L e ———
€ P amwd cru
A\ AMCC 64 -Log|  CFB REIVMEG
CFIR
Do not Disturb Int ' Stat l on
e 4 Do not Desturb Ext
. Call Wat ¥
" 1 ng | _
Law Cance! | |5
1 B 0
LDAP
DECT — -
Vol Show longﬂnmo Name No Fty Display IPEL/ IPDI AC Prod SW  EE Registration
P ) 7210 7210 7210 + 7210 085870158709 462-Tatkar 4317 10 10 40 12
Unite St
impot 7211 721 7211+ 7211 (085880061256 461 Messenger 4317 10 10 4012
Services expont 7212 7212 7212 + 72112 085880061255 481.Messenger 43 17 10 1040 12
Administration Ascom 7213 771]B 7213 036470354507 d41Adanced 2317 1010 40 12
Nw— Users 4. Registrations: 4
Device Overview

Telephony features, such as Call Waiting and Call Forwarding, can be programmed by entering
feature codes on the handset. Please refer to the Suppl. Serv. tab in Section 8.3.
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9. Verification Steps

The following steps can be taken to ensure that connections between Ascom DECT handsets and
Session Manager and Communication Manager are up.

9.1. Session Manager Registration

Log into System Manager as done previously in Section 6.1, select Session Manager as
highlighted below.

Under System Status in the left window, select User Registrations to display all the SIP users
that are currently registered with Session Manager.

Session Manager Dashboard
TS 3008 rorvadat the seersd azames 3nd heath semmury of s pamurvstersd
Fasicn Marager
Session Manager Instances
Serace State = Shutdown System = - As of 6126 PM
L S S a1 3 IR : .
S —— o T e g I
sm70ymog o 0/0/0 up SR 0 22 v v Normal
Select 1 AL Nooe
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The DECT user 7213 should show as being registered as highlighted.

———
3}
User Registrations
Suiect rowm &5 send netfications b Sevces. Chok e Cutads Sk fer complets
“wrvewees et
- m $
Wew + L Default | Force Uerepisier mﬂllﬂmlﬂlnl Rebost | [Reled = -Fabeck Asof 627 PN Mssniag Sewit ¢
Prolie | a2nr ! - 3
14 Dawwe o Shew 41 v Phlge: tratin
© ety [e—— - - 1
Haguterad
Comigunnlinn | Detafs  Advirews it Mares Last Mamse  Artusl Location I Address Semerte O | Shared Covtrod  Sowafl. Oevices  AST Duvnw |
2 Prien Sor | Swry
ozt Shom  — - o o ! a 0 oo
Lonutan shom - - - n} O o a 8] o o
Corni\gun wtieon Show o o © a a o o
© Applic sties Show — - 0 a o ju =] O 0
Cuntipeoatien Show — — [u s u} =} (=B
- shom - - —- [n] O Wi ) 8] 0 0
SysIem Statas
| Shom P13 Sdweconnecs kocal PGLAS 10.t0.40.3%0 [ @] /1 u] Mo U O
i Show - O = ars ] O 0O O
TPy Show  — B o o we o o oo
shaw  — — - o 0 Wz o m} = =
show - o o w1 a 0 8'd
Show  — o o LT a a O 0
Show — - o = oz a o oo
Show 103 Sdeerrrant ncy Wik ke wins [ (») 2 =] Hecy O O
< >
Fetecy i ad, hare
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9.2. Ascom DECT Registration

To verify that Ascom DECT Handsets are registered to the Ascom Base Station correctly, click
on Users in the left column and select the Users tab in the displayed window. Select show, this
displays the DECT handsets that are registered. In the example below, four extensions 7210 to

7213 are registered correctly.

Configuration
Ganeral
LAN

Administration

Users

Device Overview

Ascom IP-DECT Base Station

PARK 1110024340210 User Adminsiratons

085870156709
035380061256
085280061255
036470362507

PARK Long Name HName
Ird pty 2110024453 User Administrators: 0
Master
\d 0 Users
show Long Name Name No Fty Display IPEL/IPDI
G 7210 7200 7210 + 210
mpatt 721 211 7211+ 721
export 212 7212 7212 + 122
Ascom 7213 7213 » 7213

AC Prod SW  EE [Registration
d62-Talker a3n 10 10 40 12
dB1-Messenger 4317 10.10.40 12
d81Massenger 4 317 10,10 .40 12

d41-Advanced

4317 10.10.40.12

Check that MW1 is working by leaving a voicemail for the DECT user. Once a voicemail
message has been left, the following message should appear on the DECT handset.
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10. Conclusion

These Application Notes describe the configuration steps required for Ascom’s DECT IP Base
Station and DECT Handsets to successfully interoperate with Avaya Aura® Communication
Manager R7.0 and Avaya Aura® Session Manager R7.0 by registering the Ascom Handsets with
Session Manager as third-party SIP phones. Please refer to Section 2.2 for test results and
observations.

11. Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.

[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509

[2] Avaya Aura® Communication Manager Feature Description and Implementation,

Document ID 555-245-205
[3] Implementing Avaya Aura® Session Manager Document ID 03-603473
[4] Administering Avaya Aura® Session Manager, Doc ID 03-603324

Ascom’s technical documentation is available through a local supplier. Please see a list of the
documentation used for these Application Notes.
[6] Installation and Operation Manual IP-DECT Base Station and IP-DECT Gateway (software
version 7.0.x) (TD 92579EN)
[7] System Description Ascom IP-DECT System (TD 92375EN)
[8] System Planning Ascom IP-DECT System (TD 92422EN)
[9] DECT handset user manual
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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