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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Ascom Myco V9.3 with
Avaya IP Office Server Edition R10.1 - Issue 1.0

Abstract

These Application Notes describe the configuration steps for provisioning Ascom’s Myco
smart device to interoperate with Avaya IP Office.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisioning Ascom Myco wireless
smartphones V9.3 to interoperate with Avaya IP Office R10.1. The Avaya IP Office consists of
an IP Office Server Edition running on a virtual platform as the primary server with an IP Office
IP500 V2 running as the secondary expansion server. Ascom Myco wireless smartphones are
configured on Avaya IP Office as SIP users, therefore enabling them to make/receive internal
and PSTN/external calls and have other telephony facilities available on Avaya IP Office. The
wireless communication is made using a wireless router connected to the same LAN as the
Avaya IP Office.

Note: Ascom Myco may be referred to as Myco, Myco handset or Myco smart device
throughout this document. These names all refer to the same product, a smart phone that is
connected to IP Office by registering as a third-party SIP extension.

The Avaya IP Office solution consists of a primary server and an IP500V2 expansion. Both
systems are linked by IP Office Line IP trunks that can enable voice networking across these
trunks to form a multi-site network. Each system in the solution automatically learns each other’s
extension numbers and user names. This allows calls between systems and support for a range of
internal call features.

2. General Test Approach and Test Results

The general test approach was to configure Ascom Myco Smartphones to communicate with IP
Office as implemented on a customer’s premises. The interoperability compliance testing evaluates
the ability of the Ascom Myco to make and receive calls to and from Avaya H.323, SIP and Digital
deskphones as well as PSTN endpoints. The integrated IP Office Voicemail was used to test for
DTMF and Message Waiting Indication (MWI) on the Myco Smartphones. See Figure 1 for a
network diagram. The interoperability compliance test included both feature functionality and
serviceability tests.

Note: Ascom Myco handsets were registered to both the Primary and Secondary servers but not
simultaneously, i.e., two handsets were registered to the Server Edition primary server and two
were registered to the IP 500 V2 expansion.

Note: The Ascom Myco smart device can be set up to use Wi-Fi, GSM or both. For compliance
testing only Wi-Fi was used and a wireless router was used to provide a network connection.
This wireless router was considered a part of the member’s overall solution

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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Avaya’s formal testing and Declaration of Conformity is provided only on the
headsets/Smartphones that carry the Avaya brand or logo. Avaya may conduct testing of non-
Avaya headset/Smartphone to determine interoperability with Avaya phones. However, Avaya
does not conduct the testing of non-Avaya headsets/Smartphones for: Acoustic Pressure, Safety,
Hearing Aid Compliance, EMC regulations, or any other tests to ensure conformity with safety,
audio quality, long-term reliability or any regulation requirements. As a result, Avaya makes no
representations whether a particular non-Avaya headset will work with Avaya’s telephones or
with a different generation of the same Avaya telephone.

Since there is no industry standard for Smartphone interfaces, different manufacturers utilize
different Smartphone/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and Ascom Myco did not include use of any specific encryption features as requested by Ascom.

Note: Compliance testing was carried out using TCP as the transport for signaling, a selection of
basic calls and transfer calls were carried out using UDP.

2.1. Interoperability Compliance Testing

The testing included:
e Registration/Invalid Registration

e Basic calls/PSTN calls

e Blind Transfer, Supervised Transfer and 3 Party Conference
e Feature calls

e Call Alerting and Call Waiting

e Mobile Twinning

e Call forwarding unconditional, no reply, busy

e DTMF support, voicemail and MWI

e Codec support

e Serviceability testing
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2.2. Test Results

Tests were performed to ensure full interoperability between Ascom Myco Wireless Smartphones
and IP Office. The tests were all functional in nature and performance testing was not included.
The following observations were noted during testing.
e For Call Waiting functionality to work on Myco, ensure that the Call Waiting On box
seen under the Telephony tab of User is checked.
e Ascom Myco does not support local call diversion like Call Forward All, Call Forward
Busy and Call Forward No Answer.
e The SIP Expires timer of 180 seconds is hard coded on IP Office.

The following issues were found during compliance testing.
1. Blind Transfer using Avaya H323
Mycol — Avaya H323 (BlindTrn) — Myco2, failure to transfer if both Myco sets are on
the same IPO side. The issue presents itself when Avaya cancels the call to Myco2 and
then the initial caller (Mycol) tries to setup the new call immediately, Myco?2 rejects the
new call setup stating ‘486 Busy Here’. Ascom are investigating this issue (MYCO-
9213).

2. Incorrect CLID displayed during ringing on Supervised Transfer
When Avaya H323 phones make the transfer, the consulting call shows the incorrect
number upon ringing; it updates correctly when the call is answered. The ringing number
should show the B-party number but it incorrectly shows the A-party number. When
Avaya SIP phone makes the transfer the “call back” is to the B-Party, when the Avaya
H323 phone makes the transfer the “call back™ is to the A-Party. Avaya are investigating
this issue.

3. Incorrect A-party CLID after transfer to Digital on IP500V2
Myco 4 — Myco 3, supervised trn to Digital. When transferred to the digital set the A
party was not updated after transfer. There is no INVITE being sent to the A party
(Myco4) with a name update. This is the same for blind and supervised transfers. This
behaviour is as per Avaya design.

2.3. Support

Technical support for the Ascom Myco product can be obtained through a local Ascom supplier
or Ascom global technical support:

e Email: support@ascom.com or Help desk: +46 31 559450
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of an IP Office with the Ascom Myco smartphones configured as SIP users. Avaya SIP,
H323 and Digital phones were configured on IP Office. PRI and SIP trunks were configured to
simulate a connection to the PSTN. A wireless router was connected to the IP network to provide
a connection for the Myco smartphones. IP Office Manager was used to manage IP Office.

A laptop on the network that can access and connect to the Ascom Device Manager is used to
configure the Ascom Myco smartphones. The Ascom Unite Connectivity Manager (UniteCM) is

the core software platform in the Ascom system.

PSTN SIP
Caller

Myco Handsets

Simulated Ascom Unite
SIP PSTN Connectivity
Manager

TCP or UDP/RTP
connection

Avaya 1140e SIP Avaya IP Office R10.1
Server Edition

10.10.40.25 SIP connection to IP Office

(Both SE and 500 V2)

Wireless Router

(E))

Avaya IP Office IP500 V2 R10.1
Expansion
10.10.40.20

Avaya 9508 Digital

Avaya 9641 (H323)

Myco Handsets Simulated
QSIG Connection

PSTN QSIG
Caller

Figure 1: Connection of Ascom Myco with Avaya IP Office Server Edition with IP Office

IP500 V2 expansion
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version

Avaya IP Office Server Edition running on a
Virtual Platform

R10.1.0.0 Build 237

Avaya IP Office 500 V2 R10.1.0.0 Build 237
O\X%Z\:VPS (;f;i((::e Manager running on a R10.1.0.0 Build 237
Avaya 1608-1 H323 Deskphone 1608UA1_350B.bin
Avaya 9641G H323 Deskphone R6.6115

Avaya 1140e SIP Deskphone R04.04.28.00
Avaya 9508 Digital Deskphone V0.6

Myco 1 & 2, v9.3

Ascom Myco Smart Device (SIP App v2.1)

Ascom Device Manager running on Ascom

UniteCM Unite DM/CM v5.8.1

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone
IP Office 500 V2 and also when deployed with IP Office Server Edition in all configurations.
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5. Avaya IP Office Configuration

The document assumes that Avaya IP Office Server Edition has been installed and configured to
work with an IP500 V2 expansion. This section only describes the details on how to configure
both the IP Office Server Edition (Primary) and IP Office IP500 V2 (Expansion) to work with
Ascom Myco. Configuration and verification operations on the Avaya IP Office illustrated in this
section were all performed using Avaya IP Office Manager. For all other provisioning
information such as initial installation and configuration, please refer to the product
documentation in Section 9. The configuration operations described in this section can be
summarized as follows:

e Launch Avaya IP Office Manager (Administration)

e Display LAN Properties
Create User
Check Extension Properties
Save Configuration

Note: Only the unique prompts are shown in the screen captures below, all other inputs can be
left at default.

5.1. Launch Avaya IP Office Manager (Administration)

From the IP Office Manager PC, click Start - Programs - IP Office > Manager to launch
the Manager application (not shown). Select the required Server Edition as shown below and
enter the appropriate credentials. Click on the OK button.

B Select IP Office o | =][=
Name IP Address  Type Version Edition
Server Edition 10.0
¥|  IPOSEPG 1010.40.25 IPO-Linue-PC 10.0.0.3.0 build 5 Server (Primary)
Server Edition Expansion 10.0
IPO500V2PG 101040.20 1P 500 V2 100030 build5  Server (Expansion)
Configuration Service User Login
IP Office: IPOSEPG (Primary System - IPO-Linux-PC)
Service User Name Adrninistrator
Service User Password  sesssssss
QK ] | Cancel | | Help
TCP Discovery Progress
| Open with Server Edition Manager
Unit/Broadcast Address
101040255 - Refresh oK | [ conca
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Click on Configuration at the top right of the page, as shown, to receive the IP Office
configuration.

= Server Edition
Summary Open...
_ Serer Edition Prmary e
.

= Hardware Installed i System Status
Control Uit 1PO-LinuicPC l‘%‘ Voicemail Administration
Secondary Server: NONE =
Expansion Systems: 10.10.40.20 @ Resiliency Administration
System |dentification: ad7eda2f5eb0bdb66b29fc8e123999283ddd6fb0
Serial Number: 005056948621 k On-boarding

B System Settings e o
IP Address: 10.10.40.25 » IP Office Web Manager
Sub-Net Mask: 25 55.0

Help

System Locale: Irelan K English) @
Device ID: NONE

MNumber of Extensions on System: 9 -

P4 Set All Nodes 1o Select

:‘.. Set All Nodes Licence Source

Add...

#%, Secondary Server

45, Expansion System

5.2. Display LAN Properties

From the left window navigate to System as shown and in the main window click on the LAN1

tab and within that tab select the LAN Settings tab. The IP Address of the IP Office is shown
and this will be required for setup in Section 6.1.

Configuration | system |[i= IPOSEPG
* BOOTP {4) Name System | LANL | LAN2 | DNS | WVoicemail | Telephony | Directory Services | System Events
Operator (3) =2 IPOSEPG -
? Selution LAN Settings I VoIP | Network Topology|
----- § User)
----- ## Group(6) IP Address 1010 40 . 2
----- BX% Short Code(19)
..... 2 Directory(0) IP Mask 255 . 255 . 255 0

£ Time Profile(0)
----- #m Account Code(0)

-§4 User Rights(8)
----- & Location(0)
=429 IPOSEPG

----- %37 System (1)
: ¢ Line
----- “2» Control Unit (8)
----- Ay Extension (9)

----- §  User(10)

----- ﬂ Group (3)

----- % Short Code (53)
----- @ Service (0)

Mumber Of DHCP IP Addresses 200 =
DHCP Mode

) Server () Client @ Disabled
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Within the LAN1 tab, click on the VVolIP tab. Ensure that TCP and UDP bhoxes are checked and

that port 5060 is being used. During compliance testing RTP-RTCP Keepalives were set to
30secs.

—

IPOSEPG [ v | <>

| System | LANL | LAMNZ | DMS | Voicemail | Telephony | Directory Services | Systern Events | SMTP | SMDR | VoIP | VoIP Security | Contact Center|
| LAN Settings| VolP | MNetwork Topology|

H323 Gatekeeper Enable E
[7] Auto-create Extn Auto-create User [7] H323 Remote Extn Enable
H.323 Signalling over TLS Preferred - 1720
SIP Trunks Enable
SIP Registrar Enable
] Auto-create Extn/User [] SIP Remote Extn Enable
SIP Domain Mame devconnect.local
SIP Registrar FQDN 1
upp UDP Port | 5060 = 5060
Layer 4 Protocol TCP TCP Port 5060 = 5060
TLS TLS Port 5061 < 5061
Challenge Expiry Time (secs) 10 =
RTP | N
Port Mumber Range
Minimum 40750 = Maximum 50750 =
Port Mumber Range (MAT)
Minimum 40750 = Maximum 50750 =
Enable RTCP Monitoring on Port 5005
RTCP collector IP address for phones (1] (1] 1] 1]
Keepalives
Scope [rTP-RTCP ~| Periadic timeout 20
Initial keepalives [Enabled V] |

The Codec and DTMF settings can be changed under the VoIP tab as shown below.

—

= IPOSEPG

| System | LAN1 | LAN2 | DNS | Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | VelP | VoIP Security
Ignore DTMF Mismatch For Phones

Allow Direct Media Within NAT Location [

RFC2833 Default Payload 101 o
Available Codecs Default Codec Selection
Unused Selected
G.711 ULAW . G.711 ALAW 64K
G711 ALAW G711 ULAW 64K
G722 64K G722 64K
G.729(a) 8K C5-ACELP G.729(a) 8K CS-ACELP
L4 4
>>>
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5.3. Create a new User

From the left window, right click on User and select New.

[Z-%=r IPOSEPG

[x-55p IPOS00V2ZPG

Customise Columns...

Confirm

-2 System (1) frmNoUser
-4 Line (3) Accouni
- Control "_”'* 2
el E:d:ensio‘| 1 MNew Ctrl+N
= Mew User Rights from user
i Group (3
-@% Short Cd #§  Cut Ctrl+ X
-8 Servicej 53 Copy Ctrl+C
-3 Incomin )
o Director| - Paste Ctrl+V

1 TimePrg 2 Delete Ctrl+Del
-l IP Route .

Validat

-l Account] Wl| Yalcde
..M Licence New from Template
- Export as Template
( ARS (1)
- Location Show In Groups
% Authoriz

In the User tab add a Name and Password along with the Extension.

H—

5180: 5180

e -8 X[ vi<l> 4

User |Voicemai| | DND | ShortCodes | Source Numbers | Telephony | Forwarding | Dial In |‘u"oice Recording | Button Programming | Menu Programming | Mobility 4 | *

Name 5180

Password "nee

Confirm Password LI

Unique Identity

Audie Conference PIN

Cenfirm Audio Conference PIN

Account Status Enabled -

Full Name MYCO SE 5180

Extension 5180

Email Address

Locale ’ v]
Priority 5 -
Systern Phone Rights ’None v]
Profile ’Basic User v]

[] Receptionist
Enable Softphone
Enable one-X Portal Services
Enable one-X TeleCommuter
[7] Enable Remote Worker
[7] Enable Communicator
Enable Mohbile VoIP Client
Send Mobility Email
Web Collaboration

-~

m
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Under the Voicemail tab, VVoicemail On can be selected in order to provide voicemail to this
user/extension.

User | Voicemail | DND | ShortCodes | Source Numbers | Telephony | Forwarding | DialIn | Voice Recording | Button Programming |

Voicemail Code sene Voicemail On
Confirm Voicemail Code eese Voicemail Help
Voicemail Email Woicernail Ringback

[] Voicemnail Email Reading
[ UMS Web Services
[] Enable GMAIL API

Voicemail Email

@ Off Copy Forward Alert

DTMF Breakout

Reception / Breakout (DTMF 0] System Default () -
@
Breakout (DTMF 2) System Default () -
@&
Breakout (DTMF 3) Systemn Default () -

®

Under the Telephony tab and Call Settings tab, Call Waiting On can be turned on/off
depending on what is required by the user.

User | Voicemail | DND | ShortCodes | Source Numbers| Telephony | Forwarding | DialIn | Voice Recording | Button Programming |
Call Settings | Supervisor Settings | Multi-line Options | Call Log | TUI |
Outside Call Sequence [De‘laull Ring v] Call Waiting On
Inside Call Sequence [De‘laull Ring v] Answer Call Waiting On Hold
Ringback Sequence [I}e‘laull Ring v] Busy On Held
Mo Answer Time (secs) |System Default (15) E| Offhook Station
Wrap-up Time (secs) |2 E|
Transfer Return Time (secs) |[:"FF E|
Call Cost Mark-Up 100
Advertize Callee State To Internal Callers [Syslem Default (Off) v]
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Under Supervisor Settings tab enter the password again for the Login Code. Ensure that Force
Login box is checked.

7

5180: 5180°

| User | Voicemail | DMD | ShortCodes | Source Numbers| Telephony | Forwarding | Dial In | Voice Recording | Button Programming

Call Settings | Supervisor Settings | Multi-line Options | Call Log | TUI |

Login Code [T
Confirm Login Code LI

Login Idle Period (secs)

Menitor Group ’<None>

Coverage Group ’<None>

Status on No-Answer ’Logged On (Mo change)

Privacy Override Group ’<None>

Reset Longest Idle Time
@ All Calls

() Bxternal Incoming

Force Login

[] Force Account Code

[7] Force Authorization Code

[T] Incaming Call Bar

[] Outgeing Call Bar

[] Inhibit Off-Switch Forward/ Transfer
[ CanIntrude

Cannot be Intruded
[7] Can Trace Calls
[] Deny Auto Intercom Calls

Once OK is clicked at the bottom of the screen a new window should appear asking to create a
new extension. Select SIP Extension as is shown below.

Note: If the system is not setup to auto-create extensions then a new extension can be added by
right-clicking on Extension on the left window and selecting New, (not shown).

Y

<User:0>: *

£ v | < > ,@

| User |‘u’oicemai| | DD | ShortCodes | Source Numbersl Telephony |Forwarding | Dial In |‘u"oice Recerding | Button Programming | Menu Pregramming | *

Call Settings | Superviser 5ettings | Multi-line Options | Call Log | TuI |

Login Code amma

Force Login

A IP Office Ma
Confirm Logi N e

LoginIdle Pef  Would you like a new VolP extension created with this number?

Meanitor Groul

Coverage Grol ) Naone
Status on No- (©) H323 Bdension
@ SIP Extension
Reset Longe
@ All Calls
() External I

[ Canlntrude

[T Force Account Code

[7] Force Authorization Code
[T] Incoming Call Bar

[] Outgeing Call Bar

[ Inhibit Off-Switch Forward/Transfer

Cannot be Intruded
[7] Can Trace Calls

I OK l[ Cancel || Help
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5.4. Check Extension Properties

Direct Media Path can be set on/off in the extension properties. This will allow RTP to be sent
directly between devices. Once the SIP extension has been successfully created in Section 5.3,
open the extension configuration to check to see if Allow Direct Signalling is selected. Select
Extension in the left window and select the required extension number. In the main window
under VVolP tab, Allow Direct Media Path can be checked or unchecked as shown below. Other
settings such as DTMF Support and Codec Selection are possible to change here as well again
if required by Ascom.

Configuration | Extension SIP Extension: 11201 5180 g - [ X vi<l>§

- & BOOTP (5) Id Extension Mo VolP

-4 Operator (3) "9.11200 5121
=% Solution 11201 5180
§ userGy)
5 Groun(®) 11202 5181
% Shart Code(16) 11203 5122
\.em Directory(0) 11204 5120
£ Time Profile(0) 11205 5123
-8 Account Code(0) w, 11206 5124
§4 UserRights@)
Rl
=)= IPOSEPG
% System (1) 11209 5150
7 Line (3) -

=+ Control Unit (11)
7 Extension (10)
§ User(11)

a Group (3)
P Short Code (54) BRE
@ Service (0)

@ Incoming Call Route (2)
< Directory () Reserve Licence [None v]
£ Time Profil

i I;';:ut':d; o Fax Transport Support [ None -
@ Account Code (0)
% Licence (25)

ii User Rights (3) 3rd Party Auto Answer lNone V]
FARS (1)
i Location (1) Media Security [same a5 System (Disabled) v
ﬂ Authaorization Code (0)
=7 IPOS00V2PG

1P Address 0 0 0 [ [T Requires DTMF

[] Local Hold Music
Codec Selection ISystem Default 'l Re-invite Supported

[] Codec Lockdown
o G711 ALAW 64K

G711 ULAW 64K Allow Direct Media Path

G.722 64K
G.729(a) 8K CS-ACELP

coococoocococooco

DTMF Support [RFcas3z/rrcazas -

5.5. Save Configuration

Once all the configurations have been made it must be saved to IP Office. Click on the Save icon
at the top of the screen and the following window appears, click on OK to commit the changes to
memory.

[T Avaya P Office Manager IPOS1{PG)V2Exp [9-1.500.145] [Ad ministrator{Administraton)] N e S e T
oo

File

IPO9L(PG)V2Exp - User - 5201 5201
IP Offices | User = 5201 5201 IR AR

K BOOTP 6) Name B~
{7 Operator 3) 5201 5
%% IPOSL(PG)V2Exp frs20 5
= System (1) 5220 5
@521 5.
§-s222 5
#5250 5
#5251 5
gr5252 5.
#5280 5.

g-s2m1 54 ) When Free

g-s2m2 5;:  Timed

e

5

5.

5.

5

5

5

3

5

2

2

2

[User | Voicemail | DND | Short Codes | Source Numbers | Telephany | Farwarding | DialIn | Voice Recording | Butten Programming | Menu Programming | | +

Save Configuration =

Block Forwardil | P Office Settings
PO (PG)V2Exp

Follow Me Nu | Cenfiguration Reboot Mode 1 -
@ Merge

) Immediate

fr5283
@528
@-5285
#5286
fr52m7
§-5288
g-5280
#-3535250
5255550

Reboot Time
1153

Forward On Buf | C3ll Barring
Forward On N

Forward Numb 1 -

@ Comdasys230 23
@~ Comdasys231 2
@~ Comdasys232 2 |
fraNoUser
dmRemoteMana.. T Help
<[ v

Forward Interng)| |
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6. Configure Ascom Myco Wireless Smartphones

This section describes how to access and configure the Ascom Myco Wifi Smartphone via the
Device Manager. It is implied that the Wifi network has been configured and operational and the
Ascom UniteCM box has an IP address assigned.

Note: The Wireless router and Ascom UniteCM configuration are outside the scope of these
Application Notes.

Access the UniteCM box by typing the URL, http://<ip address> in a web browser (not shown).
Screen below shows the login screen. Enter the required credentials in the User name and
Password fields and click on Log in.

. o

UNITE CONNECTIVITY MANAGER

User name

Passwaord
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The main screen of Unite Connectivity Manager is seen as shown below. Click on the Device

Manager application.

Send Message

Unite Connectivity Manager

ascom

Phonebook

——|

Users & Groups

i

Device Manager

Activity Log Viewer
()

= Pa

Action Assignment

AP

Configuration

VAT

Setup Wizard

ﬁ*
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The Ascom Device Manager screen is seen as shown below. In the example below, a device
with number 5180 is discovered. Double click on this number.

File Device Number App Template License Options Help

) oevices | @ numeeRs ‘ @) apps | [E] TempLaTES | § LicewsEs ‘
Device types: Search for: in: :I]eSCFIptIOH v:
-
(Al Description  Number Device type Parameter ... Device ID DECT M... Device L.. Online Status Saved Last login Last run...
'GZ:I' k - 4010 Ascom Myco 0K 00013E1D4D... Synchronized + 2017-10-04... Myco2_C... .
162 Talker 5180 oK 00013E1D4D... v Synchronized v
5181 Ascom Myco 0K 00013E19F912 v Synchronized + 2017-10-06... Myco2_C...
5282 Ascom Myco 0K 00013E1D5056 v Synchronized " 2017-10-06... Myco2_C...
5283 Ascom Myco oK 00013E19F98B v Synchronized " 2017-10-06... Myco2_C...

1 item selected

A close up of the same screen shown above shows that 5180 was selected.

@ NUMBERS @ APPS | [E] TEMPLATES j’ LICENSES

Search for: in: :Description v: Show all

-
Description  Number Device type Parameter ... Device ID DECT M...
4010 Ascom Myco oK 00013E1D4D...
5180 0K 00013E1D4D...
2181 Ascom Myco oK 00013E19F912
2282 Ascom Myco 0K 00013E1D5056
5283 Ascom Myco oK 00013E19F98B
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The Edit parameters for 5180 screen is displayed as shown below. Click on Ascom VolP that
is seen on the left hand side and configure the following values.
Set to either TCP or UDP (for compliance testing
TCP was selected as shown below)

e SIP Transport

e Primary SIP Proxy

e Listening Port

e SIP Register Expiration

e Endpoint ID
e Password

e Codec configuration

e DTMF Type

¢ Replace Call Reject w/ User Busy

registered against

5060

to 180 by IP Office)

This is the extension number
The password from the supervisor settings tab
assigned to the endpoint in Section 5.3

used for compliance testing)
RFC 2833 is chosen

Decline” or “486 Busy Here” messages

Retain default values for all other fields.

Edit parameters for 51

Device type: Ascom Myco

IP address of the IP Office to which this user is to be

180 (This value is null and void as this is hardcoded

This will depend on the country (G711 A-law was

Defines whether calls are rejected using “603

e Network Name —
Ascom Messaging
- |l Services o SIP Transport TCP e
| Alarm & Multi-function button | |Frimary SIF prozy 10.10.40.25 (7]
| Location services Secondary SIP proxy e
Third-party integration Listening port 5060 e
| App customization SIF proxy ID e
F- |, Troubleshooting SIP Register expiration 180 e
i} Display Endpoint ID 5180 2]
| Sound Password ~  =E======ss 7]
Languages™ VoIP phone number e
Time & Date Codec configuration G711 A-law (7]
- || Security Secure RTP mode Off e
= Telephony DTMF type RFC 2833 )
e Hold type inactive (5]
# Microphone gain MOH locally Yes e
# Voicemail Direct signaling No (7]
| Push-to-talk Active mode during call No e
- # In charger Replace Call Rejected with User Busy Yes e
- ® Login Enable overlap dialing No 2]
oKk | [ cancel
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The following step is optional. From the same screen as above, click on Display and configure
the Owner ID/name field with the directory number configured, in this case 5180 as shown
below. Retain default values for all other fields and click on OK to complete the configuration.

Device type: Ascom Myco

J Network

- # Ascom Messaging

[+ | Services

[ . Alarm & Multi-function button
. Location services

-~ # Third-party integration
J App customization

. Troubleshooting

:

‘- # Charging screen

J Sound

----- # Languages™

----- # Time & Date

H- [ Security

H- i Telephony

H- . Push-to-talk

----- # In charger

----- # Login

----- * NFC

=
0

FHEHE

Name

*Font size

*0Owner ID/name

*Sleep timeout

*Rotate top display

Top display alert formatting

Value

Normal
5180

1 minute
Off
Automatic

00000

[

ok | | cancel |

The Voicemail number is set as *66, this is a short code on IP Office that was used to call to
Voicemail. This may be different depending on the system.

Device type: Ascom Myco

) Network
Ascom Messaging
- . Services
i [ Alarm & Multi-function button
- 1. Location services
Third-party integration
- 0 App customization
t- | Troubleshooting
- Display
) Sound
Languages™®
Time & Date
H- | Security
- Telephony
- % Ascom VoIP

- # Microphone gain
B o cemaif
Push-to-talk

In charger

-4 Login

L NFC

Name

Message centre number
Voicemail number
Voicemail call clears MWI
Cellular voicemail number

Value
3180
66
No

o000

ok | | cancel |
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7. Verification Steps

This section provides the tests that can be performed to verify correct configuration of the IP Office
and Ascom solution. The best way to verify compliance is to make calls to/from the Ascom Myco
handsets. Once calls can be made/received then this will show that the Myco handset is registered
correctly with the IP Office and is capable of performing as designed. For further information on
registration and call status the following section will be useful.

7.1. Verify the Ascom Myco Wireless Smartphone status

To verify the ‘connection type’ and the ‘media security’ IP Office System Status can be used to
monitor each handset including the Myco handsets. Open IP Office System Status as shown

below.
. Abyss Web Server
. Accessories
. Ascom WinPDM

. Avaya

. Avaya Reliable Data Transport Tocl Administrator

. Avaya VPN Client

. FileZilla FTP Client

. Games

. IP Office

A\ 1P Office Knowledge Base

! Manager

[®H Monitor

_E System Status

Uninstall IP Office Admin Suite

Documents

Pictures

Music

Computer

Control Panel
. Java

1

/i Maintenance Devices and Printers
L McAfee
. Microsoft Office Default Programs
o Mitel
2
A
.

. Nortel Help and Support
. Motepad++
; PUTTY

4 Back

| Search programs and files

Connect to the required IP Office and enter the appropriate credentials then click on Logon.

. Online | offine

Logon

Control Unit IP Address: J10.10.40.25 -

Local IP Address: &Iyt

L= ET [ Administrator

Password: LITT112 11}

W Auto reconnect

Secure connection
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Place a call to one of the Myco handsets and select the handset as shown below. Information on
the call and the connection is displayed in the main window.

Note: The information shown below is intended as an example of what such a call should look

like.

IP Office System Status

Extension Status

=0

Extension Number:

P sddress:

Standard Location:
Registrar:

Telephone Type:

User Agent:

Media Stream:

Layer 4Protocol:

Current User Extension Number:
Current User Name:
Forwarding:

Twinning:

Do Mot Disturb:

Message Waiting:

Number of New Messages:
Phone Manager Type:

SIP Device Features:
License Reserved:

Last Date and Time License Allocated:
DTMF Required:

Packet Loss Fraction:
Jitters

Round Trip Delay:

Current State

5130
10.10.40.206

None

Primary

Unknown STF Device
NEC_IP_DECT_GIW_G566/4320b655_01.14.00.01

Nane
REFER, LPDATE

No

02/08/2017 11:01:55

No

Direct Media
G711A
10.10.40.206

Connection Type:
Codec:
Remote Media Address:

Time in State

Calling Number or Called Number

Direction

Connected 00:05:30 5181

Incoming

Other Party on Call

Extn 5181, 5181

Information on the Media Stream and the Layer 4 Protocol are shown as well as the
Connection Type. The display below shows a Direct Media call using RTP and TCP.

Extension Status

Extension Mumber: 5180

IP address: 10.10.40. 206

Standard Location: None

Registrar: Primary

Telephone Type: Unknown SIP Device

User Agent: MEC_IP_DECT_GW_G565/4920b555_01, 14.00.01

Media Stream: RTF

Laver 4 Protocal: TCP

Current User Extension Mumber: 5130

Current User Mame: 5180

Forwarding: Off

Twinning: Off

Do Mot Disturb: off

Message Waiting: Off

Mumber of Mew Messages: ]

Phone Manager Type: Marne

SIP Device Features: REFER,UPDATE

License Reserved: Mo

Last Date and Time License Allocated: 02/06/2017 11:01;55

DTMF Required: Mo

Packet Loss Fraction: Connection Type: Direct Media
Jitter: Codec: G711 A
Round Trip Delay: Remote Media Address: 10,10.40. 206

PG; Reviewed:
SPOC 12/21/2017

©2017 Avaya Inc. All Rights Reserved.

Solution & Interoperability Test Lab Application Notes

20 of 22
Myco93_IPO10_1



8. Conclusion

These Application Notes describe the configuration steps required for Ascom’s Myco Smart
Device V9.3 to successfully interoperate with Avaya IP Office Server Edition and IP Office
IP500 V2 Expansion R10.1 by registering the Myco handsets with IP Office as SIP phones.

Please refer to Section 2.2 for test results and observations.

9. Additional References

These documents form part of the Avaya official technical reference documentation suite.
Further information may be had from http://support.avaya.com or from your Avaya
representative.

[1] Administering Avaya IP Office™ Platform with Manager, Release 10, Issue 1.

[2] Avaya IP Office™ Platform Documentation Catalog Release 10, Document number 16-
604278 Issue 1

[3] Avaya IP Office™ Platform 10. Deploying Avaya IP Office™ Platform IP500 V2, Document
number 15-601042.

Product Documentation for Ascom Products can be obtained from an Ascom supplier or may be
accessed at https://www.ascom-ws.com/AscomPartnerWeb/Templates/WebLogin.aspx (login
required).

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 210f 22
SPOC 12/21/2017 ©2017 Avaya Inc. All Rights Reserved. Myco93_IPO10_1


http://support.avaya.com/
https://www.ascom-ws.com/AscomPartnerWeb/Templates/WebLogin.aspx

©2017 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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