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Application Notes for configuring NICE Engage Platform to
interoperate with Avaya Proactive Outreach Manager,
Avaya Aura® Communication Manager, Avaya Aura®
Application Enablement Services using DMCC Multi-
Registration to record calls - Issue 1.0

Abstract

These Application Notes describe the configuration steps for the NICE Engage Platform to
interoperate with the Avaya solution consisting of an Avaya Proactive Outreach Manager
R3.0, an Avaya Aura® Communication Manager R7.0, an Avaya Aura® Session Manager
R7.0, an Avaya Aura® Contact Center R7.0 and Avaya Aura® Application Enablement
Services R7.0 using Multi-Registration.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for the NICE Engage Platform R6.5 to
interoperate with the Avaya solution consisting of an Avaya Proactive Outreach Manager R3.0,
an Avaya Aura® Communication Manager R7.0, an Avaya Aura® Session Manager R7.0, and
Avaya Aura® Contact Center R7.0 and Avaya Aura® Application Enablement Services R7.0.
NICE Engage Platform uses Communication Manager’s Multiple Registration feature via the
Application Enablement Services (AES) Device, Media, and Call Control (DMCC) interface and
the Web Services Interface on Avaya Proactive Outreach Manager to capture the audio and call
details for outbound calls initiated from outbound campaigns on Avaya Proactive Outreach
Manager.

Avaya Proactive Outreach Manager was used to create a preview and progressive outbound
campaigns. With a preview campaign the Contact Center agent is popped with the next call and
thus the agent is in control of when the call is to be made. This can be ideal for more complex
sales where a bit of research is required between calls to increase the chances of success. A
progressive campaign removes the option of when the next call is made from the agent. On
completing the previous call (or moving from “Wrap-up” to “Go ready”) the system
automatically dials the next number on the list. This removes the wait time between calls and
can improve productivity significantly. This is ideal where the calls are very similar in nature and
agents benefit from having the system tee up the next call for them.

DMCC works by allowing software vendors to create soft phones, in memory on a recording
server, and use them to monitor and record other phones. This is purely a software solution and
does not require telephony boards or any wiring beyond a typical network infrastructure. The
DMCC API associated with the AES server monitors the digital and VVoIP extensions. The
application uses the AE Services DMCC service to register itself as a recording device at the
target extension. When the target extension joins a call, the application automatically receives
the call’s aggregated RTP media stream via the recording device and records the call.

The NICE Engage Platform is fully integrated into a LAN (Local Area Network), and includes
easy-to-use Web based applications (i.e. Nice Application) that works with the Microsoft .NET
framework and used to retrieve telephone conversations from a comprehensive long-term calls
database. This application registers an extension with Avaya Aura® Communication Manager
and waits for that extension to be dialed. The NICE Engage Platform contains tools for audio
retrieval, centralized system security authorization, system control, and system status monitoring.
Also included is a call parameters database (Nice Application Server) that tightly integrates via
CTI link PABXs and ACD’s including optional advanced audio archive database management,
search tools, a wide variety of Recording-on-Demand capabilities, and comprehensive long-term
call database for immediate retrieval.
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2. General Test Approach and Test Results

The interoperability compliance testing evaluated the ability of the NICE Engage Platform to
carry out call recording of outbound dialling campaigns initiated by Avaya Proactive Outreach
Manager using DMCC Multi-Registration with AES and Communication Manager to record the
calls. A preview and a progressive campaign were created on Proactive Outreach Manager and
Contact Center agents were given the Proactive Outreach Manager skillset in order to allow the
outbound calls be made from the agents desktop using Avaya Aura® Agent Desktop (AAAD).
These outbound calls were then recorded and played back in order to verify that NICE Engage
Platform could be used to record outbound calls from Proactive Outreach Manager using AAAD.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability
testing. The feature functionality testing focused on placing and recording calls in different call
scenarios with good quality audio recordings and accurate call records. The tests included:
e Outbound calls in a Preview Campaign — Test call recording for outbound calls in a
preview campaign created on POM made to both QSIG and SIP PSTN endpoints.
e Hold/Transferred/Conference calls — Test call recording of outbound calls in a preview
campaign on hold, transferred and conferenced.
e Outbound calls in a Progressive Campaign - Test call recording for outbound calls in a
progressive campaign created on POM made to both QSIG and SIP PSTN endpoints.
e Hold/Transferred/Conference calls - Test call recording of outbound calls in a
progressive campaign on hold, transferred and conferenced.
e Serviceability testing - The behavior of NICE Engage Platform under different
simulated failure conditions.

2.2. Test Results

Most functionality and serviceability test cases were completed successfully. The following
observation was noted.
1. Call on Hold. The Agent can always be heard, there is no hold on the recording from the
agent side only from the PSTN side. This is as per NICE design.

2.3. Support

Technical support can be obtained for NICE Engage Platform from the website
http://www.nice.com/engage/services/support
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3. Reference Configuration

The configuration in Figure 1 was used to compliance test NICE Engage Platform with the
Avaya solution using DMCC Multi-Registration to record calls. The NICE Application Server is
setup for DMCC Multi-Registration mode and connects to the AES. The Avaya solution consists
of Contact Center agents making outbound calls from campaigns run from Proactive Outreach
Manager.

Avaya Aura® System Avaya Aura® Session Avaya Aura® Communication
Manager R7.0 Manager R7.0 Manager R7.0

a0 ah 20

Avaya Aura® Application Avaya Proactive Avaya Aura® Contact
Avaya SIP Phone Enablement Services R7.0 | Outreach Manager R3.0 Center R7.0
POM Events :
e————— ===

I

!

Avaya Aura® Agent |

Desktop DMCC Multi I

Avaya Aura® Contact Center Registration |
Agents using Avaya Aura® I
Agent Desktop to make I
outbound calls from Avaya |
Proactive Outreach Manager

NICE

} Application
Avaya H.323 Phone v Server
NICE Advanced
Interactions
Recorder
Avaya Aura® Agent
Desktop PSTN Caller

Figure 1: Connection of NICE Engage Platform R6.5 with Avaya Proactive Outreach Manager
R3.0, Avaya Aura® Contact Center R7.0, Avaya Aura® Communication Manager R7.0,
Avaya Aura® Session Manager R7.0 and Avaya Aura® Application Enablement Services R7.0
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® System Manager running on a
virtual server

System Manager 7.0.1.1

Build No. - 7.0.0.0.16266
Software Update Revision No:
7.0.1.1.065378

Service Pack 1

Avaya Aura® Session Manager running on a
virtual server

Session Manager R7.0 SP1
Build No. -7.0.1.1.701114

o R7.0

o " VeS| ROz 0004410

g 00.0.441.0-23169
Avaya Aura® Application Enablement Services | R7.0
running on Virtual Server Build No —7.0.1.0.3.15-0
Avaya Proactive Outreach Manager R3.0

POM 03.00.03.03.008

Avaya Aura® Contact Center R7.0
Avaya Aura® Agent Desktop R7.0
Avaya G450 Gateway 37.19.0/1

Avaya Media Server running on a virtual server

Media Server System R7.7.0.8
Media Server R7.7.0.200

Avaya 9608 H323 Deskphone

96x1 H323 Release 6.6.028

Avaya 9641 SIP Deskphone

96x1 SIP Release 7.0.0.39

NICE Engage Platform
- Application Server
- Advanced Interactions Recorder

R6.5
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5. Configure Avaya Aura® Communication Manager

The information provided in this section describes the configuration of Communication Manager
relevant to this solution. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 12.

The configuration illustrated in this section was performed using Communication Manager

System Administration Terminal (SAT).

5.1. Verify System Features

Use the display system-parameters customer-options command to verify that Communication
Manager has permissions for features illustrated in these Application Notes. On Page 3, ensure
that Computer Telephony Adjunct Links? is set to y as shown below.

display system-parameters customer-options

Page

OPTIONAL FEATURES

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call ID?

A/D Grp/Sys List Dialing Start at 01°?
Answer Supervision by Call Classifier?
ARS?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

ASAI Link Core Capabilities?

ASAT Link Plus Capabilities?

Async. Transfer Mode (ATM) PNC?
Async. Transfer Mode (ATM) Trunking?
ATM WAN Spare Processor?

ATMS?

Attendant Vectoring?

KK B BB 3BKKKKKKBKNK

Audible Message Waiting?
Authorization Codes?

CAS Branch?

CAS Mainv?

Change COR by FAC?

Computer Telephony Adjunct Links?
Cvg Of Calls Redirected Off-net?
DCS (Basic)?

DCS Call Coverage?

DCS with Rerouting?

Digital Loss Plan Modification?
DS1 MSP?

3 of 11

MKKNKKKBD D BKRK

<K

DS1 Echo Cancellation? y

5.2. Note procr IP Address for Avaya Aura® Application Enablement

Services Connectivity

Display the procr IP address by using the command display node-names ip and noting the IP

address for the procr and AES (aes70vmpg).

display node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
SM100 10.10.40.34
aes70vmpg 10.10.40.26
default 0.0.0.0
g450 10.10.40.15
procr 10.10.40.13
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5.3. Configure Transport Link for Avaya Aura® Application
Enablement Services Connectivity

To administer the transport link to AES use the change ip-services command. On Page 1 add an

entry with the following values:

Service Type: Should be set to AESVCS.

Enabled: Settoy.

Local Node: Set to the node name assigned for the procr in Section 5.2

Local Port: Retain the default value of 8765.

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765

Go to Page 4 of the ip-services form and enter the following values:
e AE Services Server: Name obtained from the AES server, in this case aes70vmpg.
e Password: Enter a password to be administered on the AES server.
e Enabled: Settoy.

Note: The password entered for Password field must match the password on the AES server in
Section 6.2. The AE Services Server should match the administered name for the AES server;
this is created as part of the AES installation, and can be obtained from the AES server by typing
uname —n at the Linux command prompt.

change ip-services Page 4 of 4

AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: aes70vmpg Kok ok kKKK K v idle

23
32

5.4. Configure CTI Link for TSAPI Service

Add a CTI link using the add cti-link n command. Enter an available extension number in the
Extension field. Enter ADJ-IP in the Type field, and a descriptive name in the Name field.
Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3

CTI LINK

CTI Link:
Extension:

Type:

Name:

1
2002
ADJ-IP
COR: 1
aes70vmpg
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5.5. Configure H323 Stations for Multi-Registration

All endpoints that are to be monitored by NICE will need to have IP Softphone set to Y. IP
Softphone must be enabled in order for Multi-Registration to work. Type change station x
where X is the extension number of the station to be monitored also note this extension number
for configuration required in Section 8.1. Note the Security Code and ensure that IP SoftPhone
issettoy.

change station x Page 1 of 6
STATION
Extension: x Lock Messages? n BCC: O
Type: 9608 Security Code: 1234 TN: 1
Port: S00101 Coverage Path 1: COR: 1
Name: Extension Coverage Path 2: CoS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 1591
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default
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5.6. Configure SIP Stations for Multi-Registration

Any SIP extension that is to be recorded requires some configuration changes to allow call
recording using multiple registration. Changes of SIP phones on Communication Manager must
be carried out from System Manager. Access the System Manager using a Web Browser by
entering http://<FQDN >/SMGR, where <FQDN> is the fully qualified domain name of
System Manager or http://<IP Adddress >/SMGR. Log in using appropriate credentials.

Note: The following shows changes to a SIP extension and assumes that the SIP extension has
been programmed correctly and is fully functioning.

O ~ & Certificate error C H (& System Manager |

g"- 2) 2 hitps://smgrTOvmpg/networiclogin

File Edit View Favortes Tools Help

7 A\ AACCHA SIP £ smgi7Ovmpg A\ AACCE4 AML ] AROA A\ AES63vmpg £ Avaya-Nortel PEP Library £ SMGR63VMPG

Aura” System Manager 7.0

Recommended access to System Manager is via FQDN.

Go to central login for Single Sign-On User ID: admin

If IP address access is your only option, then note that authentication will

fail in the following cases: Password: |eesssesss -

+ First time login with "admin” account
Log On

* Expired/Reset passwords Cancel

Use the "Change Password” hyperlink on this page to change the password
manually, and then login.

Also note that single sign-on between servers in the same security domain
is not supported when accessing via IP address. 0 Supported Browsers: Internet Explorer 9.x, 10.x or 11.x or Firefox 36.0,

37.0 and 38.0.

This system is restricted selely to authorized users for legitimate business
purposes only. The actual or attempted unauthorized access, use, or
maodification of this system is strictly prohibited.

Unauthorized users are subject to company disciplinary procedures and or
criminal and civil penalties under state, federal, or other applicable
domestic and foreign laws.

The use of this system may be monitored and recorded for administrative
and security reasons. Anyone accessing this system expressly consents to
such monitoring and recording, and is advised that if it reveals possible
evidence of criminal activity, the evidence of such activity may be provided
to law enforcement officials.

All users must comply with all corporate instructions regarding the
protection of infarmation assets.

From the home page click on User Management highlighted below.

Aura  System Manager 7.0

Home | UserMansgement X

Administrators

Communication Manager

0, services

Backup and Restore
Bulk Import and Export

Configurations

Directory Synchronization Communication Server 1000

Groups & Roles Conferencing

Engagement Development Platform
1P Office
Media Sarver

User Management

User Provisioning Rule

Meeting Exchange
Messaging
Presence

Routing

Session Manager

Work Assignment

Events
Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Shutdown

Solution Deployment Manager
Templates
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Click on Manager Users in the left window. Select the station to be edited and click on Edit.

Home | User Management ¥

A I T— | Home / Users [ User Management / Manage Users
—
Manage Users Search -

Public Contacts >

Shared
User Management
Addresses
System
Presence ACLs
Users

Communication
. 8] view i G New| |z Duplicate| | @ Delete ore Actions =
Profile 1| Vi /Edit M &, Duplicat Delet M Actl
O
Password Policy 15 Items =~ Show Allﬂ
O |Last Name |FTr5i Name |Di5|:la',|I MName |Lngin MName SIP Handle
7100 SIPExt 7100, SIPExt 7100@devconnect.loca 7100
[} d local
X . evconnect loca
I:‘ 7101 SIPExt 7101, SIPExt 7101@d t.local 7101
[0 7zo0 Ascom i62 7200, Ascom 62 7200@devconnact. local 7200
[0 7zo1 Ascom 62 7201, Ascom i62 7201@devconnect. local 7201
[0 7zoz2 Ascom 62 7202, Ascom i62 7202@devconnect. local 7202
[0 7zo3 Ascom 62 7203, Ascom i62 7203@devconnact.local 7203

Click on the Communication Profile tab. Ensure that the Communication Profile Password is
known and if not click on edit to change it.

Home | User Management
TIPSR | tione | Users f s Mansgement | Mansge Users
Help 7|
Manage Users
User Profile Edit: 7100@devconnect.local
i
A SES Identity *_I Membership Contacts
System L N
Communication Profile «
Presence ACLs
Com on I(_:ommun\:almn Profile Password: ssssssssssssssasans; Eci
Profile | @ New| |EHDone | | @ Cancel
Password Policy |Mame
®  Primary
Select : None
* Name: Primary
Default :

Communication Address #

DMew|

[l Type Handle Domain

[0 avayasie 7100 deveonnect.local

Select : All, None
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From the same page scroll down to CM Endpoint Profile click on Endpoint Editor to make

further changes.

M CM Endpoint Profile =

* System [cm70vmpg L~
* Profile Type |Endpoint ]
Use Existing Endpoints O
# Extension [Q.7100
Template |[96415IPCC DEFAULT CM 7 0 B
Set Type 2641SIPCC
Security Code
Port ©.500003
Woice Mail Mumber
Preferred Handle |{Neng) | ]
Calculate Route Pattern O
Sip Trunk |aar

Enhanced Callr-Info display for 1-line phones

Delete Endpoint on Unassign of Endpoint from User or on ]

Delete User

i

Override Endpoint Mame and Localized Name

Allow H.323 and SIP Endpoint Dual Registration
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In the General Options tab ensure that Type of 3PCC Enabled is set to Avaya as is shown

below.

Edit Endpoint

System cm70vmpg

Template 96415IPCC_DEFAULT_CM_7_0[ v
Port 500003

Name 7100, SIPExt

Site Data (5)  Abbreviated Call Dialing (2)

* |Class of Restriction (COR) il x|
*  Emergency Location Ext 7100

*  Tenant Number 1

*  SIP Trunk Q aar

Coverage Path 1

Lock Message 0

Multibyte Language

*Required

[Save As Template]

Extension 7100
Set Type 96415IPCC .
Security Code
Enhanced Call Fwd (E) ~ Button Assi (B)  Profile () Group ip (M)
*  Class Of Service (COS) 1
*  Message Lamp Ext. 7100
I Type of 3PCC Enabled Avaya v | I
Coverage Path 2
Localized Display Name 7100, SIPExt
Ec::t:rlsllleachahllrtv for Station Domain ysmv]

Click on the Feature Options tab and ensure that IP Softphone is ticked as shown. Click on
Done, at the bottom of the screen, once this is set.

General Options (6) * Site Data (5) | Abbreviated Call Dialing (4)

Active Station Ringing single [v]
MWI Served User Type sip-adjunct[~ |
Per Station CPN - Send Calling

Number Nonz [v]

IP Phone Group ID
Remote Soft Phone Emergency as-onrlocal] v ]

Calls

LWC Reception spe | V|
AUDIX Name

Short/Prefixed Registration :
Allowed defaut] |

Voice Mail Number

Hunt-to Station

Loss Group 19
Survivable COR internal
Time of Day Lock Table Nene [~ ]

Music Source

Enhanced Call Fwd (E)  Button Assi (B)  Profile
Auto Answer none[ v |
Coverage After Forwarding system| v |
Display Language english [~

[~]

(]

Group Membership (M)

Features

O Always Use O Idle Appearance Preference

O IP Audio Hairpinning

g Bridged Call Alerting =i LWC Activation

o Bridged Idle Line Preference U CDR Privacy

M Coverage Message Retrieval

o Data Restriction i Direct IP-IP Audio Connections

M Syrvivable Trunk Dest &) H.320 Conversion

g Bridged Appearance Origination Restriction | IP Video Softphone

i Restrict Last Appearance O Per Button Ring Control
*Required
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Click on Commit to save the changes.

Home | User Management ¥

, Home { Users / User Mansgement / Manage Users

(-]
Hel
User Profile Edit: 7100@devconnect.local

Shared
Addeessss ey |G| Herieshe  Coacs

System . . .
Communication Profile «
Presence ACLs

J— Communication Profile Password: |sssssssssssassassass Ecic
Profile [Dmew] [Epore| [@cancel
Password Policy mmg
®  primary
Select : None

* Name: |Primary
Default :

Communication Address *
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6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:
e Verify Licensing
e Create Switch Connection
Administer TSAPI link
Identify Tlinks
Enable TSAPI and DMCC Ports
Create CTI User
Associate Devices with CTI1 User

6.1. Verify Licensing

To access the AES Management Console, enter https://<ip-addr> as the URL in an Internet
browser, where <ip-addr> is the IP address of AES. At the login screen displayed, log in with the
appropriate credentials and then select the Login button.

= [® g

G | A http=//1010.406 55 lginadtm O~ @ Certificate emor & || A AES Management Console

File Edit View Favorites Tools Help

95 A\ AACCE4 SIP 2 smgr7Ovmpg A\ AACC64 AML ] AAOA A AES63vmpg | Avaya-Nortel PEP Library £ SMGR63VMPG

AVAYA Application Enablement Services

Management Console

Please login here:

Username cust

S —

|

Copyright A@ 2009-2015 Avaya Inc. All Rights Reserved.
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The Application Enablement Services Management Console appears displaying the Welcome to
OAM screen (not shown). Select AE Services and verify that the TSAPI Service is licensed by
ensuring that TSAPI Service is in the list of Services and that the License Mode is showing

NORMAL MODE. If not, contact an Avaya support representative to acquire the proper license
for your solution.

W
Las 0:07:45 2015 from 10.10.40.222
- - - N attempts: 1
AVAYA Application Enablement Services H Oumpn
Management Console ze VI?I;?\NLiAFPLI.ANCE70P‘7¢P1\\ARE
Se Tue Nov 24 16:15:51 GMT 2015
HA Status: Not Configured

Home | Help | Logout

AE Services

IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
bMcc Changes ta the Sacurity Databasa do not raquire a rastart.

Servee e B BT e R

ASAI Link Manager B

Running NiA WA
CVLAN Service OFFLINE Running niA /A
Communication Manager =
Interface DLG Service OFFLINE Running NiA /A
High Availability DMCC Service ONLINE Running NORMAL MODE /A
— TSAPI Service ONLINE Running NORMAL MODE /A
} Licensing
Transport Layer Service NiA Running NiA /A
Jaliaintenance AE Services HA Not Configured [ niA /A
» Networking

- ‘2as2 use Status and Control
} Security

the Cause, you'l see the tacitip, or goto help page
} Status
rmation

» User Management 2d to run Application Ensblement (CTI) relesse 7.x

» Utilities

» Help

6.2. Create Switch Connection

From the AES Management Console navigate to Communication Manager Interface >
Switch Connections to set up a switch connection. Enter a name for the Switch Connection to
be added and click the Add Connection button.

AVAYA Application Enablement Services

L
N
H Ovmpg
Management Console '22‘ VIRI;:&NL_AFPLIANCE_CL_V’Mu.ﬂ.RE
S
H

Tue Nov 24 16:16:56 GMT 2015

Communication Manager Interface | Switch Connections

Home | Help | Logout

» AE Services

- Communication Manager Switch Connections
Interface

Switch Connections [em7ovmed x| | Add Cx ] I
Dial Plan Processor Ethernet Msq Period Number of Active Connections

High Availability

» Licensing

Edit Connection H Edit PE/CLAN 1Ps H Edit H.323 Gatekaaper || Delate Connection || Survivability Hierarchy |

» Maintenance

} Networking

} Security

) Status

} User Management

} Utilities

» Help
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In the resulting screen enter the Switch Password; the Switch Password must be the same as that
entered into Communication Manager AE Services Administration screen via the change ip-
services command, described in Section 5.3. Default values may be accepted for the remaining
fields. Click Apply to save changes.

AVAyA Application Enablement Services

Management Console

Communication Manager Interface | Switch Connections

» AE Services

~ Communication Manager Connection Details - cm70vimpg
Interface
Switch Connections Switch Password |"-""""u. |
Dial Plan Confirm Switch Password |------------.. 7|
High Availability Msg Period [20 | Minutes (1 - 72)
Licensing Pravide AE Services certificate to switch []
ol Securs H322 Connection [l
[ ———— Processor Ethernet kA
Security

Status
User Management
Utilities

Help

From the Switch Connections screen, select the radio button for the recently added switch
connection and select the Edit PE/CLAN IPs button (not shown, see screen at the bottom of the
previous page). In the resulting screen, enter the IP address of the procr as shown in Section 5.2
that will be used for the AES connection and select the Add/Edit Name or IP button.

AVAyA Application Enablement Services

Management Console

Communication Manager Interface | Switch Connections

» AE Services

~ Communication Manager Edit Processor Ethernet IP - cm70vmpg
Interface
Switch Connections 10.10.40.12 I Add/Edit Name or 1P I
Dial Plan Name or IP Address
High Availability 10.10.40.12

» Licensing Back
» Maintenance

» Networking

» Security

» Status

» User Management

» Utilities

» Help
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6.3. Administer TSAPI link

From the Application Enablement Services Management Console, select AE Services - TSAPI
- TSAPI Links. Select Add Link button as shown in the screen below.

AVAyA Application Enablement Services
Management Console
CVLAN TSAPI Links
o | secrcommection | sewchcriimes |
2AlE I #cd uok [ =it ok | [ Delete Link
SMS
TSAPI
| » TSAPI Links |

= TSAPI Properties
TWS
Communication Manager
Interface

»

On the Add TSAPI Links screen (or the Edit TSAPI Links screen to edit a previously
configured TSAPI Link as shown below), enter the following values:

Link: Use the drop-down list to select an unused link number.

Switch Connection: Choose the switch connection cm70vmpg, which has already been
configured in Section 6.2 from the drop-down list.

Switch CTI1 Link Number: Corresponding CTI link number configured in Section 5.4
which is 1.

ASAI Link Version: This can be left at the default value of 5.

Security: This can be left at the default value of both.

Once completed, select Apply Changes.

Application Enablement Services

PG; Reviewed:

AVAYA

AE Services | TSAPI | TSAPI Links

CVLAN Edit TSAPI Links

DLG Link 1

DMCC Switch Connection
SMS Switch CTI Link Numher

TSAPI ASAT Link Versicn

= TSAPI Links Security

= TSAPI Properties
TWS

Communication Manager

' Interface

Management Console

I Apply Changes || Cancel Changes || Advanced Settings
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Another screen appears for confirmation of the changes made. Choose Apply.

AVAYA Application Enablement Services

Management Console

AE Services | TSAPIL | TSAPI Links

CVLAN Apply Changes to Link

DLG ‘Warning! Are you sure you wank to apply the changes?
— These changes can only take effect when the TSAPI server restarts.

L+ Please use the Maintenance -> Service Controller page to restart the TSAPI server.

SMS

TSAPI

= TSAPI Links
= TSAPI Properties
TWS

Communication Manager

k Interface

When the TSAPI Link is completed, it should resemble the screen below.

=TEsmeT USer cust
Last login: Tue Nov 17 10:07:45 2015 from 10.10.40.222
Number of prior failed login attempts: 1

Ovmpg
: VIRTUAL_APPLIANCE_ON_VMWARE
0.13-0
Server Date and Time: Tue Nov 24 16:26:08 GMT 2015
HA Status: Not Configurad

AE Services | TSAPI | TSAPI Links Home | Help | Logout|

CVLAN TSAPI Links

AVAYA Application Enablement Services

Management Console

DLG
DMCC @1
EYS
TSAPL

| = TSAPI Links |
= TSAPI Properties
™S

Communication Manager
Interface

cm70vmpg 1

Add Link |[ Edit Link || Dalete Link

»

High Availability

b Licensing
» Maintenance

» Networking

» Security

» Status

} User Management
b Utilities

» Help
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The TSAPI Service must be restarted to effect the changes made in this section. From the
Management Console menu, navigate to Maintenance - Service Controller. On the Service
Controller screen, tick the TSAPI Service and select Restart Service.

AVAYA Application Enablement Services

Management Console

Maintenance | Service Controller

» AE Services

b Communication Manager Service Controller
Interface
High Availability | Service ____[Controller Status
. Runni
} Licensing [ asa1 Link Manager unning
. [] pmce service Running
~ Maintenance
. O cviLan service Running
Date Time/NTP Server )
[ bLG servics Running

Security Database ,
D Transport Layer Service Running

I Service Controller I TSAPI Sarvice Running

Server Data

For status on actusl services, please use Status and Control
Networking

Security | Start I Stop I Restart Service I Restart AE Server Restart Linux Restart Web Server

Status
User Management

Utilities

Help
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6.4. Enable TSAPI and DMCC Ports

To ensure that TSAPI ports are enabled, navigate to Networking - Ports. Ensure that the
TSAPI ports are set to Enabled as shown below. Ensure that the DMCC Server Ports are also
Enabled and take note of the Unencrypted Port 4721 which will be used later in Section 9.1.

AVAVA Application Enablement Services
Management Console
Metworking | Ports
} AE Services
» Communication Manager Ports
Interface
High Awvailability CWLAN Ports Enabled Disabled
} Licensing Unencrypted TCP Port 9999 ® O
» Maintenance Encrypted TCP Port 5338 | ® O
~ Metworking
- DLG Paort TCP Part 5678
AE Service IP (Local IF)
Network Configure TSAPI Ports Enabled Disabled
I Ports | TSAPT Service Port 450 ® O
TCP Settings Local TLINK Ports
- TCF Part Min 1024
+ Security TCP Part Max 1038
} Status Unencrypted TLINK Ports
T —— TCP Port Min [1050 |
— TCP Port Max [1085 |
» Utilities
Encrypted TLINK Ports
buticin TCP Port Min [1088 |
TCP Part Max [1081 |
DMCC Server Ports Enabled Disabled
Unencrypted Port [4721 | ® O
Encrypted Dort [4722 | ® O
TR/87 Part [4722 | @ O
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6.5. Create CTI User

A User ID and password needs to be configured for the NICE Engage Platform to communicate
with the Application Enablement Services server. Navigate to the User Management - User
Admin screen then choose the Add User option.

AVAyA Application Enablement Services

Management Console

User Management | User Admin

» AE Services

Communication Manager User Admin
Interface

» Licensing . . . . . . .
User Admin provides you with the fallowing aptions for managing AE Services users:

Maintenance
»

FrTEETer Fassword
* List All Users
» Security * Modify Default User
* Search Users

» MNetworking

» Status

¥ User Management

Service Admin

User Admin

s Add User

= Change User Password
= List all Users

= Modify Default Users

= Search Users

» Utilities
» Help
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In the Add User screen shown below, enter the following values:
User Id - This will be used by the NICE Engage Platform setup in Section 9.1.

Common Name and Surname - Descriptive names need to be entered.

User Password and Confirm Password - This will be used with NICE Engage Platform

setup in Section 9.1.

CT User - Select Yes from the drop-down menu.

b

-

AVAYA

Communication Manager
Interface

High Availability

Licensing
Maintenance
Networking
Security
Status

User Management

Service Admin

User Admin

Application Enablement Services
Management Console

Add User

User Management | User Admin | Add User

¢ AE Services

Fields marked with * can not be empty.

* User Id NICE

* Comman Name |NICE

* Surname |NICE

* User Password |vuvu---..

* Confirm Password |---------

= Add User

= Change User Password
= List All Users

= Modify Default Users

= Search Users

p Utilities
» Help

Admin Mote

Avaya Role

Business Category

Car License

CM Home

C=s Home

CT User

Department Mumber

Display Name

Employee Mumber

I VB 1711 1=
H :
m
<

Employee Type
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Scroll down and click on Apply Changes.

User Admin

= Add User

= Change User Password
= List All Users

= Modify Default Users

= Search Users

» Utilities
» Help

CT User

Department Mumber l:l
Display eme [ |
Employee Number ||
Enterprise Handle [ |
Given Name l:l
Homephone [
Home postal Address| |
Labeled URI ]
QOrganization l:l
Preferred Language
Room Number l:l
Telephone Number [ ]

I Apply Changes I Cancel Changes ‘
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6.6. Associate Devices with CTI User

Navigate to Security - Security Database - CTI Users = List All Users. Select the CTI

user added in Section 6.5 and click on Edit.

Application Enablement Services
Management Console

AVAYA

Database | CTI Uscrs

» AE Services

Communication Manager
Interface

High Availability

CTl Users

asc NONE

» Licensing

» Maintenance

Last login: Thu Nov 27 13:38:43 2014 from 10.10.60.50
Number of prior failed login attempts: 0

HostName/IP: AES63VMPG/10.10.40.30

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
SW Version: 6.3.3.1.10-0

Server Date and Time: Mon Dec 01 16:05:02 GMT 2014
HA Status: Mot Configured

Home | Help | Logout

Worktop Name

NONE

cube NONE

» Networking

NONE

~ Security emc NONE

NONE

Account Management

jacada NONE
Audit

NONE

7 NONE
Certificate Management niee

NONE

Enterprise Directory

O presence presence NOME

NONE

Host AA

Edit I List All

PAM
Security Database

= Control
@ CTI Users

List All Users

= Search Users

In the main window ensure that Unrestricted Access is ticked. Once this is done click on Apply

Changes.

Application Enablement Services
Management Console

AVAYA

| Security Database | CTI Users |

» AE Services

Last login: Thu Nov 27 13:38:43 2014 from 10.10.60.50
Number of prior failed login attempts: 0

HostName/IP: AES63VMPG/10.10.40.30

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
SW Version: 6.3.3.1.10-0

Server Date and Time: Mon Dec 01 16:05:37 GMT 2014
HA Status: Not Configured

Home | Help | Logout

Security Database
= Control
@ CTI Users

= _List All Users

Communication Manager Edit CTI User
Interface
High Availability User Profile: User ID nice
L . Common Mame nice
icensin
‘ 4 Worktop Name NONE v
» Maintenance IUnresm:ted Access |
» Networking
~ Security Call and Device Control: Call Origination/Termination and Device Status None v
Account Management o )
Call and Device Monitoring: Device Monitoring Nene
Audit
Calls On A Device Monitoring None
Certificate Management call Monitoring
Enterprise Directory
Host AA Routing Control: Allow Routing on Listed Devices None
paM | Appiy Changes || cancel changes
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7. Configure Avaya Experience Portal and Avaya Proactive
Outreach Manager

Avaya Proactive Outreach Manager is installed on top of an existing Avaya Experience Portal
installation. It is assumed that both Experience Portal and Proactive Outreach Manager (POM)
are fully installed and configured. This section will go through the changes that are necessary to
connect to the POM to Contact Center and to configure both Experience Portal and POM in
order to interoperate correctly with NICE.

Open a web browser and navigate to https://<IPAddressofEP>/VoicePortal/ as shown below,
enter the appropriate credentials and click on Logon.

A b#775://10.10.40.135

User Name: epadmin

Password:

Change Password
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7.1. Configure Proactive Outreach Manager
Select POM Home from the bottom of the left window.

AVAyA Welcome, eff

Last logged in Dec 13, 2016 at 5:45:3

Avaya Aura® Expe
Expand all | Collapse Al

(ExperiencePortal # Home

~ User Management
Ral .
oere Avaya Aura® Experience Portal Manager
Login Options
~ Real-time Monitoring
System Monitor Avaya Aura® Experience Portal Manager (EPM) is the consolidated web-based application for administering Experience Portal. Through the EPM interface you can configure Ex

Active Calls Portal, check the status of an Experience Portal component, and generate reports related to system operation.
Port Distributicn

~ System Maintenance
Audit Log Viewer
Trace Viewer Installed Components
Log Viewer
Alarm Manzger

+ System Management Media Processing Platform
Application Server Media Processing Platform (MPP) is an Avaya media processing server. When an MPP receives a call from a PBX, it invokes a VoiceXML (or CCXML) application on an application
EPM Manager It then communicates with ASR and TTS servers as necessary to process the call.
MPP Manager
Software Upgrade
System Backup

~ System Configuration

Email Service
Email Service is an Experience Portal feature which provides e-mail capabilities.

Applications
EPM Servers HTML Service
;"::IPSEWE’S HTML Service is an Experience Portal feature which supports web applications with HTMLS capabilities. It includes support for browser based services for mobile devices.
Speech S
P o Proactive Outreach Manager
Pones Avaya Proactive Outreach Manager (POM) provides a solution for unified, multichannel, inbound and outbound architecture, with the capability to communicate through different]
¥ Security channels of interaction, from Short Message Service (SMS) to e-mail to the traditional voice and video.
Cartificates
CEsi SMS Service
o SMS Service is an Experience Portal feature which provides SMS capabilities.
Custom
Scheduled
~ Multi-Media Configurati -
et D P Legal Notice
HTML
SMS @ 2016 Avaya Inc.

all Rights Reserved.
Notice
While reasonable efforts have been made to ensure that the

informaticn in this document is complete and accurate at the time
of printing, Avaya assumes no liability for any errors. Avaya y

Select Global Configurations as shown below.

AVAyA Welcom

Last logged in Dec 13, 2016 at 5

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

E d Al | call All -
=L latm Proactive Outreach Manager 3.0 POM Home Campaigns ¥ Contacts + _

= User Management

Roles POM Servers
Users .
Login Options POM Zone Configuration

= Real-time Monitering

i‘\':':it‘g"‘::‘l’:'t” Proactive Cutreach Manager is an application for interactive outbound Voice, SMS and E-mail notifications. With Proactive Ou:

Port Distribution deploy Campaigns that deliver the right information and service over the right media from the right rescurce at the right tim)|

= System Maintenance
Audit Log Viewer
Trace Viewer

POM Zone Licenses

Global Configurations
Purge Schedules

:; Vl:&r Phone Formats

arm Manager

* System Management AACC Configurations
Application Server
EPM Manager

MPP Manager
Softwars Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VelP Connections
Zones Proactive Qutreach

¥ Security
Certificates Manager
Licensing

~ Reports
Standard
Custom
Scheduled

* Multi-Media Cnnﬁguralinn
Email
HTML
SMS

> POM
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Scroll down to the WFO section and ensure that WFO is ticked and the default port of 7999 is
selected. The Nailup call CLID can be set at any figure but this should be the same as that
configured in Section 8.3. Click Apply at the bottom of the screen.

WFO
Enable WFO Ld
WFO port = 17999

Agent settings

Maximum job waiting duration(min) * |20
Minimum job attachment period({min) * |15
Mailing retry interval{sec) * |20
Call queue

Mailup call CLID * 0000

Override PAI for External Consult Calls

AMI for external consult calls ® Nailup call CLID ' Agent Extension
Miscellaneous

POM poller polling interval(sec) * |5

Agent script editor auto save time({min) = |1

Advanced settings

IMS listen port * |51616
Pacer base port * 9995
Router base port * |\ 7779
Agent manager base port * 19970
Campaign batch size * 1600
Maximum concurrent johs * |50
Maximum ports per server * 11200

ooy ] Enee v
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Select AACC Configurations from the Configurations menu.

% Home 7. Help 0 Logof

POM Servers H
POM Zone Configuration fresh
POM Zone Licenses roll:

D and

im
Global Configurations
Purge Schedules 2 1
Phone Formats
AACC Configurations

Enter the IP address of the Contact Center Server and the web service user name and password.
Ensure that the Multicast IP address is the same as that from Section 8.4. Click on Apply once

the information is filled in correctly.

AACC web service IP address
AACC web service user name
AACC web service password
AACC Multicast IP address
AACC Hostname

AACC Secure Connection

Proactive Outreach Manager 3.0

AACC Configuration

POM Home

This page allows you to configure AACC Configuration parameters.

10.10.40.80
webadmin
rersreas
234.5.60.84
AACCT70vmpg
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7.2. Configure POM Applications for UCID

Universal Call ID (UCID) is a base feature. UCID assigns a unique number to a call when it
enters that call center network. The single UCID can be passed among platforms, and can be
used to compile call-related information across platforms and sites. Also available is the user-to-
user information (UUI) element, which supports the specification of additional information to be
passed in external function arguments.

Both the Nailer and PomDriverApp applications must be configured to pass on the UCID to

NICE.

AVAYA

nce Portal 7.1.0 (ExperiencePortal)

This

Home

Applications

s page displays the applications that are currently deployed on the Experience Portal system.

Default  AvayaPOMAgent ve: POM:Application http://10.10.40.135:7080/AvayaPOMAgent/Start Outbor

Default  Av Ve httpi//10.10.40.135:7080/AvayaPOMANnouncement/Start Outboun
Default  AvavaPOMMotifie: Ye: POM:Application http://10.10.40.135:7080/AvayaPOMNotifier/Start Outboun
Default  Naile ve: POM: Nailer https://10.10.40.135:7443/Nailer/ccxml/start.jsp Outbaun

Default  Pombriverapp IPOM: Driver

S ——

https://10.10.40.135:7443/PomDriverapp/cexmi/start.jsp Outbound

Requs gha
zone $|Name 3
Gaite

nd No ASR

d No ASR

d No ASR

d No ASR

English(usa)

No TTS Mo
Ne TTS Mo &
No TTS Mo e
No TTS No
English(Usa)

n

Serifer £

Open the Nailer application by clicking on the application. Ensure that Generate UCID and
Transport UCID in Shared Mode are set to Yes. Operation Mode should be set to Shared

UUI. Click on Save.

~ System Copfiguration
P ervers
SHMP
Speech Servers
VolP Connections
Zones
¥ Security
Certificates
Licensing
~ Reports
Standard
Custom
Scheduled
~ Multi-Media Configuration
Email
HTML
SMS
~ POM
POM Home
POM Monitor

Speech Servers

ASR:|NoASR v TT5:|No TTS ¥

Application Launch

Inbound Inbound Default ®' Outbound
Speech Parameters »
Reporting Parameters »
Advanced Parameters -
Support Remote DTMF Processing: Yes Mo
DTMF Type Ahead Enabled: ® ves Mo
Converse-On: Yes ® po
Metwork Media Service: Yes ® po
Dialog URL Pattern:
VoiceXML Event Handler: <Default> v
CCXML Event Handler: <Default> v
Generate UCID: ® ves No
Operation Mode: Shared UUI v
Transport UCID in Shared Mode: ® ves Mo
Maximum UUI Length: 128

Fax Detection Enabled: Yes ® o
Fax Phone Mumber:

Video Enabled: Yes ' No

Video Screen Format: QCIF v
Video Minimum Picture Interval: |2
Save Apply Cancel Help
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The exact same must be done for the PomDriverApp. Click on this application and scroll down
and ensure that Generate UCID and Transport UCID in Shared Mode are set to Yes.

Operation Mode should be set to Shared UUI. Click on Save.

* Sy 2 Configuration
MPP Servers
SHMP
Speech Servers
VoIP Connections
Zones

* Security

Certificates
Licensing
* Reports
Standard
Custom
Scheduled
* Multi-Media Configuration
Email
HTML
SMS

* POM

POM Home

POM Menitor

English(USA) en-US

English(USA) en-US Jennifer F

PG; Reviewed:
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Languages: Voices:
Application Launch

Inbound Inbound Default "® Outbound
Speech Parameters »
Reporting Parameters »
Advanced Parameters -
Support Remote DTMF Processing: ves ® pg
OTMF Type Ahead Enabled: ® Yeg Mo
Converse-0n: ves ® po
Network Media Service: Yes ® po
Dialog URL Pattern:
Voice XML Event Handler: <Default=
CCXML Event Handler: <Default>
Generate UCID: ® veg Mo
Operation Mode: Shared UUI
Transport UCID in Shared Mode: ® Yeg Mo
Maximum UUI Length: 128
Fax Detection Enabled: Yes ® No
Fax Phone Number:
Video Enabled: Yez ® No
Video Screen Format: QCIF
Video Minimum Picture Interval: |2
Save § Apply Cancel Help
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7.3. Generate an Outbound Campaign
Click on POM Home at the bottom of the left window.

-

-

4

4

AVAYA

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

Expand All | Collapse all

User Management
Raoles

Users.

Login Options
Real-time Monitoring
System Monitor

Active Calls

Port Distribution
System Maintenance
Audit Log Viewer

Trace Viewer

Log Viewer

Alarm Manager
System Management
Application Server

EPM Manager

MPP Manager

Software Upgrade
System Backup
System Configuration

Avaya Aura® Experience Portal Manager

Avaya Aura® Experience Portal Manager (EPM) is the consolidated web-based applicatior]
Portal, check the status of an Experience Portal component, and generate reports related|

Installed Components

Media Processing Platform
Media Processing Platform (MPP) is an Avaya media processing server. When an MPP recq
It then communicates with ASR and TTS servers as necessary to process the call.

Email Service
Email Service is an Experience Portal feature which provides e-mail capabilities.

Applications
EPM Servers HTML Service
;‘:;PSEWE"S HTML Service is an Experience Portal feature which supports web applications with HTMLS
Speech 5
VoIP Cnn::c;:ns Proactive Outreach Manager
rnee Avaya Proactive Outreach Manager (POM) provides a solution for unified, multichannel, in
~ Security channels of interaction, from Short Message Service (SMS) to e-mail to the traditional voi
Certificates
e, SMS Service
2 SR:'”HS SMS Service is an Experience Portal feature which provides SMS capabilities.
andard
Custom
Scheduled
* Multi-Media Confi i -
e Legal Notice
HTML
SM5 @ 2816 Avaya Inc.

A1l Rights Reserved.
Notice
While reasonable efforts have been made to ensure that the

infermation in this document is complete and accurate at the time
of printing, Avaya assumes no liability for any errors. Avaya i

Open Campaign Manager.

AVAYA

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

Expand All | Collapse All

= User Management
Roles
Users
Login Options
Real-time Monitoring
System Monitor
Active Calls
Port Distribution
System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup
= System Configuration
Applications
EPM Servers
MPP Servers
SHMP
Speach Servers
VoIP Connections
Zones
= Security
Certificates
Licensing
= Reports
Standard
Custom
Scheduled
= Multi-Media Configuration
Email
HTML
sMs

1

4

Proactive Outreach Manager 3.0 POM Home Campaigns ~ Contacts ~

Campaign Attributes

Proactive Outreach Manager is an application for interactive outbound Voice, SM!  Agent Address Book ve Oul
deploy Campaigns that deliver the right information and service over the right ) ht tim
Agent Scripts
Agent Attributes
Completion Codes
Campaign Strategies

Campaign Restrictions

Proactive Outreach

Manager
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From the main window, click on Add, as shown below, to add a new campaign.

Campaign Manager Refresh
Last poll: 12/15/2016 03:44:22 AM

This page displays Campaigns and actions associated with Campaigns depending on your user role.

2 || ® |Advanced

Show 50 * || Page: 1/1 m
| __Name _|Type|Campaign Strategy| Contact Lists|  LastExecuted [ Adtions |

*In Progress means Campaign job can be in any one of the states - running, pausing, paused, callback, stopping.

[ada |ff teio |

Enter a suitable Name for the New Campaign and click on Continue.

Add a Campaign x
Create Campaign
You can start creating a Campaign either by using already
created Campaign as template or create new altogether.
Mame MICE Qutbound_Preview|
®* Mew Campaign
Copy existing Campaign
el |
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A new Campaign Strategy must be added, click on the “new” icon, highlighted below.

Define Campaign

Give a name to Campaign, define its type, select the Campaign Strategy and one or more Contact List to be used with the Campaign. Click
on the "Finish” button to complete the Campaign creation process. To change optional parameters, click the "Next" button.

Name and Description

MICE_Outbound_Preview

Campaign Strategy

Select a Campaign Strategy from the following list to be used in the Campaign. Click on the icons to create a new Campaign Strategy, view
details of a selected Straor refresh the current list.

Select ¥ @

Campaign type

Finite Infinite

Do not associate any Contact List at start

Contact List

From the following list select one or more Contact Lists to be used with this Campaign. Click on the icons next to the list to create a new
Contact List or refresh the current list.

Default{Default)

2@

Cancel Next Finish Help
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The new strategy is created for the outbound campaign using the drag and drop window as
shown below. Click on Save once the campaign is complete. For more information on campaigns
and creating campaigns please refer to the documentation listed in Section 12 of these
Application Notes.

A b#r://10.10.40.135/VP_POM/faces/admin/ContactStrategy.xhtml

HIDE TOOL BOX SHOW SOURCE

Selected Node: Task Property Value =

. Name Preview
& Restrictions v /A Campaign Strategy

Description Preview outbound call type
v @Handler (initial) pt! VP

% Address p— Sender's Display Name
== . v . Preview
&% Sender's Address & Add Sender's Address
=] ress
% Result Processors Timeout (sec)
& ¥ g% Result Processors
Guard Times Disable
v 3Result (Call Answered) .
Min Contact Time
T Agent
fhe Max Contact Time

Re-check Interval (min)

On Media Server Failure

Enhanced CCA OFF =
Priority 5

Allocation Type Dynamic

Driver Application PomDriverApp

Nailer Application Nailer

Nuisance Call Application AvayaPOMAnnouncement

On Held Application AvayaPOMAnnouncement
[PACING PARAMETERS |

Call Pacing Type Preview

Timed Preview Yes

Preview Time (Sec) 5 J

Can Cancel Preview Disable

Min. Agents 1

Max. Agents 2

Agent Qutbound Skill PO_Default_skillset

ACW Time (Sec) 5

# of ACW extensions

A list of outbound telephone numbers or “contacts” needs to be added. These are a list in a .csv
format and look something like the following.

= A OMListMiSIPH323 - Microsoft Excel |
File Home Insert Page Layout Formulas Data Review i
d cut Calibri . == %] v =i Wrap Text General
- 53 Copy - o
aste = = = = | iE s= o - 5
S Format Painter B I U = = = | £ i£ 2 Meroe & Center 3 i
Clipboard -] Font [F] Alignment [F] Ny
Al ~( | D
A B c D E F G
1 |ID firstname lastname phonenumber2 phonenumberl email
2 1 Rory Mellroy 92016 92016 wilsonl1l971@avaya.com
3 2 Tiger Woods 85151 85151 wilsonl1971@avaya.com
4 3 Jack Micklaus 92016 92016 wilsonl1l971@avaya.com
5 4 Gary Player 85151 85151 wilsonl971@avaya.com
6 5 Seve Ballesteros 92016 92016 wilsonl1971@avaya.com
7 6 Sam Snead 85151 85151 wilsonl971@avaya.com
a 7 Arnold Palmer 92016 92016 wilsonl1l971@avaya.com
= 8 Bernhard Langer 85151 85151 wilsonl1971@avaya.com
10 9 John Smith 92016 92016 wilsonl1l971@avaya.com
11 10 Han Solo 85151 85151 wilsonl1971@avaya.com
12 11 Luke Skywalker 92016 92016 wilsonl1l971@avaya.com
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Click on the ‘new’ icon as shown below to add a new contact list.

Define Campaign

Give a name to Campaign, define its type, select the Campaign Strategy and one or more Contact List to be used with the Campaign. Click
on the "Finish" button to complete the Campaign creation process. To change optional parameters, click the "Next" button.

Name and Description

NICE_Cutbound_Preview

Campaign Strategy

Select a Campaign Strategy from the following list to be used in the Campaign. Click on the icons to create a new Campaign Strategy, view
details of a selected Strategy or refresh the current list.

Outbound_Preview ¥ @ @ E

Campaign type

Finite Infinite

Do not associate any Contact List at start

Contact List

From the following list select one or more Contact Lists to be used with this Campaign. Click on the icons next to the list to create a new
Contact List or refresh the current list.

Default{Default)
Bl

Enter a suitable Name for the outbound list and click on Save.

Add New Contact List x

Add New Contact List

This page allows you to add new Contact List.

MName Qutbound_Preview

Outbound list

Description
A
Zone Name | Default v
Ea 1o |
3
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Click on Upload Contact now.

Contact List created successfully.

Contact List Qutbound_Preview created successfully. You may want to

I Upload Contacts now I

ao back to Campaign Creation

The .csv file is then located by clicking on Choose File. Ensure that Empty Contact List before

import is ticked so as the outbound campaign starts from new. Click on Upload once this is
ready.

Upload Contacts

Select the file that contains the Contacts you wish to upload. You can upload any comma delimited file. Contacts from
the file will be imported into the selected Contact List.

File to upload: | Chogse Fie |MNo file chosen

— Advanced Options

IErnpt',f Contact List before import L I

Automatically update time zone for phone numbers
Check phone numbers for reject patterns

Check phone numbers for phone formats rule
Check phone numbers/E-Mails for DNC

On duplicate record found Update existing A

upiond [ concr e
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Click on Finish to complete the campaign with the new Campaign Strategy and Contact List
in place.

Define Campaign

Give a name to Campaign, define its type, select the Campaign Strategy and one or more Contact List to be used with the Campaign. Click
on the "Finish" button to complete the Campaign creation process. To change optional parameters, click the "Next" button.

Name and Description

I NICE_Outbound_Preview I

Campaign Strategy

Select a Campaign Strategy from the following list to be used in the Campaign. Click on the icons to create a new Campaign Strategy, view
details of a selected Strategy or refresh the current list.

I Qutbound_Preview ¥ | @ E

Campaign type

Finite Infinite

Do not associate any Contact List at start

Contact List

From the following list select one or more Contact Lists to be used with this Campaign. Click on the icons next to the list to create a new
Contact List or refresh the current list.

-

BB

-

The new campaign can then be started by pressing on the ‘play’ icon as shown below.

- Rl |
Campaign Manager Refresh
Last poll: 12/15/2016 03:53:40 AM

This page displays Campaigns and actions associated with Campaigns depending on your user role.

\,_‘IIL/Advanced

Show 50 * || Page: 1/1 m
[ Name |Type|Campaign Strategy| Contact Lists| _Last Executed | Actions |

MICEout Finite QutboundVoice SIPandQSIG  In Progress E [ @

MNICE OQutbound Preview Finite Qutbound Preview  SIPandQSIG 12/12/2016 06:43:09 AM @ E@ i |

*In Progress means Campaign job can be in any one of the states - running, pausing, paused, callback, stopping.
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7.4. Create a POM User for NICE

A user must be created to allow NICE access to web services for call events. This user will be
configured during the NICE setup in Section 9.1. Click on Users in the left window and Add in
the main window.

Expand all | Collapse all

= User Management
ooIn Uptions

¥ Real-time Menitoring This page displays the list of EPM user accounts. Depending on your user role, you can add, modify, and delete user accounts. You can also cor|

i;si?:'cm'l’:it” logins. Configure the parameters under LDAP Settings to enable the EPM to access user accounts in your corporate directory.

Port Distribution
¥ System Maintenance Same user (report) has been specified for the Application Reporting web service authentication.
Audit Log Viewer

T Vi
Lr:;:iel::er Dmm Assigned Roles/Features |Last Login|Failed Aﬂempls Password Longevity (days)|
.

wsrT LErEe Administration, Auditor, POM  Dec 15

o rtEpeManTe AT : - Campaign Ménagel', PrOM 2016 N
ggah'\::at:;;es;grugr epadmin Yes EP (Password) Admmi_strlat\nn, L{ser 7:38:12 AM 60 (System)
MPP Manager Manager, Web Services PST
Software Upgrade report Yes EP (Password) Reporting Never 60 (System)
System Backup i

¥ System Configuration Administration, POM
Applications weboutuser Yes EP (Password) Campaign Manager, POM Never Not enforced
EPM Servers Administration, Web Services
MPP Servers

SNMP
Speech Servers m Delete Help

VolP Connections
Zones

Ensure that Web Services is ticked, enter a suitable Name and Password and click on Save.

Change User

Use this page to modify @ EPM user account. You can change the user role and password.

Mame: nice
Enable: ) yeg Mo
Administration Auditor #| pOM Campaign Manager
Maintenance Operations POM Administration
Roles:
Privacy Manaager Reporting User Manager

#| web Services

Created: 12/8/16 7:16 AM
Password: I
Verify Password: |u-uuu|

Enforce Password Longevity:

[ save [ ooy | cancel § el
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8. Configure Avaya Aura® Contact Center

It is assumed that Contact Center is fully installed and configured. This section will go through
the changes that are necessary to connect to the Contact Center to POM and to configure the
Contact Center agents and Avaya Aura® Agent Desktop (AAAD) in order to interoperate
correctly with POM in order to facilitate outbound calls from POM.

Note: Although the configuration steps outlined here are not directly related to the NICE

connection with the Avaya solution it is useful to know and it may help with the support of any
issues found.

Open a web browser to the Contact Center as shown below, enter the appropriate credentials and
click on Login.

(& —— -
IQ )| A\ itpy//aaccbvmpg/ CCMALogin/Home/Login p-c H (ANeTR ‘ | 5 7
A\\/AW Contact Center - Manager About | Change Passworl

Contact Center - Manager

Login

User ID
Password

8.1. Configure POM Server on Contact Center
From the Launchpad, click on Configuration.

Launchpad

( Contact Center Management L( Configuration
( Access and Partition Management ( Scripting

=

Real-Time Reporting Emergency Help

=

() () () () (Z) (=)
@ S D S S

Historical Reporting L( Outbound
( Call Recording and Quality Monitoring L( Multimedia
( Prompt Management
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From the top left of the page, click on Server and Add Server.

AVAyA Configuration

Server Download Status Launchpad
Add Server

Delete Server Add Server

Edit Properties

Configuration

Refresh Server

Refresh all Servers

e Expand a server node to view configuration resources,

edit, or delete configuration data.

Fill in the details of the POM server, noting that the server Type is CCPO. Click on Submit.

Download  Status  Launchpad  Help

.CT7T0vmpg Server Properties

Associated CCMS Servers
Type |[CCPO v
Servers (1)
Server Name  [POM3vmpg
AACCTOVMPG ®
IP Address [10.10.40.135
Display Name  [FOM3vmpg

LoginID  [webadmin

Password

|

DSN Prefix CCPO

The following ODBC DSN will be automatically created for this
system: CCPO_10.10.40.135_DSN

Within Configuration click on CDNs to add a new CDN for the Outbound campaign. This will
later be associated with the POM Skillset in Multimedia.

AVAYA Configuration

Server Download Status Launchpad Help
[=-{Z) AACCTOVMPG
------- [Z] Activity Codes CDNs (Route Points)
------- [:I Blending Configuration
..... L] call Presentation Classes CDNs
Call Recording and Quality Monitoring

N call Ty Acquired? Stat
CDNs (Route Points) ame all Type cquir atus

_____ Contact Tvnes OpenlRoutePointAddress. Oeen Queue Local & Aoquired
_______ I oNSe br » |F'0MRF‘ Open Queue Local v Acquired
------- L Formulas &2

------- [ Global Settings

------- [ Historical Statistics

....... |:| Media Servers

------- [ Media Services and Routes

------- [ Multiplicity Presentation Classes
....... L] Reaktime Statistics

Open Queuel Landing Pads |

....... (] Skillssts
....... [_] Threshold Claszes
i=) CCT70vmpg

A= CCMM70vmpg
~{iZ) POM3vmpg
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Back at Launchpad, click on Contact Center Management in order to update the agents.

Launchpad
(i I Contact Center Management (@ Configuration
(Z)  Access and Partition Management (@ Scripting
(@ Real-Time Reporting (@ Emergency Help
(@ Historical Reporting (@ Outbound
(@ Call Recording and Quality Monitoring (@ Multimedia
(@ Prompt Management

Select the agent to be updated and click on View Agent Details.

AVAyA Contact Center Management

View /Edit Add Status Launchpad Help

""" 5@

B

AACCTOVNMPG
--
Agent Default

Greaney Dave Contact Center Management

View Agent Details o Click a server name to log on to the server and manage users.
d TestAgent! b Delete Agent
Create Copy

Add Many Users

o Choose from the options in the View/Edit menu to load supervi

to the desired server to manage this data.

e To add a user, log on to the desired server. Then, choose from

supervisors, and supervisor/agents.
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8.2. Configure Contact Center Agent for outbound calls

Add the POM_Outbound Contact Type, as shown below and assign a Priority to the PO-
Default_Skillset. The default POM outbound skillset is now associated with this agent and when
the agent logs into AAAD, they will also log into POM and should be available for an outbound
campaign assuming one is running.

w Agent Information

Primary Supervisar: = | Supervisor Default W Call Presentation: | (s LV
Login Status Logged Out Multiplicity Presentation Class: LY
Threshold: Lagent_Template

w Contact Types

| Contact Type ~ |

Outbound

| Pom_outhound |A
Scanned_Document ]
SMS O
Social_Networking ] >
Video ]

¥ Skillsats

|  skillset Name (7) ~ Contact Type Priority |
Default_Skills=t Voice
EM_Default_Skillset EMail 10 v
00 Default_Skillset OpenQ 10 b

|  Po_Default_skillset POM_Outbound 1 ~ |
Sales Woice 2 v
Support Woice
WC_Default_skillset Web_Communications 10 e
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8.3. Configure Multimedia for POM Integration

The following two sections are configured from the Contact Center server. Open the web
browser on the server in order to make changes in multimedia. Once logged in click on
Multimedia.

Launchpad
(ﬁ Contact Center Management (ﬁ Configuration
(@ Access and Partition Management (@ Scripting
(@ Real-Time Reporting (@ Emergency Help
(@) Historical Reporting (@  outbound
(@ Call Recording and Quality Monitoring (@
(@ Prompt Management

Click on Launch Multimedia Client as shown below.

AVAYA Multimedia

View Status Launchpad Help
= D CCMM Servers
B afcClit70vmeg] Multimedia Administration

Logged

ion URL hitp-/AACCT0VMPG/Admin/ccmmadmin. application

| Launch Multimedia Client I

[] Install prerequisite software

Note: The Multimedia client requires prerequisite soffware to be installed. Choose this option if the Multimedia application has never been run on|
this computer.
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Click on POM in the left window and enter the POM voice path CLID, this should have been
set in Section 7.1. Click on Save.

A CCMM Administration ===
Edit POM Settings &
AVAYA

4 POM

4 General Settings

~POM Settings

POM voice path CLID: 0000

E-mail

‘Web Comms

Social Networking

M

Voice Mail

Fax

Scanned Documents

Text Messaging (SMS)

POM

Agent Desktop C i
| Save | Cancel Help

‘General Administration

User: webadmin | Server Time: 12:56 | Status:

Click on General Administration in the left window and Skillset Settings as shown below.
Enter the CDN created in Section 8.1 opposite the PO_Default_Skillset. Click on Save.

A CCMM Administration [=T= ]

Skillset Name T | Route Point | Auto-Signatu T | Office Hours T | Chat History T | Comfort Mes 7 On Hold Mes T | Max Concum T

Avaya PO_Default_Skills| POMRP

SN_Default_Skills

VM_Default_Skills

4 General Administration SM_Default_Skills

). Server Settings

FX_Default_Skillse
—

8 Administrator Settings SD_Default_Skills

&, Agent Settings PR_Default_Skills¢
© General Settings 0B _Default_Skills
(% Office Hours P : ol | oot 1 e
 Edit Skillset
Skillset: Auto-Signature:
Reload Grid
Route Point
E-mail
Web Comms Office Hours:
Social Networking ¥ Unlink Hours

Chat History Header:

M

- Unlink Chat
Voice Mail Comfort Group:
Fax v | |Unlink Group

On Hold Group:
Scanned Documents

* | |Unlink Group
Text Messaging (SMS) Web On Hold Group:

POM v Unlink Group

Cancel

Agent Desktop Configuration Max Concurrent Chats:

w
a

‘General Administration

User: webadmin | Server Time: 12:55 | Status:

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 44 of 89
SPOC 2/8/2017 ©2017 Avaya Inc. All Rights Reserved. NICE65_POM3MR



Click on Agent Desktop Configuration in the left window and User Settings. Ensure that
Prompt User for Login Details is ticked as shown below.

User Settings %

AVAYA | o seins:

4 Agent Deskiop Configuration

‘ General Settings
L& Resources Autostart Quality of Service Windows Service

Allow Erasing of Call History ~

Append Selected Auto Phrase to Existing Text

Allow Agent Desktop Panel Swap

L% Default Closed Reasons Enable AAAD System Tray lcon

13 Basic Screenpops Enable AAAD Dashboard

g Advanced Screenpops

I 15 User Settings I Password Protect AAAD Dashboard
L& Shortcut Keys I Prompt User for Login Details I
Disallow Duplicate Login []
Enable AAAD Preference Retention
Enable Localization
E-mail
Default Not Ready Reason Code when Rejecting a Contact 000
Web Comms

Default Not Ready Reason Code when Pulling a Contact 0000

Sodeletwosing Default Not Ready Reason Code After Max Open Duration 000

M Home Page Enabled O
Vaoice Mail Home Page URL www.avaya.com
Fax Home Page Name Avaya Start Page

Scanned Documents Close Multiple Contacts

Maximum Mumber of Calls to Log 30

Text Messaging (SMS)

Maximum Number of Speed Dials 10
POM

Mavirmiim Mumbar of Faunoritec 10

General Administration | Save ][ Cancel “ Help ]
User: webadmin | Server Time: 12:57 | Status:
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8.4. Configure Multicast IP Address for POM

The Multicast address must be noted as this will be required in Section 7.1 during the POM —
AACC integration. Under Apps open Multicast Address and Port Configuration.

ApPpS

Microsoft Azure Services E Windows PowerShell ISE (x86) " Contact Center Server Utility
E'- ODBC Data Sources (32-bit) E& Windows Server Update Services " Data Management

E'- ODBC Data Sources (64-bit) . " Database Integration Wizard
@ Performance Monitor " Agent Certificate Configuration " Database Maintenance

@ Resource Monitor " Agent Desktop Display Configur... A Element Manager

Eﬁ Security Configuration Wizard " Archive Restore " High Availability

i Server Manager Avaya Agent Desktop " License Grace Period Reset

Q, Services @ Avaya Agent Desktop online sup... " License Manager Configuration
@ System Configuration " CCT Console " Log Archiver

System Information " Certificate Manager " Manager Administration Configu..
e Task Scheduler " Computer Update Utility " Multicast Address and Port Confi...

"’" Windows Firewall with Advanced... A Contact Center Logiile Collector A Multicast Stream Control

Take note of the Multicast IP address, noting here that it is 234.5.6.84. This was set to this
specific IP address during the Contact Center configuration and it is not the default address.

4 RTD Multicast Configuration \;li-
Multicast time to live [TTL): 2l s

Multicast [P group:

Interval To Date b ovitng Window

IP Port: Multicast Rate: IP Port: Multicast A ate:
Agent: |E0E0 (5000 ms Agent; (6070 |5000 ms
Application: |ED2D |5|:IE":I mE Application: |E":|3EI |5DDD ms
Skillzet: |ED4EI |5DE":I ms Skillzet: |E“:I5EI |5DDEI ms
Nodal 16080 (5000 ms Modah  |5030 |5000 i
R |E100 (5000 s v, |50 (5000 ms
Foute:  |E120 (5000 e Foute:  |5130 (5000 -

Registry *v"alue| Default Value | (1] | Cancel ‘ Apply
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Navigate to D:/Avaya/Contact Center/Manager Server/iccm/bin and run the MulticastCtrl
file as shown and ensure that both Compression values are not ticked.

o[ = Application Tools bin - |Of X
“ Home Share View Ianage 0

(—:I A 1"| .I<< Contact Center » Manager Server ¥ iccrm b bin I v C;| | Search bin P |

< Favor eme ' [= [= ]

~ Favorites - RTD Multicast Controller il B

B Deskiop % msvep71.dll

& Downloads (2] msverT1.dll Skillset MNodal

= Recent places (2] msvert.di W Maving ‘windaw ¥ Maving Wwindow

1% This PC

m Desktop

*| Documents

& Downloads

o Music

= Pictures

g Videos
i, Local Disk (C:)
g Local Disk (D:)
— Local Disk (F:)
—a Local Disk (G:)
—w Local Disk (H:)
—a Local Disk (Z:)

@l'j Network

162 items

MSYCRTD.DLL
mtld.dll
%) mtldwed.dil

=
=

[5% MulticastCurl

% Nbcomd.dll
&3 nbconfig
[557 NBNmSmc
(577 nbts

[ nbtsm

20 netsmonw
EX hibrdgGui
%) nicdsizedll
% nicmfpvm.dil
[ nicrfjvm
nicomsetup
nidb_all

%) nidbevent.dll

[ niddc

857 i

1item selected 25.5 KB

W Interval Ta Date

Application IR
v Moving Window

¥ Interval Ta Date

¥ Interval Ta Date

¥ Moving Wwindow

I# Interval To Date

Agent Route
W Moving Window ¥ Moving Window
W' Interval To Date ¥ Interval To Date
Compression Wersion
[ RTD Compression Releaze |4 -
[ RSM Cornpression
Get Current States | I QK I Cancel Apply
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Run the Manager Administration Configuration application as shown below.

A
A
A
@
A
A
A

PG; Reviewed:
SPOC 2/8/2017

APPS

Windows PowerShell I5E (x86)

Windows Server Update Services

Agent Certificate Configuration

Agent Desktop Display Configur. ..

Archive Restore

Avaya Agent Desktop

Avaya Agent Desktop online sup...

CCT Consale

Certificate Manager

Computer Update Utility

B2 2 B2 B2 B2 B2 > B2 2 2 =
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Contact Center Server Utility

Data Management

Database Integration Wizard

Database Maintenance

Element Manager

High Availability

License Grace Period Reset

License Manager Configuration

Log Archiver

Manager Administration Configu...

hbulticast Address and Port Confi...
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Run the RTR Registry Settings program highlighted below.

File Action View Window Help

|

Console Root

[ Aveys.

HAvaya Applications Configuration

. . Emergency Help @ lceAdmin Password
@ RIR Registry Settings @ Registry Settings Change

. .
@ Avaya Home Page @ Restore & _g_g—gCha_n ¢ Login Warnin
Settings

@ %inn @ Security Settings @ CCMA User Migration

CCMA System Upgrade Email Motification .
Language Settings
Lility Settings

& CCMA Security Settings
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Note that the IP Receive Address is set to the same IP Address as above and the Compress
Realtime Data Packets is ticked off.

RTR Properties L2 x|
RTR Settings

IP Receive Address: |234_ 5 .6 .84

IP Send Address: |234_ E . F . 2

Output B ate: ROO0D millizeconds
Transform Fate: 1000 millizeconds
DAk Tirmeout; 120000 millizeconds

[ Restart Real Time Beparting Service

Transmizzion Optiong
" Multicast

" Unicast

* Mulicazt and Unicast

Maxirmumn Unicast Sessions |1 on

WARMIMG: It iz important to conzult your engineering
guidelines before modifving the number of unicast sessions or
the autpLt rate.

[ Comprezs Realtime D ata Packets

OK || Cancel
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From the Multimedia Client (see Section 8.3 to log in), navigate to General Administration in
the left window and then General Settings and ensure that the Multicast IP address is set
correctly.

A CCMM Administration - [o
Edit General Settings
tsvz Ny‘& System License Reporting Credentials
[ License Type —Reporting Account Password Reset
License Type
4 General Administration ‘ NODAL |v| Account 1D mmPReport
). Server Settings Set Password
- ' 0
o siliset Settings RTD Multicast Configuration
& Administrator Settings r NewiPa s
B Agent Settings :
I—J—E—E—I Multicast IP 234.56.84 ort 6050
@ Genzral Settings I F Confirm Password
(%) Office Hours
I Save I[ Cancel ] [ Help
E-mail
Web Comms
Social Networking
IM
Voice Mail
Fax
Scanned Documents
Text Messaging (SMS)
POM
Agent Desktop Configuration
General Administration
User: webadmin | Server Time: 10:33 | Status:
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9. Configure NICE Engage Platform

The installation of NICE Engage Platform is usually carried out by an engineer from NICE and
is outside the scope of these Application Notes. For information on the installation of the NICE
Engage Platform contact NICE as per the information provided in Section 2.3.

The following sections will outline the process involved in connecting the NICE Engage
Platform to the Avaya Solution. All configuration of the NICE Engage Platform for connection
with the AES is performed using a web browser connecting to the NICE Engage Application
Server. Open a web browser as shown navigate to
http://<NICEEngageApplicationServerIP>/Nice as shown below and enter the proper
credentials and click on Login.

@ hﬂp://niceappwinmlliNlc*ppl|cation;.~’Desktop/XhapAppIicatwns/NlceDsktop‘xhap o~ I & niceappwin2012

to NICE gr?gage Solutions NICE®

Username:  |es
Password: [

m Show password
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Once logged in expand the Administration dropdown menu and click on System
Administrator as highlighted.

6 |.e hitp://niceapp-win2012/NiceApplications/Desktop/XbapApplications/NiceDesktopxbap O ~ C || (2 niceapp-win2012 x ‘ |

—
N.lc.E® Hs ip usar‘ Help'\ Settings
4
Jusiness Al = inis ion

-5 Queries
{2 saved Items

Bl [2] (B
(2] =i (= G 5]
|

Before any changes can be made, switch to Technician Mode by clicking into Settings at the top
of the screen as shown below.

) Administrator
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9.1. New CTI Connection

Navigate to Master Site - CTI Integration in the left window then right-click on CTI
Integration and select New CTI1 Connection as shown below.

- :
Hello NICE, Superuser Help | Settings

Administration

O 0
B--Organlzat\on - MRﬁour\:ﬁ\' Diagram

[-{75) Active Directory
w-Lgh Agent Center

&‘) Customer Center
fﬁi Distributed Cache
m Import/Export

; @ License Manager
Storage

Master Site

[-f=] Applications
-] Content Analysis

E"%HNM CTI Connection l

CTI Interfaces =

lg Drivers
-4 Key Managers

@ Media Provider Cont
(-5 Data Marts

[ ﬁ Database Servers

The New CT1 Connection Wizard is opened and this will go through the 17 steps required to
setup the connection to both the POM server for events and the AES for DMCC Multi-
Registration type of call recording. Click on Next to continue.

| M| | Data has been saved, but not applied. Click *Apply’ to make the changes effective.

E|-- Organization m Resources  Diagram
7 Active Directory New CTI Connection @
-- Agent Center

2 Customer Center Set New CTI Connection Wizard Stage 1 of 17

i€ Distributed Cache Introduction
@ Import/Export o - .
B @ e ey This wizard will guide you through the process of configuring a new CTI connection.

Storage

- Master Site
__ Applications 2. CTI Interface selection

Eaﬂ Content Analysis

5% CTI Integrations

S:I:E Connection Managers

ﬁ CTI Interfaces

[-dE" Drivers

----- 4, Key Managers

@ Media Provider Control

(45 Data Marts

[]--i? Database Servers

[j- Insight to Impact

[]--@ Interactions Centers

[]---@ Logger Channel Mapping

[]--@ Logger Servers

[]--@ Media Interconnect

2

[

[c

[

[

£

-

. Interactions Center and Telephony Switch definitions

[

Interfaces configuration
. Devices configuration
Monitored Devices configuration

Selection of optional features

= m o m

Location Requirements

o

. Summary

j--- Media Library Servers
]--- Playback

j--|_r: Recorders

]@ Resiliency

]@ Security

]__..E Systemn Mapping — | Back || MNext || |Cance| |
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The value for Regular Interactions Center is a value that was already created during the
installation of the NICE Engage platform. This value is therefore pre-chosen for the CTI
connection being created below.

The Telephony Switch must be selected and this will be Avaya CM. Enter a suitable name for
this Switch Name. Click on Next to continue.

Mew CTI Connection @
Set New CTI Connection Wizard Stage 2 of 17
Interactions Center Switch

Attach CTI to Interactions Center Server:
@ Regular Interactions Center: IN|CE-N)D5W -

Interactions Center Cluster:

") Use existing Telephony Switch:

Avaya POM
@ Define new Telephony Switch:
Switch Type: Avaya CM hd
Switch Name: Avaya CM

| Back || Next | | | Cancel |

Select POM Server for the Avaya CM CTI Interface, ensure that Active Recording is ticked
and select the DMCC (Advanced integration Recorder) from the dropdown menu. Click on
Next to continue.

Mew CTI Connection @
Set New CTI Connection Wizard Stage 3 of 17
Interface Type

CTI Interface Type

IAvaya CM CTI Interface: I lpOM T -
Avaya Communication Manager
POM Server
[] VolP Mapping: AES SMS
Additional VolP Mapping: AES 5MS
Active Recording: lDMC.C (Advanced Interaction Recorder) -

Avaya Communication Manager
Device Media and Call Control

_ackc | [Fext ] | [cancel |

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 55 of 89
SPOC 2/8/2017 ©2017 Avaya Inc. All Rights Reserved. NICE65_POM3MR



Each of the values for the POM Server must be filled in below. Double-click on each Parameter
to enter a value for that parameter.

Mew CTI Connection @
Set New CTI Connection Wizard Stage 4 of 17

Interface Parameters

CTI Interface Details

Interface Connection Details

Mandatory fields are marked in bold

Parameter Value o

| POM Server Address |
POM Server Usemame

POM Server Password

POM WFO Port ID 7999

[ S o

Description:

Additional Interface Parameters

| Back | | Next || |Cancel |
Enter the IP address for the POM server and click on OK.
MNew CTI Connection | 2= |
Set New CTI Connection Wizard Stage 4 of 17
Interface Parameters
CTI Interface Details
Interface Connection Details
Mandatory fields ar Set Palrar;'nlatelr ‘u’:al:ue =]
Rarametay Interface Connection Parameter i
POM Server Addres |
POM S U Set Parameter Value =
POM Server Passwi
POM WFO Port ID | Name: POM Server Address il
B;;;r_ip_t'i;;:_ POM
Value: 10.10.40.135] |
Additional Inter
Cancel
| Back | | Next || |Cancel |
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Enter the POM Server Username and click on OK.

Mew CTI Connection @

Set New CTI Connection Wizard Stage 4

CTI Interface Details

Interface Connection Details @

Interface Cnnnectin-"’ %

Name: POM Server Username

Value: |nioe | I

Parameter

—,—,—“—

Enter the POM Server Password and click on OK.

Set New CTI Connection Wizard Stage 4 =l

CTI Interface Details

Interface Connection Details @

ameter | Interface Connection Paraieter.
POM Server Unarm  SetParametervalue
POM Server Usemsg

POM Server Passwi

POM WFO Port ID Mame: POM Server Password

Avay!
Walue: |ttttttttt1 |

Additional Interf @

—,—,—“—
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The other values can be left as default and click on Next to continue.

Mew CTI Connection @
Set New CTI Connection Wizard Stage 4 of 17

Interface Parameters

CTI Interface Details

Interface Connection Details

Mandatory fields are marked in bold
Parameter Value .
POM Server Usemname nice

POM Server Password =
POM WFO Port ID 7999

Define Zone FALSE

Description: POM Server IP Address, Host Name or FQDN

Additional Interface Parameters

| Back | | Next || | Cancel |

The value for the connection to the AES for DMCC recording must now be filled in as well.
Each of the values below must be filled in. Double-click on each Parameter to enter a value for
that parameter.

MNew CTI Connecticn @
Set New CTI Connection Wizard Stage 8 of 16
Active Recording

Active Recording Interface Details

Interface Connection Details

Mandatory fields are marked in bald =

Parameter Value -
PrimaryAES ServerAddress

PrimaryAESDMCCPort 4722
PrimaryAESUserMName

PrimaryAESPassword

Description:

m

Additional Interface Parameters

Media Provider Controllers - Location

|B‘-ack|||'lext|| Cancel
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Enter the Value for the AESServerAddress, note this is the IP address of the AES server. Click
on OK.

CRITIETI S e —— - —— L
Set New CTI Connection Wizard Stage 8 of 16 _i
Active Recording
Active Recording Interface Details
Interface Connection Details )
Mandatory fields 1 Set Parameter Value @ . =
RamEter Interface Connection Paraﬁter e
PrimaryAESServen L
o AESDMCC Set Parameter Value ‘—‘
PrimaryAESUserNz B
PrimaryAESPasswd | Name: PrimaryAESServerAddress
e Areeo 1
Description: AES
Value: 10.10.40.16| |
Additional Intes| %)
Media Provider Cq|| Cancel v
pa— —_— |Back||Nexl|||Cancel|

Enter the Value for the AESDMCCPort, note this will be the same port that was configured in
Section 6.4. In this example the unencrypted port 4721 is entered.

MNew CTI Connection | 125 |
Set New CTI Connection Wizard Stage 8 of 16 j
Active Recording
Active Recording Interface Details
Interface Connection Details 2]
Mandat field = =
Sl WS Set Parameter Value B
Raametey Interface Connection Paraﬁter =
PrimaryAES ServerA| =
Pi AESDMCC Set Parameter Value ‘—‘
PrimaryAESUserNar M
PrimaryAESPasswol Name: PrimaryAESDMCCPort i
Description: DMC
Value: [4721] -
Additional Interf %
Media Provider Col Cancel v
| Back | [ Next || | Cancel |
— —
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Enter the username that was created in Section 6.5 and click on OK.

Mew CTI Connection &=
Set New CTI Connection Wizard Stage 8 of 16
Active Recording
Active Recording Interface Details
Interface Connection Details
d field =L =
SEERA LRSS Set Parameter Value =] =z
RaEmatey Interface Connection Parameter i
Primary AESDMCCPq
Pri AES Set Parameter Value e
PrimaryAES Passwol
PrimaryAESSecured Name: PrimaryAESUserName 1
Description:  Usern
Value: nice |
Additional Interf
Media Provider Co Cancel
| Back | | Next |||Cance||
Enter the password that was created in Section 6.5 and click on OK.
Mew CTI Connection | ==
Set New CTI Connection Wizard Stage 8 of 16
Active Recording
Active Recording Interface Details
Interface Connection Details
AT Set Parameter Value =] =
elecluisssy Interface Connection Parameter i
Primary AESDMCCPy
Pri AES Set Parameter Value c
PrimaryAESPasswol
PrimaryAESSecured Mame: Primary AESPassword i
Description:  Pass
Value: PR —
Additional Interf
Media Provider Col
| Back | | Next |||Cance||
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Because the unencrypted port was chosen select False for the AESSecuredConnection. Click

on OK and then Next to continue.

Mew CTI Connection [ =2
Set New CTI Connection Wizard Stage 8 of 16
Active Recording
Active Recording Interface Details
Interface Connection Details
i he e Set Parameter Value = =
el eluisisls Interface Connection Parameter ]
Primary AESDMCCPy
Pri AESUserh. Set Parameter Value =
PrimaryAESPasswol
PrimaryAESSecureq Name: PrimaryAESSecuredConnection B
D-e-scriptio-n-:_ Ir-n;ic n must be sat)
Value: IFAI.SE vl
Additional Interf
Media Provider Co
| Back | | Next |||Cancel|
Click on Media Provider Controllers — Location to expand this.
MNew CTI Connection @
Set New CTI Connection Wizard Stage 8 of 16
Active Recording
Active Recording Interface Details
Interface Connection Details
Additional Interface Parameters
Mandatory fields are marked in bold =
Parameatar Value gt
EnableMATManipulation no E
ObservationCode
Link FIFOSize 500
ResourceCleanup Delay 0 i
Description:
IMedia Provider Controllers - Location I
— — |Back||NexI:|||Cancel|
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Enter the IP/Hostname of the Nice Advanced Interactions Server. Click on in + icon to add this.

Set New CTI Connection Wizard Stage 8

Active Recording Interface Details

Interface Connection Details
Additional Interface Parameters

Media Provider Controllers - Location

P ————

NICEActive2012]

52094 =

IF/Hostname

Click on Next to continue.

Set New CTI Connection Wizard Stage 8

Active Recording Interface Details

Interface Connection Details
Additional Interface Parameters

Media Provider Controllers - Location

IP/Hastname
NICEActive2012
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On the following screen, click on Add, to add the Communication Manager d

evices.

Mew CTI Connection

Set New CTI Connection Wizard Stage 10 of 16

(B

Devices

Available Devices
Provide telephony switch available devices

0 devices

5| | Add | [Add Range | [Add From Switch

Device Number/IF CTI Trunk ID Type

| Back | | Next
— — ]

| | | .cancel |

The Device Type should be Extension and insert the correct extension number. Expand
Advanced Device Parameters and ensure that the Value for Observation Type is set to Non-

Resourced-Based. Click on OK to continue.

wailable Device

H——— |
Mew CTI Connection |E|
Set New CTI Cq Add Device T Appl
Devices
Name

Available Devices

Provide telephony swit Device Typa: * | Exdension -

0 devices Device Numbar: * 2000 ange |

Device Number/IF I
Advanced Device Parameters
g I £ Only 1ot . Set Parameter Value Bl

Display Rea nly ‘ormation =%
o Device Additional Parameter
Name Value
I ——— I Set Par Value
MName: ObservationType
Description: Observation Type. Non-Resource- -
Based - can be recorded without the  _ | value: [Nm‘_“h‘_f_m.m!_m’seli v]
— | j
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 63 of 89
SPOC 2/8/2017 ©2017 Avaya Inc. All Rights Reserved. NICE65_POM3MR



Next enter the correct Value for SymbolicName. Double-click on SymbolicName to set the
value. This should be the same as the switch name entered in Section 6.2.

e Available Device

New CTI Connection

Set New CTI Cq

Devices

Add Device

| =2 |

Available Devices Set Parameter Value

&l

Provide telephony swil

0 devices

Device Additional Parameter

Device Number/IP

Set Parameter Value

MName: SymbaolicName

Value: cm70vmpg |

g Add From Switch

Name Value

ObservationType
SymbolicName
Password

Cadarel ict n

Description: Symbaolic Name.

ke | [ Next | | | Cancel |

Enter the correct Password and note this is the password for the extension that is being added
here. This is the station password which was entered during the creation of the station. A printout
of an extension can be found in Section 5.5 of these Application Notes.

= Vailable Device

MNew CTI Connection

Set New CTI Cq

Devices

Available Devices
Provide telephony swit

0 devices

Device Number/IP

T2 | [————
=]
Add Device
Mame
; ee |
Set Parameter Value =
Driver Additional Parameter
Set Parameter Value
Name: Password
Value: [r—
SymbolicName CMBE3vmpg
Password
CFrdarcl ict n A
Description: Registration password.
k| |
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Double-click on CodecsL.ist and ensure that all the values are ticked as shown below. Click on

OK to continue.

=== 7ilable Device

MNew CTI Connection

Set New CTI Cg

Devices

Available Devices
Frovide telephony swit

0 devices

Device Number/IP

Set Parameter Values

= Codecslist

Set Parameter Values

Ma List of supported codecs.

De

>
Co I 0K I Cancel ]
Name value i
Password —
CodecslList 0 |E|
EncAlglist 1] —
Description: List of supported codecs. -

~ 4

e |

| Next | | [Cancel |

Double-click on EncAlgList and ensure both options are ticked as shown below. Click on OK to

continue.
EE———————————7ualable Device [ ————
Mew CTI Connection |?|
Set Parameter Values El —
Set New CTI Cq Add EncAIgList
LS Set Parameter Values
Available Devices M= List of supported encryption algorithms. ]
Provide telephony swit De Zl
0 devices B e proe |
Device Number/IP 1P: AES_128_COUNTER
No_EMCRYPTION
Adv| 2l
[0 I
ol
Password
CodecsList 3 |E|
EncAlglist 0 =
Description: List of supported encryption -
algorithms. 48
_ K] |
| Cancel
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Select the new extension and click on the >> icon as shown. Click on Next to continue.

Set New CTI Connection Wizard Stage 1 -

This is optional, but for better analysis tick on Call Flow Analysis and click on Next to
continue.

Set New CTI Connection Wizard Stage 1 -

Select optional features relevant to integration. Some options may require further configuration.

SIP Trunk Correlation
Rejected Devices

|| Filter Calls

Call Flow Analysis
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Select a different Port number as shown below. Port 62095 is chosen simply because 62094 was
already in use.

Mew CTI Connection @
Set New CTI Connection Wizard Stage 15 of 16

Requirements

The Interactions Center server selected already has a Connection Manager.
Create a new Connection Manager, or select an existing one.

@ Create a new Connection Manager

Port: k2095 =
(7) Select available Connection Manager
Ports in use:
62054

_Back | [Fext ]| |Cancel |

Click on Finish to complete the New CTI1 Wizard.

Mew CTI Connection IEI
Set New CTI Connection Wizard Stage 16 of 16

Summary

Click Finish to save and apply the configuration of the following CTI:

DevConnectCM Connection

| Back | | Finish | | | Cancel |
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Click on Apply at the top right of the screen to save the new connection.

Tools

'\! Sysmhdministraturﬂ

- Administration

My Universe | Business Analyzer | Reporter | Monitor | Insight Manager | ClearSight | PBO Requests

[ | [ _
=il organization i - -
%) Active Directory _Resources . Diagram .
L& Agent Center DevConnectCM ;
A, Customer Center

€} Distributed Cache

% Import/Export Compenent Type Compenent Name IP Address/Host Name
£ License Manager CTI Interface DevConnectCM AES TSAPI Interface
CTI Interface DevConnectCM DMCC (Advanced Interacti...

Storage

=] Master Site
Applications
/i Content Analysis
& CTI Integrations
45 Data Marts
{7 Database Servers
- Insight to Impact

Connection Manager
Connection Manager
Driver

Media Provider Controller

DevConnectCM niceapp-win2012 Active Re...
DevConnectCM niceapp-win2012 CM
DevConnectCM niceapp-win2012 Driver
DevConnectCM niceapp-win2012 MPC 1

niceapp-win2012
niceapp-win2012
niceapp-win2012
niceapp-win2012

Click on Yes to proceed.

oo st G e e

DevConnectCM @
Component Type Component Name IP Address/Host Name
CTI Interface -

CTI Interface C?/" Apply Configuration
Connection Manager 2
SATEETI MENETET This updates devices and mapping configuration. Tt~ 2
Driver may take several minutes and affect recordings. 2
Media Provider Controlle This step is recommended when the system is not 2
in use. Do you want to proceed?
e
Rl

The following shows that the save was successful. Click on OK to continue.

DevConn

ectCM

Component Type

CTI Interface

CTI Interface
Connection Manager
Connection Manager
Driver

Media Provider Controlle

Component Name IP Address/Host Name

DevConnectCM AES TSAPI Interface
Apply Complete

A\

All components have been notified

S S T o
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From the NICE Application Server,

Service.

open Services and restart the NICE Integration Dispatch

Services - [ax]

File Action ‘“iew Help

N EEENE » @ n[w]

L Services (Local) Marme - Description Status Startup Type Log On As ~
L Metwork Location Awareness Collects an...  Running  Autornatic Metwark 5.,
S Metwork Store Interface Service This service .. Running  Autormatic Local Service
L5 MICE &8 Search Cantroller Audio Anal..  Running  Automatic Madministr..
55 MICE Agent Center Monitors an.,  Running  Autornatic Madministr,.,
S MICE &udit Trail Service Enables add.. Running  Autornatic Madrministr,.,
£ Mice BSF Server Enables the .. Running  Automatic Madministr,.,
5 MICE Coaching Server Manages C...  Running  Autornatic Sadministr...
L0 MICE Deployment Manager Agent MICE Depla..  Running  Autornatic Madministr.,.
52 MICE Enrollment Service MICE Enrall...  Running  Autornatic Madministr,.,
% MICE Evaluation Forms Server Manages Ev.. Running  Autornatic Sadministr,. =
S
S NICE Interactions Center Lore Actsasthe .. Running  Autornatic Sadministr.,
L5 MICE Interactions Center DB Srar Manages th.. Running  Autornatic Madministr,.,
50 MICE Interactions Center Monitar Report failo..  Running  Autornatic Sadministr,.
L5 MICE Interactions Center RC Responsible..  Running  Autornatic Madministr..
S MICE Interactions Center TRS Insert missi.,  Running  Autornatic Sadministr..
L5 MICE Investigations Server Manages an.. Running  Autornatic Madministr,..
L2 MICEIP Phone Applications Performs IP ... Running  Automatic Madministr,.,
S0 MICE Keep Alive Service Mice Keep &, Running  Autornatic Sadministr...
L5 MICE Logging Service Aservice de.,  Running  Automatic Madministr.,.
55 MICE Media Provider Contral Manager Anonline re..  Running  Sutomatic Local Syste...
S0 MICE MediaCollectionServer Manages an.. Running  Autornatic Madrministr,., v
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9.2. System Mapping

From the web browser navigate to Master Site - System Mapping = Recorder Pools and in
the main window click on New Pool.

-——
Hello de.'Superuser Help | Settings )

My Universe | Business Analyzer | Reporter | Monitor |Insight Manager | ClearSight | PBO Requests Administration 3

\:I Wi Datawas ied. T h select the CT1 branch and click Apply.
Advanced Interaction Recorder Pool Summary
=] Organization

{5 Active Directory This system has: License Type Available Licenses
w-Lgh Agent Center

Audio
&, Custormer Canter Total Recorder pools: 0 - ?30
& Distributed Cache Mapped: 0 reen
85 1mport/Export Unmapped: D Encryption 100
-2 License Manager Available Recorders: 0 Redundancy 100
Storage
=) master site Advanced Interaction Recorder Pools
-- Applications
Jii Content Analysis Group by: MNone +  Find: 2] Hew Posl =
-[@s CTI Integrations
£5) Data Marts Mapped MName ol Type No. of Recorders
-{J Database Servers Yes AIR Act Basic 1
IE Insight to Impact Yes pass Basic 1
-4 Interactions Centers Yes PhisycPassive Basic 1

EQ Logger Channel Mapping
[l Loager servers

%= Media Interconnect

[ Media Library Servers
-BH Playback

| Recorders

13 Resiliency

ﬁ Security

+ +3 Systm wagping
i Pool type: Basic

-4 2. Source Paols
“H1J 3. Recording Profiles | interactions Center: _IC

Enter a suitable Name for the Recorder Pool and select the Active_Logger from the list of
Available Recorders and click on Update to continue.

ﬁ]—z Edit Adwvanced Interaction Recorder Pool @

MName: AlR Act
Pool type: Basic
Interactions
Center: Ic

Select Recorders

You can add Recorders to the pool. A basic pool must hawve a minimum of 1

Recorder.

Available Recorders Selected Recorders
Active Logger
| Update | | Cancel |
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From the left navigation window select Source Pools and from the main window click on New

Pool.

My Universe | Business Analyzer |Reporter | Monitor | Insight Manager | ClearSight
= =

PBO Requests

Hello NIGE) Superuser

(] [

=[] organization
23] Active Directory
L Agent Center
-8 Customer Center
& Distributed Cache

R 1mport/Export

License Manager
Storage

&[] Master Site

£ Data Marts

Flayback
|% Recorders
@ Resiliency
{5 security

/i Content Analysis
[@ 1 Integrations

{3 Database Servers

[} Insight to Impact

4 Interactions Centers

£ Logger Channel Mapping
[T Logger Servers

3 Media Interconnect
Media Library Servers

#ff System Mapping
[F] 1. Recorder Pools

:

- Recording Profiles

M | Data ied. T h cn branch and click Apply.
Source Pool Summary
This system has: License Type Available Licenses
Tolal source pools: 0 Audio 9
Mapped: 0 Screen 100
T 0 Encryption 100
Redundancy 100
@] N
Mapped Name Media Type Source Type Switch

Click on Next to continue to add a new Source Pool.

= New Source Pool Wizard

Introduction

Important:

2. Select the relevant sources.

3. Verify the summary and approve it.

This wizard helps you create a new source pool.

1. Define the name, media type, switch, and source type.

- In this wizard, screen sources can be defined. All audio sources must be defined before running this wizard.
- Wwhen configuring the source pool, the switch must be associated with the same Interactions Center selected for the Recorder pool.

| Cancel
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Enter a suitable Name and the other values were left as default. Click on Next to continue.

=1 New Source Pool Wizard =3
Define Source Pool

Define the source pool details. After completing this wizard, the media type, switch, and source type cannot be changed.

Name: IDevConnedPooI I
Media type: [ Audio -
Switch: [De\rConnectCM ({ID = 1075) ']
Source type: [De\rice v]

|Back||Nex1:| |Cance|

Select the extensions that were added in Section 9.1, note only one extension number is shown in
the example below but this is not typical. Click on Next to continue.

= Mew Source Pool Wizard IEI
Select Sources
Find: @ Selected: 1/1 | Select All | | Clear Selection |
Name Device Mumber Unique Device ID IF Address
2000 | |
| Back | | Next || | cancel]
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Click on Finish to complete the New Source Pool Wizard.

=1 Mew Source Pool Wizard

Summary

Name:
Switch:
Media type:

Source type:

Review the information below.
Click Finish to create the new source pool.
Click Back to modify the source pool details.

DevConnectPool
DevConnectCM (1D = 1075)
Audio

Device

|_Back | lFinishI

| |_Cancel]

From the left window navigate to Master Site - System Mapping - Recording Profiles and
in the main window click on New Profile.

Hello‘superuser

My Universe | Business Analyzer | Reporter | Monitor |Insight Manager |ClearSight | PEO Requests

Hdp[

Administration

T

[Icions =] [

[~ Storage

= Organization

E%’ Active Directory

: % Agent Center
&E‘) Customer Center
fﬁ Distributed Cache
m Import/Export
@ License Manager

B Master Site
- Applications
d;’ Content Analysis
% CTI Integrations
5 Data Marts
i? Database Servers
E Insight to Impact
@ Interactions Centers
ﬂ Logger Channel Mapping
E=|-| Logger Servers
-3 Media Interconnect
-- Media Library Servers
Playback
.| Recorders
@ Resiliency
& Security
—-I-EE System Mapping
IE 1. Recorder Pools
Eﬂ 2. Source Pools
@ Text Capture Servers

Group

Data was

Recording Profile Summary

This system has:
MNumber of recording profiles: 0

License Type
Audio

Screen
Encryption
Redundancy

Recording Profiles

by: Mone - Find:

@] =]

select the CTI Integrabons branch and click Apply.

Available Licenses

54

100
100
100

[ New Profile

MName

& Recording Type | Capture Type | Sourc

e Pool

|Re:order Pool ‘
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Click on Next to continue with the New Recording Profile Wizard.

This wizard helps you map a recording profile.
|Important:

Before configuring the recording profile, verify that the Interaction Center
that was selected in the Recorder pool is associated with the switch selected
in the source pool.

H@ﬂmmaﬂmmmmmhedﬂgajahmﬂeﬁng
this wizard.

1. Define the recording profile name.
2. Map the source pool to the Recorder pool.

3. Select the relevant recording type and the capture type.
Select the relevant compression, summation and encryption options.

4 Venfy the summary and approve it.

Enter a suitable Name for the Recording profile.

m

Enter @ meaningful recording profile name. After completing this wizard, the mapping and the
recording type cannot be changed.

Name: DevConnectRecording|

| L |
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Select the correct source pool and Recorder pool, and then click Next to continue.

fJ New Recording Profile Wizard

Define Mapping

Select one source pool and then select the relevant Recorder pool.

L i

DevConnectPool AR Act

Ayailable source pools Ayailable Recorder pools
| DevConnectPoal

pass
PhisycPassive

| Baclr.II He:l:li ||Cancel|

For total recording i.e., the recording of all calls, select Total as the Recording type. For
Capture type ensure that Active DMCC MR is selected from the drop-down box. Compression

is selected as default and can be left like this. Click on Next to continue.

F

=

[J New Recording Profile Wizard @
Define Recording Profile
Define the recording profile details. After completing this wizard, the recording type and capture
type cannot be changed.
Recording type: -
MNo. of allocated licenses: Determined by the number of sources in the source pool
Capture type: Active DMCC MR -
Secondary Capture Type:
select all applicable options:
Compression
Summation
Encryption
IBackIlHe:l:lI |Cancel
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Click on Finish to complete the New Recording Profile Wizard.

) New Recording Profile Wizard @

Summary

Review the mapping information below.
Click Finish to create the new recording profile.
Click Back to modify the recording profile details.

Name: DevConnectRecording
Source pool: DevConnectPool
Recorder pool: AR Act

Recording type: Total

Capture type: Active OMCC MR

No. of allocated licenses: Determined by the number of sources in the source pool
Compression
Summation

Encryption

_Back | I FinishI ||Cancel|

To implement these new changes, navigate to Master Site - CTI Integrations in the left
window and in the main window click on Apply at the top right of the window. Then click on
Yes to proceed.

—
NICE® Hello MBI S upcrusere. HEID | S<ilifns

My Universe | Business Analyzer | Reporter | Monitor |Insight Manager | ClearSight | PBO Requests

Ao ] [ i Lapely ]
--[i] organization - METETTE  Resources - Diagram

%) Active Directory

L& Agent Center Avaya PC / PDS

& Customer Center Avaya CM
€ Distributed Cache
B 1mport/Export
£ License Manager
Storage
&[] Master site
Applications This updates devices and mapping configuration. It
15 Content Analysis may take several minutes and affect recordings.
Bl = L This step is recommended when the system is not
(=] in use. Do you want to proceed?

[ Connection Managers
f Avaya CM NICEAG

. | Yes i 3
f Avaya CM niceapp)
: 1ol Avaya PC / PDS nil
fl cT1 Interfaces

(? Apply Configuration

n

This concludes the setup of the NICE Application Server for DMCC Multi-Registration
recording, connecting to POM for call events.
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10. Verification Steps

This section provides the steps that can be taken to verify correct configuration of the NICE
Engage Platform and Avaya Aura® Application Enablement Services.

10.1. Verify Avaya Aura® Communication Manager CTI Service State

Before checking the connection between the NICE Engage Platform and AES, check the
connection between Communication Manager and AES to ensure it is functioning correctly.
Check the AESVCS link status by using the command status aesvcs cti-link. Verify the Service
State of the CTI link is established.

status aesves cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 5 no aes70vmpg established 18 18

10.2. Verify DMCC link on AES

Verify the status of the DMCC link by selecting Status - Status and Control > DMCC
Service Summary to display the DMCC Service Summary — Session Summary screen. The
screen below shows that the user NICE is connected from the IP address 10.10.40.126, which is
the NICE Application server.

AVAyA Application Enablement Services

Management Console

Status | Status and Control |DMCC Service Summary Home | Help | Logo|

» AE Services

» ‘Communication Manager DMCC Service Summary - Session Summary
Interface

High Availability
» Licensing [] ensbie page refrash every seconds

» Maintenance Session Summery Device Summary
= Generated on Tue Dec 15 14:45:11 GMT 2015
} Networking time: 1 days, 0 hours 46 minutes

Please do not use back button

» Security

¥ Status

Alarm Viewer

Far-end Identifier Connection Type # of Associated Devices
10.10.40.126 3

Log Manager

fog= [ ||1C0O8ED1F66D641627 7FOFOBOS747B4AF-0

Status and Control | Terminate Sessions | Shaw Terminated Sessions

= CVLAN Service Summary
= DLG Services Summary -
= DMCC Service Summary

= Switch Conn Summary
= TSAPI Service Summary

» User Management
b Utilities

» Help
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10.3. Verify Proactive Outreach Manager is running correctly
By clicking on POM Monitor at the bottom of the left window, it will show the campaigns that

are running.

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal) fiHome ?P.Help @ Logof

Expand All | Collapse All

~ User Management
Roles
Users.

Proactive Outreach Manager 3.0

POM Home Campaigns ¥ Contacts ~ Configurations

Ny BA
<) em 2

Login Options

4

Real-time Monitoring

Active Campaigns [C[5]

System Monitor
Active Calls
Port Distribution

Campaign Name Campaign Type JobID Status Contact List{s) Organization Start Time Total Contacts  Processed'

~ System Maintenance I
Audit Log Viewer

NICEout finite 12 Running SIPandQsIG 121372016 1:4.. 31 1 I

Trace Viewer
Log Viewer
Alarm Manager

~ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

~ System Configuration
Applications
EPM Servers
VPP Servers
SHMP
Speach Servers
VolIP Connections
Zones

~ Security

Certificates

Licensing

Reports

Standard

Custom

Scheduled

~ Multi-Media Configuration
Email

4

HTML
5MS
¥ POM
POM Home

BOM Monitor

The Application Server can be checked as follows.

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

Expand All | Collapse Al

* User Management
Roles
Users
Login Options

* Real-time Monitoring
System Monitor
Active Calls
Port Distribution

* System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

il stem Management
FIM Manager

MPF Manager
Software Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers

are here: Home System Management Application Server

Application Server (Dec 15, 2016 3:54:48 AM PST)

Use this page to start and stop the application server co-resident with the pi
deploy, undeploy, start and stop applications on the application server.

D Host Address| State

POMIvmpg

State Commands

 Help |
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The EPM Manager can be check as follows.

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

Expand All | Collapse all

* User Management
Roles
Users
Login Cptions

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

* System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

* System Management

Bruver

o[
EPM Manager

Software Upgrade
System Backup

* System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VolP Connections
Zones

* Security
Certificates
Licensing

* Reports
Standard

You are here: Home > System Management > EPM Manager

=}

EPM Manager (Dec 15, 2016 3:55:15 AM PST)

This page displays the current state of each EPM in the Experience
the selected EPMs must also be stopped.

Last Poll: Dec 15, 2016 3:54:59 AM PST

(8 Jzone [server Namelrype|Mode] state [contig
|| Default EPM Primary Gnlin Ok

State Commands
Start | Stop | Restart | Reboot | Halt

Mode Commands

The MPP Manager can be checked as follows.

Avaya Aura® Experience Portal 7.1.0 (ExperiencePortal)

Expand All | Collapse Al

* User Management
Rolez
Users
Login Options

* Real-time Monitoring
System Monitor
Active Calls
Port Distribution

* System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

* System Management
Applicatien Server

EPM Manager
MPP Manager
oTtware Upgrade

System Backup
* System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VeolP Connections
Zones
* Security
Certificates
Licensing
* Reports
Standard
Custom

You are here: Home > System Management > MPP Manager
MPP Manager (Dec 15, 2016 3:56:14 AM PST)

This page displays the current state of each MPP in the Experience Portal system. To enable the s
the selected MPPs must also be stopped.

nm Mode| State |Config

|| Default LocalMPP 0n|ir|e OK

State Commands
I e I e

Mode Commands

 offline | Test | online |
[ Help |

Last Poll: Dec 15, 2016 3:55:08 AM PST

e Restart Schedule|Active Calls
tio Hesta Today Recurring| In Out

Yes & Mo &  Mone & 0 0

Restart/Reboot Options

One server at a time

All servers
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10.4. Verify calls are being recorded

From any of the monitored Avaya endpoints make a series of inbound and outbound calls. Once
these calls are completed they should be available for playback through a web browser to the
NICE Application Server.

Open a browser session to the NICE Application Server as is shown below. Enter the proper
credentials and click on Login.

to NICE gr?gage Solutions NICE®

Username:  [les
Password: [

W Show password
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Click on Business Analyser at the top of the screen. Select Interactions from the left window
and then navigate to Queries = Public.

NICE®

My Universe  Busi

s Analyzer Reporter | Monitor

Insight Manager | ClearSight | PBO Requests

Superuser

Help | Settings

Administration

Complete

B complete -
BF segment -

- Last 24 hours

- Last 7 days

- Last 7 days Calls not evalu

Last 7 days

Interactios
@ LT} Search for words | i Search | Exact Phras ~ 75
Interactions R It fDrQ.IH'V'
- Last 24 hours Group By: - b o 5 o) (=]

Aend ypoind |z

Calls to calibrate

Click on Complete — Last 24 hours. This should reveal all the recordings that took place over
the previous 24 hours. Select the required recording from the list and double-click on this to play

the recording.

Help | Settings
My Universe IBusinEss Analyzer Reporter | Monitor | Insight Manager |ClearSight PBO Requests | - Administration
Interactions LA
Y] | search for words | | D Search | Exact Phras ~ 75
Interactions | E T Queries '2 Results for Query: Complete - Last 24 hours
o Ubgcump\eta oo r:'r Group By: Mone ~ 150 Records found @ =) E EI
- @SS e 2
HF segment - Calls to calibrate - =
P - 1o 2 funs -2 | Type|Flag| Full Name Complete ID Complete Start T... 7| Complete Stop Time Complet: ~
£ BP segment - Last 7 days <€ Unmapped, User| 6083834137153699376 | 20/11/2014 17: 20/11/2014 17: 6083834137
S B Segment - Last 7 days Calls not evalu gt P Unmapped, User| 6083834137153699876 @ 20/11/2014 17: 20/11/2014 17: 00: 6083834137
& Private L Unmapped, User| 6083834104880016334 | 20/11/2014 17: 20/11/2014 17: 00: 6083834104
- Saved Items ¢ Unmapped, User| 6083834104889016334 | 20/11/2014 17: 20/11/2014 17: 00: 6083834104
< Unmapped, User| 6083834104889016334 | 20/11/2014 17: 20/11/2014 17: 00: 6083834104
¢ Unmapped, User| 6083834104889016334 | 20/11/2014 17: 20/11/2014 17: 00: 6083834104
e P |Unmapped, User| 6083833632442613769 | 20/11/2014 17: 20/11/2014 17: 00: 6083833632
3 P |Unmapped, User| 6083833632442613769 | 20/11/2014 17:01: 20/11/2014 17: 00: 6083833632
e P |Unmapped, User| 6083833632442613769 | 20/11/2014 17:01:40 | 20/11/2014 17: 00: 6083833632
3 P |Unmapped, User| 6083833632442613769 | 20/11/2014 17:01: 20/11/2014 17: 00: 6083833632
e Unmapped, User| 6083833492908605474 | 20/11/2014 17:01:14 | 20/11/2014 17: 00: 6083833492
3 Unmapped, User| 6083833492908605474 | 20/11/2014 17: 20/11/2014 17: 00: 6083833492
e Unmapped, User| 6083833456348954628 | 20/11/2014 1 20/11/2014 17; 00 6083833456
3 Unmapped, User| 6083833456348954628 | 20/11/2014 1 20/11/2014 17: 00 6083833456
e Unmapped, User| 6083833456348954628 | 20/11/2014 17:00 20/11/2014 17: 00: 6083833456
3 Unmapped, User| 6083833456348954628 | 20/11/2014 17: 20/11/2014 17: 00: 6083833456
cf: P [Unmapped, User| 6083829101252116483 | 20/11/2014 16: 20/11/2014 16: :00: 6083829101
3 P |Unmapped, User| 60838259101252116483 | 20/11/2014 16:44:05 | 20/11/2014 16:44:37 00:00:32 60836829101
cf: P |Unmapped, User| 6083828714705059842 | 20/11/2014 16: 20/11/2014 16:4: 00:00: 6083828714
3 P |Unmapped, User| 6083828714705059842 | 20/11/2014 16: 20/11/2014 16:42: 00:00: 6083828714
cf: Unmapped, User| 6083828555791269889 | 20/11/2014 16: 20/11/2014 16:4: 00:00:30 6083828555
3 Unmapped, User| 6083828555791269689 00:00:30 6083828555
gl | P |Unmapped, User| 6083828167149158429 00:00: 6083828167
gl | P |Unmapped, User| 6083828167149158429 00:00: 6083828167
cf: Unmapped, User| 6083828137084387354 | 20/11/2014 16: 20/11/2014 16:41 608382813
: - - : . — s s e s s e = e
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The NICE player is opened and the recording is presented for playback. Click on the Play/Pause
icon highlighted below to play back the recording.

sbse P2 @ niceappwin012

Superuser  Help | Settings | Logout i Blﬂ;g_-is Analyzer

g

srersctons

&) Start: 12110/2015 12:41:49 PM| End: 121012015 12:42:08 PM Q Add | 00:00:11/00:00:18 3 [ (5] [&] [

Evaluations slete Stop Time | Complete Duration | Score | Com|
2015 12:45:20 PM 00:00:17
@’ 2015 12:44:59 PM 00:00:17
LTSN summed 2015 12:42:08 PM 00:00:18
@ — 2015 12:40:48 PM 00:00:34
2015 12:38:23 PM 00:00:13
Clips & Customer 2015 12:38:01 PM 00:00:02
R 2015 12:36:46 PM 00:00:16
I 2015 12:36:26 PM 00:00:20
packages 0 Agent 2015 12:36:03 PM 00:00:27
Eians 2015 12:34:36 PM 00:00:09
o 2015 12:34:23 PM 00:00:04
~ i i ) B ) 2015 12:34:18 M 00:00:11
me 12:41:49 12:41:52 12:41:58 12:41:59 12:42.03 12:42.08 015 12:33:04 PM 00:00:14
2015 12:32:43 PM 00:00:16
2015 12:29:44 PM 00:00:02
2015 12:29:48 PM 00:00:15
2015 12:28:38 PM 00:00:23
2015 12:28:02 PM 00:01:34
2015 12:26:28 PM 00:00:32
2015 12:25:56 PM 00:00:32
7000, Avaya 9608 H323 12/10/2015 12:2: 12/10/2015 12:25:24 PM 00:00:30
|7000, Avaya 9608 H323 | 12/10/2015 12:24:42... | 12/10/2015 12:24:54 PM 00:00:11

»
b 4G N ings ~  Participants Phrases Transcription™ ]
Exceptions
12:41:49 12:41:52 12:41:56 12:41:59 12:42:03 12:42:07
| [ [ [ [ |
| \ [ |
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10.5. Verify NICE Services

If these recordings are not present or cannot be played back, the NICE services may not be
running or may need to be restarted. There are two separate servers as a part of this NICE
Engage Platform. The NICE Application Server and the NICE Advanced Interactions Server can
be logged into and checked to ensure all services beginning with NICE are running correctly. As
a last resort both servers may need a reboot after the initial configuration.

ok Senvices =8

File Action ‘View Help

e [E bz Bm » 0w

 Services (Local) MName - Description  Status Startup Type  Log On As ~

G MICE 24 Search Controller Audio Anal..  Running  Autornatic Madrninistr..,
i MICE Agent Center Monitors an...  Running  Automatic Madrninistr..,
G MICE Audit Trail Service Enables add.. Running  Automatic Madrninistr..,
:Mice BSF Senver Enablesthe .. Running  Automatic Madrninistr..,
« NICE Coaching Server Manages C. Running  Automatic Madrninistr.,
% MICE Deplayrment Manager Agent MICE Deplo..  Running  Autoratic Jadrmipistr...
+ NICE Enroliment Service MICE Enrall..  Rurning  Autormatic Sadrninistr..,
« NICE Bvaluation Forms Server Manages Bv..  Rurning  Autormatic Sadrninistr..,
% NICE FTF Query Server Peforms g, Running  Autarmstic Aadrainistr...
% NICE Integration Dispatch Service Launches a.. Running  Autamatic Nadministr...
G4 MICE Interactions Center Core Actsasthe.. Running  Autornatic Madrninistr..,
4 MICE Interactions Center DBSrer Manages th... Running  Automatic Madrninistr..,

£ MICE Interactions Center Manitor Reportfailo... Running  Autornatic Madmi

£ MNICE Interactions Center TRS Insert missi..  Running  Autornatic Aadministr..,

+ MICE Investigations Server Manages an.. Running  Automatic Madrninistr..,

«MNICE IP Phone Applications Perfarms P, Running  Automatic Madrninistr.,

% MICE Keep Alive Service Mice Keep A.. Running  Autoratic Jadrmipistr...

% MICE Logging Service Bservice de.. Running  Butornatic Jadrmipistr...

% MICE Media Provider Cantrol Manager A online re.. Running  Automatic Local Syste...

G4 NICE MediaCollectionServer Manages an... Running  Automatic Madrinistr..,

S MICE Maonitor Server Performs pl.. Running  Automatic Madrninistr..,

% NICE MyUniverse Hostfor My.. Running  Automatic Nadministr...

G MICE NBA, Performs q.. Running  Automatic Madrninistr..,

£ MICE Notification Service Generates M., Running  Automatic Madrninistr..,

£ MICE Playback Administration Manages .. Running  Automatic Madrninistr..,

% NICE Playback Streaming Manage Me... Running  Automatic Nadministr...

+ NICE Reporter Engine Mice Report...  Running  Automatic Madrninistr.,

« NICE Reporter Scheduler Mice Report.,  Running  Automatic Madrninistr.,

+ NICE Retention Service Perfarms re..  Running  Autormatic Sadrninistr..,

+ NICE Rule Engine Perfarm rul..  Running  Autormatic Sadrninistr..,

% MICE Ruleshanager Service Manages wr... Running  Autoratic Jadrmipistr...

5 MICE Shrrans Carter Sandce Mics Somics  Runmina _Bibarastic Ladrninisty >
Extended A Standard

H == 3 12:32
s = ‘ : ‘ < BED NG o
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11. Conclusion

These Application Notes describe the configuration steps required for NICE Engage Platform to
successfully interoperate with Avaya Proactive Outreach Manager R3.0, Avaya Aura®
Communication Manager R7.0 using Avaya Aura® Application Enablement Services R7.0 to
connect to using DMCC Multi-Registration to record outbound campaign calls. All feature
functionality and serviceability test cases were completed successfully with some observations
noted in Section 2.2.

12. Additional References

This section references the Avaya and NICE product documentation that are relevant to these
Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Document ID 03-300509

[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document ID 555-245-205

[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide
Release 7.0

[4] Deploying Avaya Aura® Experience Portal in an Avaya Customer Experience
Virtualized Environment Release 7.1 Issue 1

[5] Implementing Proactive Outreach Manager Release 3.0.3 Issue 2

[6] Avaya Aura ® Contact Centre SIP Commissioning, Doc # NN44400-511, Release 7.0

Product documentation for NICE products may be found at: http://www.extranice.com/
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Appendix

Avaya 9608 H.323 Deskphone
This is a printout of the Avaya 9608 H.323 deskphone used during compliance testing.

display station 7000 Page 1 of 5
STATION

Extension: 7000 Lock Messages? n BCC: O

Type: 9608 Security Code: 1234 TN: 1

Port: S00000 Coverage Path 1: COR: 1

Name: EXT7000 Coverage Path 2: Coss 1

Hunt-to Station: Tests? y

STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 7000
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: yes

Customizable Labels? Y

display station 7000 Page 2 of 5
STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any Idle Appearance? n

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference? n
Per Button Ring Control? n Bridged Idle Line Preference? n
Bridged Call Alerting? n Restrict Last Appearance? y
Active Station Ringing: single
EMU Login Allowed? n
H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed EC500 State: enabled
Multimedia Mode: enhanced Audible Message Waiting? n
MWI Served User Type: sip-adjunct Display Client Redirection? n
Select Last Used Appearance? n
Coverage After Forwarding? s

Multimedia Early Answer? n
Remote Softphone Emergency Calls: as-on-local Direct IP-IP Audio Connections? y
Emergency Location Ext: 7000 Always Use? n IP Audio Hairpinning? n
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display station 7000 Page 3 of 5
STATION

Conf/Trans on Primary Appearance? n
Bridged Appearance Origination Restriction? n Offline Call Logging? y
Require Mutual Authentication if TLS? n

Call Appearance Display Format: disp-param-default
IP Phone Group ID:

Enhanced Callr-Info Display for 1-Line Phones? n

ENHANCED CALL FORWARDING

Forwarded Destination Active
Unconditional For Internal Calls To: 4980 n
External Calls To: 4980 n
Busy For Internal Calls To: 4980 n
External Calls To: 4980 n
No Reply For Internal Calls To: 4980 n
External Calls To: 4980 n
SAC/CF Override: n
display station 7000 Page 4 of 5
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: O
Building: Set Color:
ABBREVIATED DIALING
Listl: List2: List3:
BUTTON ASSIGNMENTS
1: call-appr 5: aux-work RC: Grp:
2: call-appr 6: manual-in Grp:
3: call-appr 7: extnd-call
4: auto-in Grp: 8:
voice-mail
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Avaya 9641 SIP Deskphone
This is a printout of the Avaya 9641 SIP deskphone used during compliance testing

display station 7100 Page 1 of 6
STATION

Extension: 7100 Lock Messages? n BCC: O

Type: 9641SIP Security Code: 1234 TN: 1

Port: S00003 Coverage Path 1: 1 COR: 1

Name: 7100, SIPExt Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19
Message Lamp Ext: 7100

Display Language: english Button Modules: 0

Survivable COR: internal
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

display station 7100 Page 2 of 6
STATION
FEATURE OPTIONS
LWC Reception: spe

LWC Activation? y Coverage Msg Retrieval? y
Auto Answer: none
CDR Privacy? n Data Restriction? n
Idle Appearance Preference? n
Per Button Ring Control? n Bridged Idle Line Preference? n
Bridged Call Alerting? n Restrict Last Appearance? y

Active Station Ringing: single

H.320 Conversion? n Per Station CPN - Send Calling Number?
EC500 State: enabled

MWI Served User Type: sip-adjunct
Coverage After Forwarding? s

Remote Softphone Emergency Calls: as-on-local Direct IP-IP Audio Connections? y
Emergency Location Ext: 7100 Always Use? n IP Audio Hairpinning? n
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display station 7100 Page 3

STATION

Bridged Appearance Origination Restriction? n Offline Call Logging? y

IP Phone Group ID:

ENHANCED CALL FORWARDING

Forwarded Destination Active
Unconditional For Internal Calls To: n
External Calls To: n
Busy For Internal Calls To: 95120 y
External Calls To: 95120 y
No Reply For Internal Calls To: n
External Calls To: n
SAC/CF Override: n
display station 7100 Page 4 of 6
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: O
Building: Set Color:
ABBREVIATED DIALING
Listl: List2: List3:
BUTTON ASSIGNMENTS
1: call-appr 5: call-fwd Ext:
2: call-appr 6:
3: call-park 7:
4: extnd-call 8:
display station 7100 Page 6 of 6
STATION

SIP FEATURE OPTIONS

Type of 3PCC Enabled:
SIP Trunk:

Avaya
aar

Enable Reachability for Station Domain Control: s
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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