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Abstract

These Application Notes describe the configuration steps for configuring Scantalk
TeamView® Unified Operator with Avaya IP Office using the Centralized CTI Web Services
API to give Presence information to the Unified Operator. Scantalk TeamView® Unified
Operator integrates with Avaya IP Office using the TAPI interface.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for configuring Scantalk TeamView®
Unified Operator with Avaya IP Office R10.1 using the Centralized CTI Web Services API to
provide presence information to Unified Operator. The Avaya IP Office consists of a primary
server which is the Avaya IP Office Server Edition and a secondary server that being the Avaya
IP Office IP500 V2 Expansion. Scantalk TeamView® Unified Operator integrates with Avaya IP
Office using TAPI on IP Office.

Centralized CTI Web Services APl was introduced on IP Office Server Edition R10.1 and will
provide, along with other services, presence services to the third party. With previous versions of
IP Office a TAPI connection to each IP Office node was required in order to provide ‘Presence’.
With the introduction of Centralized CTI Web Services API a single third party server is now the
requirement which will provide presence for all IP Office nodes. Centralized CTI Web Services
API has also been called “OpenAPI”. Centralized CT1 Web Services uses one-X® Portal, which
is installed with IP Office Server edition by default and this must be configured along with some
security settings on IP Office, (see Section 5).

TeamView® Unified Operator as part of the TeamView® application suite is a dedicated
application for employees in the company’s reception/switchboard function, where it is used to
manage all communications. The application provides the user with a complete organizational
overview, advanced search functions, together with the current status of colleagues’ availability.
Finally, it takes care of relevant telephone functions and integrated information services so that
customers see the organization as service-oriented, efficient and professional.

The many features can be categorized within the following 3 sub-processes:

e ldentify an employee by means of comprehensive advanced search function with
phonetic search, free text search and partial search in many flavours.

e Observe the employee's availability with information such as status for fixed and mobile
phone, PC status (login/out and screensaver), physical presence (from in/out system),
calendar appointments and cause of absence.

e Serve the caller in this context, including directly or announced transfer to landline or
mobile phone, call waiting on busy station, call on hold, or transfer call to vacant
department colleague (all dept. colleagues can readily be observed when an employee is
identified, including their current phone status). Alternatively, send message to staff via
e-mail or SMS, or paste text message on employees for the information of colleagues (not
tested).

TeamView® Unified Operator is usually installed on a client PC which is part of the same
domain as the TeamView® server. The client PC will also have installed an Avaya IP Office
Telephony Application Programming Interface (TAPI) configured in ‘Third Party’ mode.
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2. General Test Approach and Test Results

This section describes the compliance testing used to verify interoperability of Scantalk
TeamView® Unified Operator (Unified Operator) with IP Office and covers the general test
approach and the test results. The general test approach was to configure the Unified Operator to
communicate with IP Office as implemented on a typical customer’s premises.

IP Office Telephony Application Programming Interface (TAPI) is used to control an Avaya
deskphone (used as the switchboard). A Hunt Group is configured on IP Office which contains
the extension of the deskphone to be used as the switchboard and a Short Code for Call Queue is
configured to allow Unified Operator display the queue information. Centralized CTI Web
Services API is used to provide presence information to Unified Operator, with one server
connecting to the IP Office Server Edition. Note that some configuration of one-X® Portal is
required on the Server Edition which is covered in Section 5.7.

Unified Operator uses Microsoft SQL or PostGreSQL Server via a direct connection or ODBC.
TeamView® AD LookUp acquires user information from Microsoft Active Directory;
TeamView® Calendar LookUp acquires calendar information from Microsoft Exchange/Notes
and puts both into the SQL Server. Unified Operator is usually installed on a client PC which is
part of a domain. The Unified Operator is configured to connect to the TeamView® Status
Server to get phone status information of all contacts in the database. Because Centralized CTI
Web Services is used there is no need for any additional TeamView® servers on this occasion.

DevConnect compliance testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect compliance
testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and TeamView® Unified Operator did not include use of any specific encryption features as
requested by Scantalk.
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2.1 Interoperability Compliance Testing

The interoperability compliance testing evaluates the ability of Unified Operator to control
Avaya endpoints on IP Office using the TAPI interface. The testing included typical functions
including:

Answer internal/external calls

Make calls using TeamView® AD LookUp
Transfers, Blind/Supervised

Transfers to External/Mobile numbers
Calls to busy numbers

Hold/Unhold

Set/Cancel Call Forwards
Serviceability/simulated LAN failures

2.2 Test Results

Tests were performed to insure full interoperability between Unified Operator and IP Office. The
tests were all functional in nature and performance testing was not included. All the test cases
passed successfully with the following observations noted.

1. When using a SIP phone as the Operator the caller is placed on hold when transferred to a

busy number as the SIP phones do not support transferring to the Short Code for Call
Queueing (camp on).

2. When using a SIP phone as the Operator and transferring (supervised) to an external
number (PSTN), this requires that the Unified Operator highlights the incoming caller on
the screen before a transfer can be made.

2.3 Support

Technical support from Scantalk can be obtained through the following:

Web: www.scantalk.com

Phone: Sales: +45 48 10 49 10 or Support: +45 48 10 49 11

E-mail: Sales@scantalk.com or Support@scantalk.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. Unified Operator was
configured to connect to either IP Office Server Edition or the IP Office IP500 V2 expansion
using Avaya IP Office TAPI configured in third party mode. Two hunt groups were configured
on the IP Office to route calls to the switchboard but more importantly to give information on the
calls being presented using the “Call Queue” short code. Both SIP and H323 phones registered to
both the Server Edition and the IP500 V2 were used as the switchboard phone. One TeamView®
server was added to the network in order to get status information on the users on both the IP
Office Server Edition and the IP500 V2 using Centralized CTI Web Services.

Note: On a typical customer site Unified Operator is installed on a client PC, which would be
added to the same domain as the TeamView® Server. The Avaya IP Office TAPI driver can be
configured in either ‘Single User’ mode or ‘Third Party’ mode must also be installed on the same
PC. On configurations with less than 200 endpoints and only one operator, it could altogether be
installed on the client PC.
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Figure 1: Scantalk TeamView® Unified Operator with Avaya IP Office Server Edition and
IP Office IP500 V2
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya IP Office Server Edition running on a Virtual Platform R10.1.0.1.0 Build 3
Avaya IP Office IP500 V2 R10.1.0.1.0 Build 3
Avaya IP Office Manager running on a Windows 7 PC R10.1.0.1.0 Build 3
Avaya 1608-1 H323 Deskphone 1608UA1_350B.bin
Avaya 9641 H323 Deskphone R6.6115
Avaya 1140e SIP Deskphone R04.04.28.00
Avaya 9508 Digital Deskphone R0.60

Scantalk TeamView® Unified Operator running on a
Windows 10 PC:

TeamView® Unified Operator 2.5.1.548
Scantalk TeamView Server running on Windows 2016 server:

TeamView Unified Solutions 2017 with postGreSQL 1.0.0.7
TeamView® AD LookUp 3.2.0.174
TeamView® Calendar LookUp (optional) 3.4.0.204
TeamView® Status Server 3.0.0.64
PostGreSQL 9.6.2
Microsoft .Net Framework 4.0 SP1
Microsoft Windows Installer 4.5
Microsoft PowerShell 1.0

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone
IP Office IP500 V2 and also when deployed with IP Office Server Edition in all configurations.
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5. Configuration of Avaya IP Office

Configuration and verification operations on the IP Office illustrated in this section were all
performed using Avaya IP Office Manager. The information provided in this section describes
the configuration of the IP Office for this solution. It is implied that a working system is already
in place. For all other provisioning information such as initial installation and configuration,
please refer to the product documentation in Section 9. The configuration operations described in
this section can be summarized as follows:

e Launch Avaya IP Office Manager

e Enable TAPI/DevLink3
Check for CTI Pro Licenses
Create Hunt Groups
Add Short Code
Save Configuration
Configure Centralized CT1 Web Services

Note: TAPI may need to be enabled under Security. This procedure should be carried out by the
IP Office Administrator. It is outlined here in Section 5.2.

5.1 Launch Avaya IP Office Manager

From the Avaya IP Office Manager PC, go to Start - Programs - IP Office > Manager to
launch the Manager application (not shown). Tick the required server to log in to, this will be the
IP Office IP500 V2, then log in using the appropriate credentials to receive the configuration.

[{FT Avaya IP Office Manager - S
File Edit View Tools Help

234 DEER - 2

£ Select IP Office =

----- R BQ || Name 1P Address  Type Version Edition

¥ Server Edition 9.1

[ POSLPG)Server 10104025 PO-Linux-PC 9100 build 115  Server (Primary)
Server Edition Expansion 9.1

IPOSLIPG)V2Exp 10104020 IP 500 V2 9.1.0.0 build 437 Server (Expansion]|

Configuration Service User Login

IP Office: IPO91 (PG)V2Exp (Expansion Systemn - IP 500 V2)

Service User Name Administrator

Service User Passwort d eessssses

| ok |[ cancel |[ Hep

TCP Discovery Progress

Unit/Broadcast Address
255.255.255.255 - Refresh oK | [ cancel

Configurstion Ttem Type Record Description
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5.2 Enable TAPI/DevLink3
Once logged in, click on Advanced = Security Settings.

File | Edit View Tools Help

Open Configuration...  Ctrl+ 0
Close Configuration
H Save Configuration Ctrl+5
Save Configuration As...
Change Working Directory...

Preferences...

Offline

"] Avaya IP Office Manager for Server Edition IPO91(PG)Server [10.0.0.2.0 build 10]

- -2 EIEEA v o

Server Edition

Server Edition Primary

Advanced

Backup/Restore
Import/Export

> v | v |

Exit

Erase Configuration (Default)
Reboot...

Systemn Shutdown...

Audit Trail...

IP Address: 10.10.40.25
Sub-Met Mask: 255.255.255.0
System Locale: Ireland (UK Eng
Device ID: NOME

MNumber of Extensions on Syste

Security Settings...

Erase Security Settings (Default)

Embedded File Management...

Format IP Office 5D Card 3
Recreate IP Office 5D Card 3
Memory Card Command 3

Launch Voicerail Pro Client
Systemn Status

Initial Configuration
Generate WebLM ID

Click on System in the left window and in the main window ensure that TAPI/DevLink3 is
ticked as shown below. Click on Save (not shown) at the top of the screen once this is done.

Note: The System Password can be set here if required, as this password will be required in
order to configure the TAPI driver throughout Section 6.

" Avaya IP Office Manager for Server Edition - Security Administration - IPO91(PG)Server [10.0.0.2.0 build 10] [Administrator]

File Edit View Help

Security Settings

4 Rights Groups (13)
@y Servios Users ()

System (1)
Switch Name I Address

System: IPO91(PG)Server
System Details | Unsecured Interfaces | Certicates

IPOS1{FG)Se... 10.10.40.25 System Password

Voicemail Password

Monitor Password

Application Cortrols

TFTP Server [#].3% Program Code [
TFTP Directory Read B Dew Link
TFTP Voicemail a3

Application Support

=T}
Come )0
77 Use Service User Credentials

TAPI/DevLink3 b

[].1, FTTF Dioctoy Fead 7).1y

HTTP Directory Wrte (V] 1

Application
Legacy Voicemail ~
Voicemail Lite
Upgrade wizard
TAPI
one-X Portal Clisnt
IP Office Directory Services
DevLink
IP DECT
Metwork Viewer

AN RNENENESENE RS

Active Limitations
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5.3 Check for CTI Pro Licenses

Click on License in the left window and ensure that the License tab is selected in the main
window. All the licenses should be displayed as shown below.

ﬂ Authorization Code (1)

Configuration ‘ License o e
& BOOTP () License Type Status License IREmotE —
< Operator (3)
-4 Solution License Meds License Normal
fu g:’ﬁg) Licensed Version 9.1
8K Short Code(11) Serial Mumber (ADI) 1327297258
= Directory(0)
17 Time Profile(0) PLDS HostID 111327297258
".8m Account Code(6
5 u::;;m:(s)e( ! PLDS File Status Not Present / Invalid
L Location(0)
15 1POS1(PG)Server
=5 IPOSL(PG)V2Exp ; =
% System (1) Feature License Key Instances Status Expiry Date Add...
19 Line (12) Avaya IP endpoints U4ulg¥vmds22dorkDubByqrS3LFXPFS 255 Valid Never .
= Control Unit (4) Essential Edition Additional Voice...  HINIPhLwj04b3C5QwxldVphdcOeve 255 Obsolete Never remove
4 Edension (39) Telewerker nXD6yErts_cUDhlwUewl 2kesk_OVfle 255 Obsolete Never
% e (2?3) Mobile Worker 1AHz1 WB_ASROZTFCCle@HMdMwL2NRZW 255 Obsolete Mever
rou|
X Shmpcme @n Power User IvBhsPheAdicSTnW5Mud_g8r03sEDuuc 255 Valid Never
@ Service (0) Advanced Edition DXBhsydcXUiNSz45BuerbtZOMGZzOWRY 255 Obsolete Mever
ol RAS (1) Office Worker IXHDIAAVFxFI2ulgeb114 OVIZ0KMs: 255 Walid Mever
@ Incoming Call Route (3) Essential Edition AX@wchBCvd3Nb@axHiuG_AbdpwhSluME 255 Obsolete Never
5(3;’ \_;VAN P"“:_‘(O)(OJ Office Worker Upgrade 4y@MIBVIdsNGL2OV Yl gk Op6ZpKi@9 255 Valid Never
@ E  Brofile W VMPro TTS Professional hha@cvhevGheTFUQIGHBRYWWDUIWTQ 255 Obsolete Never
B P Route ) + Preferred Edition (YM Pro) GhKYSAQCXiiCIT3ufCxixakVSaZoVROR 55 Qbsolete Dlever
Account Code (6) CTlLink Pro OXOSShAUdKdWMPCrsHVFIE39FDMIQ 255 Valid Never E
[ Licerse 33)] 0 Series Phones TS TTSRUT ZrD Wi Terz % Obealete Mever
A Tunnel ([ Avaya SIP Softphane Virtual Avaya Legacy Softphone 254 Valid Mever
§5 UserRights (8) . . .
¢ ARS (1) Avaya IP endpoints Virtual Avaya IP Endpoints Lecal 12 Valid Never P
BB Location (0) Server Edition for Russia R9.1 Virtual Server Edition for Russia R9.1 1 Walid Never —

Help

A closer look at this CTI Link Pro license shows that there are 255 CTI Link Pro Licenses
available and so in theory 255 simultaneous call recordings could be achieved.

Feature License Key Instances Status Expiry Date “
Avaya IP endpoints Udul8VwmXds22dorkDubByqrs3LFEXPFS 255 Walid Mever
Essential Edition Additional Veice.,  HLNIPhLwj04b3 C5CoanddVphdcOeVe 255 Obsolete Mever
Teleworker nADESyBris_cUDhlwUewl2kesk_OVfle 255 Obsolete Mewver
Mobile Worlker AHZAAWE _AShOZTFCCle@HE dMwLZMRZW 255 Obsolete MNever
Power User IWBhsPheAdic5TnW5Mud_gBr3sEDuuc 255 Walid Mewver
Advanced Edition DXBhsy@cXUiM5z45BuertZ9MGZz0WhS 255 Obsolete Mever
Office Worker LXHDS A wFxFl2u)qobl14 OV390KMsx 255 Walid Mever
Essential Edition AX@wchBCvd3Nb@axHiuG_Abdpwb9uME 255 Obsolete Mever
Office Worker Upgrade 4y@MI@vItdsNgL29Y Yl gk_9pbZpkf@a 255 Valid Mewver
YWMPro TTS Professional hha3cvhovGbei? FuQIc3HERVYwbhulWT Q 255 Chbsolete Mewver
Fa+ Preferred Edition (VI Proi GhYSAgcXiCIF 3uf Gt S a7y ROE 205 Obsolete Meyer
CTILink Pro OX0c55heaUdijdWIMP CxsHvFrE3SFDMr() 255 Valid Mewver E
1000 Seres Phones dTBoV ShMvUELnD ow\WuoweRrNw_leFz 255 Ubsolete Mewver
Avaya SIP Softphone Virtual Avaya Legacy Softphone 254 Valid Mever
Avaya IP endpoints Wirtual Avaya IP Endpoints Local 12 Yalid Mever
Server Edition for Russia R9.1 Virtual Server Edition for Russia R9.1 1 Valid Mever L
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5.4 Create Hunt Groups on Avaya IP Office

A hunt group is created with a single user added so that calls can be queued to the single user.
Because compliance testing included both the Server Edition and the IP500 V2, two hunt groups
were created each containing a single user that was to be associated with the Unified Operator as
the “Switchboard phone set”.

5.4.1 Create a Hunt Group on the IP Office Server Edition

Expand the IP Office Server Edition system and right click on Group and select New as shown
below.

Configuration Group

- K BOOTP () Syste..  Mame Extension
- i Operator (3) a8 HGServerE... 5199
=457 Solution

----- § User(zs)

..... ﬂ Group (2)

----- 8% Short Code(12)
----- s Directony(0)

----- 7 Time Profile(0)
----- Bl Account Code(®)
-3 User Rights(8)

----- i3 Location(0)
[=-5=p IPOSL(PG)5erver
----- %= System (1)

----- T Line (2]

..... a User (6) 'j Mew Ctrl+M
""" ﬂmi Cut Ctrl+X

..... @ service 5z Copy Ctrl+C
----- @ Incormin Paste Ctrl+V
""" = _[r’_”E‘tp'“ % Delete Ctrl+ Del
----- Cot Time Pr .

..... H P Route Yalidate

""" &m Accoun Mew frorm Template (Binary)

----- % License
----- ﬁ; User Rig
""" ‘K ARS (1) Show In Groups
----- B Locatior g
""" %% Authoriz Customize Celumns...

o = o e T o I N Y

Export as Template (Binary)
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Within the Group tab enter the following information:

Name

Extension

¢ Ring Mode

Scroll down the page.

Enter an informative name (i.e., HGServerEdition).
Enter the extension which will
Operator. (i.e., 5199).

Select Sequential from the dropdown box.

Click on the Edit button (not shown).

be dialed to reach the switchboard

m

Group 7 Collective Group HGServerEdition: 5199* == IR AR
Srstea iblame Extercion Group IQueuing | Ovarflowl Fallback | Voicemail |Vowce Recording | Announcements | SIP ‘
& HGServert.. 3199 Mame HGServerEdition Profile [Standard Hunt Group
Extension 5199 || Ex Directory
Ring Mode |§Sequent|a\ V] Mo Answer Time (secs) |6
Hold Music Source [NoChange ']
Ring Tene Override MNone -
ﬁg::i;?ﬁatus on No-Answer [None v]
Central System IPOAL{PG)Server Advertize Group
User List
Extension MName System

»

QK

| [ Caneet ||

Help ]

The following window appears allowing the addition of any IP Office extension into the group,
for compliance testing extension 5101 was added. Click on OK to continue.

Sequential | Hunt Group | 5199 HGServerEdition - Select Members
Fitters
Extn Name Extn Number PEX Name PBX Address
- 1] o o} o}
Available Users ( 28/28 ) Members {171}

Name Exin PBX Name FBX Address = Order _Enabled _Name Extn PEX Mame PEX Address
3535250 3536250 | IPOSTPGIV2Ep | 10.10.40.20 1 5101 5101 IPO91(PG)Server
5100 5100 IPOS1{PG)Server | 10.10.40.25
511 51 IPOS1{PG)Server | 10.10.40.25
5102 5102 IPOS1{PG)Server | 10.10.40.25
5150 5150 IPOS1{PG)Server | 10.10.40.25
5151 5151 IPOS1{PG)Server | 10.10.40.25
5201 5201 IPOS1{PGV2Eqp |10.10.40.20
5202 5202 IPOS1{PGV2Eqp |10.10.40.20 3
5220 5220 IPOS1{PGV2Eqp | 10.10.40.20
5221 5221 IPOS1PGVZEQ |10.10.40.20
5222 5222 IPOS1PGVZEQ |10.10.40.20
5250 5250 IPOS1PGVZEQ |10.10.40.20
5251 5251 IPOS1PGIVZEe | 10.10.40.20
5252 5252 IPOS1PGIVZEe | 10.10.40.20
5255550 5255550 | IPOST(FGIV2Exp |10.10.40.20 L4
5280 5280 IPOS1PGV2Ep | 10.10.40.20
5281 5281 IPOS1PGIV2Eqp | 10.10.40.20
5282 5282 IPOS1{PGV2Eqp |10.10.40.20
5283 5283 IPOS1{PGV2Eqp |10.10.40.20
5284 5284 IPOS1{PGV2Eqp |10.10.40.20
5285 5285 IPOS1{PGVZEqp | 10.10.40.20 v

I QK I Cancel Help
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Click on OK again to save the new hunt group.

7

Collective Group HG ServerEdition: 5199* g - X v <

Group | Queuing | Overflow | Fallback | Voicemail | Voice Recording | Announcements | sIp |
Agent's Status on No-Answer [None -]
Applies To
Central System IPOS1(PG)Server Advertize Group

User List

Extension Name System

5101 5101 IPO9L(PG)Server

4 n

Remove

r

m

oK

|| Conce ||

Help

5.4.2 Create a Hunt Group on the Avaya IP Office IP500 V2 Expansion

The same procedure is used to create a hunt group on the IP Office IP500 V2. Expand the IP
Office IP500 V2 system and right click on Group as shown below. Select New.

=% IPOY1(PG)V2Exp

..... =y S.},rster‘rl |:1:]
----- T4 Line (12)
----- “=r Control Unit (4]
----- A Extensiofs

- M Ctri+M
----- § User (25]1| ] New _
..... - 1 Group (1 VRO Ctrl+X
""" % Short Co n . Chrl+C
----- € Service (¢ 4 Copy ™
..... olg RAS () |4 Paste Ctrl+V
----- @ Incomin 7 Delete Ctrl+Del
----- £ WAN Po _
----- () Timeprd ¥ Validate
----- & Firewall | Mew from Template (Binary)
----- K@ 1P Route ;
_____ 88 Account Export as Template (Binary]
""" e License ( Show In Groups
----- % Tunnel (|
..... §5 UserRigh Custemize Columns..,
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Within the Group tab enter the following information:
e Name Enter and informative name (i.e., HG500V2).
e Extension  Enter the extension which will be dialed to reach the switchboard
Operator. (i.e., 5299).
e Ring Mode Select Sequential from the dropdown box.

Scroll down the page. Click on the Edit button (not shown).

= Sequential Group HG500V2: 5299 e - [ X v < |
Group | Queuing | Overflow | Fallback | Voicernail | Voice Recording | Announcements | SIP |
Mame HG300V2 Profile [Standard Hunt Group - =
Extension 5299 [T] Ex Directory
Ring Mode [Sequential VI Mo Answer Time (secs) | System Default (11) o
Hold Music Source [No Change VI
Ring Tene Override None -
ﬁg:ﬂé:?ﬁatus on No-Answer [Nor‘le v]
Advertize Group
User List
Extension Name

5250 5250

m

4

Help

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 41
SPOC 5/9/2018 ©2018 Avaya Inc. All Rights Reserved. TVOP_IPO10WS



On this occasion extension 5250 is associated with hunt group 5299.

Seguential | Hunt Group | 5299 HG500V2 - Select Members
Filters
BExtn Name BExtn Mumber ‘
Awailable Users { 28/28) Members ( 1/1)

MName Extn = ( Order Enabled Mame Extn
3535250 3535250 1 | 5250 250 |
5100 5100
501 511
502 5102
5150 5150
5151 5151
5201 h2m
5202 5202 =l — -~
52X 5220
5791 5731 Add After
5222 5222 [m
525{' 525] Rammnyus
5251 5251 e
5252 5252
5255550 5255550 (L
5280 5280
231 5281
h2a2 h282
5283 5283
5284 5284
5285 5285 - v

| oK || Cancel |[ Hek
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With this hunt group created click on OK to submit these changes.

Agent's Status on No-Answer

Applies To INone vl

User List

Advertize Group

Group 2 Sequential Group HG500V2: 5299° ef - X[ ]|
fystemiitlams frtension Group | Queuing | Overflow | Fallback | Voicemail | Voice Recording | Announcements | SIP |
Evl HGS00VZ 5299 - g

MName
5250

Extension

5250

m

Remove |4

3

| e

| o ] |

Help

5.5 Add Short Code for Call Queue

A short code needs to be created in order for Unified Operator to use the “Call Queue” function
in order to show the waiting time while queueing on the switchboard. In the Manager window,

go to the Configuration Tree, right-click Short Code and select New.

Configuration Short Code =
- R BOOTP (6) L. Code Tele || Short Code
17 Operator (3) Px < 09
=47 Solution B < *o8 Code
""" § User28) ] New Ctrl+N
----- % Group(2) J
----- Lo Short Code(12) IETRNCH ChrleX ure
----- a5 Directory(0) g
_____ £ Time Profile(0) Copy Ctrl+C ohone Mumber
-l Account Code Paste Ctrl+V g o
----- § User Rights(g) | - reup
i g 75 Delete Ctrl+ Del
""" & Location(0) ) =
-5 [POJL(PG)Senyy v Validate
H- e Account Code
[H-%=p IPOIL(PG)V2Ex T
e Authorization Code
Custemize Celumns,..
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Enter the following:

e Code

Feature
Telephone Number Enter N
Line Group ID Enter 0

Click OK button.

Enter *33*N#

Select Call Queue from the dropdown box

Note: The Code *33*N# is used as the Camp on short code in Section 6.2.2 (system tab).

Short Code = *33°N#: Call Queue™ af -8 X[ v <
L. Code Teley || Short Code
< 93 s
o% < 08 Code EERN
X< 62 * This Short Code is common to all systems,
e 60 " Feature [CaHQueue
< *59tNE M N
P N Telephone Mumber
%< 56 "#pri|| Line Group ID 0
< 3N N
%< TITNE N Locale [
o< 33N N Force Account Code [
LBy Force Authorization Code [T
| i
. = - [ OK ]l Cancel H Help
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5.6 Save Configuration

Click on the Save icon at the top left of the screen and this will save the configurations to both
the IP Office Server Edition and the IP Office IP500 V2. Click on OK at the bottom of the
screen to complete this.

Avaya IP Office Manager for Server Edition IPO91(PG)V2Exp [8.1.500.145] I=E

File Edit View Tools Help

| a@EA v s E

IPO9L(PG)V2Exp - Group - 5299 HG500V2 -

T

Configuration | Group E

*‘ BOOTP (6) Syste.. | Name Extension Group ‘ Queuing | Overflow | Fallback | Voicemail | Voice Recording | Announcemantsl SIP |
-1 Operator (3) a6 HG500v2 5299
(=157 Solution Ring Tone Override None >
i ) (%" Send Muttple Configurati [ EE)
ﬂ Group (2) ' Send Multiple Configurations | - e S— _— -
@R Short Code(L2)
Directo Select Change . Incomin Outgoin Error
) Time P,’;’Eﬂlm el Mode RebootTime  (reid Call Baring Status
& Account Code(6) » IPOSLPG)Server [Merge [+]azspm | ] [ [ ENE
g E:f;?fnh(;m POSLPGV2Exp | Merge [~|azsrm | & | & | v [o=
% IPOIL(PG)Server
£ 1POIL(PG)V2Exp
% System (1)
1% Line (12)
= Control Unit (4)
~dfp Extension (39)
@ User (25)
8§ Group (1)
- B Short Code (29)
B Service (0)
oy RAS (1)
- Incoming Call Route]
WAN Port (0)
ime Profile (0) [

Sequential Group HG500V2: 5299 el - x| v <

Progress

@ Firewall Profile (1)
- [ill IP Route (2) ;

-~ Account Code (6) L — ™
% License (33) T i elp
Tunnel (0)

3 User Rigts Error List :

g ARS (1)
i Location () Configuration Ttem Type Record Description

-3 Authorization Code (1)
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5.7 Configure Centralized CTIl Web Services

This section goes through the steps required in order to setup Centralized CTI Web Services on
IP Office in order to provide Presence information to Unified Operator via the TeamView®

Server.

5.7.1 Configure CTlI Web Services on IP Office

To get access to CTI Web Services from the TeamView® server an application user must be
created for this purpose. This user must not have the same name as an ordinary One-X® Portal
user, so create a unique user group and user as shown in the following steps.

Open Security Settings in the IP Office Manager as shown.

[ =5

r Avaya IP Office Manager for Server Edition IPOSEPG [10.1.0.1.0 build 3]
File | Edit VWiew Tools Help

Open Configuration...  Ctrl+0 - ~ [

i Close Configuration

N Save Configuration Ctrl+5

[ , :

! Save Configuration As... srver Edition F'rlmary

B Change Working Directory...
Preferences... Hardware Installed

_ Control Unit: IPO-Linux-PC
R d Secondary Server: NONE
Advanced * Erase Configuration (Default)
Backup/Restore b Reboot...
Import/Export ’ Systern Shutdown...
Exit Audit Trail...
-5 System (1) Security Settings...
T4 Line (3) : .
-2 Control Unit (11) Erase Security Settings (Default)
gf E::S;Jn (1) Emnbedded File Management...
- Group (3) = Format IP Office S0 Card 3
E""g short Code (56) Recreate IP Office 50 Card 3
----- Service (0]
&3 Incoming Call Route (2) Lo IR BT W L ;
PG; Reviewed: Solution & Interoperability Test Lab Application Notes
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Create a new Rights Group and give that group rights to external interface one-X CTI API.
Right-click on Rights Groups and select New, as shown below.

File Edit View Help

Security Settings

E Avaya IP Office Manager for Server Edition - Security Administration - IPOSEPG [10.1.0.1.0 build 3] [Adrministrator]

@ Services (7)

Rights Group: Administrator Group

Group Details |Conﬁguvaticr1 I Security Administration | Telephony APIs

Name Administrator Group

o8 TP

-y Service Users (3) | & New |
¥ Delete
+  Validate
Rename

Show in Groups

Customise Columns

Give the new group a suitable Group Name.

Mew Rights Group Details

Group Mame CTIWebServicesGp

ok || Canced |

Click on the External tab and tick the one-X CTI API box as shown below.

- Rights Groups (17)

----- {88 Administrator Group
----- {08 System Status Group
----- g8 TCPA Group

----- {88 IPDECT Group

----- 188 Security Admin

----- {88 Backup Admin

----- m Upgrade Admin

----- m System Admin

----- m Mairt Admin

----- m Business Partner

----- m Customer Admin

----- m Maintainer

----- m Management AP Group
----- m SMGR Admin

----- m Open AP Group

----- m OpenAPIGp

----- {08 CTIWebServicesGp

Security Settings Rights Group: CTIWebServicesGp
= £ Securty | Group Details I Corfiguration I Security Administration I Telephony API's I System Status I HTTP I Web Services | Bxtemal I
----- @ General
[ System (1) IP Office Service Rights
B3 Services (7) [T Veicemail Pro Basic

[ Vaicemail Pro Standard

[ Voicemail Pro Administrator

[ one-X Portal Administrator

[ one-¥ Portal Super User

[] Web Control Administrator

[] Web Control Security

[7] WebRTC Gateway Administrator
[ AM Server Administrator

[7] Management APl Read

[] Management AP Write

[ Media Manager Administrator
[ Media Manager Standard
Reparter Administrator

one-¥ CTI AP

PG; Reviewed:
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Right-click on Service Users and select New, as shown, this will create a new user that can be

used by the TeamView® server as per Section 6.1

Mew

. h Administrator

Delete
Validate

----- §r EnhTcpaSed ¥
----- &, IPDECTSeny
----- &3 BranchAdmin
----- &, BusinessPar
----- &, Maintainer
----- 1 OpenAPIUse

Rename

Show in Groups

Customise Columns

Enter a suitable name and password for the user as shown and click on OK.

.

-

Mew Service User Details

Mew User Mame ScantalkWs

Mew User Password (LTI TT L]

Re-enter Mew User Password  *®***®**"
Ok l ’ Cancel ]

Ensure that the user is part of the group that was configured previously and that No Account
Expiry is ticked as shown. Click on OK at the bottom of the screen (not shown below).

Service User: ScantalkW$s

Service User Details

Name ScantalkWs

Passwaord

Account Status [ Enabled - ]

[

Change ][ Clear Cache

[ <None

7

Mo Account Expiry

Al February 2018 L4

Mon Tue Wed Thu Fri 5at Sun
Account Bxpiry 29 30 31 1 2 3 4
5 G 7 & 9 10 11
12 13 15 16 17 18
18 20 21 22 23 24 25
25 27 28 1 2 E 4
5 [ 7 & 9 10 11
[ Today: 14/02/2018

Rights Group Membership

] Maint Admin

[] Business Partner

[] Customer Admin

[] Mairtainer

[] Management AP1 Group
[] SMGR Admin

] Open APl Group

[] OpenAPIGp

CTIWebServicesGp =

PG; Reviewed:
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Click on the Save icon at the top of the screen, as shown.

File Edit View Help

X1 NI

7 vy Office Manager orSevr Edtion SecuityAdmiartion - POSEPG 0T 010 buld ) e |
| SecurtySetings  SeviceUser: Scamtalws |

B £ Securty Service User Details
General
System (1) Name Scartalk\Ws
Services (7)
Rights Groups {17) Password [ Change ] ’ Clear Cache
Eb Service Users (10) Account Status [Endied v]
----- b Administrator
----- &+ EnhTepaServics [m;, v]
----- & PDECTService
_____ b BranchAdmin No Account Bxpiry
----- b BusinessFartner
_____ b Maintiner 1 February 2018 4
----- b OpenAPIUserPG Mon Tue Wed Thu Fri  Sat Sun
""" §5 OpenAP| AccountBepiy || 29 30 31 1 2 3 4
..... & ServicelUser 5 6 7 g g 10 1
..... § Scartalows 12 13 15 16 17 18
19 20 21 22 23 24 35
26 27 28 1 2 3 4
5 6 7 g g 10 1
[ Today: 14/02/2018
Rights Group Membership
Maint Admin o~
Business Partner
Customer Admin
Mairtainer
Management APl Group
SMGR Admin
Open AP| Group
OpenAPIGp
CTIWebServicesGp -
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5.7.2 Configure one-X® Portal

As for now, the interface is not using SSL and you must allow the service to accept HTTP on
port 8080. This is done in the One-X Portal Administrator under security.

Open a web browser to the IP Office Server Edition specifically
https://<Server 1P>:9443/onexportal-admin.html. Enter the appropriate credentials and click
on Login.

el“\-:>}|A https://10.10.40.25:9443/ onexportal-admin.html O ~ 3 Certificate error C ” A\ one-¥ Portal Administrator | ‘

User Login AFA Login

Version: 10.1.0.1.0

Administrator |Adminisirator

|..al..al.l a\l

Language English~

@ 2017 Avaya Inc. All Rights Reserved. View EULA

Click on Security in the left window and on HTTP/HTTPS Protocol and ensure that that
Unsecure and Secure (HTTP and HTTPS) button is selected and click on Save.

r, e
|\=>,.||A hitps://10.10.40 25:9443 /onexportal-admin.html#AdminSecurityProtoct O + @ Cerfificate error & ” A\ one-X Portal Administrator | ‘

AVAYA

- H Welcome
=23 Portal for IP Office
Health W HTTR/HTTPS Protocol
Configuration Select HTTP/HTTPS Protocol
Security ) secure Connection (HTTPS) Only
HTTP/HTTPS Protocol (®) Unsecurs and Secure (HTTP and HTTPS)
TLS Settings —
ESNA Authentication | Save |
Note:
= HTTFP is insecurs and prone to eavesdropping attacks.
+ Changes to Secure Connection settings require one-X Portal server restart. The one-X Portal will NOT function till the service is restarted
P TLS Settings
P ESNA Authentication
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Once Save is pressed above the following message is displayed, click on Yes.

Confirm

The one-X Porial will NOT function fill the service iz
restarted. Are you sure to change the protocal?

Yes || Mo

Once Yes is pressed above the following message is displayed, click on Yes again. The One-X®
Portal will now restart and will log out the user automatically and will be offline for 2-3 mins.
Confirm
Your change has been saved successfully. ons-X

Partal service needs to be restarted. Do you want to
restart one-X Portal service?

Yes | No

This concludes the setup on IP Office for both the TAPI and CTI Web Services connections.
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6. Configure Scantalk TeamView® Unified Operator

This section describes the steps preformed to configure the Unified Operator. It is implied that
the Unified Operator software is already installed. It is also implied that the TeamView® AD
LookUp application and prerequisite software is installed and configured. For all other
provisioning information such as initial installation and configuration, please refer to the product
documentation in Section 9. These configurations can be summarised as follows:

Note: In order to provide Presence Services to the Unified Operator, one TeamView® server
was installed connecting to the IP Office Server Edition using CTI Web Services. Unified
Operator was installed on a Windows 10 client PC connected separately to both the IP Office
Server Edition and the IP Office IP500 V2 also using third party TAPI.

6.1 Configure TeamView® Server for CTI Web Services

These are the steps required to configure the TeamView® Status server in order to use the
OpenAPI function. Open up a windows command prompt as Administrator. Use the command
cd C:\Program Files (x86)\Scantalk ApS\TeamView — StatusServer and hit enter.

Note: Centralized CT1 Web Services API has also been called “OpenAPI”.

| Administrator; Command Prompt

icrosoft Windows [Version 6.3.768H1]
Cc» 2013 Microsoft Corporation. All rights reserved.

tszerssAdninistratored CisProgram Files (xB63“Scantalk ApSsTeamUiew — Status$
BPVEP
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Type in TVSTATSRYV —openapi 1 xx.xx.xx.xx OpenApi password where “xx.xx.xx” is the IP
for the PBX and “password” is the password for the PBX and hit enter.

N Administrator; Command Prompt

icrosoft Windows [Uersion 6.3_-260@1
Cc?) 28013 HMicrosoft Corporation. All rights reserved.

sUzerssAdninistrator>cd C:sProgram Files <(xBb>“8Scantalk ApSsTeamUiew — Statuss
EPVEL

“Program Files {(xB6>-Scantalk ApS~Teamliew — StatusServer>TUSTATSRU —openapi 1
18.2.8.258 OpenfApi TeamUiewl?

Type in TVSTATSRYV -console and hit enter to run console.

N Administrator: Command Prompt

icrosoft Windows [Uerszion 6.3.7608]
tc» 2013 Microsoft Corporation. All rights reserved.

sUserssAdministratoricd C:isProgram Files <(xB6>“Scantalk ApSsTeamliew — Statuss
EFUEE

»Program Files {(x86>-Scantalk ApSsTeamUiew — StatusServer>TUSTATSRU —openapi 1
18.2.8.258 Openfipi TeamUiewl?

wProgram Files (x86>~Scantalk ApSsTeamUiew — StatusServer>TUSTATSRU —console_

PG; Reviewed:
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Here we can see that the openAPI has a connection with IP Office.

==

SProgram Files (xB6)“Scantalk ApSsTeamliew — StatusServer>TUSTATSRU —console
A7-24-17 B8:11:58 = (B) Teamliew — Status Server — For Innovaphone IPEZXY — AUAYA
IF Office — Alcatel OmniPCX Office = CODE = <@>
A7-24-17 B8:11:58 : (B ServerThreadOpenAPl - Started : CODE = (8>
Session: 4ch5h7e?—490a—45hc-20852-d824325ch522
ps: wsiA218.2 B.258:88808/invamnasopenapivebsocket /4ch567e?-490a—45hc— 9052 -dB24325

GET ~inyama-openapiwvebsocket 4ch567e?—498a—45bc—2052—d824325ch522 HITP~

B Administrator: Command Prompt - TVSTATSRV -console

-1
lientSeszszionID: 4chbS67e?—498a—45bhc—2052-d824325ch522
onnection: Upgrade

pgrade: wehzocket

ragma: Mo—cache

ache—Control: Ho—cache
Bec—WebhSocket—Key: AQIDBAUGBuwgJCgsMDQ4PEC==
Cec—lWebSocket—-VUersion: 13
Berver: Scantalk-TeamUiew-1S5-1.1
ontent—Type: textsxml:charset=UTF-8

ost: 1A.2_A_250:8088

h7/24/1? AB:11:52 - <182> ServerThreadOpenAPI — 0K : CODE

The confirmation above proves the connection to use the Centralized CT1 Web Services API also
called “OpenAPI” has been setup correctly.
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6.2 Configure TeamView® Unified Operator

The configuration of the Unified Operator involves the configuration of the TAPI driver as well
as some configuration of the Unified Operator application.

6.2.1 Configure the TAPI driver

Click on the Windows icon at the bottom left of the screen and type phone and the following
should appear showing the various phone settings. Click on Phone and Modem, highlighted
below.

TAPI_1_0.0...

Best match

.

Phone
Windows app

Apps
[E Phone Companion

Settings

| = Phone and Modem

&% Search my stuff

phone
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The TAPI driver must also be installed on the client PC. TAPI can be configured in Single User
mode or Third Party mode and for compliance testing, Third Party mode was selected. Select the
Advanced tab and click on Configure.

% Phone and Modem >

Dialing Fules Modems Advanced
_""r’; The fallowing telephary providers are installed on this computer:

Providers:

Avaya IP Office TAPI2 Service Provider
Microsoft HID Phone TSP

TAPI Kemel-Mode Service Provider
Unimodem 5 Service Provider
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Once the Avaya TAPI2 configuration window opens, enter the following:

e Switch IP address Enter the IP address of the IP Office.

e Third Party

e Switch Password

e ACD Queues

PG; Reviewed:
SPOC 5/9/2018

Click on the Third Party radio button.

Section 5.2).
Ensure that ACD Queues is ticked.

Avvaya TAPIZ configuration >

Switch P Address |10.10.40.20
" Single User

Izer Mame
Izer Pagzwaord

* Third Party

-
[ it Users
[v ACD Queues

Advanced settings

Fing Timeout (5 to 420 seconds) |5
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6.2.2 Configure the Unified Operator application

Open the Unified Operator application using the icon from the desktop which appears after
installation. Once the Unified Operator window opens click on the Configuration icon at the top
left of the screen which will open the Configuration window as shown below.

t _ =
O3 m ==0
' Number Name: Descript
2 88 @00:00
HG SE
' 0 o 0.00 14:00 16:00
- - P A T A i A A
HG IP500 V2 5299
HG IP500 V2 P500 V2 Ll \ |
HG SE 5199
L
SE B c ion - Version 2.5.1,548 X l
IP500V2 Digit:
IP500 V2 Seftings Calls  Search Groups System EMal ShotCodes Absence |
IP500V2 H323  jne == 7]
1P500 V2 |
Prefx [ ]
POOVESIPH i ] comome [

1P500 V2

SQL Server  [10.10.40.122

SE H323 160:

SE SaL Port 5432

SE H323 161  StatusSv [1010.40125

SE

SE SIP Phone|
SE

SIP PSTN

[ Show Login Soreen

[l je}wjelele]e e e

Department

Name

Once the Configuration window opens enter the following in the Settings tab:
Select the IP Office phone which is going to act as the switchboard from

e Line

e Prefix

the dropdown box.

Enter the Prefix to dial to get an outside line (this was left blank for

compliance testing.

e SQL Server Enter the Server name hosting the SQL Express or PostGreSQL.
Enter the IP address of the TeamView® Status Server.

e Status Srv.

PG; Reviewed:
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Line |{None} V|
i e A
SQL Server  |10.10.40.122 | Check DB
SQL Port 5432
Status Sv.  |10.10.40.125

[] Show Login Screen Get Logs

Cancel
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When third party mode is selected a number of lines may be visible to the user as is shown
below, chose the line to be used by the Unified Operator.

E} Configuration - Version 2.5.1.548 et

Settings Calls  Search Groups System  E-Mail  ShortCodes  Absence

Line {None) w

h202
L
SQL Server h222
5250
SaGL Port 5251
h2h2
Status Srv. RIG0
B261
5270
5280
5281
h282
5283
h284
h285
h286
5287 T
h288
5285
5295
h2596
5255

Line 5250 was chosen for compliance testing as shown below.

[} Configuration - Version 2.5.1.548 X

Settings Calls  Search Groups System E-Mal ShoiCodes  Absence

Line 5250 il

SQLServer  [10.10.40.122 | | Check DB
Status Srv. |10.10.40.125
[] Show Login Screen Get Logs
Cancel
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Click on the Calls tab and enter the following.

In the on new call frame,
e Select the Wait radio button
e Check the Clear search check box
e Check the Support Click2Call check box

In the on hangup frame,
e Check the Clear search check box
e Check the Protected disconnect check box

In the on transfer frame,
e Check the Transfer with F12 check box

e Directly to unknown was checked to allow Blind transfers to the PSTN

PG; Reviewed:
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Settings  Calls Search  Groups

on new call

® Wait

O Popup

) Ontop

[] Auto answer
Clear search

[] Play Sound

] Direct call search

Support Click2Call

Systern  E-Mail ShortCodes  Absence

on hangup
[] Minimize on no cal

Clear search

Frotected disconnect
] Use followup

on transfer

Directly to unknown

[] Switch F4 and CTRL-F4

Transfer with F12

PoplUp |

Show Queue while in Poplp

Cancel

Pt
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Click on the Search tab and enter the following as shown below. These are the settings that were
put in place by the Scantalk engineer.

[} Configuration - Version 2.5.1.548 *
Settinge Calle  Search  Groups  System E-Mail  ShotCodes  Absence
Search
[] Search Numbers Left -» Right Name ® O
Min. length Extension ONS)]
Initials
[] Show picture C®0O
Title SRONS
Department SEONS!
Skills O® 0O
Location SESNC)
Cancel

Click on the Groups tab and enter the following:
e Select the appropriate hunt groups from the dropdown box. (These are the groups
configured by Scantalk to monitor the hunt groups configured in Section 5.4)
e Enter the HuntGroup numbers that were setup in Section 5.4

[} Configuration - Version 2.5.1.548 pod

Sefings Calls  Search Groups  System E-Mail  ShotCodes  Absence

Show Groups
HG SE w | | {Not Used) e
HG IP500 V2 « | | {Not Used) “
(Mot Used) | | (Mot Used) e
(Mot Used) | | (Mot Used) W

HurtGroup |5199.5299

Cancel
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Click on the System tab and enter the following.

e Campon
Section 5.5)
e Check the search at bottom check box

Click the OK button to save the configuration.

Enter *33*N# (this is the Short code for Call Queue as configured in

[} Configuration - Version 2.5.1.548

Seftings Call:  Search Groups  System  E-Mail  ShorCodes  Absence
Shortcodes Language
Camp an “3ITNE (Default) ~
Display SMTF

[] Show gresting Message [] Use SMTF to send Mail

[ ] Enlarge fort User Variable

Search at bottom LVID |

] Show presence in list
Calendar
[] Fixstart to 13 = [ 1 Show timeline
Calendar time D~ [] Hide old appontments
WEBMal Ui |

Cancel
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6.3 Restart Unified Operator

In order to complete the configuration the Unified Operator needs to be restarted, click on the

Unified Operator icon from the Desktop (see Section 7.1). Once the Unified Operator window
opens, the following two icons ¥ # should appear on the bottom left corner to signify that the
Unified Operator is connected to SQL server (first icon) and that the TAPI is functioning

correctly.

Note: Below is an example of what a typical Unified Operator would look like on a typical
customer site. This is not an example of Unified Operator used for compliance testing.

e Teamview ~Unified Operator =
R >E @G ==0
Number Nam Desarption | Department
2 88 @00:00 S—
HG SE
"‘ 0 o 0:00 L% \9:? Ll | |nim:|| |1
HG IP500 V2 5299
HG IP500 V2 IP500 V2 Ll L 4"‘
HG SE 5199
SE Ll L J 3
IP500V2 Digital Phone 5201 '
1P500 V2 L L —
IP500V2 H323-Phone 250 '
1P500 V2 Ll L L)
IP500Vv2 SIP Phone 5221 '
IP500 V2 L] L PUS
:EE H323 16031 152 0 N p—
SE H323 1616-1 5151
SE Ll L !-
SE SIP Phone 5121 '
SE Ll L P
SIP PSTN 091737000
: Ll L
|
70
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 350f41
SPOC 5/9/2018 ©2018 Avaya Inc. All Rights Reserved. TVOP_IPO10WS




7. Verification Steps

This section illustrates the steps necessary to verify that the TeamView® Unified Operator is
configured correctly to connect to IP Office.

7.1 Verify Scantalk TeamView® Unified Operator
From the PC that has Unified Operator installed open the application as shown below.

TeamView® Unified Oparator - Copynghts® 2000 - 2017 Scantalk ApS,
Denmark - All ights reserved.

TeamVew® U
TeamView® s 3 registers

i

L Tea mViewe

' Unified Operator

‘“for AVAYA IP Office 8.X, 9.X, 10.X

TeamView Unified
Operator

Opening SQL Connection
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Once the application is opened, a screen something like the following appears. Please note that
the contacts and group information shown below is that of the DevConnect lab and this will look
different for different customer sites. The screen below shows an idle switchboard, this is
verified by the green icons at the bottom left of the screen.

S Teamview - Unified Operator

ORI > B

QS TA==0

Number Name: Description ‘ Department

.’. 88 o 00:00 Name Extension

HG SE

.’. 0 0 0:00 [ \BZI‘JD\ | 1 Il |"im? [ I

HG IP500 v2 5299
HG IP500 V2 IP500 V2 Ll [ ‘l,‘

HG SE 5199
s€ Ll L J 3
IP500V2 Digital Phone 5201 '
IP500 V2 L] L aa
IP500V2 H323-Phone 5250 '
IP500 V2 L L P
IP500V2 SIP Phone 5221 '
IP500 V2 L] L A
SE H323 1603-1 5152
SE Ll R B
SE H323 1616-1 5151
SE L Lol -’-
SE SIP Phone 5121 '
SE Ll Ll P
SIP PSTN 091737000
: Ll Ll

7 |

M

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 37 0f 41

SPOC 5/9/2018 ©2018 Avaya Inc. All Rights Reserved. TVOP_IPO10WS




A number of calls are placed to the hunt group number associated with the switchboard for
Unified Operator. The following should appear showing the calls being presented to the
switchboard and the call is answered using the icon highlighted. Note the waiting time of 21
seconds on the group in the left window. Note the presence icons showing some phones are busy
and some idle in the main window.

[ Teamview - Unified Operator = X
RS > m (- Ce nNE@S TA==0
2 88 ©@00:00 >Emmiin R
HG SE
L 30 0:21 AR
HG IP500 V2 lgs(c;clxzsoo - - Ll L 3 3
e _ - Ll Ll ) 3
ILZ?;)\(?;IZ Digital Phone 5201 | ‘ | | | | ’
ILF;?;I)\(?Q\IZ H323-Phone 5250 | ‘ | | | | (
I|p zgﬂt)gz\fz SIP Phone 5221 e o f
SSEE H323 1603-1 5152 | ‘ | | | | -
:‘.EE H323 1616-1 5151 e 0 ".
SSEE SIP Phone 5121 e 0 .!‘
s o Ll Ll
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The first call is answered and can be placed on hold using the icon highlighted below allowing
the second call be presented to the Operator.

% Teamview - Unified Operator — B3
HEE - A

BRI > E CIULNEE@S TA==0
Number Name Description | Department

1 88 @00:00 |z —

HG SE

& 1 o 1 :08 Ly |9:? Ll | \11?!\‘ [

HG IP500 V2 5299
HG IP500 V2 ez N

HG SE 5199
s Lol Ll R
IP500V2 Digital Ph 5201
IP500 V2 areTene L L] ’
IP500V2 H323-Phone 5250
P00V N I f
IP500V2 SIP Ph 5221
PE00 V2 o Ll Ll ’
SSEE H323 1603-1 5162 1 0 p—
SE H323 1616-1 5151 '
SE Ll Ll PS
SE SIP Phone 5121 '
SE Lol Ll PN
SIP PSTN 091737000
i Ll Ll
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8. Conclusion

These Application Notes describe the configuration steps for TeamView® Unified Operator
from Scantalk to interoperate with Avaya IP Office R10.1 using the Centralized CTl Web
Services API to provide presence information to Unified Operator. Unified Operator integrates
with Avaya IP Office using the IP Office TAPI interface. All feature functionality test cases were
completed successfully with any issues and observations noted in Section 2.2.

9. Additional References

This section references the Avaya and Scantalk product documentation that are relevant to these
Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com
[1] Avaya IP Office R10.1 Manager 10.1, Document Number 15-601011
[2] Avaya IP Office R10.1 Doc library

Product Documentation for Scantalk can be obtained at http://www.scantalk.com
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©2018 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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